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Portions copyright 1992-2003 FairCom Corporation. “FairCom” and 
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Reserved.
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Roelofs.

Portions relating to gdttf.c copyright 1999, 2000, 2001, 2002 John 
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Szmurlo and Johan Van den Brande.
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Copyright © 1995-2002 International Business Machines Corporation 
and others.
All rights reserved.
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copy of this software and associated documentation files (the 
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whom the Software is furnished to do so, provided that the above 
copyright notice(s) and this permission notice appear in all copies of 
the Software and that both the above copyright notice(s) and this 
permission notice appear in supporting documentation.

For more information, see oss.software.ibm.com/icu/.
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LibNcFTP
For more information, see www.ncftp.com.

libpng
Copyright © 2000-2002 Glenn Randers-Pehrson.

For more information, see www.libpng.org.

MySQL
NetTracker eBusiness for MySQL includes software whose copyright 
is owned by, or licensed from, MySQL AB.

For more information, see www.mysql.com.

PCRE
Regular expression support is provided by the PCRE library package, 
which is open source software, written by Philip Hazel, and copyright 
by the University of Cambridge, England. The source code can be 
found at ftp://ftp.csx.cam.ac.uk/pub/software/programming/pcre/.

For more information, see www.pcre.org.

zlib
Copyright © 1995-2002 Jean-loup Gailly and Mark Adler.

For more information, see www.zlib.org.
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1Introduction to 
NetTracker

There are many reasons why you might want to analyze your 
Web site’s traffic. At the lowest level, you want to determine if 
anyone is coming to your Web site in order to justify the site’s 
existence. You also want to know which demographic groups are 
visiting your site.

Once you have determined that people are indeed visiting your 
Web site, the next step is to identify which pages they are 
viewing. When you know what content is popular and what 
content is ignored, you can tailor it to satisfy your customers.

A more detailed analysis of your Web site traffic will assist you 
in increasing the traffic to your Web site. For example, by 
determining which sites are referring visitors to your site, you 
can determine which online marketing activities are most 
successful at driving traffic to your site. Or, by combining your 
Web site traffic data with other data sources, such as your 
customer databases, you can determine which campaigns, for 
example, generated the most revenue versus just the most 
visitors. This allows you to calculate the return on investment 
(ROI) of specific online marketing campaigns as well as get 
detailed information about your online customers and 
prospects. 

NetTracker® Web analytics software can do all this and more.

This section provides a brief overview of how NetTracker 
analyzes and reports on your Web site.

Note: This section discusses Web sites, but NetTracker can 
also analyze your streaming media server (for video and audio 
1
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clips), FTP server (for downloads), and proxy server or firewall 
(for employees’ Internet and intranet usage). The principles are 
the same regardless of the type of server being analyzed.

Log Files

NetTracker gets information about your Web site from your 
Web server’s log file as well as logs from sites set up for page 
tagging. When visitors come to your Web site, they actually 
connect to your Web server, which serves the files the visitors’ 
Web browsers request (HTML files, image files, etc.). The Web 
server creates a log of each file visitors request, when it was 
requested, etc. This log is in the form of a text file:

This is just a portion of the first few lines of a 250,000-line log 
file (the file scrolls to the left for several more pages). This is a 
10 megabyte log file, and it represents one day’s worth of traffic 
on a low-volume Web site.

In raw form, log files are essentially useless, because they are 
generally very large, containing detailed entries for each file 
that was served. When you consider that a single Web page can 
contain many image files and text files, you can easily see why 
log files can grow so large.

NetTracker takes this raw log file data and converts it into 
meaningful information about your Web site traffic.
2
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The Stages of Web Site Tracking

Web site tracking consists of three stages: gathering the data, 
analyzing the data, and reporting on the data.

The data gathering stage consists of parsing your Web servers’ 
log files into a common format at scheduled intervals. For 
NetTracker to work, you must have access to your log files. Your 
Webmaster or ISP should be able to help you gain access to 
these files.

Once the data has been gathered, it needs to be analyzed. 
During the data analysis stage, complex heuristics are applied 
to the raw data to sessionize the data into visits and page views 
instead of simply hits. Once the data has been analyzed, it is 
placed in a database to facilitate reporting.

The final stage of Web site tracking is generating reports 
(including graphs) from the analyzed data. During this stage, 
the analyzed visit and page view data is read from the database 
and tabulated into many different reports, each answering a 
specific question. For example, a report on what people viewed 
on a Web site might consist of the pages that were viewed, how 
many times each page was viewed, and how long, on average, 
visitors spent looking at each page.

Reports

NetTracker 7.5 eBusiness contains more than 100 standard 
reports (divided among Web, proxy, FTP, and media) and 27 
standard overall reports (divided among Web, proxy, FTP, and 
media). In addition, you can create your own custom reports 
and then configure NetTracker to update them regularly with 
the latest data.

You can access NetTracker reports via an intranet or remotely 
via the Internet by going to a unique URL that NetTracker 
generates. You can also configure NetTracker to e-mail reports, 
ensuring that key managers have the up-to-date information 
they need as soon as a NetTracker update is complete.
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All NetTracker reports contain drilldown capabilities that 
enable users to dynamically link to additional relevant 
information. You can even maintain this feature in reports you 
e-mail to others.

NetTracker can export data, allowing you to import NetTracker 
reports into popular software packages such as Microsoft Excel, 
Access, and Word. NetTracker also graphs the report data, and 
you can switch between five different graph types.

Profiles

A profile is a collection of reports that analyze the same Web 
site, streaming media server, FTP server, proxy server, or 
firewall. For example, a Web profile can contain the following 
reports.

Banner Ad Summary
Browser Breakdown
Browser Summary
Campaign Channel Summary
Campaign Channel Type Summary
Campaign Segment Summary
Campaign Summary
Clickthrough Breakdown
Content Dashboard
Content Summary
Cookie Summary
Date Summary
Day of the Week Summary
Department Summary
Directory Summary
Domain Summary
Entry Page Breakdown
Entry Page Summary
Error Breakdown
Error Summary
Executive Dashboard
Exit Page Breakdown
Exit Page Summary
Host Summary
Impression Breakdown
4
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Initial Referrer Breakdown
Initial Referrer Summary
Keyword Summary
Link Breakdown
Link Summary
Local Keyword Summary
Marketing Dashboard
Page Breakdown
Page Delivery Summary
Page Summary
Page View Summary
Paid Keyword Summary
Path Summary
Platform Summary
Referrer Breakdown
Referrer Summary
Repeat Visitor Summary
Robot/Spider Breakdown
Robot/Spider Summary
Screen Resolution Summary
Server Performance Summary
Server Summary
Technical Dashboard
Time Summary
Traffic Dashboard
Traffic Summary
User Summary
View Breakdown
Visit Breakdown
Visit Duration Summary
Visitor Dashboard
Visitor Profile Summary
Visitor Retention Summary
Visitor Summary

If your NetTracker license allows, you can create multiple 
profiles. You can have each profile analyze a different Web site. 
Or, if you have a large Web site with several different areas, you 
can have one profile for each section of the site. You can have 
one profile to analyze your Web site, another profile to analyze 
your employees’ traffic through your proxy server, a third to 
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analyze your FTP site, and a fourth to analyze a streaming 
media server.

An overall profile presents statistics for all of your profiles of a 
particular type (for example, all of your Web profiles). Seeing 
overall results can help you to allocate resources among your 
sites more effectively.

Using the NetTracker User’s Guide and 
Online Help

The NetTracker User’s Guide and online help system focus on 
the tasks you need to complete in order to get the information 
you need from NetTracker. Since many of the tasks are the 
same regardless of whether you are analyzing a Web server, 
FTP server, streaming media server, proxy server, or firewall, 
the user’s guide and online help system are not organized by 
profile type. If a task only applies to some profile types, those 
profile types will be indicated directly below the heading. For 
example,

Profile Type: Web, FTP

Feedback

We always welcome your comments and suggestions about the 
NetTracker software and documentation, and about any other 
aspect of Sane Solutions. Please send your feedback to 
feedback@sane.com.
6



2Installing NetTracker

This section contains instructions on installing and upgrading 
NetTracker. It also contains details on configuring your Web 
browser, the Web server that serves your NetTracker reports, 
and the server whose log files you are analyzing for optimal use 
with NetTracker.

Before You Install

Unlike most other Web analytics software, NetTracker is 
designed to run on a Web server and be accessed via a Web 
browser. Therefore, users will not need to download large log 
files because the data that is analyzed stays on your Web 
server.

Note: If you want NetTracker to run on IIS, you must configure 
some options within IIS before you install NetTracker. (For 
details, see “Microsoft Internet Information Services” on 
page 55.)

Note: If you want to install NetTracker on a Sun ONE/iPlanet 
Web server, you need to set up a CGI-BIN directory before you 
install NetTracker. (For details, see “Sun ONE/iPlanet Web 
Server” on page 53.)

NetTracker works best with the following browsers:

• Firefox 1.0 and later
• Konqueror 3.0 and later
• Microsoft Internet Explorer 5.x and later
• Microsoft Internet Explorer for the Macintosh
• Mozilla 1.0 and later
7
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• Netscape Communicator 6.3 and later
• Opera 7.0 and later
• Safari

Installing NetTracker eBusiness for Oracle

Database and Client Character Sets

The database and client character sets you use when creating 
your Oracle database can have a significant impact on 
NetTracker. The WE8ISO8859P1 character set is safe to use as 
both the database and the client character set. The US7ASCII 
character set should never be used. If you are considering using 
a character set other than WE8ISO8859P1, you should first 
contact Sane Solutions technical support. If you do not know 
what character set you are using, contact your database 
administrator.

Oracle Configuration

To install NetTracker, you will need a valid user account for 
your Oracle database. This user account must have previously 
been granted the CONNECT role, and must have sufficient 
space available in the quota for the default tablespace. The 
amount of space available should be approximately equal to the 
total size of the logs you expect to process with NetTracker.

Your computer must also be configured as an Oracle 10g or later 
client using either a typical Oracle client installation or the 
Oracle Instant Client. You must know the user name, password, 
and service name necessary to log onto your Oracle database 
server from your computer in order to install NetTracker. If 
your computer is not currently configured as an Oracle client, 
consult the Oracle documentation for instructions.

Your database server must be running Oracle 9iR2 or later. You 
must know the user name, password, and service name 
necessary to log into your Oracle database server from your 
computer in order to install NetTracker. If your computer is not 
currently configured as an Oracle client, consult the Oracle 
documentation for instructions.
8
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Oracle Performance Tuning

You can substantially improve NetTracker’s overall 
performance by tuning your Oracle database. You can find a 
white paper with a complete discussion of how to optimize 
Oracle for NetTracker on our Web site at 
http://www.sane.com/whitepapers.

Installing NetTracker eBusiness for Oracle on a 
Windows System

Note: If you want to install NetTracker on a computer that does 
not have a Web server, you can use the Web server built into 
NetTracker by selecting No Web server is installed on this 
computer during the installation. However, if you use the 
built-in Web server, your NetTracker reports can only be viewed 
on the computer on which NetTracker is installed.

To install NetTracker:
1 Log on to the server console with administrative access 

rights.
2 Double-click the NetTracker self-extracting archive.
3 Follow the on-screen instructions.

Installing NetTracker eBusiness for Oracle on a 
UNIX System

Note: The computer on which NetTracker is installed must also 
have a Web server installed. NetTracker uses this Web server to 
serve the NetTracker reports.

To install NetTracker:
1 Unpack the archive into a temporary directory. Example:

gunzip NetTracker-7.5-EBO-Solaris8.tar.gz
tar xvf NetTracker-7.5-EBO-Solaris8.tar

2 Change directories into the unpacked directory.
3 Run the ntinstall program. Example:

./ntinstall
4 Read and accept the license agreement.
5 When prompted, enter your serial number. You will find 

your serial number either in the upper-left-hand corner 
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of the inside cover of the user’s guide or in the e-mail 
message you received with downloading instructions.

6 When prompted, enter your activation key. (This key is 
case-sensitive.) You will find your activation key either 
in the upper-left-hand corner of the inside cover of the 
user’s guide or in the e-mail you received with 
downloading instructions.

7 When prompted, enter the path to your Oracle client 
program directory (ORACLE_HOME).

8 When prompted, enter the user name, password, and 
service name for the Oracle database to which you are 
connecting. NetTracker will try to connect to the 
database. If it encounters difficulties, it will display an 
error message. For details on common errors, see 
“Common Error Messages During Installation” on 
page 11.

9 When prompted, enter the program directory for 
NetTracker. The program directory will store executable 
files.

10 When prompted, enter the HTML directory for 
NetTracker. This directory will store the generated 
HTML reports, so it must be under the document root for 
your Web server.

11 When prompted, enter the URL that corresponds to the 
HTML directory that you specified in the previous step.

12 When prompted, enter the CGI-BIN directory for 
NetTracker. This directory will store the CGI-BIN 
programs that allow you to use NetTracker through your 
Web browser, so it must be set up as a CGI-BIN directory 
within your Web server software.

13 When prompted, enter the URL that corresponds to the 
CGI-BIN directory that you specified in the previous 
step.

14 NetTracker will now ask you if you would like to 
configure your first profile during the installation 
process. When prompted, select Yes to configure the 
profile now. To configure the profile later, select No. If 
you select No, skip to step 17.

15 When prompted, select the type of profile you would like 
to create. Select 1 for Web server, 2 for proxy 
10
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server/firewall, 3 for FTP server, or 4 for streaming 
media server.

16 When prompted, enter the profile configuration 
parameters for your first profile.

17 NetTracker will now ask you if you would like to enter 
information about your mail server during the 
installation process. (NetTracker needs this information 
if you want to e-mail reports to others or deliver error 
notifications via e-mail to the administrator you specify.) 
When prompted, select Yes to configure your e-mail 
settings now. To configure the settings later — through 
the Web browser interface — select No. If you select No, 
skip to step 22.

18 When prompted, enter the host name or IP address of 
your mail server.

19 When prompted, enter the TCP port on which your mail 
server is installed. (Press Enter to accept the default of 
25.)

20 When prompted, enter the e-mail address from which all 
NetTracker reports will be sent.

21 When prompted, enter the e-mail address of the people 
who should be notified of errors. Separate multiple 
e-mail addresses with commas.

22 NetTracker will now ask you if you would like to have 
your profile updated automatically each day. If you select 
a time of day from the list, NetTracker will generate an 
entry for you to add to your system’s crontab file.

23 Review the values you have entered, and correct any 
mistakes.

24 NetTracker will then finish the installation and display 
a URL for you to enter into your Web browser to begin 
using NetTracker. If you selected a time of day to have 
your profiles automatically updated in step 22, an entry 
to add to your system’s crontab file will appear.

Common Error Messages During Installation

The NetTracker installation program attempts to connect to 
your Oracle database and create various tables that NetTracker 
needs to generate reports. During this test, you may receive an 
error message if NetTracker detects a problem with your 
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current Oracle configuration that will prevent it from running. 
Some common error messages and their causes are:

• Could not resolve service name — NetTracker was 
unable to locate the computer where your Oracle service 
is running or a service with the name provided running 
on that computer.

• Invalid user name/password — You do not have the 
ability to log onto the Oracle database with the user 
name and password you provided.

• No listener — You specified a service name which 
resolved to a computer that is not currently running 
Oracle.

• User USERNAME lacks SOME privilege — You do 
not have the rights required to perform some of the 
database functions necessary to run NetTracker in the 
Oracle database you connected to.

• No privileges on tablespace NAME — You do not 
have space in the database allocated to you.

These error messages are a result of problems with your Oracle 
configuration. If you receive one of these error messages, check 
your Oracle documentation or ask your database administrator 
for help resolving it.

Upgrading from NetTracker 6.0 or 7.0 eBusiness 
Edition for Oracle on a Windows System

The following upgrade paths are possible:

NetTracker 6.0 eBusiness Edition for Oracle -> NetTracker 
7.5 eBusiness for Oracle

NetTracker 7.0 eBusiness Edition for Oracle -> NetTracker 
7.5 eBusiness for Oracle

Note: Only registered copies of NetTracker 6.0 and 7.0 can be 
upgraded. Evaluation copies cannot be upgraded.

Note: The process of upgrading an existing NetTracker 
database can take a significant amount of time.
12
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To upgrade using one of the above upgrade paths:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Log on to the server console with administrative access 

rights.
4 If you are currently using a NetTracker language pack, 

download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

5 Double-click the NetTracker self-extracting archive.
6 When prompted, enter your NetTracker 7.5 serial 

number and activation key. (The activation key is 
case-sensitive.)

7 When the installation program prompts you for the 
NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is C:\Program Files\NetTracker. 

8 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Browse to it and click 
Open.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

10 The installation program will now ask you if you wish to 
upgrade your existing NetTracker database or reprocess 
your log files. If all of your original log data is available, 
we recommend that you reprocess your log files. Select 
Yes to reprocess your log files or select No to upgrade 
your existing NetTracker database.

11 When prompted, enter the name of the program group in 
which you want NetTracker to appear.

12 NetTracker will now confirm your settings and then 
update your current NetTracker installation. 

Note: When upgrading from NetTracker 6.0 or 7.0 eBusiness 
Edition for Oracle to NetTracker 7.5 eBusiness for Oracle on a 
Windows system, your configuration settings and your 
NetTracker database (if you selected No in step 10) are 
imported. When the upgrade process is complete, your 
13
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NetTracker reports must be recalculated. You can recalculate 
your reports by viewing the imported profile(s) in your Web 
browser and clicking the Update icon (the left-most icon in the 
group). If you prefer to use the command prompt, you can run 
the command nettracker all -update to recalculate all 
the reports for all profiles. Do not use the -regen 
command-line option to recalculate reports.

Upgrading from NetTracker 6.0 or 7.0 eBusiness 
Edition for Oracle on a UNIX System

The following upgrade path is possible:

NetTracker 6.0 eBusiness Edition for Oracle -> NetTracker 
7.5 eBusiness for Oracle

NetTracker 7.0 eBusiness Edition for Oracle -> NetTracker 
7.5 eBusiness for Oracle

Note: Only registered copies of NetTracker 6.0 and 7.0 can be 
upgraded. Evaluation copies cannot be upgraded.

Note: The process of upgrading an existing NetTracker 
database can take a significant amount of time.

1 Ensure that no NetTracker profiles are currently being 
updated.

2 Back up your current NetTracker installation. (For 
details, see “Backing Up NetTracker” on page 334.)

3 If you are currently using a NetTracker language pack, 
download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

4 Unpack the archive into a temporary directory. Example:
gunzip NetTracker-7.5-EBO-Solaris8.tar.gz
tar xvf NetTracker-7.5-EBO-Solaris8.tar

5 Run the ntupgrade program. Example:
./ntupgrade

6 Read and accept the license agreement.
7 When the installation program prompts you for the 

NetTracker program directory, enter your current 
14
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NetTracker program directory. The default program 
directory is /usr/local/NetTracker.

8 If you are using a language pack, the installation 
program will ask you for the location of the NetTracker 
7.5 language pack. Type the full path to the language 
pack and press Enter.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

10 When prompted, enter your NetTracker 7.5 serial 
number and activation key. (The activation key is 
case-sensitive.) 

11 The installation program will now ask you if you wish to 
upgrade your existing NetTracker database or reprocess 
your log files. If all of your original log data is available, 
we recommend that you reprocess your log files. Select 
Yes to reprocess your log files or select No to upgrade 
your existing NetTracker database.

12 NetTracker will now update your current NetTracker 
installation.

Note: When upgrading from NetTracker 6.0 or 7.0 eBusiness 
Edition for Oracle to NetTracker 7.5 eBusiness for Oracle on a 
UNIX system, your configuration settings and your NetTracker 
database (if you selected No in step 11) are imported. When the 
upgrade process is complete, your NetTracker reports must be 
recalculated. You can recalculate your reports by viewing the 
imported profile(s) in your Web browser and clicking the 
Update icon (the left-most icon in the group). If you prefer to 
use the command prompt, you can run the command 
nettracker all -update to recalculate all the reports for 
all profiles. Do not use the -regen command-line option to 
recalculate reports.

Upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise on a Windows System

The following upgrade paths are possible:

NetTracker 7.5 Professional -> NetTracker 7.5 eBusiness for 
Oracle
15
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NetTracker 7.5 Enterprise -> NetTracker 7.5 eBusiness for 
Oracle

To upgrade using one of the above upgrade paths:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Log on to the server console with administrative access 

rights.
4 If you are currently using a NetTracker language pack, 

download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

5 Double-click the NetTracker self-extracting archive.
6 When prompted, enter your NetTracker 7.5 eBusiness 

for Oracle serial number and activation key. (The 
activation key is case-sensitive.)

7 When the installation program prompts you for the 
NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is C:\Program Files\NetTracker.

8 If the installation program prompts you for the language 
pack, browse to it and click Open.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories. 

10 The installation program will now ask you if you want to 
import your existing NetTracker data into Oracle. Select 
Yes to import your data. Select No if you would rather 
reprocess your log files.

11 When prompted, enter the user name, password, and 
service name NetTracker should use to connect to the 
database.

12 When prompted, enter the name of the program group in 
which you want NetTracker to appear.

13 NetTracker will now confirm your settings and then 
update your current NetTracker installation.

Note: When upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise to NetTracker 7.5 eBusiness for 
Oracle on a Windows system, your configuration settings and 
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your NetTracker database (if you selected Yes in step 10) are 
imported. When the upgrade process is complete, your 
NetTracker reports must be recalculated. You can recalculate 
your reports by viewing the imported profile(s) in your Web 
browser and clicking the Update icon (the left-most icon in the 
group). If you prefer to use the command prompt, you can run 
the command nettracker all -update to recalculate all 
the reports for all profiles. Do not use the -regen 
command-line option to recalculate reports.

Upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise on a UNIX System

The following upgrade paths are possible:

NetTracker 7.5 Professional -> NetTracker 7.5 eBusiness for 
Oracle

NetTracker 7.5 Enterprise -> NetTracker 7.5 eBusiness for 
Oracle

To upgrade using one of the above upgrade paths:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Unpack the archive into a temporary directory. Example:

gunzip NetTracker-7.5-EBO-Solaris8.tar.gz
tar xvf NetTracker-7.5-EBO-Solaris8.tar

4 Run the ntupgrade program. Example:
./ntupgrade

5 Read and accept the license agreement.
6 When the installation program prompts you for the 

NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is /usr/local/NetTracker.

7 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Type the full path to the 
language pack and press Enter.
17
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8 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

9 When prompted, enter your NetTracker 7.5 eBusiness 
for Oracle serial number and activation key. (The 
activation key is case-sensitive.)

10 When prompted, enter the path to your Oracle client 
program directory (ORACLE_HOME).

11 When prompted, enter the user name, password, and 
service name for the Oracle database to which you are 
connecting. NetTracker will try to connect to the 
database. If it encounters difficulties, it will display an 
error message. For details on common errors, see 
“Common Error Messages During Installation” on 
page 11.

12 The installation program will now ask you if you want to 
import your existing NetTracker data into Oracle. Select 
Yes to import your data. Select No if you would rather 
reprocess your log files.

13 NetTracker will now update your current NetTracker 
installation.

Note: When upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise to NetTracker 7.5 eBusiness for 
Oracle on a UNIX system, your configuration settings and your 
NetTracker database (if you selected Yes in step 12) are 
imported. When the upgrade process is complete, your 
NetTracker reports must be recalculated. You can recalculate 
your reports by viewing the imported profile(s) in your Web 
browser and clicking the Update icon (the left-most icon in the 
group). If you prefer to use the command prompt, you can run 
the command nettracker all -update to recalculate all 
the reports for all profiles. Do not use the -regen 
command-line option to recalculate reports.
18
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Installing NetTracker eBusiness for SQL 
Server

SQL Server Configuration

To install NetTracker, you will need a valid user account for 
your SQL Server database. This user account must have 
previously been granted the db_owner role on the database that 
you intend to use for NetTracker. The amount of space available 
should be approximately equal to the total size of the logs you 
expect to process with NetTracker.

Your computer must also have version 3.7 or later of the SQL 
Server ODBC driver installed. Acceptable versions of the SQL 
Server ODBC driver are included in the SQL Server 
distribution and are installed when SQL Server is installed. 
Acceptable SQL Server ODBC drivers can also be found in the 
Microsoft Data Access Components package version 2.1 or later. 
If your computer does not currently have the correct SQL 
Server ODBC driver installed, consult the SQL Server 
documentation or the Microsoft data access Web site 
(http://www.microsoft.com/data/) for instructions.

Your database server must be running SQL 2000 or later. You 
must know the server name, user name, and password 
necessary to log into your SQL Server database server from 
your computer in order to install NetTracker. If your computer 
is not currently configured as a SQL Server client, consult the 
SQL Server documentation for instructions.

SQL Server Case-Sensitivity Considerations

A default SQL Server installation will treat character strings in 
a case-insensitive and accent-insensitive manner due to the 
default sort order setting. However, the NetTracker database 
must be both case-sensitive and accent-sensitive. (NetTracker 
will not install using a case-insensitive database.) A database 
using the Latin1_General_BIN collation order is usually a good 
choice. Consult your SQL Server documentation for information 
and instructions on creating a case-sensitive database.
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Installing NetTracker eBusiness for SQL Server 
on a Windows System

Note: If you want to install NetTracker on a computer that does 
not have a Web server, you can use the Web server built into 
NetTracker by selecting the No Web server is installed on 
this computer option during the installation. However, if you 
use the built-in Web server, your NetTracker reports can only be 
viewed on the computer on which NetTracker is installed.

To install NetTracker:
1 Log on to the server console with administrative access 

rights.
2 Double-click the NetTracker self-extracting archive.
3 Follow the on-screen instructions.

Common Error Messages During Installation

The NetTracker installation program attempts to connect to 
your SQL Server database and create various tables that 
NetTracker needs to generate reports. During this test you may 
receive an error message if NetTracker detects a problem with 
your current SQL Server configuration that will prevent it from 
running. Some common error messages and their causes are:

• Specified SQL server not found — NetTracker was 
unable to locate the computer where SQL Server is 
running.

• Login failed for user ‘username’ — You do not have 
the ability to log on to the SQL Server database with the 
user name and password you provided.

• The user ‘username’ must have the db_owner role 
set for database ‘database’ — You do not have the 
rights required to perform some of the database 
functions necessary to run NetTracker in the SQL 
Server database you specified.

These error messages are a result of problems with your SQL 
Server configuration. If you receive one of these error messages, 
check your SQL Server documentation for help resolving it.
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Upgrading from NetTracker 6.0 or 7.0 eBusiness 
Edition for SQL Server on a Windows System

The following upgrade paths are possible:

NetTracker 6.0 eBusiness Edition for SQL Server -> 
NetTracker 7.5 eBusiness for SQL Server

NetTracker 7.0 eBusiness Edition for SQL Server -> 
NetTracker 7.5 eBusiness for SQL Server

Note: Only registered copies of NetTracker 6.0 and 7.0 can be 
upgraded. Evaluation copies cannot be upgraded.

Note: The process of upgrading an existing NetTracker 
database can take a significant amount of time.

To upgrade using one of the above upgrade paths:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Log on to the server console with administrative access 

rights.
4 If you are currently using a NetTracker language pack, 

download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

5 Double-click the NetTracker self-extracting archive.
6 When prompted, enter your NetTracker 7.5 eBusiness 

for SQL Server serial number and activation key. (The 
activation key is case-sensitive.)

7 When the installation program prompts you for the 
NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is C:\Program Files\NetTracker.

8 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Browse to it and click 
Open.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories. 
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10 The installation program will now ask you if you wish to 
upgrade your existing NetTracker database or reprocess 
your log files. If all of your original log data is available, 
we recommend that you reprocess your log files. Select 
Yes to reprocess your log files or select No to upgrade 
your existing NetTracker database.

11 When prompted, enter the name of the program group in 
which you want NetTracker to appear.

12 NetTracker will now confirm your settings and then 
update your current NetTracker installation.

Note: When upgrading from NetTracker 6.0 or 7.0 eBusiness 
Edition for SQL Server to NetTracker 7.5 eBusiness for SQL 
Server on a Windows system, your configuration settings and 
your NetTracker database (if you selected No in step 10) are 
imported. When the upgrade process is complete, your 
NetTracker reports must be recalculated. You can recalculate 
your reports by viewing the imported profile(s) in your Web 
browser and clicking the Update icon (the left-most icon in the 
group). If you prefer to use the command prompt, you can run 
the command nettracker all -update to recalculate all 
the reports for all profiles. Do not use the -regen 
command-line option to recalculate reports.

Upgrading from NetTracker 7.5 SMB for SQL 
Server on a Windows System

The following upgrade path is possible:

NetTracker 7.5 SMB for SQL Server -> NetTracker 7.5 
eBusiness for SQL Server

Note: The process of upgrading an existing NetTracker 
database can take a significant amount of time.

To upgrade using the above upgrade path:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
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3 Log on to the server console with administrative access 
rights.

4 If you are currently using a NetTracker language pack, 
download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

5 Double-click the NetTracker self-extracting archive.
6 When prompted, enter your NetTracker 7.5 eBusiness 

for SQL Server serial number and activation key. (The 
activation key is case-sensitive.)

7 When the installation program prompts you for the 
NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is C:\Program Files\NetTracker.

8 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Browse to it and click 
Open.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

10 When prompted, enter the name of the program group in 
which you want NetTracker to appear.

11 NetTracker will now update your current NetTracker 
installation.

Note: When upgrading from NetTracker 7.5 SMB for SQL 
Server to NetTracker 7.5 eBusiness for SQL Server, your 
configuration settings are imported.

Upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise on a Windows System

The following upgrade paths are possible:

NetTracker 7.5 Professional -> NetTracker 7.5 eBusiness for 
SQL Server

NetTracker 7.5 Enterprise -> NetTracker 7.5 eBusiness for 
SQL Server

Note: The process of upgrading an existing NetTracker 
database can take a significant amount of time.
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To upgrade using one of the above upgrade paths:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Log on to the server console with administrative access 

rights.
4 If you are currently using a NetTracker language pack, 

download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

5 Double-click the NetTracker self-extracting archive.
6 When prompted, enter your NetTracker 7.5 SMB for 

SQL Server serial number and activation key. (The 
activation key is case-sensitive.)

7 When the installation program prompts you for the 
NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is C:\Program Files\NetTracker.

8 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Browse to it and click 
Open.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

10 The installation program will now ask you if you want to 
import your existing NetTracker data into SQL Server. 
Select Yes to import your data. Select No if you would 
rather reprocess your log files.

11 When prompted, enter the server name, user name, and 
password NetTracker should use to connect to the 
database.

12 When prompted, select the database NetTracker should 
use to store its data.

13 When prompted, enter the name of the program group in 
which you want NetTracker to appear.

14 NetTracker will now update your current NetTracker 
installation.

Note: When upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise to NetTracker 7.5 eBusiness for SQL 
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Server on a Windows system, your configuration settings and 
your NetTracker database (if you selected Yes in step 10) are 
imported. When the upgrade process is complete, your 
NetTracker reports must be recalculated. You can recalculate 
your reports by viewing the imported profile(s) in your Web 
browser and clicking the Update icon (the left-most icon in the 
group). If you prefer to use the command prompt, you can run 
the command nettracker all -update to recalculate all 
the reports for all profiles. Do not use the -regen 
command-line option to recalculate reports.

Installing NetTracker eBusiness for DB2

Database Code Page

Your database should use a single-byte, case-sensitive and 
accent-sensitive code page. A database using the IBM-1252 (on 
Windows systems) or ISO8859-1 (on UNIX systems) code pages 
is recommended. If you are considering using a code page other 
than IBM-1252 or ISO8859-1, you should first contact Sane 
Solutions technical support.

DB2 Configuration

Your database server must be running DB2 8.1 or later. You 
must know the user name, password, and database alias 
necessary to log onto your DB2 database server from your 
computer in order to install NetTracker. If your computer is not 
currently configured as a DB2 client, consult the DB2 
documentation for instructions.

Installing NetTracker eBusiness for DB2 on a 
Windows System

Note: If you want to install NetTracker on a computer that does 
not have a Web server, you can use the Web server built into 
NetTracker by selecting No Web Server Is Installed on This 
Computer during the installation. However, if you use the 
built-in Web server, your NetTracker reports can only be viewed 
on the computer on which NetTracker is installed.
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To install NetTracker:
1 Log on to the server console with administrative access 

rights.
2 Double-click the NetTracker self-extracting archive.
3 Follow the on-screen instructions.

Installing NetTracker eBusiness for DB2 on a 
UNIX System

Note: The computer on which NetTracker is installed must also 
have a Web server installed. NetTracker uses this Web server to 
serve the NetTracker reports.

To install NetTracker:
1 Unpack the archive into a temporary directory. Example:

gunzip NetTracker-7.5-EBD-Solaris8.tar.gz
tar xvf NetTracker-7.5-EBD-Solaris8.tar

2 Change directories into the unpacked directory.
3 Run the ntinstall program. Example:

./ntinstall

4 Read and accept the license agreement.
5 When prompted, enter your serial number. You will find 

your serial number either in the upper-left-hand corner 
of the inside cover of the user’s guide or in the e-mail 
message you received with downloading instructions.

6 When prompted, enter your activation key. (This key is 
case-sensitive.) You will find your activation key either 
in the upper-left-hand corner of the inside cover of the 
user’s guide or in the e-mail you received with 
downloading instructions.

7 When prompted, enter the name of the instance for the 
DB2 client.

8 When prompted, enter the user name, password, and 
database alias for the DB2 database to which you are 
connecting. NetTracker will try to connect to the 
database. If it encounters difficulties, it will display an 
error message. For details on common errors, see 
“Common Error Messages During Installation” on 
page 28.
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9 When prompted, enter the program directory for 
NetTracker. The program directory will store executable 
files.

10 When prompted, enter the HTML directory for 
NetTracker. This directory will store the generated 
HTML reports, so it must be under the document root for 
your Web server.

11 When prompted, enter the URL that corresponds to the 
HTML directory that you specified in the previous step.

12 When prompted, enter the CGI-BIN directory for 
NetTracker. This directory will store the CGI-BIN 
programs that allow you to use NetTracker through your 
Web browser, so it must be set up as a CGI-BIN directory 
within your Web server software.

13 When prompted, enter the URL that corresponds to the 
CGI-BIN directory that you specified in the previous 
step.

14 NetTracker will now ask you if you would like to 
configure your first profile during the installation 
process. When prompted, select Yes to configure the 
profile now. To configure the profile later, select No. If 
you select No, skip to step 17.

15 When prompted, select the type of profile you would like 
to create. Select 1 for Web server, 2 for proxy 
server/firewall, 3 for FTP server, or 4 for streaming 
media server.

16 When prompted, enter the profile configuration 
parameters for your first profile.

17 NetTracker will now ask you if you would like to enter 
information about your mail server during the 
installation process. (NetTracker needs this information 
if you want to e-mail reports to others or deliver error 
notifications via e-mail to the administrator you specify.) 
When prompted, select Yes to configure your e-mail 
settings now. To configure the settings later — through 
the Web browser interface — select No. If you select No, 
skip to step 22.

18 When prompted, enter the host name or IP address of 
your mail server.
27



NetTracker eBusiness User’s Guide
19 When prompted, enter the TCP port on which your mail 
server is installed. (Press Enter to accept the default of 
25.)

20 When prompted, enter the e-mail address from which all 
NetTracker reports will be sent.

21 When prompted, enter the e-mail address of the people 
who should be notified of errors. Separate multiple 
e-mail addresses with commas.

22 NetTracker will now ask you if you would like to have 
your profile updated automatically each day. If you select 
a time of day from the list, NetTracker will generate an 
entry for you to add to your system’s crontab file.

23 Review the values you have entered, and correct any 
mistakes.

24 NetTracker will then finish the installation and display 
a URL for you to enter into your Web browser to begin 
using NetTracker. If you selected a time of day to have 
your profiles automatically updated in step 22, an entry 
to add to your system’s crontab file will also appear.

Common Error Messages During Installation

The NetTracker installation program attempts to connect to 
your DB2 database and create various tables that NetTracker 
needs to generate reports. During this test you may receive an 
error message if NetTracker detects a problem with your 
current DB2 configuration that will prevent it from running. 
Some common error messages and their causes are:

• Could not allocate the environment handle — 
NetTracker was unable to find the local DB2 instance 
you specified.

• The database alias name or database name 
“NAME” could not be found — You specified an 
undefined database alias.

• A communication error has been detected. 
Communication protocol being used: “TCP/IP”. 
Communication API being used: “SOCKETS”. 
Location where the error was detected “”. 
Communication function detecting the error: 
“connect”. Protocol specific error code(s): “111”, 
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“*”, “*” — The remote instance you are trying to connect 
to is not running.

• No start database manager command was issued 
— The local database you are trying to connect to is not 
running.

• Attempt to establish connection failed with 
security reason “#” (“<description>”) — You do not 
have permission to log onto the DB2 database (due to an 
incorrect user name, invalid password, etc.).

• User “USERNAME” does not have the CONNECT 
privilege — Your user name and password were correct, 
but you are not allowed to connect to the database.

• USERNAME does not have the privilege to 
perform operation “OPERATION” — You do not 
have the rights required to perform some of the database 
functions necessary to run NetTracker in the DB2 
database you specified.

These error messages are a result of problems with your DB2 
configuration. If you receive one of these error messages, check 
your DB2 documentation for help resolving it.

Upgrading from NetTracker 7.0 eBusiness Edition 
for DB2 on a Windows System

The following upgrade path is possible:

NetTracker 7.0 eBusiness Edition for DB2 -> NetTracker 7.5 
eBusiness for DB2

Note: Only registered copies of NetTracker 7.0 can be 
upgraded. Evaluation copies cannot be upgraded.

Note: The process of upgrading an existing NetTracker 
database can take a significant amount of time.

To upgrade using the above upgrade path:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
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3 Log on to the server console with administrative access 
rights.

4 If you are currently using a NetTracker language pack, 
download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

5 Double-click the NetTracker self-extracting archive.
6 When prompted, enter your NetTracker 7.5 eBusiness 

for DB2 serial number and activation key. (The 
activation key is case-sensitive.)

7 When the installation program prompts you for the 
NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is C:\Program Files\NetTracker.

8 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Browse to it and click 
Open.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

10 The installation program will now ask you if you wish to 
upgrade your existing NetTracker database or reprocess 
your log files. If all of your original log data is available, 
we recommend that you reprocess your log files. Select 
Yes to reprocess your log files or select No to upgrade 
your existing NetTracker database.

11 When prompted, enter the name of the program group in 
which you want NetTracker to appear.

12 NetTracker will now confirm your settings and then 
update your current NetTracker installation.

Note: When upgrading from NetTracker 7.0 eBusiness Edition 
for DB2 to NetTracker 7.5 eBusiness for DB2 on a Windows 
system, your configuration settings and your NetTracker 
database (if you selected No in step 10) are imported. When the 
upgrade process is complete, your NetTracker reports must be 
recalculated. You can recalculate your reports by viewing the 
imported profile(s) in your Web browser and clicking the 
Update icon (the left-most icon in the group). If you prefer to 
use the command prompt, you can run the command 
nettracker all -update to recalculate all the reports for 
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all profiles. Do not use the -regen command-line option to 
recalculate reports.

Upgrading from NetTracker 7.0 eBusiness Edition 
for DB2 on a UNIX System

The following upgrade path is possible:

NetTracker 7.0 eBusiness Edition for DB2 -> NetTracker 7.5 
eBusiness for DB2

Note: Only registered copies of NetTracker 7.0 can be 
upgraded. Evaluation copies cannot be upgraded.

Note: The process of upgrading an existing NetTracker 
database can take a significant amount of time.

To upgrade using the above upgrade path:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 If you are currently using a NetTracker language pack, 

download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

4 Unpack the archive into a temporary directory. Example:
gunzip NetTracker-7.5-EBD-Solaris8.tar.gz
tar xvf NetTracker-7.5-EBD-Solaris8.tar

5 Run the ntupgrade program. Example:
./ntupgrade

6 Read and accept the license agreement.
7 When the installation program prompts you for the 

NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is /usr/local/NetTracker.

8 If you are using a language pack, the installation 
program will ask you for the location of the NetTracker 
7.5 language pack. Type the full path to the language 
pack and press Enter.
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9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

10 When prompted, enter your NetTracker 7.5 serial 
number and activation key. (The activation key is 
case-sensitive.) 

11 The installation program will now ask you if you wish to 
upgrade your existing NetTracker database or reprocess 
your log files. If all of your original log data is available, 
we recommend that you reprocess your log files. Select 
Yes to reprocess your log files or select No to upgrade 
your existing NetTracker database.

12 NetTracker will now update your current NetTracker 
installation.

Note: When upgrading from NetTracker 7.0 eBusiness Edition 
for DB2 to NetTracker 7.5 eBusiness for DB2 on a UNIX 
system, your configuration settings and your NetTracker 
database (if you selected No in step 11) are imported. When the 
upgrade process is complete, your NetTracker reports must be 
recalculated. You can recalculate your reports by viewing the 
imported profile(s) in your Web browser and clicking the 
Update icon (the left-most icon in the group). If you prefer to 
use the command prompt, you can run the command 
nettracker all -update to recalculate all the reports for 
all profiles. Do not use the -regen command-line option to 
recalculate reports.

Upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise on a Windows System

The following upgrade paths are possible:

NetTracker 7.5 Professional -> NetTracker 7.5 eBusiness for 
DB2

NetTracker 7.5 Enterprise -> NetTracker 7.5 eBusiness for 
DB2

To upgrade using one of the above upgrade paths:
1 Ensure that no NetTracker profiles are currently being 

updated.
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2 Back up your current NetTracker installation. (For 
details, see “Backing Up NetTracker” on page 334.)

3 Log on to the server console with administrative access 
rights.

4 If you are currently using a NetTracker language pack, 
download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

5 Double-click the NetTracker self-extracting archive.
6 When prompted, enter your NetTracker 7.5 eBusiness 

for DB2 serial number and activation key. (The 
activation key is case-sensitive.)

7 When the installation program prompts you for the 
NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is C:\Program Files\NetTracker.

8 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Browse to it and click 
Open.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

10 The installation program will now ask you if you want to 
import your existing NetTracker data into DB2. Select 
Yes to import your data. Select No if you would rather 
reprocess your log files.

11 When prompted, enter the user name, password, and 
database alias for the DB2 database to which you are 
connecting.

12 When prompted, enter the name of the program group in 
which you want NetTracker to appear.

13 NetTracker will now confirm your settings and then 
update your current NetTracker installation.

Note: When upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise to NetTracker 7.5 eBusiness for DB2 
on a Windows system, your configuration settings and your 
NetTracker database (if you selected Yes in step 10) are 
imported. When the upgrade process is complete, your 
NetTracker reports must be recalculated. You can recalculate 
your reports by viewing the imported profile(s) in your Web 
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browser and clicking the Update icon (the left-most icon in the 
group). If you prefer to use the command prompt, you can run 
the command nettracker all -update to recalculate all 
the reports for all profiles. Do not use the -regen 
command-line option to recalculate reports.

Upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise on a UNIX System

The following upgrade paths are possible:

NetTracker 7.5 Professional -> NetTracker 7.5 eBusiness for 
DB2

NetTracker 7.5 Enterprise -> NetTracker 7.5 eBusiness for 
DB2

To upgrade using one of the above upgrade paths:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Unpack the archive into a temporary directory. Example:

gunzip NetTracker-7.5-EBD-Solaris8.tar.gz
tar xvf NetTracker-7.5-EBD-Solaris8.tar

4 Run the ntupgrade program. Example:
./ntupgrade

5 Read and accept the license agreement.
6 When the installation program prompts you for the 

NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is /usr/local/NetTracker.

7 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Type the full path to the 
language pack and press Enter.

8 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

9 When prompted, enter your NetTracker 7.5 eBusiness 
for DB2 serial number and activation key. (The 
activation key is case-sensitive.)
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10 When prompted, enter the name of the instance for the 
DB2 client.

11 When prompted, enter the user name, password, and 
database alias for the DB2 database to which you are 
connecting. NetTracker will try to connect to the 
database. If it encounters difficulties, it will display an 
error message. For details on common errors, see 
“Common Error Messages During Installation” on 
page 28.

12 The installation program will now ask you if you want to 
import your existing NetTracker data into DB2. Select 
Yes to import your data. Select No if you would rather 
reprocess your log files.

13 NetTracker will now confirm your settings and then 
update your current NetTracker installation.

Note: When upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise to NetTracker 7.5 eBusiness for DB2 
on a UNIX system, your configuration settings and your 
NetTracker database (if you selected Yes in step 12) are 
imported. When the upgrade process is complete, your 
NetTracker reports must be recalculated. You can recalculate 
your reports by viewing the imported profile(s) in your Web 
browser and clicking the Update icon (the left-most icon in the 
group). If you prefer to use the command prompt, you can run 
the command nettracker all -update to recalculate all 
the reports for all profiles. Do not use the -regen 
command-line option to recalculate reports.

Installing NetTracker eBusiness for 
MySQL

Database Character Set and Collation

The database character set and collation you use when creating 
your MySQL database can have a significant impact on 
NetTracker. The latin1 character set is safe to use as the 
database character set. If you are considering using a character 
set other than latin1, you should first contact Sane Solutions 
technical support. If you do not know what character set you are 
using, contact your database administrator.
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Any case-sensitive or binary collation is safe to use as the 
collation. The latin1_bin collation is an example of an 
acceptable collation.

MySQL Configuration

To install NetTracker, you will need a valid user account that 
can create and manipulate tables and indexes in your MySQL 
database. Your MySQL database must support the creation of 
tables using the InnoDB storage engine.

Your database server must be running MySQL 4.1 or later. You 
must know the user name, password, server, and database 
name necessary to log into your MySQL database server from 
your computer in order to install NetTracker. If your computer 
is not currently configured as an MySQL client, consult the 
MySQL documentation for instructions.

MySQL Performance Tuning

You can substantially improve NetTracker’s overall 
performance by tuning your MySQL database. You can find a 
white paper with a complete discussion of how to optimize 
MySQL for NetTracker on our Web site at 
http://www.sane.com/whitepapers.

Installing NetTracker eBusiness for MySQL on a 
Windows System

Note: If you want to install NetTracker on a computer that does 
not have a Web server, you can use the Web server built into 
NetTracker by selecting the No Web server is installed on 
this computer option during the installation. However, if you 
use the built-in Web server, your NetTracker reports can only be 
viewed on the computer on which NetTracker is installed.

To install NetTracker:
1 Log on to the server console with administrative access 

rights.
2 Double-click the NetTracker self-extracting archive.
3 Follow the on-screen instructions.
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Installing NetTracker eBusiness for MySQL on a 
UNIX System

Note: The computer on which NetTracker is installed must also 
have a Web server installed. NetTracker uses this Web server to 
serve the NetTracker reports.

To install NetTracker:
1 Unpack the archive into a temporary directory. Example:

gunzip NetTracker-7.5-EBM-FreeBSD4.tar.gz
tar xvf NetTracker-7.5-EBM-FreeBSD4.tar

2 Change directories into the unpacked directory.
3 Run the ntinstall program. Example:

./ntinstall

4 Read and accept the license agreement.
5 When prompted, enter your serial number. You will find 

your serial number either in the upper-left-hand corner 
of the inside cover of the user’s guide or in the e-mail 
message you received with downloading instructions.

6 When prompted, enter your activation key. (This key is 
case-sensitive.) You will find your activation key either 
in the upper-left-hand corner of the inside cover of the 
user’s guide or in the e-mail you received with 
downloading instructions.

7 When prompted, enter the user name, password, server, 
and database name for the MySQL database to which 
you are connecting. NetTracker will try to connect to the 
database. If it encounters difficulties, it will display an 
error message. For details on common errors, see See 
“Common Error Messages During Installation” on 
page 39.

8 When prompted, enter the program directory for 
NetTracker. The program directory will store executable 
files.

9 When prompted, enter the HTML directory for 
NetTracker. This directory will store the generated 
HTML reports, so it must be under the document root for 
your Web server.

10 When prompted, enter the URL that corresponds to the 
HTML directory that you specified in the previous step.
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11 When prompted, enter the CGI-BIN directory for 
NetTracker. This directory will store the CGI-BIN 
programs that allow you to use NetTracker through your 
Web browser, so it must be set up as a CGI-BIN directory 
within your Web server software.

12 When prompted, enter the URL that corresponds to the 
CGI-BIN directory that you specified in the previous 
step.

13 NetTracker will now ask you if you would like to 
configure your first profile during the installation 
process. When prompted, select Yes to configure the 
profile now. To configure the profile later, select No. If 
you select No, skip to step 16.

14 When prompted, select the type of profile you would like 
to create. Select 1 for Web server, 2 for proxy 
server/firewall, 3 for FTP server, or 4 for streaming 
media server.

15 When prompted, enter the profile configuration 
parameters for your first profile.

16 NetTracker will now ask you if you would like to enter 
information about your mail server during the 
installation process. (NetTracker needs this information 
if you want to e-mail reports to others or deliver error 
notifications via e-mail to the administrator you specify.) 
When prompted, select Yes to configure your e-mail 
settings now. To configure the settings later — through 
the Web browser interface — select No. If you select No, 
skip to step 21.

17 When prompted, enter the host name or IP address of 
your mail server.

18 When prompted, enter the TCP port on which your mail 
server is installed. (Press Enter to accept the default of 
25.)

19 When prompted, enter the e-mail address from which all 
NetTracker reports will be sent.

20 When prompted, enter the e-mail address of the people 
who should be notified of errors. Separate multiple 
e-mail addresses with commas.

21 NetTracker will now ask you if you would like to have 
your profile updated automatically each day. If you select 
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a time of day from the list, NetTracker will generate an 
entry for you to add to your system’s crontab file.

22 Review the values you have entered, and correct any 
mistakes.

23 NetTracker will then finish the installation and display 
a URL for you to enter into your Web browser to begin 
using NetTracker. If you selected a time of day to have 
your profiles automatically updated in step 21, an entry 
to add to your system’s crontab file will also appear.

Common Error Messages During Installation

The NetTracker installation program attempts to connect to 
your MySQL database and create various tables that 
NetTracker needs to generate reports. During this test, you may 
receive an error message if NetTracker detects a problem with 
your current MySQL configuration that will prevent it from 
running. Some common error messages and their causes are:

• Access denied for user <user name@server> (using 
password: <password>) — You do not have permission 
to log onto the MySQL database (due to an incorrect user 
name, invalid password, etc.).

• NetTracker requires a MySQL database collation 
that is case sensitive. Please select a different 
database or modify the selected database’s 
collation to be case sensitive. — The MySQL 
database is not case-sensitive. Select a MySQL database 
that is case-sensitive, or change the database’s collation 
to be case-sensitive.

• The InnoDB engine is not available on the selected 
MySQL server — InnoDB is either not compiled into 
MySQL or is disabled.

These error messages are a result of problems with your 
MySQL configuration. If you receive one of these error 
messages, check your MySQL documentation or ask your 
database administrator for help resolving it.
39



NetTracker eBusiness User’s Guide
Upgrading from NetTracker 7.5 SMB for MySQL 
on a Windows System

The following upgrade path is possible:

NetTracker 7.5 SMB for MySQL -> NetTracker 7.5 
eBusiness for MySQL

Note: The process of upgrading an existing NetTracker 
database can take a significant amount of time.

To upgrade using the above upgrade path:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Log on to the server console with administrative access 

rights.
4 If you are currently using a NetTracker language pack, 

download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

5 Double-click the NetTracker self-extracting archive.
6 When prompted, enter your NetTracker 7.5 serial 

number and activation key. (The activation key is 
case-sensitive.)

7 When the installation program prompts you for the 
NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is C:\Program Files\NetTracker.

8 If the installation program prompts you for the language 
pack, browse to it and click Open.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

10 When prompted, enter the name of the program group in 
which you want NetTracker to appear.

11 NetTracker will now confirm your settings and then 
update your current NetTracker installation.
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Note: When upgrading from NetTracker 7.5 SMB for MySQL to 
NetTracker 7.5 eBusiness for MySQL on a Windows system, 
your configuration settings are imported.

Upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise on a Windows System

The following upgrade paths are possible:

NetTracker 7.5 Professional -> NetTracker 7.5 eBusiness for 
MySQL

NetTracker 7.5 Enterprise -> NetTracker 7.5 eBusiness for 
MySQL

To upgrade using one of the above upgrade paths:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Log on to the server console with administrative access 

rights.
4 If you are currently using a NetTracker language pack, 

download the corresponding NetTracker 7.5 language 
pack from www.sane.com/download/.

5 Double-click the NetTracker self-extracting archive.
6 When prompted, enter your NetTracker 7.5 serial 

number and activation key. (The activation key is 
case-sensitive.)

7 When the installation program prompts you for the 
NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is C:\Program Files\NetTracker.

8 If the installation program prompts you for the language 
pack, browse to it and click Open.

9 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

10 The installation program will now ask you if you want to 
import your existing NetTracker data into MySQL. 
Select Yes to import your data. Select No if you would 
rather reprocess your log files.
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11 When prompted, enter the user name, password, server, 
and database name NetTracker should use to connect to 
the database.

12 When prompted, enter the name of the program group in 
which you want NetTracker to appear.

13 NetTracker will now confirm your settings and then 
update your current NetTracker installation.

Note: When upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise to NetTracker 7.5 eBusiness for 
MySQL on a Windows system, your configuration settings and 
your NetTracker database (if you selected Yes in step 10) are 
imported. When the upgrade process is complete, your 
NetTracker reports must be recalculated. You can recalculate 
your reports by viewing the imported profile(s) in your Web 
browser and clicking the Update icon (the left-most icon in the 
group). If you prefer to use the command prompt, you can run 
the command nettracker all -update to recalculate all 
the reports for all profiles. Do not use the -regen 
command-line option to recalculate reports.

Upgrading from NetTracker 7.5 SMB for MySQL 
on a UNIX System

The following upgrade path is possible:

NetTracker 7.5 SMB for MySQL -> NetTracker 7.5 
eBusiness for MySQL

Note: The process of upgrading an existing NetTracker 
database can take a significant amount of time.

To upgrade using the above upgrade path:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Unpack the archive into a temporary directory. Example:

gunzip NetTracker-7.5-EBM-FreeBSD4.tar.gz
tar xvf NetTracker 7.5-EBM-FreeBSD4.tar

4 Run the ntupgrade program. Example:
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./ntupgrade
5 Read and accept the license agreement.
6 When the installation program prompts you for the 

NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is /usr/local/NetTracker.

7 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Type the full path to the 
language pack and press Enter.

8 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

9 When prompted, enter your NetTracker 7.5 eBusiness 
for MySQL serial number and activation key. (The 
activation key is case-sensitive.)

10 NetTracker will now update your current NetTracker 
installation.

Note: When upgrading from NetTracker 7.5 SMB for MySQL to 
NetTracker 7.5 eBusiness for MySQL on a UNIX system, your 
configuration settings are imported.

Upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise on a UNIX System

The following upgrade paths are possible:

NetTracker 7.5 Professional -> NetTracker 7.5 eBusiness for 
MySQL

NetTracker 7.5 Enterprise -> NetTracker 7.5 eBusiness for 
MySQL

To upgrade using one of the above upgrade paths:
1 Ensure that no NetTracker profiles are currently being 

updated.
2 Back up your current NetTracker installation. (For 

details, see “Backing Up NetTracker” on page 334.)
3 Unpack the archive into a temporary directory. Example:

gunzip NetTracker-7.5-EBM-FreeBSD4.tar.gz
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tar xvf NetTracker 7.5-EBM-FreeBSD4.tar
4 Run the ntupgrade program. Example:

./ntupgrade
5 Read and accept the license agreement.
6 When the installation program prompts you for the 

NetTracker program directory, enter your current 
NetTracker program directory. The default program 
directory is /usr/local/NetTracker.

7 If you are using a language pack, the installation 
program will prompt you for the location of the 
NetTracker 7.5 language pack. Type the full path to the 
language pack and press Enter.

8 The installation program will now ask you to confirm 
that you have backed up NetTracker. Select Yes only if 
you have backed up the listed directories.

9 When prompted, enter your NetTracker 7.5 SMB for 
MySQL serial number and activation key. (The 
activation key is case-sensitive.)

10 When prompted, enter the user name, password, server, 
and database name for the MySQL database to which 
you are connecting. NetTracker will try to connect to the 
database. If it encounters difficulties, it will display an 
error message. For details on common errors, see 
“Common Error Messages During Installation” on 
page 39.

11 The installation program will now ask you if you want to 
import your existing NetTracker data into MySQL. 
Select Yes to import your data. Select No if you would 
rather reprocess your log files.

12 NetTracker will now update your current NetTracker 
installation.

Note: When upgrading from NetTracker 7.5 Professional or 
NetTracker 7.5 Enterprise to NetTracker 7.5 eBusiness for 
MySQL on a UNIX system, your configuration settings and 
your NetTracker database (if you selected Yes in step 11) are 
imported. When the upgrade process is complete, your 
NetTracker reports must be recalculated. You can recalculate 
your reports by viewing the imported profile(s) in your Web 
browser and clicking the Update icon (the left-most icon in the 
group). If you prefer to use the command prompt, you can run 
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the command nettracker all -update to recalculate all 
the reports for all profiles. Do not use the -regen 
command-line option to recalculate reports.

Installing NetTracker eBusiness for 
Teradata

Teradata Configuration

To install NetTracker, you will need a valid user account for 
your Teradata database. Your computer must have version 3.0 
or later of the Teradata ODBC driver installed. Acceptable 
versions of the Teradata ODBC driver are included in Teradata 
Tools and Utilities 7.0.

Installing NetTracker eBusiness for Teradata on 
a Windows System

Note: If you want to install NetTracker on a computer that does 
not have a Web server, you can use the Web server built into 
NetTracker by selecting the No Web server is installed on 
this computer option during the installation. However, if you 
use the built-in Web server, your NetTracker reports can only be 
viewed on the computer on which NetTracker is installed.

To install NetTracker:
1 Log on to the server console with administrative access 

rights.
2 Double-click the NetTracker self-extracting archive.
3 Follow the on-screen instructions.

Common Error Messages During Installation

The NetTracker installation program attempts to connect to 
your Teradata database and create various tables that 
NetTracker needs to generate reports. During this test, you may 
receive an error message if NetTracker detects a problem with 
your current Teradata configuration that will prevent it from 
running. Some common error messages and their causes are:
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• User identification is not authorized — The user 
name you provided is not recognized.

• Invalid password — The password you provided is 
incorrect.

These error messages are a result of problems with your 
Teradata configuration. If you receive one of these error 
messages, check your Teradata documentation or ask your 
database administrator for help resolving it.

Configuring the Browser

Your NetTracker installation can be accessed from other 
computers through a Web browser. For optimal performance, 
you should configure your Web browser’s Cache or Temporary 
Internet file settings according to the following instructions.

Firefox 1.0 and Later

You do not need to configure your Firefox browser. Firefox does 
not allow you to change the Cache setting.

Konqueror 3.0 and Later

To configure Konqueror 3.0 and later:
1 On the Settings menu, click Configure Konqueror.
2 On the left, select Cache.
3 On the right, clear the Use Cache check box.

Note: If you want to export NetTracker reports, also ensure 
that the pop-up window setting in Konqueror is set to Ask or 
Allow.

Microsoft Internet Explorer 5.x and Later

To configure Internet Explorer 5.x and later:
1 On the Tools menu, click Internet Options.
2 Click the General tab.
3 Under Temporary Internet files, click Settings.
4 Set Check for newer versions of stored pages to 

Every visit to the page.
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5 Click OK.
6 Click the Advanced tab.
7 In the list of options, ensure the Print background 

colors and images check box is selected. (If this option 
is not selected, the legend in the NetTracker graphs will 
not print properly.)

8 Click OK.

Microsoft Internet Explorer for the Macintosh

To configure Internet Explorer for the Macintosh:
1 Under Explorer, click Preferences.
2 Under Web Browser, click Advanced.
3 Under Cache, set the Update pages option to Always.

Mozilla 1.0 and Later

To configure Mozilla 1.0 and later:
1 On the Edit menu, click Preferences.
2 Open the Advanced group.
3 Click Cache.
4 On the right, set Compare the page in the cache to 

the page on the network to Every time I view the 
page.

5 Click OK.

Netscape Communicator 6.3 and Later

To configure Netscape Communicator 6.3 and later:
1 On the Edit menu, click Preferences.
2 Open the Advanced group.
3 Click Cache.
4 Under Compare the page in the cache to the page 

on the network, select Every time I view the page.
5 Click OK.

Opera 7.0 and Later

To configure Opera 7.0 and later:
1 On the File menu, click Preferences.
2 Click the History and Cache tab.
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3 Under Check Modified, set each group (Documents, 
Images, and Other) to Always.

4 Select the Always check redirect (documents) check 
box.

5 Select the Always check redirect (images) check box.
6 Click OK/Apply.

Safari

You do not need to configure your Safari browser. Safari does 
not allow you to change the Cache setting.

Configuring the Web Server that Serves 
the NetTracker Reports

For optimal performance, you should configure the Web server 
that serves the NetTracker reports according to the following 
instructions. The first four sections contain general instructions 
for all server types. The remaining sections are server specific.

Mime Types

NetTracker can export data, allowing users to import 
NetTracker reports into popular software products such as 
Microsoft Excel, Access, and Word. NetTracker uses the .csv, 
.html, and .rtf extensions when exporting data. For optimal 
performance, it is recommended that you add the mime type 
“application/octet-stream” for the file extension .csv. For more 
information on this, see the following server-specific notes or 
consult your Web server documentation.

Password Protection

NetTracker contains features that can be used to restrict access 
to profiles and options, but your Web server’s built-in security 
must be used in order to completely restrict access.

Report Automation (For Windows Servers)

NetTracker comes with a command-line utility, NetTracker.exe, 
which you can use to automatically generate reports each night. 
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The easiest way to configure this option is to use the Windows 
schedule service. If the schedule service is not running on your 
computer, open Administrative Tools in Control Panel, select 
Services, and then select Task Scheduler and configure it to 
start automatically. Once the schedule service is running, you 
can use the AT command from the command prompt to schedule 
a job. For example, to update your profiles each night at 11:05 
P.M., use the following AT command:

AT 11:05PM /every:m,t,w,th,f,sa,su 
"C:\Program Files\NetTracker\NetTracker.exe" 
all -quiet -update -email -alert -dir 
"C:\Program Files\NetTracker"

The -quiet command-line option prevents NetTracker from 
printing anything to standard output when performing the 
update. The -email command-line option sends your users an 
e-mail message containing reports they have requested after 
each update. The -alert command-line option executes any 
e-mail alerts that have been specified. For details on sending 
reports via e-mail, see “Sending Reports via E-mail” on 
page 127.

For details on command-line options, see “Command-Line 
Options” on page 433.

Report Automation (For UNIX Servers)

NetTracker comes with a command-line utility, nettracker, 
which you can use to automatically generate reports each night. 
The easiest way to configure this option is to add this command 
to your system’s crontab file. For example, to update your 
profiles each night at midnight, add:

0 0 * * * 
/path/to/program/directory/nettracker 
all -quiet -update -email -alert -dir 
/path/to/program/directory/

(all one line) to your system’s crontab file.
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The -quiet command-line option prevents NetTracker from 
printing anything to standard output when performing the 
update. The -email command-line option sends your users an 
e-mail message containing reports they have requested after 
each update. The -alert command-line option executes any 
e-mail alerts that have been specified. For details on sending 
reports via e-mail, see “Sending Reports via E-mail” on 
page 127.

For details on command-line options, see “Command-Line 
Options” on page 433.

Apache

For the NetTracker export function to work properly, you will 
need to edit the server’s mime.types file.

To edit the server’s mime.types file:
1 Open the file mime.types in a text editor. (For Windows, 

the default location for mime.types is C:\Program 
Files\Apache Group\Apache\conf. For UNIX, the 
default location for mime.types is 
/usr/local/apache/conf.)

2 Look for the line:
application/octet-stream bin dms lha lzh 
exe class

3 Change it to:
application/octet-stream bin dms lha lzh 
exe class csv

4 Save and close mime.types.
5 Restart Apache.

Microsoft Internet Information Services

Enabling the Scripts Directory in IIS 5.1

In IIS 5.1, the scripts directory is not enabled by default. The 
NetTracker installation program automatically enables the 
scripts directory. If necessary, you can manually enable the 
scripts directory.
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To manually enable the scripts directory:
1 Open the IIS management console.
2 Expand the Web site in question until you can see the 

scripts directory. (If you do not have a scripts directory 
for the Web site, see the next procedure.)

3 Right-click the scripts directory and click Properties.
4 Click the Virtual Directory tab.
5 From the Execute Permissions list, select Scripts 

and Executables.
6 Click OK.

Your scripts directory is now enabled.

The NetTracker installation program also automatically creates 
a scripts directory for the Web site. If necessary, you can 
manually create a scripts directory.

To manually create a scripts directory for the Web site:
1 Make a directory named scripts under Inetpub, if one 

does not already exist.
2 Open your IIS management console and expand the tree 

structure until you are located at the Web server on 
which you want to install NetTracker.

3 Right-click the Web site, point to New and click Virtual 
Directory.

4 Name the new directory scripts. 
5 As the path for the new directory, enter the path for the 

scripts directory under Inetpub that you created earlier. 
6 Give the virtual directory the permissions Read, Run 

Scripts, and Execute.

Enabling the Scripts Directory in IIS 6.0

In IIS 6.0, the scripts directory is not enabled by default. The 
NetTracker installation program automatically enables the 
scripts directory. If necessary, you can manually enable the 
scripts directory.

To manually enable the scripts directory:
1 Make a directory named scripts under Inetpub, if one 

does not already exist.
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2 Open your IIS management console and expand the tree 
structure until you are located at the Web server on 
which you want to install NetTracker.

3 Right-click the Web site, point to New and click Virtual 
Directory.

4 Name the new directory scripts. 
5 As the path for the new directory, enter the path for the 

scripts directory under Inetpub that you created earlier. 
6 Give the virtual directory the permissions Run Scripts 

and Execute.
7 In the management console, click Web Service 

Extensions.
8 Select All Unknown CGI Extensions and click Allow.
9 Save your changes.

Browsing for Log Files in IIS 6.0

In IIS 6.0, you will not be able to browse for your log files from 
within NetTracker until you enable log file browsing.

To enable log file browsing:
1 Log on to the server console with administrative access 

rights.
2 Click the Start button, point to Programs, point to 

Accessories, and click Windows Explorer.
3 Expand the My Computer tree until you are in the 

Windows\System32\LogFiles directory, where Windows 
is the directory in which Windows has been installed.

4 Right-click the LogFiles directory.
5 Click Properties.
6 Click the Security tab.
7 Select the user name that IIS is running as (usually the 

anonymous Web user).
8 Change the permissions for that user to Full Control.
9 Click OK and close Windows Explorer.

Note: If your log files are on a mapped network drive, 
NetTracker may have difficulty finding them. This is because 
IIS cannot find files on a mapped drive easily, and since 
NetTracker is running as a CGI application when searching for 
52



Installing NetTracker
log files, it inherits this known limitation of IIS. To work around 
this problem, you can do one of two things:

• Install an FTP server on the computer where your logs 
are located and configure NetTracker to retrieve the logs 
via FTP.

• Set the Log File option as you normally would to point to 
the logs on the mapped drive, ignoring NetTracker’s 
error message that it cannot update the logs. Do not 
update. Then open the command prompt. Change to the 
NetTracker program directory (the default is 
C:\Program Files\NetTracker) and run 
nettracker short_profile_name -update. (The 
short_profile_name is the short name of the profile you 
want to update. Short profile names appear in 
parentheses in the Profile Manager. You can also run the 
command nettracker admin -list to see a list of 
all of the profile names.) Because NetTracker is not 
running through IIS, it will be able to import the log 
files. (If it cannot, ensure that the user you are logged on 
as on your Windows computer has read permission to the 
directory where the log files are located on the network.)

For more information and additional workarounds, go to the 
Microsoft Knowledge Base (located at 
support.microsoft.com) and search using the keywords IIS 
mapped drives.

Sun ONE/iPlanet Web Server

Note: On Sun ONE/iPlanet Web servers, CGI is not set up by 
default. If you have not already done so, you will need to set up 
a CGI-BIN directory before installing NetTracker.

For the NetTracker export function to work properly, you will 
need to edit the server’s mime.types file.

To edit the server’s mime.types file:
1 Change to the directory in which the configuration files 

are located for the server on which you installed 
NetTracker.

2 Open mime.types in a text editor.
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3 Look for the line:
type=application/octet-stream ext=bin

4 Change it to read:
type=application/octet-stream ext=bin, csv

5 Restart the server.

Configuring the Web Server Whose Log 
Files You Are Analyzing

Profile Type: Web

Apache

With Apache, we recommend that you log to NCSA Combined 
Log Format.

To log to NCSA Combined Log Format in Apache 1.3 and 
later:

1 Open httpd.conf in a text editor. (For Windows, the 
default location for httpd.conf is C:\Program 
Files\Apache Group\Apache\conf. For UNIX, the 
default location for httpd.conf is 
/usr/local/apache/conf.)

2 Find the LogFormat line:
LogFormat "%h %l %u %t \"%r\" %>s %b 
\"%{Referer}i\" \"%{User-Agent}i\"" 
combined

If you cannot find it, add it.
3 Comment out the lines:

CustomLog logs/access_log common
CustomLog logs/referer_log referer
CustomLog logs/agent_log agent

4 Uncomment the line: 
CustomLog logs/access_log combined

5 Save and close httpd.conf. 
6 Restart Apache.
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Microsoft Internet Information Services

To log browser and referrer information in Microsoft IIS 4.x, 
5.x, or 6.x:

1 Open the Internet Services Manager (also called the 
management console).

2 Expand the Internet Information Services tree until you 
can see the Web site whose logging you want to 
configure.

3 Right-click the Web site and click Properties.
4 Click the Web Site tab and ensure that the Enable 

Logging check box is selected. In the Active log 
format box, select W3C Extended Log File Format.

5 Click Properties.
6 Click the Extended Properties tab.
7 Select the User Agent field (for browser and platform 

information) and the Referer field.

Sun ONE/iPlanet Web Server

To log browser and referrer information using a Sun 
ONE/iPlanet Web server:

1 Set the Log Client Accesses? option to Yes.
2 Set the Record option to Domain Names.
3 Under Format, select Only Log and turn on at least the 

following fields:
• Client hostname
• Authenticated user name
• System date
• Full request
• Status
• Content length
• HTTP header, “referer”
• HTTP header, “user-agent”
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Proxy Server Specific Notes

Profile Type: Proxy

Cisco PIX

You must log complete HTTP requests, including host name, 
and the log file must include the date and time in syslog format. 
On Windows systems, it is recommended that you use the Kiwi 
Syslog Daemon (see www.kiwisyslog.com). You must be sure 
not to remove the Cisco date and time from syslog messages 
when using this product. NetTracker only analyzes HTTP 
traffic.

Microsoft ISA Server

To get the most information from NetTracker, you should log all 
the fields that the Web proxy has available. NetTracker only 
analyzes the Web proxy log files.

Microsoft Proxy Server

For the Microsoft proxy server there are two logging options: 
verbose and regular. For either log format, select the Microsoft 
Proxy log format in the NetTracker Log Files options. To 
produce more detailed information with NetTracker, select the 
verbose option. NetTracker only analyzes the Web proxy log 
files.

Streaming Media Server Specific Notes 

Profile Type: Media

NetTracker can analyze log files from RealSystem Server, Helix 
Universal Server, Windows Media Services, QuickTime 
Streaming Server, and SHOUTcast. The log files need to be in 
either the NCSA Common/Combined, RealSystem Server, or 
W3C Extended format.
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QuickTime Streaming Server

NetTracker 7.5 only works with QuickTime Streaming Server 
3.0 and later.

RealSystem Server and Helix Universal Server

NetTracker can process any of the possible RealSystem Server 
and Helix Universal Server log file formats except “logging style 
0.” However, you should be aware of the following points:

• If the log file does not contain the Stat1 field, the 
connection quality will be considered zero.

• If the log file does not contain the FileSize field, the file 
size will be considered zero and the percent sent for the 
file will be considered Unknown.

SHOUTcast

SHOUTcast records streaming media requests in the following 
format:

/stream?title=Richard%20Wagner%20%2D%20Time

The entry may contain additional information.

To get the clip title, NetTracker analyzes the portion of the 
entry after title=. The log file entry above will appear in 
NetTracker reports as follows:

Richard Wagner - Time
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3Using the NetTracker 
Interface

Note: If you are using a NetTracker installation that 
authenticates users, see “Using the NetTracker Homepage” on 
page 69.

This section describes the NetTracker interface and provides 
you with the information you need to know to move around in 
NetTracker. There are two sections of NetTracker: the Profile 
Manager and the individual profiles. A profile is a collection of 
reports that analyze the same Web site, streaming media 
server, FTP server, proxy server, or firewall.

Profile Manager

When you start NetTracker, it opens to the Profile Manager. 
This is where you can view, create, edit, and remove profiles. It 
is also where you can set the administrative options, which 
affect all your NetTracker profiles.

Following is an example of the Profile Manager.
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Note: If you are concerned about the security of your profiles, 
you should use your Web server’s security features to protect 
the Profile Manager; setting the NetTracker password option 
for a profile will not prevent users from deleting, editing, or 
creating profiles at the Profile Manager. You can also restrict 
access to the Profile Manager by setting an administrative 
option (for details, see “Restricting Access to the Profile 
Manager” on page 309).
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There are two tabs in the Profile Manager interface:

• Use the Profiles tab to view, create, edit, and remove 
profiles.

• Use the Options tab to edit the administrative options, 
set default options for each profile type, or upgrade your 
NetTracker license.

The Profile Manager interface has four icons in the 
upper-right-hand corner.

From left to right, these are the NetTracker Homepage, 
Previous Page, Top of Page, and Help icons. The 
NetTracker Homepage displays an authenticated user’s 
customized list of profiles or displays the login page if the user 
is not yet authenticated. The Help icon displays the NetTracker 
help topic for the current page. (You can navigate to other help 
topics as well.)

Profiles

Once you select a profile and click View Profile, you leave the 
Profile Manager and enter the profile.

Note: Not all of the tabs and icons discussed here are available 
for overall profiles. For more details on overall profiles, see 
“Using NetTracker Overall Profiles” on page 327.

The profile interface has four tabs:
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• Use the Reports tab to view the reports that contain 
this profile’s data.

• Use the Custom tab to create custom reports that apply 
filters to this profile’s data.

• Use the Archive tab to view archived reports.
• Use the Options tab to set the options for the profile, 

remove data from the profile, and remove archived 
reports. 

The profile interface has ten icons in the upper-right-hand 
corner.

From left to right, these are the Update, Filter, Export, 
E-mail, Print, NetTracker Homepage, Administration, 
Previous Page, Top of Page, and Help icons.

The Update icon updates the profile with any new data in the 
log files and regenerates the reports.

The Filter icon opens the Custom Report Wizard so you can 
narrow the results displayed in the current report to a subset of 
the data. This icon is only available on the Reports tab.

The Export icon displays the Export options dialog box so 
you can export the report data to a spreadsheet, database, or 
word processor. This icon is only available on the Reports and 
Archive tabs.

The E-mail icon displays the E-mail options screen so you can 
specify a recipient and report format and e-mail the current 
report. This icon is only available on the Reports tab.

The Print icon prints the current report. This icon is only 
available on the Reports and Archive tabs.

The NetTracker Homepage icon closes the profile and 
displays an authenticated user’s customized list of profiles or 
displays the login page if the user is not yet authenticated. This 
icon will not appear if it has been disabled in the administrative 
options.
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The Administration icon closes the profile and opens the 
Profile Manager. This icon will not appear if it has been 
disabled in the administrative options.

The Previous Page icon displays the previous page.

The Top of Page icon displays the top of the current page.

The Help icon displays the help topic for the current page.

Reports Tab

Note: The Reports tab for an overall profile looks different 
than the Reports tab for a regular profile. For details on 
displaying reports in overall profiles, see “Displaying Reports in 
an Overall Profile” on page 328.

The Reports tab has two main sections — the left-hand panel, 
where you specify which report to display, and the main panel, 
which displays the report. Following is an example.
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Left-hand Panel

The left-hand panel contains a calendar and a list of report 
types. The calendar is where you specify the time period whose 
data you want to see in the report.

The day or days whose data is currently displaying in the report 
are shaded (for example, May 3). If no days are shaded, the 
entire month’s data (and possibly more) is being displayed. (By 
default, the data from all the months appears.) The arrows on 
either side of the month display the previous (up arrow) or next 
(down arrow) month. The arrows to the right of each week 
display that week’s data.

The buttons along the bottom of the calendar are (from left to 
right) View Month, View Quarter, View Year, and View All. 
The button being used currently (if any) is depressed.
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Below the calendar is a list of reports.

The report categories are shaded. Click a category to see a list of 
the reports in it.

If the profile contains multiple views, click the list title (for 
example, Available Reports) to see a list of available views. 
For details on views, see “Creating Profile Views” on page 312.

Below the list of reports are three buttons.

These are, from left to right, the Edit the current view 
button, the Ask NetTracker button, and the Make filters 
persistent button. (For details on editing the current view, see 
“Editing Views” on page 315. For details on Ask NetTracker, see 
“Using Ask NetTracker to Create a Custom Report” on 
page 159. For details on persistent filters, see “Making Filters 
Persistent” on page 153.)

Note: The Edit the current view button will not appear if the 
current view is the complete profile view.
66



Using the NetTracker Interface
Main Panel

The main panel on the Reports tab displays the current report.

The top line displays the name of the profile and the name of 
the report on the left, and the time period whose data is being 
displayed on the right. If any filters have been applied to this 
report, they will be listed on the next line. (Date filters are 
usually not listed with the other filters. Instead, date filters 
change the time period listed on the top line.)

The next part of the report is the graph. (A graph is not 
available on all reports.)

The data set is listed to the upper left of the graph. You can click 
the data set to change which column of data in the report is 
being graphed.

The graph type icons are to the upper right of the graph, above 
the legend. These icons enable you to choose the type of graph 
that presents the data.

From left to right, these are the Pie Chart, Line Chart, Bar 
Chart, 3D Pie Chart, and 3D Bar Chart icons.

The report data appears below the graph. You can change the 
data column by which the report items are sorted by clicking the 
arrow to either side of a column name. (The up arrow sorts the 
report in ascending order according to the data in that column, 
and the down arrow sorts in descending order.)

Below the report data are five buttons that allow you to move 
from page to page in the report.
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These buttons are, from left to right, First, Previous, Next, 
Last, and All. The All button shows you all the entries in the 
report, up to 100 entries per page.

The last part of the report is the page help, which provides a 
definition of each column in the report.

Options Tab

The Options tab has a drop-down list at the top (across from 
the icons). 

The contents of the rest of the tab change significantly 
depending on what is selected from the list.

Each options page has one Reset Options button for every 
group of options on the page. Clicking Reset Options returns 
all the options in that group to their last saved settings.
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4Using the NetTracker 
Homepage

If you are an authenticated NetTracker user, you will usually 
access your NetTracker profiles through your NetTracker 
Homepage instead of through the Profile Manager described 
in “Profile Manager” on page 59. If your NetTracker 
administrator has given you the ability to manage your 
account, you will access these options from the NetTracker 
Homepage as well.

Logging On to NetTracker

If your NetTracker installation is configured to authenticate 
users using an external database or the internal NetTracker 
user database, you must log on to NetTracker before you can 
view the list of profiles.

Some NetTracker installations keep a user logged on until the 
user clicks Logout. Other installations require users to log on 
each time they open the Web browser and try to access their 
NetTracker Homepage. (See your NetTracker administrator 
if you have questions.)

To log on to NetTracker:
1 In your Web browser, enter the URL your NetTracker 

administrator gave you. The NetTracker User Logon 
page appears.

2 In the User name box, enter the user name your 
NetTracker administrator gave you. (The user name is 
case-insensitive.)

3 In the Password box, enter your NetTracker password.
4 Click Log on. The NetTracker Homepage appears.
69



NetTracker eBusiness User’s Guide
NetTracker Homepage

Below is an example of the NetTracker Homepage.

The Profiles tab on the NetTracker Homepage contains a 
table listing the profile title, profile name, and profile type of 
each profile you have permission to access. You can sort the list 
by any column in the table by clicking the up arrow (for 
ascending order) or down arrow (for descending order) next to 
the column heading.

To view a profile, click the profile name or title.

If your list of profiles spans multiple pages, there will be four 
buttons that allow you to move from page to page.

These buttons are, from left to right, First, Previous, Next, 
and Last.

To log out of NetTracker, click Logout in the upper-right-hand 
corner.
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Note: The Logout button does not appear if NetTracker is 
configured to authenticate users using Web server 
authentication. (For details about user authentication, see 
“Specifying the User Authentication Method” on page 308.)

The NetTracker Homepage interface has four icons in the 
upper-right-hand corner:

From left to right, these are the Administration, Previous 
Page, Top of Page, and Help icons. The Help icon displays the 
NetTracker help topic for the current page. (You can navigate to 
other help topics as well.)

If your NetTracker administrator has given you permission to 
change your password or change your default views for profiles, 
an Options tab will appear next to the Profiles tab.

Changing Your Default Views

If your NetTracker administrator has given you permission, you 
can change the default view for any profile to which you have 
access. (This capability does not apply to overall profiles.) (The 
default view controls which reports appear in the list of 
available reports on the Reports tab, and how the reports are 
grouped into folders.) The default view you specify from the 
NetTracker Homepage will take precedence over a default 
view specified anywhere else.

To change your default views:
1 Display your NetTracker Homepage.
2 Click the Options tab.
3 In the left-hand panel, click Default Views under 

Preferences.
4 Select the profile for which you want to specify a default 

view and click Continue.
5 In the Default view box, select the view you want from 

the list of views.
6 Click Save Options and then click Continue.
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Profiles for which a default view has been specified will 
be listed first and will be followed by an asterisk.

Changing Your NetTracker User Password

If your NetTracker administrator has given you permission, you 
may change your password. 

To change your NetTracker user password:
1 Display your NetTracker Homepage.
2 Click the Options tab.
3 In the left-hand panel, click Password under 

Preferences.
4 In the Old password box, enter your current 

NetTracker user password.
5 In the New password box, enter the password you want 

to use.
6 In the New password (again) box, enter the same 

password you entered in step 5.
7 Click Save Options and then click Continue.

Using the NetTracker Manual as an 
Authenticated User

The instructions in the NetTracker manual assume you are 
using the default interface, which does not include 
authenticated users. As an authenticated user, you will need to 
make some adjustments.

• First, whether an option is available to you depends on 
the privileges your NetTracker administrator has given 
you. Some options and icons described in the manual 
may not appear in your interface.

• Second, your method for viewing a profile will differ from 
that described in “Viewing a NetTracker Profile” on 
page 78. Instead, see “Viewing a Profile as an 
Authenticated User” on page 73.
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Viewing a Profile as an Authenticated 
User

The method for viewing a profile differs for authenticated 
NetTracker users.

To view a profile as an authenticated NetTracker user:
1 Display your NetTracker Homepage.
2 Click the name of the profile you want to view.

For details on the interface of a profile, see “Profiles” on page 61. 
Depending on the privileges your NetTracker administrator 
gave you, some icons and options may not appear in your 
interface.
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5Creating NetTracker 
Profiles

NetTracker creates many different reports, each of which 
provides a certain type of information about your Web site, 
proxy server, firewall, FTP server, or streaming media server. A 
profile is a collection of reports that analyze the same site or 
server.

If your NetTracker license allows, you can create multiple 
profiles. You can have each profile analyze a different Web site. 
Or, if you have a large Web site with several different sections, 
you can have one profile for each section of the site. Using 
NetTracker, you can also create profiles to analyze streaming 
media servers, FTP servers, proxy servers, and firewalls.

When you create a profile, you specify a profile type. The profile 
type determines which reports and profile options are available. 
You can also create overall profiles that compare all of your 
profiles of a particular profile type. (For details on overall 
profiles, see “Using NetTracker Overall Profiles” on page 327.)

You may create as many profiles as your NetTracker license 
allows. For details on checking the limits of your NetTracker 
license, see “Upgrading Your NetTracker License” on page 334.

Displaying the List of Profiles

You manage your profiles and move between them at the list of 
available profiles in the Profile Manager.

To display the list of available profiles:
1 Do one of the following:
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• Start NetTracker. (It automatically opens to the list 
of profiles.)

• In the Profile Manager, click the Profiles tab.
• In a profile, click the Administration icon. (This 

icon will not appear if it has been disabled in the 
administrative options.)

Creating a NetTracker Profile

When you create a profile, you must specify at least a profile 
name, type, and title, and a log file location and format.

Note: The procedure below is only for single servers. If you need 
to analyze Web or streaming media log files from clustered 
servers, see “Creating a NetTracker Profile to Analyze Logs 
from Clustered Servers” on page 78.

To create a NetTracker profile:
1 Display the list of profiles at the Profile Manager. (For 

details, see “Displaying the List of Profiles” on page 75.)
2 Click Create Profile.
3 In the Short profile name (one word) box, enter the 

name that will be used for NetTracker files associated 
with this profile.

4 In the Type of profile list, select the type of profile you 
want to create.

5 Click Continue.
6 Enter the profile title (which will appear at the top of all 

the reports) and the URL of the site you want to analyze, 
and click Continue. (The URL option is only available 
for Web server and FTP server profiles.)
Now you need to tell NetTracker which log files you want 
to analyze.

7 In the Location of log file(s) list, select an option.
• If your logs are located on the computer that is 

running NetTracker, or are available on the local 
network, select Local/network file system.

• If your logs are available via FTP and you want 
NetTracker to retrieve them for you, select FTP 
server.
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8 In the Format of log file(s) list, select the format of the 
log file. Select Auto Detect to have NetTracker 
determine your log format automatically. If your log files 
are in a nonstandard format, you will need to first 
manually specify the log file format. (For details, see 
“Manually Specifying the Log File Format” on page 86.)
Note: NetTracker can process log files that have been 
compressed using gzip. 

9 Do one of the following: 
• If you selected Local/network file system, enter 

the log file path and file name in the Full path to 
log file(s) box. (You may use the wildcard character 
“*” to specify multiple files. You may also click 
Browse to find the file. The Browse button will not 
appear if it has been disabled in the administrative 
options.)

• If you selected FTP server, click Browse and enter 
the following information about the FTP server from 
which you will be downloading the log files.
a Host name: The name of the server 

(yourdomain.com, not ftp://yourdomain.com)
b User name: Your user name for the FTP server. 

If you access the server anonymously, leave this 
blank.

c Password: Your password for the FTP server. If 
you access the server anonymously, leave this 
blank.

d Password (again): The same password you 
entered above.

e Initial path: The directory in which the log file 
can be found on the server.

When you have entered the information about the 
FTP server, click Browse to select the log file.

10 Click Add.
11 If you have other log files you want to analyze, click 

Continue and repeat step 7 through step 10. If you have 
entered all of your log files, click View Profile.

12 After clicking View Profile, click the Update icon, 
which is the left-most icon in the icon group, to generate 
the reports for this profile.
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Creating a NetTracker Profile to Analyze 
Logs from Clustered Servers

If the log files you want to analyze come from clustered servers, 
the procedure for creating a profile is somewhat different than 
for single servers.

To create a NetTracker profile to analyze logs from 
clustered servers:

1 Display the list of profiles at the Profile Manager. (For 
details, see “Displaying the List of Profiles” on page 75.)

2 Click Create Profile.
3 In the Short profile name (one word) box, enter the 

name that will be used for NetTracker files associated 
with this profile.

4 In the Type of profile list, select the type of profile you 
want to create.

5 Click Continue.
6 Enter the profile title (which will appear at the top of all 

the reports) and the URL of the site you want to analyze, 
and click Edit Profile. (The URL option is not available 
for proxy and streaming media server profiles.)
NetTracker opens the profile options for this profile. 
Now you need to point NetTracker to the log files you 
want to analyze.

7 In the left-hand panel, click Log Files under Main.
Now you need to specify the clustered log files. For 
details, see “Working with Clustered Log Files” on 
page 83. Read the introduction and then begin with step 
4.

When you are finished specifying the log files, click the Update 
icon to generate the reports for the profile.

Viewing a NetTracker Profile

Viewing a profile enables you to see the NetTracker reports for 
the profile. You can drill down into the reports, apply filters to 
them to find the information you need, and create custom 
reports. You can also edit a profile’s options while viewing the 
profile.
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To view a NetTracker profile:
1 Display the list of profiles at the Profile Manager. (For 

details, see “Displaying the List of Profiles” on page 75.)
2 Select the profile you want to display and click View 

Profile.

Updating a Profile

Changing some profile options requires you to update the 
profile so the options can take effect. You will also want to 
update your profile at regular intervals with the latest log file 
data. You can update your profile manually, or you can schedule 
automatic updates at regular intervals. (For details on 
scheduling updates, see the “Installing NetTracker” section.)

To update the profile manually:
1 Open the profile you want to update.
2 Click the Update icon, which is the left-most icon in the 

icon group in the upper-right-hand corner of the tab.

Editing a NetTracker Profile

You can edit a NetTracker profile from the Profile Manager or 
from within the profile.

Editing a NetTracker Profile from the Profile 
Manager

If you edit the profile from the Profile Manager, you will not be 
able to immediately see the effects of your changes on the 
reports. To see the reports, you will need to return to the list of 
profiles and view the profile. (For details, see “Viewing a 
NetTracker Profile” on page 78.)

To edit a NetTracker profile:
1 Display the list of profiles at the Profile Manager. (For 

details, see “Displaying the List of Profiles” on page 75.)
2 Select the profile you want to edit and click Edit 

Profile.
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Editing a Profile from within the Profile

Note: This is the editing method that is used in the remainder 
of the manual.

If you edit the profile from within the profile, you can switch 
between editing and viewing with one click.

To edit a profile:
1 If the profile is not already open for viewing, open it. (For 

details, see “Viewing a NetTracker Profile” on page 78.)
2 Click the Options tab to display the profile options and 

make the changes you want.

Removing a Profile

Note: You cannot undo a remove. If you think you might need 
the profile again, you should back up all the profile files first. 
(For details, see “Backing Up NetTracker” on page 334.)

To remove a profile:
1 Display the list of profiles at the Profile Manager. (For 

details, see “Displaying the List of Profiles” on page 75.)
2 Select the profile you want to remove and click Remove 

Profile.
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For NetTracker to produce reports, it needs to know the 
location of the log files you want it to analyze.

Adding a Log File

Although you normally specify a log file when you create a 
profile, you can add log files at any time.

Note: The procedure below is only for single servers. If you 
need to analyze log files from clustered servers, see “Working 
with Clustered Log Files” on page 83.

To add a log file:
1 View the profile in which you want to add a log file.
2 Click the Options tab.
3 In the left-hand panel, click Log Files under Main.
4 Click Add.
5 In the Location of log file(s) list, select an option.

• If your logs are located on the computer that is 
running NetTracker, or are available on the local 
network, select Local/network file system.

• If your logs are available via FTP and you want 
NetTracker to retrieve them for you, select FTP 
server.

6 In the Format of log file(s) list, select the format of the 
log file. Select Auto Detect to have NetTracker 
determine your log file format. If your log files are in a 
nonstandard format, you will need to first manually 
specify the log file format. (For details, see “Manually 
Specifying the Log File Format” on page 86.)
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Note: NetTracker can process log files that have been 
compressed using gzip. 

7 Do one of the following: 
• If you selected Local/network file system, enter 

the log file path and file name in the Full path to 
log file(s) box. You may use the wildcard character 
“*” to specify multiple files. You may also click 
Browse to find the file. (The Browse button will not 
appear if it has been disabled in the administrative 
options.)

• If you selected FTP server, click Browse and enter 
the following information about the FTP server from 
which you will be downloading the log files. (The 
Browse button will not appear if it has been 
disabled in the administrative options.)
a Host name: The name of the server 

(servername.yourdomain.com, not 
ftp://servername.yourdomain.com)

b User name: Your user name for the FTP server. 
If you access the server anonymously, leave this 
blank.

c Password: Your password for the FTP server. If 
you access the server anonymously, leave this 
blank.

d Password (again): The same password you 
entered above.

e Initial path: The directory in which the log file 
can be found on the server. In some cases on a 
UNIX-based FTP server, this should be the 
complete system path to that directory. If you are 
accessing a Windows-based FTP server, usually 
the path is relative to the FTP root directory.

When you have entered the information about the 
FTP server, click Browse to select the log file.

8 Click Add and then click Continue.
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Changing the Log File Information

You can make changes to the log file information for a profile.

Working with Clustered Log Files

NetTracker can analyze log files that are clustered for a single 
site or for multiple sites. The log files can be from load-balanced 
servers or from servers that each deliver different content. It is 
even possible to analyze Web servers clustered for multiple sites 
when each site in the cluster also has multiple load-balanced 
servers.

However, if you want to analyze clustered log files, the servers 
must all rotate log files at the same time and the log files must 
use the same naming scheme. This means that all the log files 
for any given day will have the same exact name.

For example, suppose you have three load-balanced servers and 
you rotate the log files daily at midnight. If, for January 1, 2004, 
the log file for each server is named 20040101.log, NetTracker 
can analyze the log files. If the log files are named 
Server1.20040101.log, Server2.20040101.log, and 
Server3.20040101.log, NetTracker will not be able to analyze 
the log files correctly. (You may find it helpful to store the log 
files for each server in a separate directory with the same name 
as the server.)

To specify that you are using clustered log files:
1 View the profile in which you want to specify that you 

are using clustered log files.
2 Click the Options tab.
3 In the left-hand panel, click Log Files under Main.

To Select the log file in the 
list and

Change information for a 
log file

Click Edit

Delete a log file from the 
list

Click Delete
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4 In the Log files are list, select the configuration that 
matches the log files you want to analyze. In Web server 
profiles, there are two possible configurations for 
clustered log files. (In proxy, FTP, and streaming media 
server profiles, there is only one clustered configuration.)
• Clustered for a single site — Multiple servers, all 

of which are serving the same content. Hits to the 
servers are load balanced among the different 
servers so that a request to the site can go to any one 
of the servers. For example, if a user requested your 
home page, any one of the servers could serve the 
page.

• Clustered for multiple sites — Multiple servers 
that are part of the same domain. Each site serves 
different content. For example, in the yoursite.com 
domain, the server home.yoursite.com serves the 
home page and general content, and the server 
catalog.yoursite.com serves the catalog pages. 
(Within each site in the cluster, you can also have 
multiple load-balanced servers. For example, the 
catalog pages could be served by any of three servers 
clustered as catalog.yoursite.com.)
Note: The servers should usually be part of the same 
domain. If you need to cluster servers from different 
domains, contact Sane Solutions technical support.

5 Click Save Options and then click Continue.
6 Click Server 1 and then click Edit.
7 Enter a unique name and a URL for the server (the URL 

of server option is only available for Web profiles).
If the servers are clustered for multiple sites, you must 
enter a different URL for each site. In the example 
earlier, you would use http://home.yoursite.com for 
the first server and http://catalog.yoursite.com for the 
second. (Load-balanced servers within a site should all 
use the same URL. For example, all three servers 
clustered as catalog.yoursite.com would use 
http://catalog.yoursite.com.)
Note: If you are analyzing log files from servers that are 
clustered for multiple sites, the URL you enter here will 
override the URL in the URL of the site being 
analyzed box in the General options.
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8 Click Save Options and then click Continue.
You must create a server entry for each server in the 
cluster.

9 Add each additional server by clicking Add.
When you are through adding all of the servers, you need 
to specify the location of each server’s log files.

10 To specify the location of a server’s log files, click the 
server, and click Add/Edit Log Files. 

11 Click Add.
12 In the Location of log file(s) list, select an option.

• If your logs are located on the computer that is 
running NetTracker or are available on the local 
network, select Local/network file system.

• If your logs are available via FTP and you want 
NetTracker to retrieve them for you, select FTP 
server.

13 In the Format of log file(s) list, select the format of the 
log file. Select Auto detect to have NetTracker 
determine your log format automatically. If your log files 
are in a nonstandard format, you will need to first 
manually specify the log file format. (For details, see 
“Manually Specifying the Log File Format” on page 86.)
Note: The clustered servers do not need to all use the 
same log file format.
Note: NetTracker can process log files that have been 
compressed using gzip. 

14 Specify the path and file name of the log file.
• If you selected Local/network file system, enter 

the log file path and file name in the Full path to 
log file(s) box. You may use wildcards. You may also 
click Browse to find the file. (The Browse button 
will not appear if it has been disabled in the 
administrative options.)

• If you selected FTP server, click Browse and enter 
the following information about the FTP server from 
which you will be downloading log files. (The Browse 
button will not appear if it has been disabled in the 
administrative options.)
a Host name: The name of the server 

(yourdomain.com, not 
ftp://yourdomain.com).
85



NetTracker eBusiness User’s Guide
b User name: Your user name for the FTP server. 
If you access the server anonymously, leave this 
blank.

c Password: Your password for the FTP server. If 
you access the server anonymously, leave this 
blank.

d Password (again): The same password you 
entered above.

e Initial path: The directory in which the log file 
can be found on the server. In some cases on a 
UNIX-based FTP server, this should be the 
complete system path to that directory. If you are 
accessing a Windows-based FTP server, usually 
the path is relative to the FTP root directory.

When you have entered the information about the 
FTP server, click Browse and select the log file.

15 Click Add and then click Continue.
16 Repeat step 11 through step 15 until you have specified 

all of the log files for this server.
17 When you have finished adding log files for one server, 

click Back to Servers and repeat step 10 through step 
16 for the remaining servers.

Manually Specifying the Log File Format

NetTracker automatically recognizes most log formats. For 
example, it can read IIS Standard/Extended, NCSA 
Common/Combined, Netscape Flexible, W3C Extended, IBM 
Firewall, Microsoft Proxy, wu-ftpd, RealSystem Server, and 
Helix Universal Server formats, among others. However, some 
log files are in a nonstandard format that NetTracker cannot 
read by default. If your log files are in a nonstandard format, 
you can specify the log format manually so that NetTracker can 
read the log files.

To manually specify a log file format:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Custom Log Formats 

under Main.
4 Click Add.
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5 Enter a name for the log file format.
6 Enter the log file format. (For details and examples, see 

“Entering a Valid Log Format” on page 87.)
7 Click Save Options.

Once you specify a custom log format, it will appear in the 
Format of log file(s) list when you add or edit a log file. 
Custom log formats cannot be automatically detected, so you 
will need to specify the format for each log file that uses it.

Entering a Valid Log Format

The log format that you enter should consist of field identifiers 
and literal characters.

• Field identifiers are strings of the form %NAME%. Field 
identifiers are placeholders for variable information.

• A literal character is any character that is not part of a 
field identifier — including spaces and tabs. Literal 
characters must appear in the log file exactly as they are 
specified in the custom format.

Matching literal characters appearing immediately before and 
after a field identifier will be considered field delimiters — 
indicating that any value between them should be considered 
the field value. The most common field delimiter is a quotation 
mark. A field value cannot contain a field delimiter. A field that 
does will cause the log file line to be parsed incorrectly and 
subsequently ignored.

Each unique field identifier should be used only once per custom 
log format.
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A custom log format must contain the mandatory field 
identifiers listed below.

* In a proxy server or firewall profile, formats containing the 
%PAGE% identifier must also contain the %SITE% identifier. 
If the format does not contain both identifiers, you will receive 
an error message when you try to add a log file in that format 
to a proxy server or firewall profile.

Mandatory Field Identifiers
Field Identifier Field Value

%HOST% Remote host or IP address

%REQUEST%

Or
%URL%

Or
%PAGE%

First line of the request (for 
example, “GET 
/index.html HTTP/1.0”)

Path and file name of the file 
requested (may also include a 
query string)

Path and file name of the 
requested page (must not 
include a query string)*

%DATETIME%

Or
%CUSTOMDATE 
format%

Or
%CUSTOMDATE_GMT 
format%

Date and time in Common Log 
Format (for example, 
“01/Jan/2004:01:01:01 -0500”)

Timestamp (see “Specifying a 
Custom Date Format” on 
page 92); date and time are 
treated as local time

Timestamp (see “Specifying a 
Custom Date Format” on 
page 92); date and time are 
treated as GMT and converted to 
local time
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Additional information will be parsed automatically from the 
log file if any of the following field identifiers are present.

Other Recognized Field Identifiers
Field Identifier Field Value

%BYTES% Bytes sent. A value of '-' in the 
log file will be considered equal 
to a value of 0.
If this field identifier is not 
present in the custom log 
format, the bytes transferred 
for each request will be 
considered zero.

%COOKIE% Cookie as supplied by the Web 
server (“full cookie”)*

%FILESIZE% Size of the requested file*

%REFERRER% Referrer, as sent by the 
browser*

%QUALITY% Quality of the connection*

%QUERYSTRING% Query string supplied with the 
request (can be used only with 
%PAGE%)*

%SANECOOKIE% Cookie as supplied by the Sane 
Web Server Plug-in*

%SANESTOP% Connection status as supplied 
by the Sane Web Server 
Plug-in

%SITE% Host name or IP address of the 
site to which the request is 
made (can be used only with 
%PAGE%)
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* Dashes, as well as null strings, are acceptable values for these 
fields and will be considered indicators that no value for the 
given field is available.

NetTracker will skip any field identifier not listed in the tables 
above unless it is named as a field from which parameter data 
should be parsed. (For details, see “Tracking Parameters in 
Arbitrary Fields” on page 224.)

If your log file contains a field not listed in the table above, you 
must enter an “arbitrary” field identifier for it in the custom log 
format. The arbitrary field identifier serves as a placeholder 
that tells NetTracker to skip the field. Some custom log formats 
may contain placeholders such as %SKIP1%, %SKIP2%, etc.

Examples

NCSA Common Log Format

The following log format (one line) defines the standard NCSA 
Common Log Format:

%STATUS% Status of the request (HTTP 
status code).
If this field identifier is not 
present in the custom log 
format, the status code of the 
request will be considered 200.

%TIMETAKEN% Time taken to serve the 
request, in seconds

%USERAGENT% Browser and platform 
information, as sent by the 
browser*

%USERNAME% Remote user name*

%VHOST% Virtual host name*

Other Recognized Field Identifiers
Field Identifier Field Value
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%HOST% %IDENT% %USERNAME% [%DATETIME%] 
"%REQUEST%" %STATUS% %BYTES%

Note that literal characters (in this example, the brackets and 
quotes are literal characters) must appear in the log file exactly 
as they are specified in the custom format.

NCSA Combined Log Format with Sane Web Server Plug-in

The following log format (one line) defines an extension of the 
NCSA Combined Log Format that includes the information 
generated by the Sane Web Server Plug-in:

%HOST% %IDENT% %USERNAME% [%DATETIME%] 
"%REQUEST%" %STATUS% %BYTES% "%REFERRER%" 
"%USERAGENT%" "%SANECOOKIE%" %SANESTOP% 
%TIMETAKEN%

Skipped Fields

The following example shows the start and end of a streaming 
media log file header, a line of data in the log file, and the 
streaming media custom log format.

Log file header (one line):

c-ip date time c-dns cs-uri-stem c-starttime 
x-duration c-rate c-status c-playerid 
c-playerversion ... cs-media-name

Line of log file data (one line):

69.23.244.249 2003-11-23 22:16:19 - /hits 0 186 
1 200 {3300AD50-2C39-46c0-AE0A-73863682CCE1} 
9.0.0.2980 ... Roy%20Rogers%20-Prairie.wma

The custom log format would be (all one line):

%HOST% %CUSTOMDATE Y-M-D H:MI:S% %s1% %s2% %s3% 
%s4% %s5% %status% %s6% %s7% ... %page%
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Note that in this example, the skipped fields are designated by 
%s1% through %s7%.

Specifying a Custom Date Format

You can define a custom timestamp format to enable 
NetTracker to parse log files that do not store the date in the 
common log format. To define a custom timestamp format, you 
need to use the %CUSTOMDATE format% or 
%CUSTOMDATE_GMT format% field identifier in place of 
%DATETIME% when you define your custom log file format, 
where format is the timestamp format.

The timestamp format that you enter should consist of 
timestamp component identifiers and literal characters. A 
literal character is any character that is not part of a timestamp 
component identifier — including spaces. A timestamp 
component identifier is one or more uppercase letters that are 
placeholders for variable information.

Literal characters must appear in the log file exactly as they are 
specified in the CUSTOMDATE or CUSTOMDATE_GMT field 
format. Legal literal characters are those that are not, by 
themselves or in combination with others, timestamp 
component identifiers.

Note: As there is no surrounding delimiter for timestamp 
component identifiers, any character string that can be a 
timestamp component identifier will be considered a timestamp 
component identifier.

A CUSTOMDATE or CUSTOMDATE_GMT timestamp format 
can contain any of the following component identifiers:

Timestamp Component Identifiers
Component 
Identifier Component Value Required

D Day number, with or without 
leading zeros

yes
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* The format must contain one, but not both, of these 
identifiers.

** The format must contain one, but no more than one, of these 
identifiers.

A timestamp format included in a CUSTOMDATE or 
CUSTOMDATE_GMT field identifier will be considered valid 
only if it meets the following criteria:

• The D, H, MI, and S component identifiers must all be 
included in the format.

• The D, H, MI, and S component identifiers must appear 
only once in the format.

• Either the Y, YY, or YYYY component identifier (but not 
more than one) must be included in the format.

M Month number, with or without 
leading zeros

*

MM Abbreviated month name in 
English (for example, “Mar”)

*

Y Four-digit year **

YY Two-digit year **

YYYY Four-digit year **

H Hour, with or without leading 
zeros

yes

MI Minutes, with or without leading 
zeros

yes

S Seconds, with or without leading 
zeros

yes

TZ Time zone, in the format 
±NNNN (for example, “-0500”)

Timestamp Component Identifiers
Component 
Identifier Component Value Required
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• The Y, YY, or YYYY component identifier must appear 
only once in the format.

• Either the M or MM component identifier (but not both) 
must be included in the format.

• The M or MM component identifier must appear only 
once in the format.

Examples of Custom Date Formats

The following field identifiers define a timestamp format that 
can be used to parse dates such as “2004-10-01 12:34:56”:

%CUSTOMDATE Y-M-D H:MI:S%
%CUSTOMDATE_GMT Y-M-D H:MI:S%

The following field identifiers define a timestamp format that 
can be used to parse dates such as “10/01/2004 12:34:56”:

%CUSTOMDATE M/D/Y H:MI:S%
%CUSTOMDATE_GMT M/D/Y H:MI:S%

Tab-Delimited Fields

Outside of field identifiers and the CUSTOMDATE or 
CUSTOMDATE_GMT field, NetTracker will treat \t as an 
embedded tab. It will expect to see a literal tab character in the 
log file at that location.

Note: This feature is case-sensitive, so \T will be considered a 
backslash followed by the letter T.

If you need to type a backslash followed by a lowercase letter t 
and not have it interpreted as a tab, type \\t. This only works 
in non-field-identifier portions of the custom log format.

Examples of Tab-Delimited Fields

The following log format defines a variation of the standard 
NCSA Common Log Format where fields are tab delimited and 
the request method and protocol are stored separately from the 
URL requested (all one line):
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%HOST%\t%IDENT%\t%USERNAME%\t[%DATETIME%]\t
%METHOD%\t"%URL%"\t%PROTOCOL%\t%STATUS%\t
%BYTES%

The following field identifiers define a timestamp format that 
can be used to parse dates such as “2004-04-01<tab>12:34:56”:

%CUSTOMDATE Y-M-D\tH:MI:S%
%CUSTOMDATE_GMT Y-M-D\tH:MI:S%

The following custom log format (all one line):

%HOST%\t%USERNAME%\t%USERAGENT%\t%CUSTOMDATE
Y-M-D\tH:MI:S%\t%s-computername%\t%cs-refer%\t
%r-host%\t%r-ip%\t%r-port%\t%time-taken%\t%cs-
bytes%\t%BYTES%\t%cs-protocol%\t%s-operation%
\t%URL%\t%s-object-source%\t%STATUS%

will parse this custom proxy log:

c-ip cs-username c-agent date time 
s-computername cs-referred r-host r-ip r-port 
time-taken cs-bytes sc-bytes cs-protocol 
s-operationcs-uri s-object-source sc-status
62.64.250.177 anonymous - 2001-11-19 00:16:37 
WEBSERVER1 - www 192.168.0.13 8082 40 72 3396 
http GET http://192.168.0.13:8082/scripts/
root.exe?/c+dir Inet 404

Changing Custom Log File Formats

You can make changes to custom log file formats that you have 
defined.

To Select the log file format 
in the list and

Change a custom log file 
format

Click Edit

Delete a custom log file 
format

Click Delete
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Having NetTracker FTP Your Log Files

When you add a log file to a profile, you can choose to have 
NetTracker download the log file from an FTP server. There are 
two issues of which you should be aware.

• First, if a log file’s size has changed since the last time 
the profile was updated, NetTracker will download the 
entire log file, which can be very slow with large log files. 
If you are having NetTracker download the log files, you 
should rotate your log files daily (or weekly if your traffic 
is low).

• Second, if you work behind a firewall, you may need to 
tell NetTracker to access the FTP server in passive 
mode. This option is on by default. For details, see 
“Accessing FTP Servers in Passive Mode” on page 303.

Specifying the Date Format of Your Log 
Files

Profile Type: Web, Proxy, FTP

If you are analyzing Microsoft log files, you need to tell 
NetTracker in what format dates are stored in the log files. (For 
example, is July 10, 2004 stored as 10/07/04 or as 07/10/04?)

Note: This option is only for Microsoft log files in the IIS 
Standard/Extended or Microsoft Proxy log file format.

To specify the date format for your log files:
1 View the profile in which you want to specify the date 

format for your log files.
2 Click the Options tab.
3 In the left-hand panel, click Locale under Main.
4 In the Log file date format list, select the date format 

for your log files.
5 Click Save Options.
6 If you want the new date format to apply to all new log 

file data that you import, click Continue. If you want 
the new date format to apply to log file data you have 
already imported, you will need to delete all of your 
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profile data and reimport your log files. (Note: If you do 
not still have every log file that you have imported into 
this profile, you will lose profile data permanently by 
choosing this option.) To delete profile data, click Delete 
Profile Data.

Processing Only Traffic to the Configured 
Site

Profile Type: Web

If your log files contain information for more than one site, you 
can tell NetTracker to analyze only traffic to one of the sites.

To process only traffic to the configured site:
1 View the profile in which you want to analyze traffic to 

only one site in the log files.
2 Click the Options tab.
3 In the left-hand panel, click Advanced under Main.
4 Select the Only process traffic to the configured 

site check box.
5 Click Save Options.
6 In all new log file data you import, only traffic to the 

configured site will be processed. If this is what you 
want, click Continue. If you want to remove traffic to 
other sites that has already been imported, you will need 
to delete all the data in your profile and reimport your 
log files. (Note: If you do not still have all the log files 
you have imported into this profile, you will lose data 
permanently by choosing this option.) To delete your 
profile data, click Delete Profile Data.

The change will take effect the next time the profile is updated.

Note: When this option is selected, the URL in the URL of the 
site being analyzed box must be an exact text match 
(including case) of the site name that is recorded in the log files. 
(For details, see “Specifying the URL of the Site Being 
Analyzed” on page 101.)
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Converting Dates and Times to Your Local 
Time Zone 

Profile Type: Web, Media

If your log files are from a server in a time zone other than your 
own, you can have NetTracker convert the times that appear in 
the NetTracker reports from the server’s time zone to your own 
time zone.

This option is not available for all log formats. It is available for 
Web server logs in NCSA or Netscape Flexible format. It is 
available for streaming media server logs in RealSystem Server 
and Helix Universal Server formats. Server logs in W3C 
Extended format already log times in Greenwich Mean Time. 
By default, NetTracker will convert the times in W3C Extended 
logs to the local time of the computer on which it is installed.

Note: The time zone must be set appropriately on the computer 
where NetTracker is installed.

To convert dates and times to your local time zone:
1 View the profile in which you want to convert dates and 

times to your local time zone.
2 Click the Options tab.
3 In the left-hand panel, click Advanced under Main.
4 Select the Convert dates and times to local time 

zone check box.
5 Click Save Options.
6 Dates and times will be converted to your local time zone 

in all new log file data you import. If this is what you 
want, click Continue. If you want dates and times to be 
converted in log file data you have already imported, you 
will need to delete all the data in your profile and 
reimport your log files. (Note: If you do not still have all 
the log files you have imported into this profile, you will 
lose data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.

The change will take effect the next time the profile is updated.
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Stopping Conversion of Dates and Times 
in W3C Log Files

By default, NetTracker converts dates and times in W3C log 
files to the local date and time of the computer on which 
NetTracker is installed. However, some W3C log files do not 
follow the standard of logging dates and times in Greenwich 
Mean Time. If your W3C log files store dates and times in the 
local time zone, you need to tell NetTracker not to convert them.

To stop conversion of dates and times in W3C log files:
1 View the profile in which you want to convert dates and 

times to your local time zone.
2 Click the Options tab.
3 In the left-hand panel, click Advanced under Main.
4 Select the Do not convert dates and times to local 

time zone check box.
5 Click Save Options.
6 The dates and times in all new log file data you import 

will not be converted. If this is what you want, click 
Continue. If you want to see unconverted dates and 
times in log file data you have already imported, you will 
need to delete all the data in your profile and reimport 
your log files. (Note: If you do not still have all the log 
files you have imported into this profile, you will lose 
data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.

The change will take effect the next time the profile is updated.
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7Configuring a 
NetTracker Profile

NetTracker provides you with a wide variety of options that 
enable you to customize your NetTracker profile to meet your 
needs. This section explains NetTracker options that affect the 
look and functionality of all of the reports in your profile. It also 
explains how to remove data from a profile.

Specifying the Profile Title

The profile title appears at the top of all NetTracker reports. 

To specify the profile title:
1 View the profile for which you want to specify a title.
2 Click the Options tab. The General page appears.
3 In the Profile title box, enter the profile title you want 

to appear on all of the NetTracker reports for this 
profile.

4 Click Save Options and then click Continue.

The new title will be used the next time you update the profile.

Specifying the URL of the Site Being 
Analyzed

Profile Type: Web, FTP

You need to tell NetTracker the URL of the site you want to 
analyze.

Note: The URL cannot include a path. If you would like the 
profile to only include certain pages at the URL, set the 
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Included Pages option. (For details, see “Including Only Certain 
Pages, Files, or Clips” on page 187.)

To specify the URL of the site being analyzed:
1 View the profile in which you want to specify the site 

being analyzed.
2 Click the Options tab. The General page appears.
3 In the URL of the site being analyzed box, enter the 

URL for the site you want to analyze. If your Web server 
profile log files contain data about more than one site 
and you have selected the Only process traffic to the 
configured site check box, ensure that the URL (after 
the http://) is an exact match of how your site name is 
being recorded in your log files. (For details, see 
“Processing Only Traffic to the Configured Site” on 
page 97 and “Determining How Your Site Name Is 
Recorded” on page 102.)

4 Click Save Options.

Determining How Your Site Name Is Recorded

If your Web server profile log files contain data about more than 
one site and you have selected the Only process traffic to the 
configured site check box, ensure that the URL (after the 
http://) that you enter in the URL of the site being analyzed 
box is an exact match of how your site name is being recorded in 
your log files.

To ensure that the URL you enter exactly matches the one in 
your log files, you will need to open one of your log files in a text 
editor. Enter the site name exactly as it appears. (Where the 
site name appears will depend on your log file format. In an 
NCSA log file, the site name will appear in the second column. 
Netscape and W3C log files have column headings to help you 
find the correct column. In a W3C file, the correct column will 
probably be cs-host.)

Enabling Case-Sensitivity for Pages, Files, 
and Clips

Profile Type: Web, FTP, Media
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You can determine whether or not NetTracker considers 
uppercase and lowercase characters to be distinct in pages (for 
Web profiles), files (for FTP profiles), and clips (for media 
profiles). If you enable case-sensitivity, uppercase and lowercase 
characters will be considered to be different characters. If you 
do not enable case-sensitivity, they will be considered the same 
character.

Note: If case-sensitivity is not enabled, NetTracker will import 
pages, files, and clips in all lowercase characters. This will affect 
the use of regular expressions and filters. (For details on regular 
expressions, see “Using Regular Expressions with NetTracker” 
on page 455. For details on filters, see “Understanding 
Case-Sensitivity and Filters” on page 147.)

In most cases, if your log files come from a UNIX system, you 
should enable case-sensitivity. In most cases, if your log files 
come from a Windows system, you should not enable 
case-sensitivity. This is how NetTracker is configured by 
default.

To enable case-sensitivity:
1 View the profile in which you want to enable 

case-sensitivity.
2 Click the Options tab. The General page appears.
3 Select the Case sensitive pages (for Web profiles), 

Case sensitive files (for FTP profiles), or Case 
sensitive clips (for media profiles) check box.

4 Click Save Options.
5 Case-sensitivity will be enabled for all data you import 

for this profile from now on. If this is what you want, 
click Continue. If you want case-sensitivity for data you 
have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.
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Enabling Case-Sensitivity for User Names

You can determine whether or not NetTracker considers 
uppercase and lowercase characters to be distinct in user 
names. If you enable case-sensitivity, uppercase and lowercase 
characters will be considered to be different characters. If you 
do not enable case-sensitivity, they will be considered the same 
character.

Note: If case-sensitivity is not enabled, NetTracker will import 
user names in all lowercase characters. This will affect the use 
of regular expressions and filters. (For details on regular 
expressions, see “Using Regular Expressions with NetTracker” 
on page 455. For details on filters, see “Understanding 
Case-Sensitivity and Filters” on page 147.)

In most cases, if your log files come from a UNIX system, you 
should enable case-sensitivity. In most cases, if your log files 
come from a Windows system, you should not enable 
case-sensitivity. This is how NetTracker is configured by 
default.

To enable case-sensitivity for user names:
1 View the profile in which you want to enable 

case-sensitivity.
2 Click the Options tab. The General page appears.
3 Select the Case sensitive user names check box.
4 Click Save Options.
5 Case-sensitivity will be enabled for all data you import 

for this profile from now on. If this is what you want, 
click Continue. If you want case-sensitivity for data you 
have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.
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Changing the Number of Rows per 
Summary

By default, NetTracker displays ten rows on each page of a 
summary. You can change the default number of rows per page.

To change the number of rows per summary:
1 View the profile in which you want to change the number 

of rows per summary.
2 Click the Options tab. The General page appears.
3 In the Number of rows per summary list, select the 

number of rows (5, 10, 15, 20, 25, 50, 75, or 100) you 
want displayed on each page of a summary.

4 Click Save Options and then click Continue.

The change will take effect the next time the profile is updated.

Changing the Number of Values per 
Dashboard Graph

By default, NetTracker displays five values in each graph on a 
dashboard. The exceptions are graphs for dated summaries, 
which by default display all the values available in the 
underlying summary. You can change the number of values for 
dashboard graphs based on non-dated summaries. This change 
will apply to all graphs on all standard dashboards.

To change the number of values per dashboard graph:
1 View the profile in which you want to change the number 

of values per dashboard graph.
2 Click the Options tab. The General page appears.
3 In the Number of values per dashboard graph list, 

select the number of values (1, 2, 3, 4, 5, 10, 15, 20, 25, 
50, 75, or 100) you want to display on each dashboard 
graph.

4 Click Save Options and then click Continue.

The change will take effect the next time the profile is updated.
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Setting the Maximum Length of a Path

Profile Type: Web

You can specify the maximum number of consecutive pages (2 to 
10) that can be in a path. This number will be used to calculate 
the paths that appear in your Path Summary.

To set the maximum length of a path:
1 View the profile in which you want to set the maximum 

length of a path.
2 Click the Options tab. The General page appears.
3 In the Maximum length of path list, select the 

maximum number of consecutive pages (2 to 10) that can 
be in a path.

4 Click Save Options and then click Continue.

The new setting will take effect the next time the profile is 
updated.

Changing the Length of Page Titles or 
Page, File, or Clip Names in Reports

You can specify a maximum display length for page titles, page 
names, file names, or clip names, depending on the profile type. 
Limiting the length will make the reports easier to read and 
print. 

To change the length of titles or names in reports:
1 View the profile in which you want to change the length 

of titles or names in reports.
2 Click the Options tab. The General page appears.
3 In the Page title display length list, select the 

maximum number of characters to be displayed for a 
page title or file name. (In proxy profiles, the option is 
named Page name display length. In FTP profiles, the 
option is File name display length. In media profiles, 
the option is Clip name display length.) You can select 
a number from 10 to 100, or you can select Unlimited.

4 Click Save Options and then click Continue.
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The change will take effect the next time the profile is updated.

Resolving Host Names

Most servers can resolve the host name of the client requesting 
a file. In other words, they can look up the host names for the 
corresponding IP (Internet Protocol) addresses. Sometimes 
servers are configured not to perform this function. You can 
have NetTracker resolve host names that are not resolved by 
the server.

Note: In proxy server/firewall profiles, you can resolve client 
host names, site host names, or both, depending on which check 
boxes you select. Client host names are the host names of the 
proxy server or firewall clients. Site host names are the host 
names of the Web sites to which the proxy server or firewall 
clients are connecting.

To resolve host names:
1 View the profile in which you want to resolve host 

names.
2 Click the Options tab. The General page appears.
3 Select the Resolve host names check box.
4 Click Save Options.
5 Host names will now be resolved in any log file data you 

import from now on. If this is what you want, click 
Continue. If you want host names to be resolved in log 
file data you have already imported, you will need to 
delete your profile data and reimport your log files. 
(Note: If you do not still have every log file that you have 
imported into this profile, you will lose profile data by 
selecting this option.) To delete profile data, click Delete 
Profile Data.

Changing the First Day of the Week

By default, NetTracker considers Sunday to be the first day of 
the week. You can choose Sunday or Monday as the first day of 
the week.
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To change the first day of the week:
1 View the profile in which you want to change the first 

day of the week.
2 Click the Options tab.
3 In the left-hand panel, click Locale under Main.
4 In the Week begins on list, select the day you want 

NetTracker to use.
5 Click Save Options and then click Continue.

The change will take effect the next time the profile is updated.

Changing the Time Display

You can choose whether you want NetTracker to display times 
using the 12-hour clock or the 24-hour clock.

To change the time display:
1 View the profile in which you want to change the time 

display.
2 Click the Options tab.
3 In the left-hand panel, click Locale under Main.
4 In the Display time as list, select the clock you want 

NetTracker to use.
5 Click Save Options and then click Continue.

The change will take effect the next time the profile is updated.

Changing the Date Display

You can choose the date format you want NetTracker to use 
when displaying dates in reports.

To change the date display:
1 View the profile in which you want to change the date 

display.
2 Click the Options tab.
3 In the left-hand panel, click Locale under Main.
4 In the Display date as list, select the date format you 

want NetTracker to use.
5 Click Save Options and then click Continue.
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The change will take effect the next time the profile is updated.

Changing the Character Set

You can change the character set for your locale and log files. 
However, in most cases you should not change it.

Note: If you want to change the character set for the Profile 
Manager and NetTracker Homepage, you will need to change 
the character set in the administrative options. (For details, see 
“Changing the Character Set Used in the Profile Manager” on 
page 307.)

To change the character set:
1 View the profile in which you want to change the 

character set.
2 Click the Options tab.
3 In the left-hand panel, click Locale under Main.
4 In the Character set list, select the character set that 

corresponds to your locale as well as to the log files that 
you are importing into NetTracker.

5 Click Save Options.
6 NetTracker will use the new character set for all data 

you import for this profile from now on. If this is what 
you want, click Continue. If you want the new character 
set to be used with data you have already imported, you 
will need to delete all the data in your profile and 
reimport your log files. (Note: If you do not still have all 
the log files you have imported into this profile, you will 
lose data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.

Changing the Language

You can change the language that NetTracker uses for the user 
interface and reports. The languages available depend on which 
NetTracker language packs you have installed.

Note: This language option will only change the user interface 
for the profile. If you want to change the language for the Profile 
Manager, you will need to change the language in the 
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administrative options. (For details, see “Changing the 
Language Used in the Profile Manager” on page 307.)

To change the language:
1 View the profile in which you want to change the 

language.
2 Click the Options tab.
3 In the left-hand panel, click Locale under Main.
4 In the Language list, select the language that 

NetTracker should use for the user interface and reports.
5 Click Save Options and then click Continue.

The new language setting will not take full effect until you 
update your profile.

Specifying the Anonymous FTP Root 
Directory

Profile Type: FTP

If your FTP server logs the full path from the system root 
directory, the links within NetTracker may not work correctly. 
To fix this, specify the anonymous FTP root directory so that 
NetTracker can strip out the leading path. For example, if the 
full path to your anonymous FTP root directory was 
/usr/local/ftp, specifying /usr/local/ftp as the anonymous FTP 
root directory would strip /usr/local/ftp from the path in any 
imported log entries.

To specify the anonymous FTP root directory:
1 View the profile in which you want to specify the 

anonymous FTP root directory.
2 Click the Options tab. The General page appears.
3 In the Anonymous FTP root directory box, enter the 

path for the anonymous FTP root directory.
4 Click Save Options.
5 The anonymous FTP root directory will be stripped out 

of any log entries you import from now on. If this is what 
you want, click Continue. If you want to strip out the 
anonymous FTP root directory in log entries you have 
already imported, you will need to delete all the data in 
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your profile and reimport your log files. (Note: If you do 
not still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.

Analyzing Data Collected from Page Tags

Profile Type: Web

NetTracker enables you to analyze data collected from page 
tags. You collect the data by “tagging” Web pages with 
JavaScript that causes a visitor's browser to send information 
about the visitor’s visit to a page tag server. This information, 
which appears in the page tag server log as a request for the 
page tagging image, can then be imported by NetTracker for 
analysis.

The requests for the page tag image can be analyzed either 
isolated from, or to augment, the actual Web server log entries 
that contain the original request for the tagged page. This 
enables you to either selectively tag the pages you would like to 
track, or tag those pages for which you want to have additional 
information available for analysis. In addition, because the 
image requested does not need to be on the same Web server as 
the page in which it is embedded, you can use page tagging to 
track pages on sites for which you do not have access to the Web 
server log files.

The NetTracker page tagging script is available for download at 
www.sane.com/download/. Refer to the documentation 
provided with the script for complete details about installing 
and configuring it.

To analyze data collected from page tags:
1 View the profile in which you want to analyze data 

collected from page tags.
2 Click the Options tab.
3 In the left-hand panel, click Page Tagging under Main.
4 In the Page tags are list, select the mode that matches 

the data collection mechanism you want to use.
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• Not used — Disables page tagging. However, 
requests for the page tag image will count as hits. 
(You do not need to continue with the remaining 
steps.)

• Used only to augment log files with additional 
data — Requests for the page tag image will count as 
hits. They will not count as page views. Augmenting 
log files with data collected by page tags enables you 
to capture additional client-side information such as 
screen resolution, or to track “events” such as visitors 
adding or removing items from shopping carts.

• Used instead of log files to collect data for a 
single site — Requests for the page tag image will 
count as page views. Non-page tag requests will not 
be counted. This mode is the typical page-tagging 
mode. In this mode, you will only load traffic that is 
recorded from page tags placed in your HTML pages.
Ensure that you tag every page you want to track. 
You can tag non-HTML views (such as file 
downloads) by tagging the link to the file. In 
addition, you can use event tags to track on-page 
events (such as adding a product to a shopping cart).
For this mode, pages are expected to be logged in the 
format http://www.host.com/page.html. 
NetTracker will parse the host (for example, 
www.host.com) and compare it without respect to 
case to the URL of the site being analyzed option 
in the General options, or the server URL if your log 
files are clustered for multiple sites. If they match, 
NetTracker will remove the host from the URL and 
count the request as a page view.  If they do not 
match, the request will not be counted.

• Used instead of log files to collect data for 
multiple sites — Requests for page tag images will 
count as page views. Non-page tag requests will not 
be counted. Pages will appear in NetTracker reports 
as full URLs (as they would if NetTracker were 
configured to process log files that are clustered for 
multiple sites.) If you are using page tags instead of 
log files, you will need to use this mode so that you 
can distinguish a page tag generated for a page on 
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one site from a page tag generated for a page with 
the same name on another site (such as index.html).
Note: Pages will appear as full URLs in the reports.

• Used in addition to log files to collect data for 
multiple sites — Requests for page tag images will 
count as page views. Non-page tag requests will also 
be counted as page views. (Non-page tag requests 
will be prefixed with the URL in the General options, 
or the server URL if the log files are clustered for 
multiple sites.)
Use this mode if you want to use log files in 
conjunction with event tags for your main site, or 
have remote site portions that are hosted within 
other Web sites for which you do not have access to 
the log files. In this case, you would place the page 
tags in the pages on those remote sites. Page tags 
generated from the remote sites will count as page 
views. The pages from each site will be prefixed with 
the site’s name (for example, 
http://www.ourpartner.com/remotepage.html).
Note: Both regular log records and page tag records 
will count as page views. Therefore, do not add page 
tags to your main site for which you are using log 
files, as traffic will be counted twice. Note that using 
event tags only will not result in traffic being counted 
twice.

5 Click Save Options and then click Continue.
6 Click Add.
7 Enter a filter that describes the image or images used to 

collect page tag data. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

8 Click Add.
9 NetTracker will analyze the data collected by the page 

tag images that match these filters in data you import 
from now on. If this is what you want, or if you have 
additional filters you want to add at this time, click 
Continue. If you want NetTracker to collect data from 
images that match these filters in data you have already 
imported, you will need to delete your profile data and 
reimport your log files. (Note: If you do not still have 
every log file that you have imported into this profile, 
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you will lose data by choosing this option.) To delete 
profile data, click Delete Profile Data.

Editing the Images Used to Collect Data From 
Page Tags

You can make changes to the images used to collect data from 
page tags at the Images used to collect data from page tags 
list.

Using a Password to Restrict Access to 
NetTracker Functions

You may want some people to be able to view reports but not 
modify or update them. NetTracker enables you to password 
protect some or all of the profile options.

Note: This type of security does not prevent users from 
accessing the Profile Manager and creating or removing profiles 
or from accessing and changing options at the Profile Manager. 
NetTracker passwords should always be combined with Web 
server security for the Profile Manager. You can also restrict 
access to the Profile Manager by setting an administrative 
option (for details, see “Restricting Access to the Profile 
Manager” on page 309).

You can also protect your profiles by using the security available 
through your Web server. Using the server’s security enables 
you to protect all of NetTracker, including the Profile Manager.

To use a password to restrict access to NetTracker 
functions:

1 View the profile in which you want to restrict access.
2 Click the Options tab.
3 In the left-hand panel, click Passwords under Main.

To Select the image in the list 
and

Delete an image from the list Click Delete

Edit an image in the list Click Edit
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4 In the New password box, enter the password you want 
to use.

5 In the New password (again) box, enter the password 
a second time.

6 Select one or more of the following options:
• To require users to enter a password in order to 

change any of the profile options, select the Protect 
all of the profile options check box.

• To require users to enter a password in order to 
change the log file or password options, select the 
Protect only the log file and password options 
check box.

• To require users to enter a password in order to 
remove data from the profile, select the Protect the 
Remove Data from Profile page check box.
Note: Unless you have also selected the Protect all 
of the profile options check box, users can still 
remove data. When certain options are changed, 
NetTracker provides the user with the opportunity to 
delete profile data. If the user chooses this option, the 
result is the same as if the user had clicked Remove 
All Months on the Remove Data from Profile page.

• To require users to enter a password in order to 
update the profile, select the Protect the updating 
of this profile check box.

• To require users to enter a password in order to save 
or remove custom reports, select the Protect 
saving/removing custom reports check box.

7 Click Save Options and then click Continue.

The new settings will take effect immediately.

Removing Data from a Profile

You can remove one or more month’s worth of data from a 
report. When you remove data, the data will be permanently 
deleted from your database. If you think you might need the 
data again at some point in the future, you should make sure 
you have copies of all of your log files before you remove the 
data.
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Note: You can archive data when you remove it, which enables 
you to look at the summaries for the data you are removing. 
However, because the data for the summary is no longer in the 
database, you can not drill into an archived summary. An 
archived summary has no links.

Removing Data for Selected Months

To remove data from a profile for selected months:
1 View the profile from which you want to remove data.
2 Click the Options tab.
3 Click the drop-down arrow at the top of the tab and click 

Remove Data from Profile.
4 If you have password protected the Remove Data from 

Profile page, you will be prompted for the password. 
Type the password and click Enter.

5 Select the months whose data you want to remove.
6 Do one of the following:

• If you want to still be able to view the summaries for 
the months whose data you are deleting, select the 
Archive data check box.

• If you do not want to be able to view the summaries 
for the months whose data you are deleting, clear the 
Archive data check box.

7 Click Remove Selected Months.

Removing All Data from a Profile

Note: Removing data from all months from your profile is 
equivalent to clearing all data from the profile. This includes 
removing all information concerning unique visitors, which will 
influence the identification of new and repeat visitors when 
importing new data.

To remove all data from a profile:
1 View the profile from which you want to remove data.
2 Click the Options tab.
3 Click the drop-down arrow at the top of the tab and click 

Remove Data from Profile.
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4 If you have password protected the Remove Data from 
Profile page, you will be prompted for the password. 
Type the password and click Enter.

5 Do one of the following:
• If you want to still be able to view the summaries, 

select the Archive data check box.
• If you do not want to be able to view the summaries 

for the months whose data you are deleting, clear the 
Archive data check box.

6 Click Remove All Months.
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8Using NetTracker 
Reports

NetTracker displays the results of the log file analysis in a 
variety of NetTracker reports. This section explains how to 
display NetTracker reports, customize the display, print 
reports, export reports, and work with archived reports.

For details on e-mailing reports to others, see “Sending Reports 
via E-mail” on page 127.

For a list and description of the available reports, see:

• “Web Server Profile Reports” on page 339 for Web server 
reports

• “Proxy Server/Firewall Profile Reports” on page 375 for 
proxy server/firewall reports

• “FTP Server Profile Reports” on page 391 for FTP server 
reports

• “Streaming Media Server Profile Reports” on page 403 
for streaming media server reports

For details on the Reports tab interface, see “Reports Tab” on 
page 63.

Displaying a Report

To display a report, you need to tell NetTracker both the time 
period of data you want to display and the type of data you 
want to display.

To display a report:
1 View the profile that contains the report you want to 

display.
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2 Click the Reports tab.
3 Select the report you want to display. (Click a report 

category to see the reports in that category and click a 
report to select it.)

4 From the calendar in the left-hand panel, select the time 
period whose data you want to analyze. To display:
• Data for a single day, click the day.
• Data for multiple non-consecutive days, hold down 

the Ctrl key (Option key on the Macintosh) while 
you click the days you want to display.

• Data for a range of days, click the first date in the 
range, press the Shift key and hold it down while 
you click the last date in the range.

• Data for an entire week, click the arrow to the right 
of the week.

• Data for all dates on the currently visible calendar 
that fall on a certain day of the week (for example, all 
the Mondays), click the column header for that day of 
the week.

• Data for multiple days of the week (for example, all 
the Sundays and all the Saturdays in the currently 
visible calendar), hold down the Ctrl key (Option 
key on the Macintosh) while clicking the column 
headers for the days of the week you want.

• Data for the entire month, click View Month.
• Data for the quarter, click View Quarter.
• Data for the year, click View Year.
• All the data, click View All.
• A different month in the calendar, click the arrows to 

either side of the month name. Or, click the name of 
the month to display a list of months.

Note: By default, a few reports do not show up on the list of 
reports. To enable one of these reports, see “Turning Individual 
Summaries On or Off” on page 122.

Drilling Down in a Report

You can display additional details about many items in a report 
by clicking the item. (Items that have additional details 
available are highlighted and underlined.) This is called 
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“drilling down.” If you point the cursor at an item, a tool tip will 
appear, telling you what kind of information will appear if you 
click the item. After you have drilled down, you can return to 
the original report by clicking the Previous Page icon or your 
Web browser’s Back button.

Changing the Graph Type

By default, NetTracker displays the report’s graph in one of five 
graph formats. You can change the graph type.

To change the graph type:
1 Display the report.
2 Click the icon for the type of graph you want. (Graph 

icons are located to the upper right of the graph, above 
the legend.)

Changing the Data Set Displayed in the 
Graph

The graph displays the data from one column of the report. The 
column that is graphed by default varies depending on the 
report. You can see which column is currently being graphed by 
looking at the Data Set tag to the upper left of the graph. You 
can change the data set that is being graphed.

To change the data set displayed in the graph:
1 Display the report.
2 Click the text that appears to the right of Data Set to 

display the list of data sets that can be graphed for this 
report.

3 Click the data set you want to graph.

Note: If you change the sort order for the report, NetTracker 
will change the graph data set to the column you chose to sort 
by. If the column you sorted by cannot be graphed, NetTracker 
will change the graph to the default data set. (For details on 
sorting, see “Changing How Entries in a Report Are Sorted” on 
page 122.)
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Changing How Entries in a Report Are 
Sorted

By default, the entries in a report are sorted according to the 
values in the last column of the report. You can sort the entries 
in either ascending or descending order according to any column 
of the report.

To change how entries in a report are sorted:
1 Display the report.
2 Find the column that contains the data by which you 

want to sort the entries.
3 Click the up (ascending) or down (descending) arrow on 

either side of the column heading.

Note: If you change the sort order for the report, NetTracker 
will change the graph data set to the column you chose to sort 
by. If the column you sorted by cannot be graphed, NetTracker 
will change the graph to the default data set. (For details on 
changing the data set displayed in the graph, see “Changing the 
Data Set Displayed in the Graph” on page 121.)

Turning Individual Summaries On or Off

By default, a few summaries do not appear in the list of 
available reports on the Reports tab. You can add one or more 
of these summaries to the list of available reports on the 
Reports tab. You can also remove summaries that you do not 
use.

To turn individual summaries on or off:
1 View the profile in which you want to turn individual 

summaries on or off.
2 Click the Options tab. The General page appears.
3 In the left-hand panel, click Summaries under Main.

The summaries in the Available summaries list are 
the summaries that are not currently selected and will 
not appear in the list of reports on the Reports tab. The 
Selected summaries list contains the summaries that 
do appear in the list of reports.
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4 To move a summary from the Available summaries list 
to the Selected summaries list, select the summary 
and click the Add report button.

5 To move a summary from the Selected summaries list 
to the Available summaries list, select the summary 
and click the Remove report button.

6 When you are through turning reports on and off, click 
Save Options and then click Continue.

The report list on the Reports tab will reflect your changes the 
next time the profile is updated.

Note: Some summaries may not show up in the list even though 
they are selected on the Summaries page. In this case, you will 
need to specify some other options before NetTracker can create 
the summary. For details, look up the description of the 
summary in question.

Printing a Report

You can print a NetTracker report. If the report displays on 
multiple screens, NetTracker will print only the screen that 
appears in the browser when you click the Print icon.

Note: If the report you are printing contains a graph legend, 
you need to enable background color for your browser in order 
for the graph legend to print correctly. For more details, refer to 
your browser’s documentation.

To print a report:
1 Display the report.
2 Click the Print icon located in the upper-right-hand 

corner of the tab.

Exporting a Report

You can export the data in a NetTracker report to a 
spreadsheet, word processor, or Web browser.

To export a report:
1 Display the report.
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2 Click the Export icon located in the upper-right-hand 
corner of the tab. The Export Wizard appears.

3 Click the Format of report drop-down arrow and select 
the format in which you want to export the data.
• Click Spreadsheet (.csv) to create a text file that 

can be saved or imported into most spreadsheet and 
database applications running on most platforms. 
(For example, Microsoft Excel can open .csv files.) 
The data can then be manipulated, formatted, and 
analyzed using the tools provided in the spreadsheet 
or database application. 

• Click Web browser (.html) to create an HTML file 
that can be saved or posted on your Web site for 
viewing by others.

• Click Word Processor (.rtf) to create a Rich Text 
File that can be saved or imported directly by 
Microsoft Word and many other word processors. You 
can open the .rtf file in a word processor, edit it, and 
then print it for distribution.

4 Click the Data to export drop-down arrow and select 
one of the options.
• To export just the data that appears in the current 

page of the report, click Just this screen.
• To export all the data in the report, click All of the 

data.
5 Click Export.

Depending on the Web browser you are using and the 
export format that you selected, either a Save As dialog 
box will appear on the screen or the exported report will 
appear in a new window or tab. If it appears as though 
nothing has happened, ensure that you are allowing 
pop-up windows in your browser settings.

6 If a Save As dialog box appears, select the drive and 
directory where the file is to be saved, enter a file name, 
and click Save.
The file will be saved in the format you selected.

Archiving Reports

Since NetTracker enables you to generate a report for any time 
period for which you have data, there is generally no need to 
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archive a separate copy of a standard report. However, if you 
remove data from the profile, NetTracker gives you the option of 
archiving the reports that use the data you are removing.

Because the data for an archived report is no longer in the 
NetTracker database, you cannot drill down into archived 
reports. An archived report has no links. For details on 
archiving reports, see “Removing Data from a Profile” on 
page 115.

Viewing Archived Reports

You cannot access archived reports from the standard list of 
reports. You access archived reports on the Archive tab.

To view archived reports:
1 View the profile that contains the archived report you 

want to view.
2 Click the Archive tab.
3 Click the drop-down arrow and click the archived report 

you want to view. 

Note: The drop-down list will not be available until you have 
archived NetTracker reports.

Removing Archived Reports

You can delete archived reports.

To remove archived reports:
1 View the profile that contains the archived reports you 

want to remove.
2 Click the Options tab.
3 Click the drop-down arrow at the top of the tab and click 

Remove Archived Reports.
4 Do one of the following to remove the reports.

• To remove only some of the archived reports, select 
them in the list and click Remove Selected 
Reports.

• To remove all the reports, click Remove All 
Reports.
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9Sending Reports via 
E-mail

NetTracker enables you to e-mail reports to others. If you 
routinely send the same reports to the same people, you can 
create one or more e-mail tasks, which specify which reports 
should go to which recipients and in which format.

You can also create an e-mail alert that will execute an e-mail 
task if the value of a specified metric meets the criteria you 
specify for the alert.

You can execute an e-mail task or e-mail alert manually from 
either the NetTracker interface or the command line, or you can 
schedule the task or alert to execute automatically.

Depending on the report format you select, recipients will be 
able to drill down into the reports from their e-mail client just 
as you can in NetTracker.

Configuring NetTracker to Use the 
Correct E-mail Settings

Before you can e-mail any reports, you must configure 
NetTracker to use the correct e-mail settings. You specify the 
e-mail settings in the administrative options, so the settings 
will apply to all of your profiles.

To configure NetTracker to use the correct settings:
1 Display the Profile Manager.
2 Click the Options tab. The E-mail page appears.
3 In the Mail server (SMTP) box, enter the host name or 

IP address of your mail server. If you do not know this 
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information, contact the administrator of your e-mail 
server for assistance.

4 In the Mail server port box, enter the TCP port on 
which your mail server is installed. Unless you are 
instructed to change this value by the administrator of 
your e-mail server, you can leave this set to the default 
value of 25.

5 In the From address box, enter the e-mail address from 
which all NetTracker reports will be mailed to your 
users. Any e-mail messages returned as undeliverable 
will be returned to this address.

6 Click Save Options.

NetTracker will begin using the new e-mail settings 
immediately.

E-mailing a Single Report

You can choose to e-mail any report while viewing it.

Note: This capability does not exist in overall profiles.

To e-mail a single report:
1 Display the report you want to e-mail.
2 Click the E-mail icon.
3 In the From address box, enter the e-mail address from 

which this NetTracker report will be mailed. Any e-mail 
messages returned as undeliverable will be returned to 
this address.

4 In the To address box, enter the e-mail address to 
which you want to send the report. Separate multiple 
e-mail addresses with commas.

5 In the Subject of e-mail box, enter the subject of this 
e-mail message.

6 In the Format of report list, select the report format 
you want to use. NetTracker can e-mail reports in one of 
four formats:
• Spreadsheet (.csv) — This option delivers the 

report to recipients in comma-delimited format as an 
attachment to an e-mail. This format is suitable for 
importing into a spreadsheet program such as 
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Microsoft Excel as well as most database programs 
on the market today. Once imported into one of these 
programs, Web data can be combined with data from 
other sources for further analysis. 

• Web Browser, with links (.html) — This is the 
format of NetTracker reports in NetTracker. 
Provided their e-mail client supports it, recipients 
will be able to drill into the e-mailed report just as 
they could in a standard NetTracker summary. (The 
results of the drilldown will open in their Web 
browser.) This is the default format. Note: You 
should only use this format for recipients who have 
access to NetTracker (for example, those inside your 
company’s firewall).

• Web Browser, without links (.html) — This 
option delivers the reports to recipients as static 
HTML. The report will look exactly like it does in 
NetTracker, but the recipient will not be able to drill 
down into the report.

• Word Processor (.rtf) — This option delivers the 
report to recipients in Rich Text Format as an 
attachment to an e-mail. This format can be opened 
from any word processor program including 
Microsoft Word. You can use your word processor to 
further manipulate the data for presentations and 
reports.

7 In the Additional text box, enter the text you want to 
include in the body of the e-mail message that contains 
the report and graph. For example, you could include a 
description of the data contained in the report. 

8 Click Continue.

Creating an E-mail Task

If you routinely send the same reports to the same people, you 
can create an e-mail task that specifies the recipients, reports, 
report format, and several other options. Since e-mail tasks are 
saved, you can quickly send the reports when needed from 
either the NetTracker interface or the command line. You can 
even schedule the e-mail task to execute at regular intervals, so 
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everyone gets the NetTracker reports they need when they need 
them.

To create an e-mail task:
1 View the profile in which you want to create the e-mail 

task.
2 Click the Options tab. The General page appears.
3 In the left-hand panel, click E-mail Tasks under 

E-mail.
4 Click Add.
5 In the Name of task box, enter the name you want 

displayed for this task in the Available e-mail tasks 
list. Use a name which will clearly identify the task (for 
instance, a recipient’s name or a summary name).

6 In the From address box, enter the e-mail address from 
which the NetTracker reports in this e-mail task will be 
mailed to your users. Any e-mail messages returned as 
undeliverable will be returned to this address.
Note: If you do not enter an address, NetTracker will 
use the e-mail address specified for the From address 
option in the administrative options. (For details, see 
“Configuring NetTracker to Use the Correct E-mail 
Settings” on page 127.)

7 In the Subject of e-mail box, enter the text you want to 
appear in the subject line of the e-mail the recipients will 
receive. The default is NetTracker Reports. If a user 
receives e-mail messages regarding several sites, you 
may want to change the subject to reflect the domain 
name of the site you are analyzing in this profile.

8 In the Format of reports list, select the report format 
you want to use. NetTracker can e-mail the reports in 
one of four formats:
• Spreadsheet (.csv) — This option delivers the 

report to recipients in comma-delimited format as an 
attachment to an e-mail. This format is suitable for 
importing into a spreadsheet program such as 
Microsoft Excel as well as most database programs 
on the market today. Once imported into one of these 
programs, Web data can be combined with data from 
other sources for further analysis. 
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• Web Browser, with links (.html) — This is the 
format of NetTracker reports in NetTracker. 
Provided their e-mail client supports it, recipients 
will be able to drill into the e-mailed report just as 
they could in a standard NetTracker summary. (The 
results of the drilldown will open in their Web 
browser.) This is the default format. Note: You 
should only use this format for recipients who have 
access to NetTracker (for example, those inside your 
company’s firewall).

• Web Browser, without links (.html) — This 
option delivers the reports to recipients as static 
HTML. The report will look exactly like it does in 
NetTracker, but recipients will not be able to drill 
down into the report.

• Word Processor (.rtf) — This option delivers the 
report to recipients in Rich Text Format as an 
attachment to an e-mail. This format can be opened 
from any word processor program including 
Microsoft Word. You can use your word processor to 
further manipulate the data for presentations and 
reports.

9 In the Time period list, select a time period for the 
report.
• To include data from all the months, select All 

Months.
• To include data from the latest month for which you 

have data for 24 or more hours, select Latest 
Month.

• To include data from today, select Today.
• To include data from yesterday, select Yesterday.
• To include data from today and yesterday, select 

Current 2 days.
• To include data from yesterday and the day before 

yesterday, select Previous 2 days.
• To include data from the current month, select 

Current month. (The only time the data for the 
current month will not match the data for the latest 
month is on the first day of the month, when you do 
not yet have data for 24 hours of activity for the 
current month.)
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• To include data from the previous calendar month 
(regardless of the amount of data), select Previous 
month.

Note: The only time periods available for overall profiles 
are All Months and Latest Month.

10 If you have scheduled the -email command-line option 
to automatically execute all the e-mail tasks in this 
profile but you do not want this e-mail task executed 
with the group, select the Exclude from batch 
execution check box. This e-mail task will then only be 
executed when you use the -emailtask command-line 
option or select the task in the Available e-mail tasks 
list and click Execute. (This option is especially useful 
when most of your e-mail tasks are executed daily and 
you want to create a task that executes weekly, monthly, 
or quarterly.)

11 In the Additional text box, enter the text you want to 
include in the body of the e-mail message that contains 
the reports and graphs. For example, you could include 
descriptions of the data contained in each report.

12 Click Save Options and then click Continue.

Now you need to specify which reports you want to send as part 
of this e-mail task.

Adding Reports to an E-mail Task

When you execute an e-mail task, NetTracker includes all the 
reports in the e-mail task in one e-mail message. You can 
specify the order in which you want the reports to appear when 
you add reports to the e-mail task.

If you are adding the reports immediately after creating the 
e-mail task, begin with step 4. Otherwise, begin with step 1.

To add reports to an e-mail task:
1 View the profile that contains the e-mail task.
2 Click the Options tab. The General page appears.
3 In the left-hand panel, click E-mail Tasks under 

E-mail.
4 Select the e-mail task and click Reports.
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The reports in the Available reports list are the 
reports you can include in the e-mail task. Any custom 
reports you have created and saved are at the bottom of 
the list. The reports in the Selected reports list will be 
included in the e-mail task.

5 To move a report from the Available reports list to the 
Selected reports list, select the report and click the 
arrow button that points to the right.

6 To move a report from the Selected reports list to the 
Available reports list, select the report and click the 
arrow button that points to the left. 

7 To move a report up in the Selected reports list, select 
the report and click the Move up arrow.

8 To move a report down in the Selected reports list, 
select the report and click the Move down arrow.

9 When all the reports you want to include are in the 
Selected reports list and in the desired order, click 
Save Options and then click Continue.

Now you need to specify the recipients of the e-mailed reports.

Adding Recipients to an E-mail Task

If you are adding the recipients immediately after adding the 
reports, click Recipients and then start with step 5. Otherwise, 
start with step 1.

Note: If the list of recipients is particularly long, rather than 
enter the entire list, you may want to contact your e-mail 
administrator about creating an alias for multiple e-mail 
addresses on your mail server. You can then mail the reports to 
that one address and all the recipients will receive them.

To add recipients to an e-mail task:
1 View the profile that contains the e-mail task.
2 Click the Options tab. The General page appears.
3 In the left-hand panel, click E-mail Tasks under 

E-mail.
4 Select the e-mail task and click Recipients.
5 Click Add.
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6 Enter the e-mail address of one person who should 
receive the reports, and click Add.

7 Click Continue.
8 Repeat step 5 through step 7 until you have entered the 

e-mail address of everyone who should receive the 
reports.

Testing an E-mail Task

You can test an e-mail task to ensure that the resulting e-mail is 
what you want without sending it to everyone on the recipient 
list. You can also use this feature to send the reports in an 
e-mail task to a different list of recipients than that specified in 
the task.

Note: NetTracker will not display any errors it encounters 
while executing the e-mail task when you are testing. If you 
need to troubleshoot an e-mail task, execute it from the 
command line using the -emailtask option. Use the 
-recipients option as well to send the reports to a different 
list of recipients. (For details, see “Executing a Task from the 
Command Line” on page 135.)

To test an e-mail task:
1 View the profile that contains the e-mail task.
2 Click the Options tab.
3 In the left-hand panel, click E-mail and then click 

E-mail Tasks.
4 Select the e-mail task you want to test and click Test.
5 In the E-mail address box, enter the list of e-mail 

addresses to which you want the reports in the e-mail 
task sent. Separate multiple addresses with commas. 
(Spaces before or after the commas will be ignored.)

6 Click Execute.

Executing an E-mail Task

Once you have created an e-mail task, you can execute it at any 
time either from within NetTracker or from the command line.
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Executing a Task from the Command Line

Executing an e-mail task from the command line enables you to 
see any errors NetTracker encounters while executing the task.

To execute an e-mail task from the command line:
1 Open a command prompt or terminal.
2 Change to the NetTracker program directory. (The 

default NetTracker program directory on UNIX is 
/usr/local/NetTracker. The default NetTracker 
program directory on Windows is C:\Program 
Files\NetTracker.)

3 Run the following command:
nettracker short_profile_name -emailtask 
taskname

where short_profile_name is the short name of the 
profile containing the e-mail task you want to execute 
and taskname is the name of the e-mail task. Short 
profile names appear in parentheses in the Profile 
Manager. You can also run the command nettracker 
admin -list to see a list of all the short profile names.

Note: You can also use the -recipients command-line 
option to specify recipients other than those specified in the 
e-mail task. (For details, see the “Command-Line Options” 
section in the NetTracker User’s Guide.)

Executing All Tasks from the Command Line

You can use one command to execute all of the e-mail tasks in a 
profile. However, any tasks that have the Exclude from batch 
execution check box selected will not be executed.

To execute all of the e-mail tasks in a profile from the 
command line:

1 Open a command prompt or terminal.
2 Change to the NetTracker program directory. (The 

default NetTracker program directory on UNIX is 
/usr/local/NetTracker. The default NetTracker 
program directory on Windows is C:\Program 
Files\NetTracker.)
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3 Run the following command:
nettracker short_profile_name -email

where short_profile_name is the short name of the 
profile whose e-mail tasks you want to execute.

Note: You can also use the -recipients command-line 
option to specify recipients other than those specified in the 
e-mail tasks. (For details, see the “Command-Line Options” 
section in the NetTracker User’s Guide.)

Executing a Task from the NetTracker Interface

To execute an e-mail task from the NetTracker interface:
1 View the profile that contains the e-mail task.
2 Click the Options tab. The General page appears.
3 In the left-hand panel, click E-mail Tasks under 

E-mail.
4 Select the task you want to execute and click Execute.

Editing an E-mail Task

You can make changes to an e-mail task from the list of e-mail 
tasks.

To Select the e-mail task in 
the list and

Change the name or 
properties

Click Edit

Delete the e-mail task Click Delete

Change which reports are 
included in the e-mail task

Click Reports

Change the recipients of 
the e-mail task

Click Recipients
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Changing the Reports in an E-mail Task

You can also change which reports are included in an e-mail 
task at the Reports to be sent for task page. 

Changing the Recipients of an E-mail Task

You can also change which recipients are included in the e-mail 
task.

Scheduling E-mail Tasks and E-mail Alerts

You can schedule the execution of e-mail tasks and e-mail alerts 
via the Task Scheduler on a Windows system or via cron on a 
UNIX system. (For details, see “Scheduling E-mail Tasks and 
E-mail Alerts” on page 142.)

Creating an E-mail Alert

You can create an e-mail alert that will execute an e-mail task 
when certain criteria are met. The criteria are a collection of 
filters used to calculate a value, and a comparison of the 
calculated value to a threshold value. The e-mail task defined in 
the alert will be executed when the calculated value meets the 

To Do this

Remove a report from the 
e-mail task

Select the report in the 
Selected reports list and 
click the arrow button that 
points to the left

Add a report to the e-mail 
task

Select the report in the 
Available reports list and 
click the arrow button that 
points to the right

To Select the recipient in the 
list and

Delete a recipient Click Delete

Edit a recipient’s address Click Edit
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criteria you specify for the alert. For example, if you purchase 
pay-per-click keywords, you can send an e-mail to the recipients 
specified in an e-mail task if the number of clickthroughs from a 
paid keyword drops below a certain level, which will alert you to 
check your bid and position.

To create an e-mail alert:
1 View the profile in which you want to create the e-mail 

alert.
2 Click the Options tab. The General page appears.
3 In the left-hand panel, click E-mail Alerts under 

E-mail.
4 Click Add.
5 In the Name of alert box, enter the name you want 

displayed for this alert in the Available e-mail alerts 
list. Use a name that will clearly identify the alert.

6 In the E-mail task list, select the e-mail task to be 
executed if the criteria you specify for the alert are met.

7 In the Time period list, select the time period for which 
the metric will be calculated.
• To include data from all the months, select All 

Months.
• To include data from the latest month for which you 

have data for 24 or more hours, select Latest 
Month.

• To include data from today, select Today.
• To include data from yesterday, select Yesterday.
• To include data from today and yesterday, select 

Current 2 days.
• To include data from yesterday and the day before 

yesterday, select Previous 2 days.
• To include data from the current month, select 

Current month. (The only time the data for the 
current month will not match the data for the latest 
month is on the first day of the month, when you do 
not yet have data for 24 hours of activity for the 
current month.)

• To include data from the previous calendar month 
(regardless of the amount of data), select Previous 
month.
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8 In the Metric list, select the metric for which you want 
to calculate a value (for example, visits).

9 In the Execute if calculated value is list, select the 
comparison type that NetTracker should use to compare 
the calculated value to the threshold value.

10 In the unlabeled text box, enter a number for the 
threshold value.

11 Click Save Options and then click Continue.

Now you need to specify which filters you want to use to 
calculate a value for the metric you selected.

Adding Filters to an E-mail Alert

If you are adding filters immediately after creating the e-mail 
alert, begin with step 4. Otherwise, begin with step 1.

To add filters to an e-mail alert:
1 View the profile that contains the e-mail alert.
2 Click the Options tab. The General page appears.
3 In the left-hand panel, click E-mail Alerts under 

E-mail.
4 Select the e-mail alert and click Filters.

The filters in the Filters that belong to list are the 
filters you can use to calculate a value for the specified 
metric.

5 Click Add Filter.
6 Select a filter type from the list and click Continue.
7 Enter the values for the filter. (For details on filters, see 

“Filtering a NetTracker Option” on page 156.)
8 Click Continue.
9 Repeat step 5 through step 8 until you have entered all 

the filters you want for the e-mail alert.
10 Click Save Filters and then click Continue.
11 Click Back to E-mail Alerts.

Testing an E-mail Alert

Before you execute an e-mail alert, you should test it to 
troubleshoot the criteria you specified for the alert. When you 
test an e-mail alert, a message displays the calculated value of 
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the metric (such as, visits) that match the filters you specified, 
whether this calculated value meets the threshold value, and 
whether or not the alert would have been executed.

To test an e-mail alert:
1 View the profile that contains the e-mail alert.
2 Click the Options tab.
3 In the left-hand panel, click E-mail and then click 

E-mail Alert.
4 Select the e-mail alert you want to test and click Test.

Executing an E-mail Alert

Once you have created an e-mail alert, you can execute it at any 
time either from within NetTracker or from the command line. 
NetTracker will execute an e-mail alert by:

1 Using the time period and filters you specified to 
calculate a value for the metric you specified for the 
alert.

2 Using the comparison type you selected (such as “equal 
to”) to compare the calculated value to the threshold 
value you specified for the alert.

3 Executing the e-mail task defined in the alert if the 
criteria are met.

Executing an Alert from the Command Line

Executing an e-mail alert from the command line enables you to 
execute the e-mail task defined in the alert if the criteria that 
you specified for the alert are met.

To execute an e-mail alert from the command line:
1 Open a command prompt or terminal.
2 Change to the NetTracker program directory. (The 

default NetTracker program directory on UNIX is 
/usr/local/NetTracker. The default NetTracker 
program directory on Windows is C:\Program 
Files\NetTracker.)

3 Run the following command: 
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nettracker short_profile_name -alerttask 
alertname
where short_profile_name is the short name of the 
profile containing the e-mail alert you want to execute 
and alertname is the name of the e-mail alert. Short 
profile names appear in parentheses in the Profile 
Manager. You can also run the command nettracker 
admin -list to see a list of all the short profile names.

Executing All Alerts from the Command Line

You can use one command to execute all of the e-mail alerts in a 
profile.

To execute all of the e-mail alerts in a profile from the 
command line:

1 Open a command prompt or terminal.
2 Change to the NetTracker program directory. (The 

default NetTracker program directory on UNIX is 
/usr/local/NetTracker. The default NetTracker 
program directory on Windows is C:\Program 
Files\NetTracker.)

3 Run the following command:
nettracker short_profile_name -alert

where short_profile_name is the short name of the 
profile whose e-mail alerts you want to execute.

Executing an Alert from the NetTracker Interface

To execute an e-mail alert from the NetTracker interface:
1 View the profile that contains the e-mail alert.
2 Click the Options tab. The General page appears.
3 In the left-hand panel, click E-mail Alerts under 

E-mail.
4 Select the alert you want to execute and click Execute.
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Editing an E-mail Alert

You can make changes to an e-mail alert from the list of e-mail 
alerts.

Changing the Filters in an E-mail Alert

You can change which filters are included in an e-mail alert at 
the list of filters.

Scheduling E-mail Tasks and E-mail Alerts

You can schedule the execution of e-mail tasks and e-mail alerts 
via the Task Scheduler on a Windows system or via cron on a 
UNIX system. We suggest scheduling the sending of e-mailed 
summaries along with an update so that updated summaries 
are mailed to your NetTracker users as soon as an update has 
successfully completed.

Scheduling All E-mail Tasks and E-mail Alerts on a Windows 
System

To schedule all e-mail tasks and e-mail alerts in a profile on 
a Windows system:

1 Use the AT command:

To Select the e-mail alert in 
the list and

Change the name or 
properties

Click Edit

Delete the e-mail alert Click Delete

Change which filters are 
included in the e-mail alert

Click Filters

To Select the filter and 

Delete a filter Click Delete Filter

Edit the filter Click Edit Filter
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AT 11:05PM /every:m,t,w,th,f,sa,su 
"C:\Program 
Files\NetTracker\nettracker.exe" all -quiet 
-update -email -alert -dir "C:\Program 
Files\NetTracker"

Assuming that NetTracker is installed in C:\Program 
Files\NetTracker, this command will update your profiles, 
e-mail summaries to your NetTracker users, and execute any 
e-mail alerts that have been specified every night; the process 
starts at 11:05 PM. The -dir option specifies the NetTracker 
program directory so the NetTracker executable can find the 
profile files. (For more details on command-line options, see the 
“Command-Line Options” section in the NetTracker User’s 
Guide.)

Scheduling All E-mail Tasks and E-mail Alerts on a UNIX 
System

To schedule all e-mail tasks and e-mail alerts in a profile on 
a UNIX system:

1 Add this entry (all one line) to your crontab:
0 0 * * * /usr/local/NetTracker/nettracker 
all -quiet -update -email -alert -dir 
/usr/local/NetTracker

Assuming that NetTracker is installed in 
/usr/local/NetTracker, this command will run an update on 
NetTracker at midnight every night, e-mail summaries to your 
NetTracker users, and execute any e-mail alerts that have been 
specified. The -dir option specifies the NetTracker program 
directory so the NetTracker executable can find the profile files. 
(For more details on command-line options, see the 
“Command-Line Options” section in the NetTracker User’s 
Guide.)
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Sending Unsaved Custom Reports via 
E-mail

If you save a custom report, it is available in the list of reports 
on the E-mail Tasks page. However, you can also e-mail custom 
reports without saving them.

To send an unsaved custom report via e-mail:
1 Create a custom report as you normally would. (For 

details on creating custom reports, see “Creating a 
Customized Standard Report” on page 164.)

2 When you get to the Custom Report Wizard Report 
Summary page, click E-mail.

3 In the From address box, enter the e-mail address from 
which this NetTracker report will be mailed. Any e-mail 
messages returned as undeliverable will be returned to 
this address.

4 In the To address box, enter the e-mail address to 
which you want to send the report. Separate multiple 
e-mail addresses with commas.

5 In the Subject of e-mail box, enter the subject of this 
e-mail message.

6 In the Format of report list, select the report format 
you want to use. NetTracker can e-mail the report in one 
of four formats:
• Spreadsheet (.csv) — This option delivers the 

report to recipients in comma-delimited format as an 
attachment to an e-mail. This format is suitable for 
importing into a spreadsheet program such as 
Microsoft Excel as well as most database programs 
on the market today. Once imported into one of these 
programs, Web data can be combined with data from 
other sources for further analysis. 

• Web Browser, with links (.html) — This is the 
format of NetTracker reports in NetTracker. 
Provided their e-mail client supports it, recipients 
will be able to drill into the e-mailed report just as 
they could in a standard NetTracker summary. (The 
results of the drilldown will open in their Web 
browser.) This is the default format. Note: You 
should only use this format for recipients who have 
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access to NetTracker (for example, those inside your 
company’s firewall).

• Web Browser, without links (.html) — This 
option delivers the reports to recipients as static 
HTML. The report will look exactly like it does in 
NetTracker, but the recipient will not be able to drill 
down into the report.

• Word Processor (.rtf) — This option delivers the 
report to recipients in Rich Text Format as an 
attachment to an e-mail. This format can be opened 
from any word processor program including 
Microsoft Word. You can use your word processor to 
further manipulate the data for presentations and 
reports.

7 In the Additional text box, enter the text you want to 
include in the body of the e-mail message that contains 
the report and graph. For example, you could include a 
description of the data contained in the report.

8 Click Continue.
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10Filtering NetTracker 
Reports and Profile 
Options

NetTracker reports provide complete data about traffic to your 
Web site. However, sometimes you may want to focus on only a 
subset of the data. In this case, you need to use a filter.

You can use filters to limit the data that displays in a specific 
report or to limit the data that gets stored in the NetTracker 
database. 

Understanding Case-Sensitivity and 
Filters

Before you can successfully use filters in NetTracker, you need 
to know whether case-sensitivity has been enabled for pages, 
files, clips, and user names in the profile. (For details, see 
“Enabling Case-Sensitivity for Pages, Files, and Clips” on 
page 102 and “Enabling Case-Sensitivity for User Names” on 
page 104.)

If case-sensitivity is not enabled, NetTracker will convert 
pages, clips, and user names to all lowercase characters. This 
means that any filters you use on this data must be defined 
using all lowercase characters. If you use any uppercase 
characters to define a filter, NetTracker will not find any data 
that matches the filter.

If case-sensitivity is enabled, any filters you use on pages, clips, 
and user names must match the case of the data.
147



NetTracker eBusiness User’s Guide
Types of Filters

There are a variety of different types of filters in NetTracker. 
The details of setting a filter depend on the filter type.

Text-Based Filters

Most types of filters are text-based. To specify a text-based 
filter, you select an operator and then enter text or a regular 
expression that matches the operator using a page that looks 
similar to the one below:

The page above is usually what you see when you are filtering a 
NetTracker option. When you are filtering a report or creating a 
visitor profile or filter group, selecting an operator is a two-step 
process. From the first drop-down list, select that or that do 
not. From the second drop-down list, select match, start with, 
end with, contain, or match the pattern. Or, select an option 
from the third drop-down list.

List Filters

Visit session duration, day of the week, and time of day filters 
require you to select values from a set list. If you want to filter 
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based on multiple values, you must select them all at once, 
using the Ctrl key (Option key on the Macintosh) and Shift 
key in conjunction with mouse clicks.

Date Filter

The date filter requires you to select the general date option you 
want and then customize it using the corresponding drop-down 
lists. For example, you could select the third option (Current 2 
days) and then specify 3 and weeks instead of 2 and days. 

Filter Group Filters

To specify a filter group filter, you select the filter group you 
want from the list of filter groups available in this profile and 
then click either Add as a Group or Add as Filters. Adding as 
a group consolidates the filters. Adding the filters individually 
will display all the filters in the group on the Report Summary 
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page, which enables you to delete any that do not apply to this 
report or visitor profile. 

Note: All of the filters in the filter group must be of a type that 
can be applied to this report, or none of the filters will be 
applied. If NetTracker cannot apply one of the filters in the 
group, the words (Not applied) will appear next to the filter 
group name at the top of the report. The two exceptions to this 
are:

• Dashboard reports. If a filter in the group cannot be 
applied to a section of a dashboard, that section will be 
dropped from the dashboard.

• Columns in trend reports. If a filter in the group cannot 
be applied to the trend report column, no error message 
or other warning will appear.

Path Filters

To specify a path filter, you select an operator and then enter 
the pages in the path. Selecting the operator is a two-step 
process.

1 From the first drop-down list, select that or that do 
not.

2 From the second drop-down list, select match, start 
with, end with, or contain.
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You then need to specify the path one page at a time. Click Add 
to add a page, and use the Move Up and Move Down buttons 
to move a page to the correct position in the path.

Note: If you select start with, the filter will only match visits 
whose starting page matches the first page of the path (and 
whose subsequent pages match the rest of the given path). If 
you select end with, the filter will only match visits whose 
ending page matches the last page of the path (and whose 
previous pages match the rest of the given path).

Visit Type Filter

The visit type filter requires you to select an option from a 
drop-down list.

Filtering a NetTracker Report

When you filter a report, you only change which data appears in 
the report. The database remains unchanged. This allows you to 
apply a variety of different filters together or in succession 
without needing to update the profile.
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Note: If you apply a filter to a dashboard and the filter cannot 
be applied to all sections of the dashboard, NetTracker will only 
display those sections to which the filter can be applied.

To filter a NetTracker report:
1 Do one of the following:

• Display the report you want to filter and click the 
Filter icon located in the upper-right-hand corner of 
the screen.

• Create a custom report as you normally would. (For 
details, see “Creating a Custom Report” on page 159.)

• Select a saved custom report at the list of available 
custom reports on the Custom tab and then click 
Edit Report.

The Custom Report Wizard Report Summary page 
appears.

2 Click Add under Applied filters.
3 Select the type of filter you want to use and click 

Continue.
4 Specify the filter you want to use. (For details on 

different types of filters, see “Types of Filters” on 
page 148. For details on how case-sensitivity affects 
filters, see “Understanding Case-Sensitivity and Filters” 
on page 147.)
Note: You cannot use regular expressions in filters for 
NetTracker reports. You can, however, select match the 
pattern and use the special characters for pattern 
matching that are supported by the database you are 
using with NetTracker. For details, see “Using Database 
Pattern-Matching Characters” on page 155.

5 Click Continue.
6 Repeat step 2 through step 5 until you have added all the 

filters you want to apply. Multiple filters of the same 
type and same operator (match, start with, etc.) are 
joined with OR, meaning an entry must meet any one of 
the filters to be included in the report. Multiple filters of 
different types or operators are joined with AND, 
meaning an entry must meet all filters to be included. 
(For details, see “Using Multiple Filters for One Report” 
on page 153.)

7 Click Run to see the filtered report.
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Using Multiple Filters for One Report

You can use multiple filters for a single report. Multiple filters 
of the same type and same operator (match, start with, etc.) 
are joined with OR, meaning an entry must meet any one of the 
filters to be included in the report. Multiple filters of different 
types or operators are joined with AND, meaning an entry must 
meet all filters to be included.

For example, if you filter a Visitor Summary with the filters

Host: America Online
Hosts that start with 216

you will get an empty Visitor Summary because no single visit 
matches both filters (comes from America Online and has a host 
that starts with 216). NetTracker looks for visits that match 
both filters because the filters have different operators.

If you want a report that includes those visitors whose host is 
America Online and those visitors whose host starts with 216, 
you will need to redefine the host filters so that they have the 
same operator. In this case, you would create these filters:

Hosts that start with America Online
Hosts that start with 216

If you need to apply the same group of filters to many custom 
reports, you can create a filter group that contains the filters. 
Then, when you go to add filters, you can select Filter Group 
as the filter type and select the filter group from the list. (For 
details, see “Creating Filter Groups” on page 182.)

Making Filters Persistent

By default, when you apply filters to a NetTracker report and 
then switch to another report, the filters from the first report do 
not carry over to the second report. However, you can tell 
NetTracker to make all filters persistent until told otherwise. 
Using persistent filters enables you to quickly view a variety of 
reports for the same filtered data, without needing to save the 
filtered reports.
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To make filters persistent:
1 View the profile in which you want to make filters 

persistent.
2 Click the Reports tab.
3 At the bottom of the left-hand panel, find the right-most 

button. (It looks like a push pin.) 
4 If the button is depressed (with a square around it), 

filters are persistent. If the button is not depressed, click 
it to make filters persistent.

To return to having filters apply only to the current report, click 
the Persistent Filters button again.

When you turn on persistent filters, all filters that are currently 
applied to the current report will be applied to all other reports 
you view until you turn off persistent filters. Likewise, any new 
filters you apply to a report while persistent filters are on will 
be added to the group of filters that gets applied to the next 
report.

Deleting Filters from a Report

To delete a filter from a report:
1 Do one of the following:

• Display the report from which you want to delete a 
filter and click the Filter icon located in the 
upper-right-hand corner of the screen.

• Select a saved custom report at the list of available 
custom reports on the Custom tab and then click 
Edit Report.

The Custom Report Wizard Report Summary page 
appears.

2 In the Applied filters list, select the filter you want to 
delete and click Delete.

Editing Filters Applied to a Report

To edit a filter that is applied to a report:
1 Do one of the following:
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• Display the report whose filter you want to edit and 
click the Filter icon located in the upper-right-hand 
corner of the screen.

• Select a saved custom report at the list of available 
custom reports on the Custom tab and then click 
Edit Report.

The Custom Report Wizard Report Summary page 
appears.

2 In the Applied filters list, select the filter you want to 
edit and click Edit.

3 Make the changes and then click Continue.

Using Database Pattern-Matching Characters

You cannot use regular expressions in filters for NetTracker 
reports, custom reports, filter groups, or visitor profiles. 
(Regular expressions can only be used in the other profile 
options.) Instead, you can use match the pattern with special 
characters for pattern matching that are supported by the 
database you are using with NetTracker.

The characters vary depending on the database you are using.
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SQL Server

Oracle, DB2, MySQL, and Teradata

Example

If you wanted to examine your server’s performance when it 
called CGI programs, you could use the page filter that match 
the pattern %.cgi on a Server Performance Summary. The % 
will match any number of characters before .cgi. Assuming all of 
your CGI programs end with the extension .cgi, when you run 
the report you will see statistics on how your server performs 
when a CGI program is called.

Filtering a NetTracker Option

Various NetTracker options require you to set a filter. Filters 
you set for the NetTracker options (except visitor profiles and 
filter groups) are applied when data is imported into the 
database. When you make changes to these filters, you will need 
to clear your NetTracker database and re-import your log files if 
you want the change to apply to data already in the database. 
This will cause you to lose data permanently if you do not still 
have all the log files.

Character Meaning

% Any string of zero or more characters

_ Any single character

[] Any single character within the specified range 
(for example, [a-f] or set [abcdef])

[^] Any single character not within the specified 
range (for example, [^a-f] or [^abcdef])

Character Meaning

_ Any one character

% Any string of zero or more characters
Note: % cannot match a null.
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(For details on different types of filters, see “Types of Filters” on 
page 148. For details on how case-sensitivity affects filters, see 
“Understanding Case-Sensitivity and Filters” on page 147.)

To use a regular expression to define the filter, use the operator 
that match the pattern. (For details on regular expressions, 
see “Using Regular Expressions with NetTracker” on page 455.)

Note: You cannot use regular expressions to define filter groups 
or visitor profiles. You can, however, select match the pattern 
and use the special characters for pattern matching that are 
supported by the database you are using with NetTracker. For 
details, see “Using Database Pattern-Matching Characters” on 
page 155.

Filters in visitor profiles and filter groups behave like filters 
applied to reports, not like filters in the other NetTracker 
options. See “Using Multiple Filters for One Report” on 
page 153.
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11Creating a Custom 
Report

NetTracker provides you with a number of useful standard 
reports. Sometimes, however, you need to analyze your 
information in a way not available in a standard report. 
Fortunately, NetTracker enables you to create a variety of 
custom reports. Some custom reports might be needed for 
one-time use. Others you will want to save and have updated 
whenever the profile is updated. Either way, you can e-mail and 
archive the custom reports.

Several types of custom reports are available:

• Customized standard reports
• Crosstab reports
• Trend reports
• Custom dashboards
• Path Summary between two specific pages (Web profiles 

only)
• Path Summary from a specific page (Web profiles only)
• Path Summary to a specific page (Web profiles only)
• Scenario reports (Web profiles only)

The instructions for creating the reports vary depending on the 
type. However, regardless of type, NetTracker displays the 
Report Summary page where you can edit, filter, run, save, 
and archive the custom report.

Using Ask NetTracker to Create a Custom 
Report

You can use the Ask NetTracker™ feature to select or create a 
question and have NetTracker generate a report that answers 
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the question. Ask NetTracker is a quick way to create custom 
reports, especially for users who are new to NetTracker.

To use Ask NetTracker to create a custom report:
1 Open the profile in which you want to create a custom 

report.
2 Click the Reports tab.
3 Click the Ask NetTracker button at the bottom of the 

left-hand panel. The first Ask NetTracker page 
appears.

4 In the I have a question about box, select the category 
that fits your question.

5 In the My specific question is box, select your 
question. (If your question is not listed, see “Building 
Your Own Question” on page 161.)

6 Do one of the following.
• If the question is correct, click Get the Answer to 

see the report.
• If you need to modify the question, click Refine this 

Question. The Report Summary page appears, 
where you can add filters to the report. (For details 
on filtering a report, see “Filtering a NetTracker 
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Report” on page 151.) When you are through adding 
filters, click Run to see the report.
Note: NetTracker includes filter groups that contain 
pre-configured filters. You may need to edit one or 
more of these filter groups before the report will 
correctly answer your question. (For details on 
editing a filter group, see “Editing Filter Groups” on 
page 183.)

If you need to save, e-mail, or archive the finished report, or if 
you need to refine it further, click the Filter icon while viewing 
the report to display the Report Summary page, where you 
can:

• Edit the report (see “Editing a Custom Report” on 
page 179)

• Filter the report (see “Filtering a NetTracker Report” on 
page 151)

• Run the report (see “Viewing a Custom Report” on 
page 178)

• Save the report (see “Saving a Custom Report” on 
page 177)

• E-mail the report (see “Sending Unsaved Custom 
Reports via E-mail” on page 144)

• Archive the report (see “Archiving a Custom Report” on 
page 180)

Building Your Own Question

Ask NetTracker contains many questions, including those that 
are asked most often. However, sometimes you might want to 
ask a question that is not contained in the lists. You can use Ask 
NetTracker to create your own question by making choices from 
lists of question components.

To build your own question:
1 At the first Ask NetTracker page, click Create a 

Question. The second Ask NetTracker page appears.
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2 In the My question is best answered box, select an 
option.
• Select in a standard report format if you would 

like to see a report on a single type of data (such as a 
report on browsers).

• Select in a report correlating two values if you 
would like to see a report on the relationship between 
two types of data (such as a report on which 
keywords visitors are using to search for your Web 
site at each referrer). Note that the second Ask 
NetTracker page changes to the page shown below.
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3 In the I want to know box, select an option. (If you 
selected in a report correlating two values earlier, 
the option you select here should be the secondary 
value.)

4 If you selected in a report correlating two values 
earlier, select an option in the For each of box. This is 
the primary value of the two, the one whose column will 
be first in the report. (This option is not available if you 
selected in a standard report format earlier.)

5 If you want to only look at data for some visitors, select 
an option in the For visitors who box.

6 Click Continue. The Report Summary page appears, 
where you can:
• Edit the report (see “Editing a Custom Report” on 

page 179)
• Filter the report (see “Filtering a NetTracker Report” 

on page 151)
• Run the report (see “Viewing a Custom Report” on 

page 178)
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• Save the report (see “Saving a Custom Report” on 
page 177)

• E-mail the report (see “Sending Unsaved Custom 
Reports via E-mail” on page 144)

• Archive the report (see “Archiving a Custom Report” 
on page 180)

Creating a Customized Standard Report

A customized standard report is a customized version of one of 
the reports NetTracker provides by default. You can achieve the 
same end result by viewing a standard summary or dashboard 
and then applying filters to it. Creating a custom report saves 
you from applying the filters over and over each time you want 
to look at the report.

To create a standard custom report:
1 View the profile in which you want to create the custom 

report.
2 Click the Custom tab.
3 Click Create Report.
4 Click Standard report and then click Continue.
5 Select the summary, breakdown, or dashboard you want 

to customize and then click Continue.
The Report description options that appear depend on 
the report you selected. If a specified option does not 
appear, skip to the next step.

6 In the Time frame of report list, select the month 
whose data you want to include in the report or select All 
Months.

7 In the Number of rows per page list, select the 
number of rows you want per page of the report.

8 In the Maximum length of path list, select the 
maximum number of pages that can be in the paths you 
track. Paths will be truncated to fit this maximum. (This 
option only appears if you selected Path Summary in 
step 5.)

9 In the Column to sort by list, select the name of the 
column by which you want to rank items in the report.

10 In the Sort order list, select either Ascending or 
Descending.
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11 In the Type of graph list, select the graph format you 
want to use.

12 In the Graph data set list, select the type of data you 
want to display in the graph.

13 Click Continue. The Report Summary page appears, 
where you can:
• Edit the report (see “Editing a Custom Report” on 

page 179)
• Filter the report (see “Filtering a NetTracker Report” 

on page 151)
• Run the report (see “Viewing a Custom Report” on 

page 178)
• Save the report (see “Saving a Custom Report” on 

page 177)
• E-mail the report (see “Sending Unsaved Custom 

Reports via E-mail” on page 144)
• Archive the report (see “Archiving a Custom Report” 

on page 180)

Creating a Crosstab Report

A crosstab report enables you to analyze the relationship 
between two arbitrary values. For example, you could combine 
the Keyword Summary and the Referrer Summary to show 
which keywords visitors are using to search for your Web site at 
each referrer. In a proxy server/firewall report, you could 
combine the User Summary and the Site Summary to show 
which users are visiting which sites. 

To create a crosstab report:
1 View the profile in which you want to create the crosstab 

report.
2 Click the Custom tab.
3 Click Create Report.
4 Click Crosstab report and click Continue.
5 In the Time frame of report list, select the month 

whose data you want to include in the report or select All 
Months.

6 In the Primary value list, select the first value you 
want to analyze.
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7 In the Secondary value list, select the second value 
you want to analyze.

8 In the Group results by list, select the method by 
which you want to group the results in the report.
• Select Primary Value to rank entries in the report 

based on the number of visits for each primary value. 
(Secondary values will be ranked within each 
primary value.) 

• Select No Grouping to rank entries in the report 
based on the number of visits for each primary value 
and secondary value combination. (Different 
secondary values for the same primary value may not 
appear next to each other on the report.)

9 Select the appropriate report size options. (Which 
options are available depends on the value you selected 
for the Group results by option.)
• If you selected Primary Value, the Number of 

primary values and Number of secondary 
values options will be available. In the Number of 
primary values list, select the number of primary 
values on each page of the report. In the Number of 
secondary values list, select the number of 
secondary values per primary value.

• If you selected No Grouping, the Number of rows 
per page option will be available. In the list, select 
the number of rows you want per page of the report.

10 In the Column to sort by list, select the name of the 
column by which you want to rank items in the report.

11 In the Sort order list, select either Ascending or 
Descending.

12 In the Type of graph list, select the graph format you 
want to use.

13 In the Graph data set list, select the type of data you 
want to display in the graph.

14 Click Continue. The Report Summary page appears, 
where you can:
• Edit the report (see “Editing a Custom Report” on 

page 179)
• Filter the report (see “Filtering a NetTracker Report” 

on page 151)
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• Run the report (see “Viewing a Custom Report” on 
page 178)

• Save the report (see “Saving a Custom Report” on 
page 177)

• E-mail the report (see “Sending Unsaved Custom 
Reports via E-mail” on page 144)

• Archive the report (see “Archiving a Custom Report” 
on page 180)

Creating a Trend Report

Trend reports enable you to analyze the number of views or 
visits for one or more (up to ten) subsets of data over time. For 
example, you can see the rise and fall in the number of visits for 
two particular hosts over time. 

To create a trend report:
1 View the profile in which you want to create the trend 

report.
2 Click the Custom tab.
3 Click Create Report.
4 Click Trend report and click Continue.
5 Select the time frame on which you want to report and 

click Continue.
6 In the Group results by list, select the time period to 

group results by.
7 In the Sort order list, select Ascending or 

Descending.
8 Click Continue. The Report Summary page appears. 

Now you need to tell NetTracker what data to include in 
the trend report.

9 Under Report columns, click Add.
10 In the Name of column box, enter a name that 

describes the first subset of data you want in the report 
(for example, hosts).
You can display data in a trend report in terms of views 
or visits.

11 In the Data in column list, select an option.
12 Click Continue.
13 Click Add.
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14 Enter a filter that describes the data you want.
Note: You cannot use regular expressions in filters for 
NetTracker reports. You can, however, select match the 
pattern and use the special characters for pattern 
matching that are supported by the database you are 
using with NetTracker. (For details, see “Using Database 
Pattern-Matching Characters” on page 155.)

15 Click Continue.
16 If that filter adequately describes the data subset, click 

Continue again to return to the Report Summary 
page. If you need more than one filter to describe this 
subset of data, repeat step 13 through step 15 until you 
have entered all the filters for this subset. Multiple 
filters of the same type and same operator (match, start 
with, etc.) are joined with OR, meaning an entry must 
meet any one of the filters to be included in the report. 
Multiple filters of different types or operators are joined 
with AND, meaning an entry must meet all filters to be 
included.

17 Click Continue again to return to the Report 
Summary page.

18 Repeat step 9 through step 17 until you have added all 
the subsets of data you want to track in this trend 
report.

19 You can now:
• Edit the report (see “Editing a Custom Report” on 

page 179)
• Filter the report (see “Filtering a NetTracker Report” 

on page 151)
• Run the report (see “Viewing a Custom Report” on 

page 178)
• Save the report (see “Saving a Custom Report” on 

page 177)
• E-mail the report (see “Sending Unsaved Custom 

Reports via E-mail” on page 144)
• Archive the report (see “Archiving a Custom Report” 

on page 180)
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Creating a Custom Dashboard

A custom dashboard can display a variety of graphs and 
overview statistics taken from the reports you specify.

Note: If you want to filter one of the dashboards that come with 
NetTracker, rather than creating a dashboard by selecting 
different kinds of data to analyze, see “Creating a Customized 
Standard Report” on page 164.

To create a custom dashboard:
1 View the profile in which you want to create the custom 

dashboard.
2 Click the Custom tab.
3 Click Create Report.
4 Click Custom dashboard and then click Continue.
5 In the Time frame of report list, select the month 

whose data you want to include in the report, or select 
All Months. Click Continue. 
Now you need to specify each section in the dashboard. 
(A section is a graph summarizing a type of data taken 
from one of the standard or custom reports in the 
profile.)

6 Click Add.
7 In the Section title box, enter the text you want to label 

this section in the dashboard.
8 In the Data source list, select the report that will serve 

as the source of the data for the dashboard section.
9 In the Type of graph list, select the type of graph that 

will be used to display the data in this section.
10 In the Graph data set list, select the data set in the 

selected data source that will provide the data for the 
dashboard section.

11 In the Values in graph list, select the number of values 
(1, 2, 3, 4, 5, 10, 15, 20, 25, 50, 75, or 100) that will 
appear in the graph for this dashboard section.

12 Click Continue.
13 Repeat step 6 through step 10 until you have added all 

the sections you want in this dashboard. (To edit a 
section, select the section and click Edit. To delete a 
section, select the section and click Delete.)
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14 Arrange the sections in the order in which you want 
them to appear in the dashboard.
• To move a section up or down in a column, select the 

section and click the Move Up or Move Down 
button for the column.

• To move a section from the left column to the right 
column, select the section and click the arrow that 
points to the right.

• To move a section from the right column to the left 
column, select the section and click the arrow that 
points to the left.

15 When you have each dashboard section arranged in the 
order and column you want, click Continue. The 
Report Summary page appears, where you can:
• Edit the report (see “Editing a Custom Report” on 

page 179)
• Filter the report (see “Filtering a NetTracker Report” 

on page 151)
• Run the report (see “Viewing a Custom Report” on 

page 178)
• Save the report (see “Saving a Custom Report” on 

page 177)
• E-mail the report (see “Sending Unsaved Custom 

Reports via E-mail” on page 144)
• Archive the report (see “Archiving a Custom Report” 

on page 180)

Creating a Path Summary Between Two 
Specific Pages

Profile Type: Web

A Path Summary between two specific pages report enables you 
to analyze the most common paths visitors travel on your site 
between any two specified pages.

To create a Path Summary between two specific pages:
1 Open the profile in which you want to create the custom 

report.
2 Click the Custom tab.
3 Click Create Report.
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4 Click Path Summary between two specific pages 
and click Continue.

5 In the Paths start on box, enter the page on which the 
paths you want to track originated. (Or, you can select a 
page from the list of the most popular pages on the site.) 
Click Continue.

6 In the Paths end on box, enter the page at which the 
paths you want to track concluded. (Or, you can select a 
page from the list of the most popular pages on the site.) 
Click Continue.

7 In the Time frame of report list, select the month 
whose data you want to include in the report or select All 
Months.

8 In the Number of rows per page list, select the 
number of rows you want per page of the report.

9 In the Column to sort by list, select the name of the 
column by which you want to rank items in the report.

10 In the Sort order list, select either Ascending or 
Descending.

11 In the Type of graph list, select the graph format you 
want to use.

12 In the Graph data set list, select the type of data you 
want to display in the graph.

13 Click Continue. The Report Summary page appears, 
where you can:
• Edit the report (see “Editing a Custom Report” on 

page 179)
• Filter the report (see “Filtering a NetTracker Report” 

on page 151)
• Run the report (see “Viewing a Custom Report” on 

page 178)
• Save the report (see “Saving a Custom Report” on 

page 177)
• E-mail the report (see “Sending Unsaved Custom 

Reports via E-mail” on page 144)
• Archive the report (see “Archiving a Custom Report” 

on page 180)
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Creating a Path Summary From a Specific 
Page

Profile Type: Web

A Path Summary from a specific page report enables you to 
analyze the most common paths visitors travel on your site 
away from a given starting page. For example, you can create a 
report showing where visitors usually go after they view your 
home page.

To create a Path Summary from a specific page:
1 View the profile in which you want to create the custom 

report.
2 Click the Custom tab.
3 Click Create Report.
4 Click Path Summary from a specific page and click 

Continue.
5 In the Paths start on box, enter the page on which the 

paths you want to track originated. (Or, you can select a 
page from the list of the most popular pages on the site.) 
Click Continue.

6 In the Time frame of report list, select the month 
whose data you want to include in the report or select All 
Months.

7 In the Number of rows per page list, select the 
number of rows you want per page of the report.

8 In the Maximum length of path list, select the 
maximum number of pages that can be in the paths you 
track. Paths will be truncated to fit this maximum.

9 In the Column to sort by list, select the name of the 
column by which you want to rank items in the report.

10 In the Sort order list, select either Ascending or 
Descending.

11 In the Type of graph list, select the graph format you 
want to use.

12 In the Graph data set list, select the type of data you 
want to display in the graph.

13 Click Continue. The Report Summary page appears, 
where you can:
172



Creating a Custom Report
• Edit the report (see “Editing a Custom Report” on 
page 179)

• Filter the report (see “Filtering a NetTracker Report” 
on page 151)

• Run the report (see “Viewing a Custom Report” on 
page 178)

• Save the report (see “Saving a Custom Report” on 
page 177)

• E-mail the report (see “Sending Unsaved Custom 
Reports via E-mail” on page 144)

• Archive the report (see “Archiving a Custom Report” 
on page 180)

Creating a Path Summary to a Specific 
Page

Profile Type: Web

A Path Summary to a specific page report enables you to 
analyze how visitors usually arrive at a given page on your Web 
site. For example, you could analyze which pages visitors 
usually view right before they view your order form.

To create a Path Summary to a specific page:
1 Open the profile in which you want to create the custom 

report.
2 Click the Custom tab.
3 Click Create Report.
4 Click Path Summary to a specific page and click 

Continue.
5 In the Paths end on box, enter the page at which the 

paths you want to track concluded. (Or, you can select a 
page from the list of the most popular pages on the site.) 
Click Continue.

6 In the Time frame of report list, select the month 
whose data you want to include in the report or select All 
Months.

7 In the Number of rows per page list, select the 
number of rows you want per page of the report.
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8 In the Maximum length of path list, select the 
maximum number of pages that can be in the paths you 
track. Paths will be truncated to fit this maximum.

9 In the Column to sort by list, select the name of the 
column by which you want to rank items in the report.

10 In the Sort order list, select either Ascending or 
Descending.

11 In the Type of graph list, select the graph format you 
want to use.

12 In the Graph data set list, select the type of data you 
want to display in the graph.

13 Click Continue. The Report Summary page appears, 
where you can:
• Edit the report (see “Editing a Custom Report” on 

page 179)
• Filter the report (see “Filtering a NetTracker Report” 

on page 151)
• Run the report (see “Viewing a Custom Report” on 

page 178)
• Save the report (see “Saving a Custom Report” on 

page 177)
• E-mail the report (see “Sending Unsaved Custom 

Reports via E-mail” on page 144)
• Archive the report (see “Archiving a Custom Report” 

on page 180)

Creating a Scenario Report

Profile Type: Web

A scenario report enables you to see how many visitors and 
visits are performing each step in a series of actions you define. 
This allows you to track visitor behavior across multiple visits.

Note: Scenario reports do not track the order in which visitors 
perform the steps. A visitor who performs the third step before 
the second will still be counted in the scenario report as long as 
the step was performed within your date range.
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You define the steps you want to track by creating one visitor 
profile per step. (For details on creating a visitor profile, see 
“Analyzing Visitor Profiles” on page 293.)

To create a scenario report:
1 View the profile in which you want to create the scenario 

report.
2 Ensure that you have created all the visitor profiles you 

need to define the series of actions you want to track.
3 Click the Custom tab.
4 Click Create Report.
5 Click Scenario report and click Continue.
6 In the Time frame of report list, select the month 

whose data you want to include in the report, or select 
All Months.

7 In the Type of graph list, select the graph format you 
want to use.

8 In the Graph data set list, select the type of data you 
want to display in the graph.

9 Click Continue.
The Available visitor profiles list contains all the 
visitor profiles defined in the profile.

10 Select a visitor profile that defines a step in the scenario 
for this report, and click the arrow button that points to 
the right to move the profile into the Scenario steps 
list.

11 Repeat step 10 for every visitor profile you want in the 
scenario for this report. (To move a visitor profile out of 
the Scenario steps list, select the visitor profile and 
click the arrow button that points to the left.)

12 To reorder the visitor profiles within the Scenario steps 
list, select one or more visitor profiles whose order you 
want to change and click the Move Up or Move Down 
button.

13 When you have all the visitor profiles you want in the 
Scenario steps list and they are in the correct order, 
click Continue. The Report Summary page appears, 
where you can:
• Edit the report (see “Editing a Custom Report” on 

page 179)
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• Filter the report (see “Filtering a NetTracker Report” 
on page 151)

• Run the report (see “Viewing a Custom Report” on 
page 178)

• Save the report (see “Saving a Custom Report” on 
page 177)

• E-mail the report (see “Sending Unsaved Custom 
Reports via E-mail” on page 144)

• Archive the report (see “Archiving a Custom Report” 
on page 180)

Applying Filters to a Scenario Report

You can apply filters to a scenario report just as you can to any 
other type of custom report. (For details, see “Filtering a 
NetTracker Report” on page 151.) However, to construct the 
filters properly, it is important to understand how NetTracker 
determines the visit and visitor counts for a scenario report, and 
at what point in that process the filters are used. 

To determine the visit and visitor counts for a step in a scenario 
report, NetTracker:

1 Finds all visitors who match the filters applied to the 
report. (If a date filter has been applied, a visitor must 
have completed each step in the scenario during the 
specified time in order to be included.)

2 Out of the visitors who match the filters, finds the 
visitors who have completed this step in the report and 
all preceding steps.

3 Finds all the visits for these visitors (those who match 
the report filters and who have completed this and all 
preceding steps in the report) that match the report 
filters.

4 Out of these visits, finds the visits that completed this 
step.

Depending on the filters you select, it is possible to end up with 
a step that has visitors but no visits (because the visitors 
matched the filters but the visits in which they completed the 
step did not match the filters) or scenario reports where visit 
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counts increase from step to step rather than decrease as 
expected (because a higher percentage of visits for the later 
steps matched the filters). This is especially likely with 
view-based filters.

For example, suppose one of the steps in your scenario was 
viewing the “Sale Complete” page and you applied an entry 
page filter to the scenario report. The second visit for Visitor X 
started with the correct entry page and Visitor X viewed the 
“Sale Complete” page in the sixth visit. The visitor meets all of 
the criteria and will be counted in the report. However, the visit 
in which Visitor X viewed the “Sale Complete” page does not 
meet the entry page filter and therefore won’t be counted in the 
visits for that step.

Or suppose your scenario has three steps and you use the 
calendar to display the data for July 2003, then August, then 
September. Visitor X completed step 1 in July, step 2 in August, 
and step 3 in September. Visitor X will be included in the July 
report as having completed step 1 (and not step 2 or 3), but will 
not be included in the reports for August or September because 
the first step was not completed during the time period specified 
for the report. If you click View All, you would see Visitor X 
included for all three steps.

Saving a Custom Report

A saved custom report appears in the list of available reports on 
the Custom tab. In addition, if you choose to automatically 
update a custom report, it will appear under Custom Analysis 
in the list of available reports on the Reports tab and can be 
viewed at any time; it can also be included in e-mail tasks.

To save a custom report:
1 At the Report Summary page, click Save under 

Report controls.
2 In the Report title box, enter a name for the report.
3 If this report has already been saved and you want to 

save it this time as a new report (instead of overwriting 
the existing report), select the Save as new report 
check box. Ensure that you change the name in the 
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Report title box. The Save as new report option is 
only available if the custom report has been saved 
before.

4 If you want to list the filters on the report, select the 
Display filters on report check box.

5 To update the report whenever your profile is updated, 
display the report on the Custom tab and Reports tab, 
and include the report in e-mail tasks, select the 
Automatically update report check box.

6 If you want to automatically archive this report, select 
the Automatically archive report check box. This 
option enables you to preserve a copy of the report each 
time it is updated, instead of having newer versions 
saved on top of older ones. This option is only available if 
the custom report has a relative date filter (Yesterday, 
Today, Previous week, etc.).
Note: You cannot drill down into archived reports. 
Archived reports have no links.

7 Click Continue.

Viewing a Custom Report

You can view a custom report from the Report Summary page, 
from the list of available custom reports, or from the Reports 
tab.

To view a custom report from the Report Summary page:
1 Click Run under Report controls.

To view a custom report from the list of available custom 
reports:

1 Select the report in the list of available custom reports 
and click Run Report.

To view a custom report from the Reports tab:
1 Click Custom Analysis and then click the custom 

report you want to view.

Note: Custom Analysis will not be displayed until a custom 
report has been saved and the profile has been updated.
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Editing a Custom Report

You edit a custom report at the Report Summary page. (Click 
Edit Settings to change the report description. For details on 
adding filters, see “Filtering a NetTracker Report” on page 151.) 

If you are viewing the report from the Report Summary page, 
you can click the Previous Page icon to return to the Report 
Summary page.

For details on renaming a saved custom report, see “Renaming 
a Saved Custom Report” on page 179.

If you need to edit a saved custom report you created earlier, 
follow the steps below.

To edit a saved custom report:
1 View the profile that contains the custom report you 

want to edit.
2 Click the Custom tab.
3 Select the custom report you want to edit and click Edit 

Report. The Report Summary page appears.
4 Make your changes and then click Save under Report 

controls.

Renaming a Saved Custom Report

To rename a saved custom report:
1 View the profile that contains the custom report you 

want to rename.
2 Click the Custom tab.
3 Select the custom report you want to rename and click 

Edit Report. The Report Summary page appears.
4 Click Save under Report controls.
5 In the Report title box, enter the new name you want 

for the report.
6 If you want to also keep the report with the original 

name, select the Save as new report check box.
7 Click Continue.
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Removing a Custom Report

You can delete a saved custom report. Deleting the report will 
remove it from the Custom Report Wizard and also from the list 
of available reports on the Reports tab but will not delete any 
archived copies of the report.

To remove a custom report:
1 View the profile that contains the custom report you 

want to remove.
2 Click the Custom tab.
3 Select the custom report you want to remove and click 

Remove Report.

Archiving a Custom Report

Archived reports use fewer database resources than saved 
reports. Archived reports can be viewed on the Archive tab. 
(For details, see “Viewing Archived Reports” on page 125.)

Note: You cannot drill down into archived reports. Archived 
reports have no links.

To archive a custom report:
1 Display the Report Summary page for the custom 

report.
2 Click Archive.
3 If you want the filters to be listed on the report, select 

the Display filters on report check box.
4 Click Continue.
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By default, NetTracker excludes some data from your 
NetTracker reports. For example, NetTracker excludes all files 
ending with .gif, .GIF, .jpg, .JPG, .png, .PNG, .css, .CSS, .js, .JS, 
and .class from Web server and proxy server/firewall profiles.

You can choose to include some or all of these files, and you can 
exclude other data that NetTracker normally includes. For 
example, you can exclude traffic from your company from the 
reports.

Including Only Data from a Specific Date 
Range

By default, NetTracker will analyze the entire range of dates 
found in your log files. However, you can have NetTracker 
include only data from a specific date range.

To include only data from a date range:
1 View the profile in which you want to restrict the date 

range.
2 Click the Options tab.
3 In the left-hand panel, click Included Dates under 

Filters.
4 To specify the earliest date whose data NetTracker 

should analyze, select the Starting date check box and 
use the drop-down list boxes to specify a date.

5 To specify the last date whose data NetTracker should 
analyze, select the Ending date check box and use the 
drop-down list boxes to specify a date.

6 Click Save Options.
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7 When you import data into NetTracker from now on, 
NetTracker will only include data from the date range 
you entered. If this is what you want, click Continue. If 
you want to limit data you have already imported to the 
date range you just specified, you will need to delete all 
the data in your profile and reimport your log files. 
(Note: If you do not still have all the log files you have 
imported into this profile, you will lose data permanently 
by choosing this option.) To delete your profile data, click 
Delete Profile Data.

Creating Filter Groups

Often, when users create multiple custom reports or visitor 
profiles, they need to apply the same filters repeatedly. Filter 
groups enable you to specify a group of filters only once and 
then apply it to as many custom reports and visitor profiles as 
you want.

Unlike the other Filters options, filter groups do not affect what 
data is stored in the NetTracker database.

Merely creating a filter group has no effect on NetTracker 
reports. It is only once the filter group is applied to a custom 
report or a visitor profile that it has an impact.

Creating a Filter Group

To create a filter group:
1 View the profile in which you want to create the filter 

group.
2 Click the Options tab.
3 In the left-hand panel, click Filter Groups under 

Filters.
4 Click Add.
5 In the Name of filter group (one word) box, enter a 

name for the group. The name will be used internally by 
NetTracker. You may only use alphanumeric characters. 
Once the filter group is created, you cannot change the 
name.
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6 In the Title of filter group box, enter a title for the 
group. The title will appear in the list of filters in 
NetTracker.

7 Click Save Options and then click Continue.
8 Select the filter group and click Filters.
9 Click Add Filter.
10 Select a filter type from the list and click Continue.
11 Enter the values for the filter. (For details on filters, see 

“Filtering a NetTracker Option” on page 156.)
12 Click Continue.
13 Repeat step 9 through step 12 until you have entered all 

the filters you want for the filter group.
14 Click Save Filters and then click Continue.
15 Click Back to Filter Groups.

Your filter groups will be available for use immediately.

Editing Filter Groups

You can make changes to the filter groups at the list of filter 
groups.

Note: Deleting a filter group will impact all visitor profiles to 
which you added the filter group as a group, as well as any 
saved custom reports (such as scenario reports) that use the 
visitor profile. 

To Select the filter group in 
the list and

Change the title Click Edit

Delete a filter group Click Delete

Change the filters in a group Click Filters
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Editing Filters for the Filter Group

You can also make changes to the filters for the filter group at 
the list of filters.

Excluding Hosts

You can prevent traffic from certain hosts from being included 
in the NetTracker reports. For example, you could exclude your 
company’s computers from the reports to get an accurate 
analysis of who is visiting the site from outside your company.

Note: Statistics for excluded hosts are not counted as views, but 
they are still counted as hits. The number of hits appears on the 
Executive Dashboard and the Traffic Summary.

To exclude a host:
1 View the profile in which you want to exclude a host.
2 Click the Options tab.
3 In the left-hand panel, click Excluded Hosts under 

Filters.
4 Click Add.
5 Enter a filter that describes the host you want to exclude 

and click Add. (For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 The statistics for this host will be excluded from all new 
log file data you import from now on. If this is what you 
want or if you have additional hosts to enter at this time, 
click Continue. If you want to exclude this host from 
data you have already imported, you will need to delete 
all the data in your profile and reimport your log files. 
(Note: If you do not still have all the log files you have 
imported into this profile, you will lose data permanently 
by choosing this option.) To delete your profile data, click 
Delete Profile Data.

To Select the filter in the list 
and

Delete a filter Click Delete Filter

Edit the filter Click Edit Filter
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You can make changes to the excluded hosts at the list of 
excluded hosts.

Including Only Certain Hosts

You can limit profile data to traffic from certain hosts. For 
example, you could include only traffic from within your 
company.

Note: Restricting the profile to only data from certain hosts 
affects the number of hits as well as the number of views. The 
number of hits appears on the Executive Dashboard and the 
Traffic Summary.

To include a host:
1 View the profile in which you want to include the host.
2 Click the Options tab.
3 In the left-hand panel, click Included Hosts under 

Filters.
4 Click Add.
5 Enter a filter that describes the host you want to include 

and click Add. (For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 When you import data into NetTracker from now on, 
NetTracker will only include statistics for hosts in the 
included list. If this is what you want or if you have 
additional hosts to enter at this time, click Continue. If 
you want to exclude all other hosts in the data you have 
already imported, you will need to delete all the data in 
your profile and reimport your log files. (Note: If you do 
not still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.

To Select the host in the list 
and

Delete a host Click Delete

Edit a host Click Edit
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You can make changes to the included hosts at the list of 
included hosts.

Excluding Pages, Files, or Clips

You can exclude certain pages, files, or clips from NetTracker 
reports. By default, NetTracker excludes all files ending with 
.gif, .GIF, .jpg, .JPG, .png, .PNG, .css, .CSS, .js, .JS, and .class 
from Web server and proxy server/firewall profiles.

Note: Statistics for excluded pages, files, or clips are not 
counted as views, but they are still counted as hits. The number 
of hits appears on the Executive Dashboard and the Traffic 
Summary.

To exclude a page, file, or clip:
1 View the profile in which you want to exclude files.
2 Click the Options tab.
3 In the left-hand panel, click Excluded Pages (for Web 

or proxy profiles), Excluded Files (for FTP profiles), or 
Excluded Clips (for media profiles) under Filters.

4 Click Add.
5 Enter a filter that describes the file you want to exclude 

and click Add. (For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 The statistics for this file will be excluded from all new 
data you import from now on. If this is what you want or 
if you have additional files to enter at this time, click 
Continue. If you want to exclude this file from data you 
have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.

To Select the host in the list 
and

Delete a host Click Delete

Edit a host Click Edit
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You can make changes to the excluded pages at the list of 
excluded pages. 

Including Only Certain Pages, Files, or 
Clips

You can restrict the pages, files, or clips in NetTracker reports 
to only those pages, files, or clips that are included in a certain 
list.

Note: Restricting the profile to only data from certain pages, 
files, or clips affects the number of hits as well as the number of 
views. The number of hits appears on the Executive Dashboard 
and the Traffic Summary.

To include a page, file, or clip:
1 View the profile in which you want to include the file.
2 Click the Options tab.
3 In the left-hand panel, click Included Pages (for Web 

and proxy profiles), Included Files (for FTP profiles), or 
Included Clips (for media profiles) under Filters.

4 Click Add.
5 Enter a filter that describes the file you want to include 

and click Add. (For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 When you import data into NetTracker from now on, 
NetTracker will only include the data from the files in 
the included list. If this is what you want or if you have 
additional files to enter at this time, click Continue. If 
you want to exclude all other files in the data you have 
already imported, you will need to delete all the data in 
your profile and reimport your log files. (Note: If you do 
not still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 

To Select the page, file, or 
clip in the list and

Delete a page, file, or clip Click Delete

Edit a page, file, or clip Click Edit
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option.) To delete your profile data, click Delete Profile 
Data.

You can make changes to the included pages at the list of 
included pages. 

Excluding Traffic Based on a Parameter 
Value

You can exclude traffic from NetTracker reports based on the 
value of a certain parameter in the log file. Note that before you 
can define excluded parameter values, you must define one or 
more parameters in the profile options. (For details, see 
“Analyzing Parameters” on page 218.)

Note: Statistics for requests containing excluded parameter 
values are not counted as views or downloads, but they are still 
counted as hits. The number of hits appears on the Executive 
Dashboard and the Traffic Summary.

Note: Requests are excluded according to the parameter values 
associated with each individual request. Parameter values 
associated with the visit or session are therefore excluded at the 
view or download level, not the visit or session level. (For details 
about associating parameter values, see “Analyzing 
Parameters” on page 218.)

To exclude traffic based on a parameter value:
1 View the profile in which you want to exclude traffic 

based on a parameter value.
2 Click the Options tab.
3 Ensure that at least one parameter has been defined for 

the profile. (For details, see “Analyzing Parameters” on 
page 218.)

To Select the page, clip, or 
file in the list and

Delete a page, file, or clip Click Delete

Edit a page, file, or clip Click Edit
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4 In the left-hand panel, click Excluded Parameter 
Values under Filters.

5 Click Add.
6 Enter a filter that describes the parameter values you 

want to exclude and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

7 The statistics for requests containing this parameter 
value will be excluded from all new data you import from 
now on. If this is what you want or if you have additional 
parameter values to enter at this time, click Continue. 
If you want to exclude this parameter value from data 
you have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.

You can make changes to the excluded parameter values at the 
list of excluded parameter values. 

Including Only Certain Traffic Based on a 
Parameter Value

You can include traffic in the NetTracker reports based on the 
value of a certain parameter in the log file. Note that before you 
can define included parameter values, you must define one or 
more parameters in the profile options. (For details, see 
“Analyzing Parameters” on page 218.)

Note: Restricting the profile to only data containing certain 
parameter values affects the number of hits as well as the 

To Select the parameter 
value in the list and

Delete an excluded 
parameter value

Click Delete

Edit an excluded parameter 
value

Click Edit
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number of views or downloads. The number of hits appears on 
the Executive Dashboard and the Traffic Summary.

Note: Requests are included according to the parameter values 
associated with each individual request. Parameter values 
associated with the visit or session are therefore included at the 
view or download level, not the visit or session level. (For details 
about associating parameter values, see “Analyzing 
Parameters” on page 218.)

To include traffic based on a parameter value:
1 View the profile in which you want to include traffic 

based on a parameter value.
2 Click the Options tab.
3 Ensure that at least one parameter has been defined for 

the profile. (For details, see “Analyzing Parameters” on 
page 218.)

4 In the left-hand panel, click Included Parameter 
Values under Filters.

5 Click Add.
6 Enter a filter that describes the parameter value you 

want to include and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

7 When you import data into NetTracker from now on, 
NetTracker will only include the data from requests 
containing parameter values in the included list. If this 
is what you want or if you have additional parameter 
values to enter at this time, click Continue. If you want 
to include all other parameter values in the data you 
have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.
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You can make changes to the included parameter values at the 
list of included parameter values. 

Excluding Site Categories

Profile Type: Proxy

You can prevent traffic from certain site categories from being 
included in the NetTracker reports.

Note: Statistics for excluded site categories are not counted as 
views, but they are still counted as hits. The number of hits 
appears on the Executive Dashboard and the Traffic Summary.

To exclude a site category:
1 View the profile in which you want to exclude a site 

category.
2 Click the Options tab.
3 In the left-hand panel, click Excluded Site Categories 

under Filters.
4 Click Add.
5 Enter a filter that describes the site category you want to 

exclude and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

6 The statistics for this site category will be excluded from 
all new log file data you import from now on. If this is 
what you want or if you have additional site categories to 
enter at this time, click Continue. If you want to 
exclude this site category from data you have already 
imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 

To Select the parameter 
value in the list and

Delete an included 
parameter value

Click Delete

Edit an included parameter 
value

Click Edit
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option.) To delete your profile data, click Delete Profile 
Data.

You can make changes to the excluded site categories at the list 
of excluded site categories.

Including Only Certain Site Categories

Profile Type: Proxy

You can limit profile data to traffic from certain site categories.

Note: Restricting the profile to only data from certain site 
categories affects the number of hits as well as the number of 
views. The number of hits appears on the Executive Dashboard 
and the Traffic Summary.

To include a site category:
1 View the profile in which you want to include the site 

category.
2 Click the Options tab.
3 In the left-hand panel, click Included Site Categories 

under Filters.
4 Click Add.
5 Enter a filter that describes the site category you want to 

include and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

6 When you import data into NetTracker from now on, 
NetTracker will only include statistics for site categories 
in the included list. If this is what you want or if you 
have additional site categories to enter at this time, click 
Continue. If you want to exclude all other site 
categories in the data you have already imported, you 
will need to delete all the data in your profile and 
reimport your log files. (Note: If you do not still have all 

To Select the site category in 
the list and

Delete a site category Click Delete

Edit a site category Click Edit
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the log files you have imported into this profile, you will 
lose data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.

You can make changes to the included site categories at the list 
of included site categories.

Excluding Users

You can prevent information about specified users from being 
included in the NetTracker reports. For example, you could 
exclude user names from your company in order to get an 
accurate analysis of who is visiting your site from outside your 
company.

Note: Statistics for excluded users are not counted as views, but 
they are still counted as hits. The number of hits appears on the 
Executive Dashboard and the Traffic Summary.

To exclude a user:
1 View the profile in which you want to exclude users.
2 Click the Options tab.
3 In the left-hand panel, click Excluded Users under 

Filters.
4 Click Add.
5 Enter a filter that describes the user you want to exclude 

and click Add. (For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 The statistics for this user will be excluded from all new 
data you import from now on. If this is what you want or 
if you have additional users to enter at this time, click 
Continue. If you want to exclude this user from data 
you have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 

To Select the site category in 
the list and

Delete a site category Click Delete

Edit a site category Click Edit
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into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.

You can make changes to the excluded users at the list of 
excluded users.

Including Only Certain Users

You can limit profile data to traffic from certain users.

Note: Restricting the profile to only data from certain users 
affects the number of hits as well as the number of views. The 
number of hits appears on the Executive Dashboard and the 
Traffic Summary.

To include a user:
1 View the profile in which you want to include the user.
2 Click the Options tab.
3 In the left-hand panel, click Included Users under 

Filters.
4 Click Add.
5 Enter a filter that describes the user you want to include 

and click Add. (For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 When you import data into NetTracker from now on, 
NetTracker will only include the data from users in the 
included list. If this is what you want or if you have 
additional users to enter at this time, click Continue. If 
you want to exclude all other users in the data you have 
already imported, you will need to delete all the data in 
your profile and reimport your log files. (Note: If you do 
not still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 

To Select the user in the list 
and

Delete a user Click Delete

Edit the user Click Edit
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option.) To delete your profile data, click Delete Profile 
Data.

You can make changes to the included users at the list of 
included users.

Excluding User Agents

You can prevent traffic from certain user agents from being 
included in the NetTracker reports. Indeed, NetTracker by 
default excludes traffic from some user agents. For example, 
when NetTracker resolves page titles, it must request 
information from your Web server and these requests are 
recorded in your log file. By default, NetTracker does not 
include this traffic in the NetTracker reports.

Note: Statistics for excluded user agents are not counted as 
views, but they are still counted as hits. The number of hits 
appears on the Executive Dashboard and the Traffic Summary.

To exclude a user agent:
1 View the profile in which you want to exclude a user 

agent.
2 Click the Options tab.
3 In the left-hand panel, click Excluded User Agents 

under Filters.
4 Click Add.
5 Enter a filter that describes the user agent you want to 

exclude and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

6 The statistics for this user agent will be excluded from 
all new log file data you import from now on. If this is 
what you want or if you have additional user agents to 
enter at this time, click Continue. If you want to 
exclude this user agent from data you have already 

To Select the user in the list 
and

Delete a user Click Delete

Edit the user Click Edit
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imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.

You can make changes to the excluded user agents at the list of 
excluded user agents.

Including Only Certain User Agents

You can limit profile data to traffic from certain user agents.

Note: Restricting the profile to only data from certain user 
agents affects the number of hits as well as the number of 
views. The number of hits appears on the Executive Dashboard 
and the Traffic Summary.

To include a user agent:
1 View the profile in which you want to include the user 

agent.
2 Click the Options tab.
3 In the left-hand panel, click Included User Agents 

under Filters.
4 Click Add.
5 Enter a filter that describes the user agent you want to 

include and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

6 When you import data into NetTracker from now on, 
NetTracker will only include statistics for user agents in 
the included list. If this is what you want or if you have 
additional user agents to enter at this time, click 
Continue. If you want to exclude all other user agents 
in the data you have already imported, you will need to 

To Select the user agent in 
the list and

Delete a user agent Click Delete

Edit a user agent Click Edit
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delete all the data in your profile and reimport your log 
files. (Note: If you do not still have all the log files you 
have imported into this profile, you will lose data 
permanently by choosing this option.) To delete your 
profile data, click Delete Profile Data.

You can make changes to the included user agents at the list of 
included user agents.

Including Selected Pages from the 
Excluded Page Types

Profile Type: Web

You can include selected pages from the excluded page types in 
NetTracker reports. For example, if NetTracker had previously 
been configured to exclude all .gif files, you could specify a .gif 
file to include in the reports.

To include an excluded page:
1 View the profile in which you want to include the 

excluded page.
2 Click the Options tab.
3 In the left-hand panel, click Unexcluded Pages under 

Filters.
4 Click Add.
5 Enter a filter that describes the excluded page you want 

to include and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

6 The statistics for this page will be included in all new log 
file data you import from now on. If this is what you 
want or if you have additional pages to enter at this 
time, click Continue. If you want to include this page in 
data you have already imported, you will need to delete 
all the data in your profile and reimport your log files. 

To Select the user agent in 
the list and

Delete a user agent Click Delete

Edit a user agent Click Edit
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(Note: If you do not still have all the log files you have 
imported into this profile, you will lose data permanently 
by choosing this option.) To delete your profile data, click 
Delete Profile Data.

You can make changes to the unexcluded pages at the list of 
unexcluded pages.

To Select the page in the list 
and

Delete a page Click Delete

Edit a page Click Edit
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By default, NetTracker analyzes content by page, file, or clip. 
However, sometimes you may want to analyze content by 
groups of pages or clips. The Content options enable you to 
group content in various ways so NetTracker can analyze the 
groups.

The Content options also gather information that NetTracker 
needs to analyze your content (such as the directory index you 
use if it is not one NetTracker checks by default).

If you earn money from banner ads on your site, you can track 
the traffic through the ads to show clients why they should 
advertise with you.

Analyzing Banner Ads

Profile Type: Web

NetTracker enables you to track the traffic through banner ads 
on your Web site. This can be useful when persuading clients to 
advertise on your site.

Several steps are involved in preparing NetTracker to analyze 
banner ads: 

1 Moving ntadtrack.cgi or ntadtrack.exe to a CGI or 
scripts directory.

2 Redirecting all of the banner ads that you would like to 
track through ntadtrack.cgi.

3 Configuring the banner ad options.
4 Enabling the Banner Ad Summary.
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Moving ntadtrack.cgi or ntadtrack.exe to a 
CGI-accessible Directory

When you install NetTracker, a custom redirect program called 
ntadtrack.cgi (UNIX) or ntadtrack.exe (Windows) is placed in 
the NetTracker program directory. (The default location for the 
NetTracker program directory is /usr/local/NetTracker for 
UNIX and C:\Program Files\NetTracker for Windows.) You 
need to copy the program from the NetTracker program 
directory into a CGI or scripts directory on your Web site (for 
example, /usr/local/apache/cgi-bin for UNIX or 
C:\Inetpub\scripts\ for Windows). 

Be sure to remember the directory to which you copied 
ntadtrack, as you will need to enter this directory later.

Note: If the Web server whose log files you are analyzing is on a 
different platform than the computer on which you have 
NetTracker installed, you will need to contact Sane Solutions 
technical support to get the correct version of ntadtrack.cgi or 
ntadtrack.exe for your Web server’s platform.

Redirecting All Banner Ads

You will need to redirect all the banner ads through the custom 
redirect program ntadtrack.cgi (UNIX) or ntadtrack.exe 
(Windows). The redirect program writes information to the log 
file that enables NetTracker to identify banner ad entries in the 
log file data.

To redirect a banner ad:
1 Open the HTML document that contains the banner ad.
2 Edit the HREF statement that contains the banner ad so 

that ntadtrack.cgi or ntadtrack.exe is the target of the 
link and the page visitors will go to when they click the 
banner ad is the query string. For example, 

<a href=
"/cgi-bin/ntadtrack.cgi?http://www.sane.
com/products/">
<img src="/ads/nettracker.gif"></a>
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In the example above, the URL located immediately 
after the question mark is the URL to which users will 
go when they click the banner ad. This must be the exact 
URL. For example, if users will go to 
http://www.sane.com/index.html, enter that full path, 
not just http://www.sane.com. Note this URL, as you 
will need to enter it later.

Configuring the Banner Ad Options

You need to configure the banner ad options to tell NetTracker 
the location of ntadtrack and which banner ads to track.

To configure the banner ad options:
1 View the profile in which you want to track the banner 

ads.
2 Click the Options tab. 
3 In the left-hand panel, click Banner Ads under 

Content.
4 In the Full path of ntadtrack box, enter the path to 

ntadtrack.cgi (UNIX) or ntadtrack.exe (Windows). This 
is the path from the document root of your Web site, not 
the path to the file on the computer on which NetTracker 
is installed.
For example, if ntadtrack.cgi is located in 
/usr/local/apache/cgi-bin/ but on your Web site it is 
accessible as 
http://yourdomain.com/cgi-bin/ntadtrack.cgi, you 
should enter /cgi-bin/ntadtrack.cgi. In Windows, if 
ntadtrack.exe is located in C:\Inetpub\scripts\ but on 
your Web site this directory is accessible as 
http://yourdomain.com/scripts/ntadtrack.exe, you 
should enter /scripts/ntadtrack.exe.
Note: If you are using Windows with IIS, you need to 
allow the anonymous Web user Read and Execute 
permission through NTFS for the directory containing 
ntadtrack and for the file itself and Execute permission 
for Scripts and Executables through the IIS 
management console.

5 Click Save Options and then click Continue.
6 Click Add.
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7 In the Name of banner ad box, enter the name you 
want to use for the ad in the NetTracker reports.

8 In the Full path to graphic box, enter the path to the 
banner ad graphic. This will be the path from the 
document root of your Web site, not the full path on the 
system you are using. This will be the same path used 
for the image file in the HTML document. For example, if 
the HTML document contains:

img src="/ads/nettracker.gif"
you would enter:

/ads/nettracker.gif
9 In the URL to link to box, enter the destination that 

users will go to when they click the ad. This must exactly 
match the URL in the query string portion of the HREF 
statement that contains the banner ad. For example, if 
the HREF statement is:

<a href="/cgi-bin/ntadtrack.cgi?http://
www.sane.com/products/">

you would enter:
http://www.sane.com/products/

10 Click Save Options.
11 Your banner ad statistics will be tracked for all new data 

you import from now on. If this is what you want or if 
you have other banner ads to enter at this time, click 
Continue. If you want to analyze this banner ad in data 
you have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.

Editing Banner Ads

You can make changes to the banner ads at the list of ads.

To Select the ad in the list and

Delete a banner ad Click Delete

Edit a banner ad Click Edit
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Analyzing Content Groups

Profile Type: Web, Media

NetTracker enables you to track the popularity of different 
types of content on your Web site or streaming media server. For 
example, you could track how many visitors are viewing 
information on particular products or which file types (PDF, 
MOV, etc.) are most popular with your visitors.

To track different types of content, you need to divide the files 
that contain the content for your Web site or streaming media 
server into content groups. The content group statistics appear 
on the Content Summary.

Creating a Content Group 

To create a content group:
1 View the profile in which you want to create the content 

group.
2 Click the Options tab.
3 In the left-hand panel, click Content Groups under 

Content.
4 Click Add.
5 Enter a name for the content group, click Save Options 

and then click Continue.
6 Select the content group and click Pages (for Web 

profiles) or Clips (for media profiles).
7 Click Add.
8 Enter a filter that describes the files you want to include 

in this content group. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

9 Click Add.
10 Your content group statistics will be tracked for all new 

data you import from now on. If this is what you want or 
if you have additional filters or content groups to enter 
at this time, click Continue. If you want to analyze this 
content group in data you have already imported, you 
will need to delete all the data in your profile and 
reimport your log files. (Note: If you do not still have all 
the log files you have imported into this profile, you will 
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lose data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.

11 To add another filter to this content group, click Add. To 
return to the list of content groups, click Back to 
Content Groups.

Editing Content Groups

You can make changes to content groups at the Content 
groups to be analyzed list.

Editing Pages or Clips in the Content Group

You can also make changes to the files included in a content 
group at the list of filters for the group. (To display the list of 
filters, select a content group in the Content groups to be 
analyzed list and click Pages or Clips.)

Determining the Content Group for Files that Fit 
Multiple Groups

A file can only belong to one content group. If you have a file 
that meets the criteria for more than one group, NetTracker will 
include the file in the first content group to which it can belong. 
You can use the Move Up and Move Down buttons to change 

To Select the group in the list 
and

Change the name Click Edit

Delete the group Click Delete

Change the files 
included in the group

Click Pages (Click Clips in 
streaming media profiles)

To Do this

Add a filter Click Add

Delete a filter Select the filter and click Delete

Edit a filter Select the filter and click Edit
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the order of the content groups in the Content groups to be 
analyzed list.

Specifying Directory Indexes

Profile Type: Web

When a visitor enters into a Web browser a URL that does not 
end in a page (for example, www.sane.com/), the Web server 
that delivers the pages on that Web site knows to display the 
index page (the default page) for that directory (for example, 
www.sane.com/index.html). The page the Web server 
appends to the URL is the directory index (in this case, 
index.html).

Even though the content that the visitor sees is the same for 
www.sane.com/ and www.sane.com/index.html, the two 
requests are logged differently in the Web server log files. 
NetTracker attempts to combine the statistics for both ways of 
accessing the page. When NetTracker encounters a log file entry 
for a request whose page matches an entry in its list of directory 
indexes, NetTracker deletes the file name from the request. By 
default, NetTracker uses /index.html, /default.asp, and 
/default.htm as directory indexes.

If your Web site uses a directory index (for example, 
/index.asp) that NetTracker does not try by default, you should 
specify it in NetTracker. Otherwise, requests that end in a 
directory and requests for the directory index will be two 
separate entries in your NetTracker reports.

If you use /index.html, /default.asp, or /default.html as page 
names for pages that are not directory indexes, you should 
delete that page from NetTracker’s list of indexes. Likewise, if 
you want to see the file name of the directory index as part of 
the page entry in NetTracker, delete the directory index from 
the list.
205



NetTracker eBusiness User’s Guide
Adding a Directory Index

To add a directory index:
1 View the profile in which you want to add a directory 

index.
2 Click the Options tab. 
3 In the left-hand panel, click Directory Indexes under 

Content.
4 Click Add.
5 Enter the directory index (file name) in the text box and 

click Add.
6 The new directory index will be used in new data you 

import. If this is what you want or if you have more 
directory indexes to add at this time, click Continue. If 
you want the new directory index to be used in log data 
you have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.

Changing a Directory Index

You can change a directory index.

Analyzing Links

Profile Type: Web

NetTracker enables you to track how many times visitors are 
using your Web site’s links to other Web sites. The link statistics 
appear on the Link Summary.

To Select the page in the list 
and

Delete a directory index from 
the list

Click Delete

Edit a directory index Click Edit
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Several steps are involved in preparing NetTracker to analyze 
links:

1 Moving ntlinktrack.cgi (UNIX) or ntlinktrack.exe 
(Windows) to a CGI or scripts directory.

2 Redirecting all of the links you would like to track 
through ntlinktrack.cgi or ntlinktrack.exe.

3 Configuring the link options, which include the path to 
ntlinktrack.cgi or ntlinktrack.exe, and the maximum 
number of characters to be displayed for a link.

4 Enabling the Link Summary.

Moving ntlinktrack to a CGI-Accessible Directory

When you install NetTracker, a custom redirect program called 
ntlinktrack.cgi (UNIX) or ntlinktrack.exe (Windows) is placed 
in the NetTracker program directory. (The default location for 
the NetTracker program directory is /usr/local/NetTracker 
for UNIX and C:\Program Files\NetTracker for Windows.) 
Copy the program from the NetTracker program directory into 
a CGI or scripts directory on your site (for example, 
/usr/local/apache/cgi-bin for UNIX or C:\Inetpub\scripts\ 
for Windows).

Be sure to remember the directory to which you copied 
ntlinktrack, as you will need to enter this directory later.

Note: If the Web server whose log files you are analyzing is on a 
different platform than the computer on which you have 
NetTracker installed, you will need to contact Sane Solutions 
technical support to get the correct version of ntlinktrack.cgi or 
ntlinktrack.exe for your Web server’s platform.

Redirecting All External Links

You will need to redirect the external links through the custom 
redirect program ntlinktrack.cgi (UNIX) or ntlinktrack.exe 
(Windows). The redirect program writes information to the log 
file that enables NetTracker to identify external link entries in 
the log file data.
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To redirect a link:
1 Open the HTML document that contains the link.
2 Edit the HREF statement that contains the link so that 

ntlinktrack.cgi or ntlinktrack.exe is the target of the link 
and the page that visitors will go to is the query string. 
For example, 

<a href=
"/cgi-bin/ntlinktrack.cgi?http://www.san
e.com/products/NetTracker">
NetTracker Home Page</a>

Configuring the Link Options

The link options tell NetTracker where to find ntlinktrack.cgi or 
ntlinktrack.exe, and set the maximum display length for links.

To configure the link options:
1 View the profile in which you want to track links.
2 Click the Options tab.
3 In the left-hand panel, click Links under Content.
4 Enter the path to ntlinktrack.cgi (UNIX) or 

ntlinktrack.exe (Windows). This is the path from the 
document root of your Web site, not the path to the file 
on the computer on which NetTracker is installed.
For example, in a UNIX environment, if ntlinktrack.cgi 
is located in /usr/local/apache/cgi-bin/ but on your 
Web site it is accessible as 
http://yourdomain.com/cgi-bin/ntlinktrack.cgi, you 
should enter /cgi-bin/ntlinktrack.cgi. In Windows, if 
ntlinktrack.exe is located in C:\Inetpub\scripts\ but 
on your Web site it is accessible as 
http://yourdomain.com/scripts/ntlinktrack.exe, you 
should enter /scripts/ntlinktrack.exe.
Note: If the log files come from servers clustered for 
multiple sites, enter the full URL (for example, 
http://yourdomain.com/scripts/ntlinktrack.exe).
Note: If you are using Windows with IIS, you need to 
allow the anonymous Web user Read and Execute 
permission through NTFS for the directory containing 
ntlinktrack.exe and for the file itself and Execute 
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permission for Scripts and Executables through the 
IIS management console.

5 In the Link display length list, select the maximum 
number of characters to be displayed for a link on the 
Link Summary. You can select a number from 10 to 100, 
or you can select Unlimited.

6 Click Save Options.
7 Your link statistics will be tracked for all new data you 

import from now on. If this is what you want, click 
Continue. If you happen to have already imported data 
that contains link entries that have been redirected 
through ntlinktrack, you can analyze link statistics in 
data you have already imported by deleting all the data 
in your profile and reimporting your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.

Enabling the Link Summary

By default, the Link Summary does not appear in the list of 
reports. You will need to enable the Link Summary. (For details 
on enabling summaries, see “Turning Individual Summaries On 
or Off” on page 122.) After the profile is updated, view the Link 
Summary to see your link statistics.

Analyzing Local Keywords

Profile Type: Web

NetTracker enables you to track which local keywords visitors 
are using on your Web site. A local keyword is a word visitors 
use in the search engine located on your Web site to search for 
content on your Web site. Analyzing which local keywords 
visitors are using can help you figure out what content users are 
trying to find on your Web site.

The local keyword statistics appear on the Local Keyword 
Summary.
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Configuring the Local Keyword Options

Before you can track local keywords, you need to tell 
NetTracker the name of the parameter that contains the 
keywords and which pages or scripts NetTracker should check 
for the parameter.

To configure the local keyword options:
1 View the profile in which you want to track local 

keywords.
2 Click the Options tab.
3 In the left-hand panel, click Local Keywords under 

Content.
4 In the Local keyword parameter box, enter the name 

of the parameter that contains the local search engine 
keywords. If you leave this box empty, NetTracker will 
use the parameters defined for the (Auto detect) rule in 
the Keywords option. (For details about parameters, 
see “Specifying Parameters for the Keyword Rule” on 
page 254.)

5 Click Save Options and then click Continue.
6 Click Add.
7 Enter a filter that describes a page or script you want 

NetTracker to search for local keywords. (For details on 
filters, see “Filtering a NetTracker Option” on page 156.)

8 Click Add.
9 The local keywords from this page or script will be 

tracked for all new log file data you import from now on. 
If this is what you want or if you have other pages or 
scripts to enter at this time, click Continue. If you want 
to analyze local keywords from this page or script in data 
you have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.
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Editing Filters

You can make changes to the filters that determine which pages 
or scripts will be searched for local keywords.

Including Specific Redirection Scripts in 
the Reports

Profile Type: Web

By default, NetTracker excludes all hits resulting in an HTTP 
redirection status code (codes 301 and 302). In some cases you 
may wish to include in the NetTracker reports certain pages or 
scripts that return a redirection code.

To include specific redirection scripts:
1 View the profile in which you want to include redirection 

scripts.
2 Click the Options tab.
3 In the left-hand panel, click Redirection Scripts under 

Content.
4 Click Add.
5 Enter a filter that describes the script you want to 

include and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

6 The statistics for this script will be included in all new 
log file data you import from now on. If this is what you 
want or if you have additional scripts to enter at this 
time, click Continue. If you want to include this script 
in data you have already imported, you will need to 
delete all the data in your profile and reimport your log 
files. (Note: If you do not still have all the log files you 
have imported into this profile, you will lose data 
permanently by choosing this option.) To delete your 
profile data, click Delete Profile Data.

To Select the filter in the list and

Edit a filter Click Edit

Delete a filter Click Delete
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Changing Included Redirection Scripts

You can change the redirection scripts in the list.

Analyzing Sites by Group

Profile Type: Proxy

You can group traffic to multiple sites into a single site group. 
This enables you to group the traffic to major search engines 
into recognizable names. For example, you could display the 
AOL Search search engine as AOL Search instead of 
search.aol.com. By default, NetTracker is configured to group 
traffic to the most common search engines.

To create a site group:
1 View the profile in which you want to create the site 

group.
2 Click the Options tab.
3 In the left-hand panel, click Site Groups under 

Content.
4 Click Add.
5 In the Name of site group box, enter the name you 

want to have displayed for the site group.
6 In the Domain of site group box, enter the domain in 

which you want to have the site group included in the 
Domain Summary. You must enter the text exactly as it 
appears in the Domain Summary. (For example, to have 
the site group included in Commercial (.com), enter 
Commercial (.com).)

7 Click Save Options and then click Continue.

Now you need to specify which sites you want to be part of this 
site group.

To Select the script in the list 
and

Delete a script from the list Click Delete

Edit a script in the list Click Edit
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Adding Sites to a Site Group

If you are adding sites to a group immediately after creating it, 
start with step 4. Otherwise, start with step 1.

To add sites to a site group:
1 View the profile that contains the site group.
2 Click the Options tab.
3 In the left-hand panel, click Site Groups under 

Content.
4 Select the site group and click Sites.
5 Click Add.
6 Enter a filter that describes the site you want to add to 

this site group and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

7 The site you entered will be part of this site group in all 
new data you import from now on. If this is what you 
want or if you have additional sites to enter at this time, 
click Continue. If you want the site to belong to the site 
group in data you have already imported, you will need 
to delete all the data in your profile and reimport your 
log files. (Note: If you do not still have all the log files 
you have imported into this profile, you will lose data 
permanently by choosing this option.) To delete your 
profile data, click Delete Profile Data.

Editing the Site Group

You can make changes to the site group at the list of site groups.

To Select the site group in 
the list and

Change the name or 
domain

Click Edit

Delete the site group Click Delete

Change the sites in the site 
group

Click Sites
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Editing Sites in the Site Group

You can also make changes to the sites in the site group at the 
list of sites for the group.

Determining the Site Group for Sites that Fit 
Multiple Groups

A site can only belong to one site group. If you have a site that 
meets the criteria for more than one group, NetTracker will 
include the site in the first site group it can belong to in the list 
of site groups. You can use the Move Up and Move Down 
buttons to change the order of the site groups in the list.

To Select the site in the list 
and 

Delete a site Click Delete

Edit a site Click Edit. 
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14Analyzing Dynamic 
Content

Dynamic content can sometimes be difficult to analyze. 
Frequently the URLs contain extraneous information (like 
session IDs) that makes the same content appear as a different 
page in each log file entry, rendering content analysis difficult. 
Or perhaps critical information is contained in a parameter. 
Sometimes you might like to be able to look at a URL without 
needing to translate product ID numbers into product names.

NetTracker contains several features you can use to resolve the 
issues that can make dynamic content difficult to analyze.

Using Data Conduits

NetTracker data conduits enable you to pull data from external 
databases (such as MySQL, Oracle, PostgreSQL, and Sybase 
databases, or any ODBC data source) into NetTracker reports. 
For example, using a data conduit you can view directly in each 
NetTracker report each visitor’s name, company, address, 
phone number, and the names of the products that were viewed.

NetTracker data conduits are available for download at 
www.sane.com/download/. Once you have installed and 
configured a data conduit, you need to configure NetTracker to 
use the data conduit. (See the documentation provided with 
your data conduit for more details about installation and 
configuration.)

To configure NetTracker to use a data conduit:
1 View the profile in which you want to use the data 

conduit.
2 Click the Options tab.
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3 In the left-hand panel, click Data Conduits under 
Dynamic Content.

4 Click Add.
5 In the Name of data conduit box, enter the name you 

want to use for the data conduit in the list of data 
conduits.

6 In the Full path to conduit box, enter the full path 
(including the file name) to the .dll (Windows) or .so 
(UNIX) file for the conduit.

7 In the Full path to conduit config box, enter the full 
path (including the file name) to the configuration file for 
the conduit.

8 In the Conduit tasks box, select the tasks for which you 
are using this data conduit. To select multiple adjacent 
tasks, select the first task and then hold down the Shift 
key while clicking the last task. To select multiple 
nonadjacent tasks, click the first task and then hold 
down the Ctrl key (Option key on the Macintosh) while 
clicking the other tasks. The available conduit tasks are:
• Clip Lookup (for media profiles) — Replaces each 

clip file name that appears on reports with clip data 
(such as an artist’s name) retrieved from an external 
database.

• Clip Rewrite (for media profiles) — Retrieves clip 
data (such as an artist’s name) from an external 
database, and replaces the clip file name stored in 
the NetTracker database with the data retrieved 
from the external database. The clip data stored in 
the NetTracker database appears on the reports.

• Cookie Lookup (for Web profiles) — Replaces each 
visitor’s unique cookie ID on reports with data (such 
as the visitor’s name and phone number) retrieved 
from an external database.

• Department Lookup — Determines department 
groupings using an external database (such as a 
corporate directory). The value that NetTracker 
provides to the data conduit is determined by the 
value selected for the Department defined 
primarily by option in the profile options. (For 
details, see “Analyzing Visitors or Users by 
Department” on page 276.)
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• File Rewrite (for FTP profiles) — Retrieves file data 
(such as a version number) from an external 
database, and replaces the file name stored in the 
NetTracker database with the data retrieved from 
the external database. The file data stored in the 
NetTracker database appears on the reports.

• Host Lookup — Replaces each host name on reports 
with host data retrieved from an external database.

• Page Rewrite (for Web and proxy profiles) — 
Retrieves the titles of pages from an external 
database, and replaces the directory paths and file 
names stored in the NetTracker database with the 
titles retrieved from the external database. The titles 
stored in the NetTracker database appear on the 
reports.

• Page Title Lookup (for Web profiles) — Replaces 
the directory paths and file names of the pages on 
reports with the titles of pages retrieved from an 
external database.

• Parameter Value Lookup (parameter name) — 
Replaces each parameter value on reports with 
parameter value data (such as product names from 
an online catalog) retrieved from an external 
database.
Note: If you are tracking a value that is being passed 
as a parameter, you must define the parameter in 
NetTracker before you can configure NetTracker to 
use the data conduit for that parameter. (For details 
about tracking parameters, see “Analyzing 
Parameters” on page 218.)

• Parameter Value Rewrite (parameter name) — 
Retrieves parameter value data (such as product 
names from an online catalog) from an external 
database, and replaces the parameter values stored 
in the NetTracker database with the data retrieved 
from the external database. The data stored in the 
NetTracker database appears on the reports.
Note: If you are tracking a value that is being passed 
as a parameter, you must define the parameter in 
NetTracker before you can configure NetTracker to 
use the data conduit for that parameter. (For details 
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about tracking parameters, see “Analyzing 
Parameters” on page 218.)

• Site Category Lookup (for proxy profiles) — 
Determines the category for a site using an external 
database.

• User Lookup — Replaces user names on reports 
with user data retrieved from an external database.

• Visitor Lookup (for Web profiles) — Replaces 
visitor names on reports with visitor data retrieved 
from an external database.

9 When all the tasks you want are selected, click Save 
Options and then click Continue.

NetTracker will begin using the data conduit as soon as the 
profile is updated.

Analyzing Parameters

NetTracker enables you to track which values are being passed 
as parameters on your Web site, proxy server/firewall, FTP 
server, or streaming media server. A parameter is an item of 
information — such as a visitor identifier or a product name — 
that is passed to a server by a user or another program.

One example of a parameter in a Web profile is the visitor 
identifier in a cookie. Another example of a parameter is a 
product name that is passed in a query string to dynamically 
generate a page in a catalog.

Using NetTracker, you can track parameters in query strings, 
cookies, pages, page tags, files, clips, and any field in a log file. 
You can also combine previously-defined parameters of different 
types (such as page and query string) into a single, “meta” 
parameter.

Parameter value statistics appear in a Parameter Summary. 
You create separate Parameter Summaries for each parameter 
whose values you want to track.
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Defining a Parameter

To define a parameter:
1 View the profile in which you want to track parameters.
2 Click the Options tab.
3 In the left-hand panel, click Parameters under 

Dynamic Content.
4 Click Add.
5 In the Name box, enter the name you want to use for 

this parameter in the Parameter Summary. Use only 
alphanumeric characters. Do not use any spaces.

6 In the Type of parameter list, select the parameter 
type.
• For details on query string parameters, see “Tracking 

Parameters in Query Strings” on page 221.
• For details on cookie parameters, see “Tracking 

Parameters in Cookies” on page 223.
• For details on field parameters, see “Tracking 

Parameters in Arbitrary Fields” on page 224.
• For details on page, file, or clip parameters, see 

“Tracking Parameters in Pages, Files, and Clips” on 
page 226.

• For details on page tag parameters, see “Tracking 
Parameters in Page Tags” on page 228.

• For details on meta parameters, see “Defining a Meta 
Parameter” on page 229.

7 In the Parameter box, enter the parameter you want to 
track.

8 If you want to specify a column title for the column 
containing the parameter values for this parameter (for 
example, in the Parameter Summary), enter the title you 
want in the Column title box. If you do not specify a 
title, NetTracker will use the parameter name as the 
column name.

9 If you want to specify a graph title to be used when the 
parameter data is ranked in ascending order, enter the 
title you want in the Graph title (Ascending) box. If 
you do not specify a title, NetTracker will use the title 
Least Popular Parameter Values for parameter.

10 If you want to specify a graph title to be used when the 
parameter data is ranked in descending order, enter the 
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title you want in the Graph title (Descending) box. If 
you do not specify a title, NetTracker will use the title 
Most Popular Parameter Values for parameter.

11 If you would like to link the parameter values with other 
data in another database, specify a CGI script in the 
Parameter lookup URL box. When you click a 
parameter value in the Parameter Summary, the value 
will be appended to the URL and the script will be 
executed.

12 In the Associate parameter value with list, select 
how NetTracker will associate parameter values.
• View (for Web and proxy profiles) — Parameter 

values will be associated with the view. Each view in 
the visit (for Web profiles) or session (for proxy 
profiles) can have a different parameter value.

• Visit (for Web profiles) — Parameter values will be 
associated with the visit. NetTracker will parse the 
parameter value as it would parse it for a parameter 
associated with the view, but it will associate the 
parsed value (if any) with the visit with which the 
view is associated instead of the view. The 
information that appears in only a single view 
applies to the entire visit.

• Download (for FTP and media profiles) — 
Parameter values will be associated with the 
download. Each download in the session can have a 
different parameter value.

• Session (for proxy, FTP, and media profiles) — 
Parameter values will be associated with the session. 
NetTracker will parse the parameter value as it 
would parse it for a parameter associated with the 
view, but it will associate the parsed value (if any) 
with the session with which the view is associated 
instead of the view. The information that appears in 
only a single view (for proxy profiles) or download 
(for FTP and media profiles) applies to the entire 
session.

Note: If a parameter value is associated with the visit or 
session, you cannot use the parameter to determine 
sessionization, and you will not be able to use the 
parameter as a source parameter for a meta parameter.
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13 Select the Store parsed parameter value check box if 
you would like NetTracker to store the value in the 
NetTracker database.
Note: If you do not store the parameter value:
• NetTracker will not automatically create a 

Parameter Summary for this parameter.
• The parameter will be unavailable for use as a filter 

for a report.
• The parameter will be unavailable as an option if you 

choose to use the value of a parameter to determine 
sessionization. (For details about sessionization, see 
“Changing How NetTracker Sessionizes Traffic” on 
page 291.)

• Select the Display on associated breakdown check 
box if you would like View Breakdowns (for Web and 
proxy profiles), Visit Breakdowns (for Web profiles), 
Download Breakdowns (for FTP and media profiles), or 
Session Breakdowns (for proxy, FTP, and media profiles) 
to include the value for this parameter that is associated 
with each view, visit, download, or session.

14 Select the Create custom report check box if you 
would like NetTracker to automatically create a 
Parameter Summary for this parameter the next time 
the profile is updated. The summary will be listed under 
Custom Analysis on the Reports tab.

Tracking Parameters in Query Strings

Profile Type: Web, Proxy

NetTracker enables you to track the occurrences of parameters 
in query strings. For example, if you had the following URL (all 
one line)

http://www.yoursite.com/catalog/products/show.
cgi?product=product_name

you could track the values passed as the product parameter.

You can also specify a script to be executed when a user clicks a 
parameter value in the Parameter Summary. For example, if 
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the parameter values were product IDs, you could have the 
user’s Web browser execute a script that would look up the 
product ID in a database that linked the ID to an actual product 
name.

If you want to view the product name directly in the NetTracker 
report (instead of having to click the parameter value to look it 
up), you can use a NetTracker data conduit instead of a lookup 
URL. (For details, see “Using Data Conduits” on page 215.)

Note: For NetTracker to track parameters in query strings, 
your server needs to be logging the query strings. You also need 
to use GET requests, not POST requests, when executing your 
scripts.

Note: A query string is everything after and including the 
question mark (?) in a URL.

To track a parameter in a query string:
1 Complete the general parameter options. (For details, 

see “Defining a Parameter” on page 219.)
Note: To track the parameter in the example earlier, you 
would enter product in the Parameter box.

2 Click Save Options and then click Continue.
3 Select the parameter and click Pages.
4 Click Add.
5 Enter a filter that describes a page whose query strings 

you want NetTracker to check for this parameter, and 
click Add. (In the example above, enter the filter [That 
start with] /catalog. For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

6 Click Add.
7 The query strings that are passed to this page will be 

searched for this parameter in all new data you import 
from now on. If this is what you want or if you have other 
pages to enter at this time, click Continue. If you want 
to search the query strings in this page for this 
parameter in data you have already imported, you will 
need to delete all the data in your profile and reimport 
your log files. (Note: If you do not still have all the log 
files you have imported into this profile, you will lose 
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data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.

Tracking Parameters in Cookies

Profile Type: Web

NetTracker enables you to track parameters in cookies. For 
example, if you set cookies in the form

name=xxxxx

where xxxxx is the user’s login to your site, you could track the 
values passed to the name parameter.

You can also specify a script to be executed when a user clicks a 
parameter value in the Parameter Summary. For example, if 
the parameter’s values were user names, you could have the 
NetTracker user’s Web browser execute a script that would look 
up the user name in a database containing more information 
about that user.

If you want to view the user information directly in the 
NetTracker report (instead of having to click the parameter 
value to look it up), you can use a NetTracker data conduit 
instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)

Note: You can parse parameters from cookies that contain 
multiple name/value pairs separated by ampersands (for 
example, YourID=First=John&Last=Doe&Number=123). You 
can set up a cookie parameter for just one of the cookie 
fragments (for example, just the ID number). Follow the steps 
for creating a regular cookie parameter, with one change. In the 
Parameter text box, enter the name of the cookie, an equal 
sign, and the name of the cookie fragment (for example, 
YourID=Number).

To track a parameter in a cookie:
1 Complete the general parameter options. (For details, 

see “Defining a Parameter” on page 219.)
2 Click Save Options and then click Continue.
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3 Select the parameter and click Pages.
4 Click Add.
5 Enter a filter that describes a page you want NetTracker 

to check for this parameter. (If you want NetTracker to 
track this parameter across the entire site, enter the 
filter that contain /. For details on filters, see “Filtering 
a NetTracker Option” on page 156.)

6 Click Add.
7 The cookies associated with this page will be searched 

for this parameter in all new data you import from now 
on. If this is what you want or if you have other pages to 
enter at this time, click Continue. If you want to search 
the cookies associated with this page for this parameter 
in data you have already imported, you will need to 
delete all the data in your profile and reimport your log 
files. (Note: If you do not still have all the log files you 
have imported into this profile, you will lose data 
permanently by choosing this option.) To delete your 
profile data, click Delete Profile Data.

Tracking Parameters in Arbitrary Fields

You can parse parameters from any field in a log file as long as 
the log file is in one of the following formats:

• Netscape Flexible
• W3C
• Any format defined in the Custom Log Formats section 

of the administrative options

Note: You can describe NCSA logs files with a custom log 
format in order to parse parameters from a field.

For example, if you had a Netscape Flexible log file (in which 
each cookie has its own field) that contained the cookie field 
“%Req->vars.cookie%”, you could parse the cookie and have 
NetTracker sessionize based on that parameter. (For details on 
sessionizing, see “Changing How NetTracker Sessionizes 
Traffic” on page 291.)
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The value of parameters parsed from arbitrary fields will be the 
entire value of the given field. If you want to manipulate the 
value, you will need to use the URL Search and Replace feature. 
(For details, see “Replacing or Deleting Characters in URLs in 
Your Reports” on page 232.)

The parameter’s data will not be parsed or stored in the 
database if the field does not appear in either the log file’s 
format header or the custom log format specification.

You can also specify a script to be executed when a user clicks a 
parameter value in the Parameter Summary. For example, if 
the parameter’s values were user names, you could have the 
NetTracker user’s Web browser execute a script that would look 
up the user name in a database containing more information 
about the user.

If you want to view the user information directly in the 
NetTracker report (instead of having to click the parameter 
value to look it up), you can use a NetTracker data conduit 
instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)

To track a parameter in an arbitrary field:
1 Complete the general parameter options. (For details, 

see “Defining a Parameter” on page 219.)
Note: In the Parameter box, enter the name of the field 
from which the parameter should be parsed. You must 
enter the name of the field exactly as it appears in the 
log file’s format header, excluding any field delimiters or 
literal formatting characters. (For example, to parse the 
parameter that stores the bytes sent for each request 
from a W3C log, you would enter sc-bytes in this box. To 
parse the parameter in the Netscape Flexible cookie field 
discussed earlier, you would enter req->vars.cookie. To 
parse a parameter from the field identified as 
%COOKIE% in a custom log format, you would enter 
COOKIE.)

2 Click Save Options and then click Continue.
3 Select the parameter and click Pages (for Web profiles), 

Files (for FTP profiles), or Clips (for media profiles).
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4 Click Add.
5 Enter a filter that describes the pages for which you 

want to track the field. (If you want NetTracker to track 
this field across the entire site, enter the filter that 
contain /. For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 Click Add.
7 These pages will be searched for this field in all new data 

you import from now on. If this is what you want or if 
you have other pages to enter at this time, click 
Continue. If you want to search these pages for this 
field in data you have already imported, you will need to 
delete all the data in your profile and reimport your log 
files. (Note: If you do not still have all the log files you 
have imported into this profile, you will lose data 
permanently by choosing this option.) To delete your 
profile data, click Delete Profile Data.

Note: There is a limit of one field parameter per field in the log 
file.

Tracking Parameters in Pages, Files, and Clips

In Web and proxy profiles, you can track parameters that 
appear in the URLs of your Web pages. For example, if the 
URLs of your catalog of items are in the format

/catalog/item_name.html

you could track the values passed to item_name.

In FTP profiles, you can track parameters associated with files 
that visitors are downloading from your FTP server. For 
example, you could track the file’s version number.

In media profiles, you can track parameters associated with 
clips that visitors are downloading from your streaming media 
server. For example, if the URLs of your catalog of clips are in 
the format:

/catalog/artist_name.rm
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you could track the values passed to artist_name.

You can also specify a script to be executed when a user clicks a 
parameter value in the Parameter Summary. For example, if 
the parameter’s values were product IDs instead of item names, 
file IDs instead of version numbers, or clip IDs instead of artist 
names, you could have the NetTracker user’s Web server 
execute a script that would look up the product ID in a database 
that linked the ID to an item name, the file ID in a database 
that linked the ID to a version number, or the clip ID in a 
database that linked the ID to an artist name.

If you want to view the item name, version number, or artist 
name directly in the NetTracker report (instead of having to 
click the parameter value to look it up), you can use a 
NetTracker data conduit instead of a lookup URL. (For details, 
see “Using Data Conduits” on page 215.)

Note: To track a parameter that appears in the URL of your 
Web pages, files, or clips, you will need to use a regular 
expression. For a discussion of regular expressions, see “Using 
Regular Expressions with NetTracker” on page 455.)

To track a parameter in a page, file, or clip:
1 Complete the general parameter options. (For details, 

see “Defining a Parameter” on page 219.)
Note: In the Parameter box, enter a regular expression 
describing the parameter you are interested in tracking. 
The section of the parameter in parentheses will be 
retained by NetTracker and used as the parameter 
value. In the above example for Web profiles, you could 
use /catalog/(.*)\.html.

2 Click Save Options and then click Continue.
3 Select the parameter and click Pages (for Web profiles), 

Files (for FTP profiles), or Clips (for media profiles).
4 Click Add.
5 For Web and proxy profiles, enter a filter that describes 

the pages whose URLs contain the parameter you want 
to track. (In the example above, you would enter the 
filter [That start with] /catalog. For details on filters, 
see “Filtering a NetTracker Option” on page 156.)
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6 Click Add.
7 These pages (for Web and proxy profiles), files (for FTP 

profiles), or clips (for media profiles) will be checked for 
this parameter in all new data you import from now on. 
If this is what you want or if you have other pages, files, 
or clips to enter at this time, click Continue. If you want 
to search the pages, files, or clips for this parameter in 
data you have already imported, you will need to delete 
all the data in your profile and reimport your log files. 
(Note: If you do not still have all the log files you have 
imported into this profile, you will lose data permanently 
by choosing this option.) To delete your profile data, click 
Delete Profile Data.

Tracking Parameters in Page Tags

Profile Type: Web

You can track parameters in data that is passed by the 
NetTracker page tagging script. For example, if the 
“NTPT_FLDS.jv” (browser’s Java support) field in the 
ntpagetag.js file is set to true (to include the “jv” field in the 
initial page tag), you could track the values parsed from the “jv” 
field. (For details about configuring page tagging fields, refer to 
the documentation provided with the NetTracker page tagging 
script.)

Note: If you place a page tag on a page, you may need to track a 
parameter in a query string instead of in a page tag. For 
example, if you place a tag on page 
/mydynamicpage?MyParameter=product and you want to 
track “MyParameter”, you need to configure “MyParameter” as 
a query string parameter despite the fact that you are using 
page tags to track the page. In the log file, the record of this 
view will look similar to the following (all one line):

lc=http%3A//localhost/pt/sample1.html%3F
MyParameter%3Dsomething&rs=1024x768&cd=32&
ln=en...&jv=1

Because “MyParameter” is part of the “lc” field, it is considered 
to be a query string parameter. However, if you want to 
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configure the “jv” field for tracking, you would configure the 
parameter as a page tag parameter.

To track a parameter in a page tag:
1 Complete the general parameter options. (For details, 

see “Defining a Parameter” on page 219.)
Note: In the Parameter box, enter the name of the field 
from which the parameter should be parsed. You must 
enter the name of the field exactly as it appears in the 
page tag. In the example above, you could use jv.

2 Click Save Options and then click Continue.
3 Select the parameter and click Pages.
4 Click Add.
5 Enter a filter that describes the pages whose URLs 

contain the parameter you want to track. (In the 
example above, enter the filter [That start with] 
/catalog. For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 Click Add.
7 The data passed by the NetTracker page tagging script 

will be searched for this parameter in all new data you 
import from now on. If this is what you want or if you 
have other pages to enter at this time, click Continue. If 
you want to search the data for this parameter in data 
you have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.

Defining a Meta Parameter

You can define a single, “meta” parameter whose value is the 
value of the first parameter in an ordered group of parameters 
that has a value for an individual view or download. You can use 
this type of parameter to combine previously-defined 
parameters of different types (such as page and query string) 
into a single parameter based on the availability of the 
parameters in the group. One use for this type of parameter is 
sessionization by the session ID used by Java application 
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servers, which store the session ID value in the cookie when 
possible but otherwise store it in the page itself.

To track a meta parameter:
1 Complete the general parameter options. (For details, 

see “Defining a Parameter” on page 219.)
Note: In the Parameter box, enter a comma-delimited 
list of the names of other, previously-defined parameters 
from which the value of the meta parameter will be 
taken. Note: NetTracker will ignore the case of the 
name, any spaces before and after the commas, and any 
parameter name that has not been previously defined in 
the profile options.
Note: A parameter associated with the visit or session 
cannot be used as a source parameter for a meta 
parameter.

2 Click Save Options and then click Continue.
3 Select the parameter and click Pages (for Web profiles), 

Files (for FTP profiles), or Clips (for media profiles).
4 Click Add.
5 Enter a filter that describes the pages whose URLs 

contain the parameters you want to track. (In the 
example above, enter the filter [That start with] 
/catalog. For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 Click Add.
7 Each parameter that you defined for the meta parameter 

will be checked — in the order in which it appears in the 
list of parameters specified in the Parameter box — to 
determine whether it has a value for the current view. If 
this is what you want or if you have other meta 
parameters to enter at this time, click Continue. If you 
want to check the parameters in data you have already 
imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.
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Editing the Parameters

You can make changes to the parameters at the list of 
parameters.

Editing the Pages, Files, or Clips that Will Be 
Checked

You can also make changes to the pages (for Web and proxy 
profiles), files (for FTP profiles), or clips (for media profiles) that 
will be checked for the parameter at the list of pages, files, or 
clips for the parameter.

Changing the Order of Parameters

You can use the Move Up and Move Down buttons to change 
the order of the parameters in the list. For parameters for which 
the Display on associated breakdown check box is selected, 
the order of the parameters affects their placement on a View 
Breakdown (for Web and proxy profiles), Visit Breakdown (for 
Web profiles), Download Breakdown (for FTP and media 
profiles), or Session Breakdown (for proxy, FTP and media 
profiles).

To Select the parameter in 
the list and

Delete the parameter from 
NetTracker

Click Delete

Change the properties Click Edit

Change the pages, files, or 
clips NetTracker will check 
for the parameter

Click Pages, Files, or 
Clips

To Select the page, file, or 
clip in the list and 

Delete a page, file, or clip Click Delete

Edit the page, file, or clip Click Edit
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Replacing or Deleting Characters in URLs 
in Your Reports

Sometimes URLs contain information that needs to be deleted 
or changed in order for the pages to be displayed in a 
meaningful way in NetTracker reports. Consider the following 
scenarios:

• Your URLs contain sessions IDs that cause the same 
content to appear as a different page in each log file 
entry.

• Your URLs contain product IDs, but product names 
would be more helpful in the report.

• You need to ensure that a parameter’s values have a 
uniform case so that the capitalized value and the 
lowercase value are not considered two different values.

• You want to use only parts of the URL in your report, or 
you want to use the parts in a different order.

NetTracker enables you to manipulate the URLs in all of the 
above scenarios using URL search and replace rules. You can 
specify for each rule the URLs to which it should be applied.

Note: If you are resolving page titles in a Web profile, you 
should note that URL search and replace rules are applied 
before page titles are resolved. If the URLs modified by the 
search and replace rules do not match pages on the server, the 
page titles will not be resolved. (For details, see “Resolving Page 
Titles” on page 265.)

To replace or delete characters in the URLs in your reports:
1 View the profile in which you want to replace or delete 

part of the URL.
2 Click the Options tab.
3 In the left-hand panel, click URL Search and Replace 

under Dynamic Content.
4 Click Add.
5 In the Description box, enter the name you want 

NetTracker to use to refer to the search and replace rule 
that you are going to create.
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6 In the Search rule box, enter a regular expression that 
describes the text for which NetTracker should search. 
The part of the regular expression that describes the 
part of the URL you want to replace or delete should be 
in parentheses. You can use additional sets of 
parentheses to indicate other subpatterns within the 
search rule. Subpatterns can be used as part of the 
replacement value. (For details on regular expressions, 
see “Using Regular Expressions with NetTracker” on 
page 455. For details on subpatterns, see “Using 
Subpatterns” on page 235.)
Note: Before NetTracker applies URL search and 
replace rules to a URL, it decodes any CGI-encoded 
elements of the URL. Because browsers display URLs in 
their CGI-encoded form, you should be careful about 
using the URL as it appears in your browser to help you 
write the search rule.

7 In the Replacement value box, enter the text that will 
replace all text described by the regular expression that 
you entered in the Search rule box. If you want to 
delete the text described by the regular expression, leave 
the Replacement value box empty. If you want to use 
part of the text described by the search rule as the 
replacement value, use the appropriate subpattern 
token. (For details on subpatterns, see “Using 
Subpatterns” on page 235.)

8 In the Replacement scope box, select an option to 
indicate whether only the first occurrence or all 
occurrences of the search rule in the text to be searched 
should be replaced.
• Select All matches to have NetTracker search the 

text to be searched for all occurrences of text 
matching the search rule and replace each 
occurrence with the replacement value. (NetTracker 
will search only the original text to be searched. A 
replacement value that also matches the search rule 
will not cause NetTracker to make recursive 
replacements within the replacement value.)

• Select Only first match to have NetTracker find 
only the first occurrence of text matching the search 
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rule in the text to be searched and replace it with the 
replacement value.

9 In the Type of rule box, select the option that describes 
the part of the URL that NetTracker should search using 
the regular expression.
• Clip (for media profiles) — The clip name.
• Entire Request (for Web and proxy profiles) — The 

page plus the query string.
• File (for FTP profiles) — The part of the file name.
• Page (for Web and proxy profiles) — The part of a 

URL that appears in the Page Summary when you do 
not resolve page titles. For nonclustered log files and 
log files that are clustered for a single site, this is 
everything after the domain name but before the “?” 
marking the beginning of parameters passed to a 
script. For log files clustered for multiple sites, this is 
everything before the “?” marking the beginning of 
parameters passed to a script.

• Query String (for Web and proxy profiles) — The 
part of the URL after and including the “?” marking 
the beginning of parameters that are passed to a 
script on your Web site.

• Referrer (for Web profiles) — Any URL that appears 
as a referrer for a view.

• Parameter Value for (parameter name) — The 
value of the specified parameter.

10 Click Save Options. 
Note: In the next steps, you specify which pages, files, 
clips, or requests NetTracker should attempt to match to 
the regular expression. If this search and replace rule is 
for a parameter value, NetTracker will automatically list 
the pages, files, or clips you specified to search when you 
created the parameter. If you have no changes to make to 
the list, skip to step 16.

11 Click Continue.
12 Select the search and replace rule and click URLs.
13 Click Add.
14 Enter a filter that describes the pages, files, clips, or 

requests that NetTracker should attempt to match to the 
regular expression you entered in the Search rule box. 
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(For details on filters, see “Filtering a NetTracker 
Option” on page 156.)

15 Click Add.
16 NetTracker will use the search and replace rule on all 

new data that you import from now on. If this is what 
you want, or if you have additional filters to add at this 
time, click Continue. If you want the search and replace 
rule to be used on data you have already imported, you 
will need to delete all of the profile data and reimport 
your log files. (Note: If you do not still have every log file 
you have imported into this profile, you will lose data by 
choosing this option.) To delete profile data, click Delete 
Profile Data.

Note: Query string rules, page rules, entire request rules, file 
rules, and clip rules will not affect parameters that are parsed 
from the query string or page.

Using Subpatterns

When you want to use part of the text that matches the search 
rule as all or part of the replacement value (either with the 
same capitalization as in the search rule or in a different case), 
you must first identify the parts of the text to re-use in the 
search rule and then use tokens in the replacement value to 
identify the subparts to reuse.

You identify subpatterns by enclosing them within parentheses. 
The first set of matching parentheses indicates the portion of 
the input value to be replaced, which is the first subpattern. 
Subsequent sets of parentheses identify other subpatterns. You 
will need to know the number of the subpattern in order to 
reuse it. Subpatterns within a search rule are numbered from 
left to right, starting with 1.

To reuse a subpattern, use one of the tokens below.

Token Replacement value

%VALUEn% The nth subpattern in the search rule
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Examples

Example 1: Deleting Session IDs

If the URLs on your site consistently have a session ID 
embedded in them, you can use a URL search and replace rule 
to delete the session IDs. If the session ID is the last part of the 
URL, the URLs might have the following format:

/directory_one/page_name.html-sessionid

To delete the session ID, enter the following regular expression 
in the Search rule box:

\.html(-.*)$

Note: The part of the URL that is described by the part of the 
regular expression in parentheses is the part that will be 
replaced.

Leave the Replacement value box blank and select Page as 
the rule type. Because this session ID appears on every page of 
your site, when you are creating the filter for the pages that 
NetTracker should attempt to match the regular expression 
against, enter the following:

That contains /

You will then need to create a second search and replace rule, 
identical to the first except with Referrer as the rule type. 
(Without this second rule, the session IDs will continue to 
appear in Referrer Breakdowns.)

%LOWERn% The nth subpattern in the search rule, 
converted to lowercase

%UPPERn% The nth subpattern in the search rule, 
converted to uppercase

Token Replacement value
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Example 2: Replacing a Product ID with a Product Name

If your URLs have product ID numbers in them, you can replace 
the product ID with a product name to make the URLs easier to 
read in the NetTracker reports. For example, if the product ID 
was the last part of the URL, the URLs would have the 
following format:

/directory_one/specific_product_ID.html

If the product ID for a bicycle is 7654, the URL for the bicycle 
page would be as follows:

/directory_one/7654.html

To replace the product ID with the word bicycle, you would enter 
the following regular expression in the Search rule box:

/.*/(7654)\.html

You would enter bicycle in the Replacement value box. 
Because this product ID appears only in pages that start with 
/directory_one, when you specify the pages that NetTracker 
should attempt to match the regular expression against, you 
would use the following filter:

That starts with /directory_one/

Example 3: Ensuring Uniform Case for Parameter Values

If you want the values for a parameter to always use the same 
case, you can use subpatterns to identify the values and 
translate them into a uniform case. For example, the URL has 
the following format (the parameter you are parsing is 
category):

/directory_one/catalog.html?category=value

If the product is shoes, one time the URL might be

 /directory_one/catalog.html?category=shoes
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and another time it might be

 /directory_one/catalog.html?category=Shoes

To cause the “category” to show up as shoes every time (so it is 
counted as one category in the reports), enter the following in 
the Search rule box for a parameter URL search and replace 
rule:

(.*)

In the Replacement value box, enter the following:

%LOWER1%

Example 4: Using Parts of the URL in a Different Order

If you want the information in the URL to be displayed in the 
report in a different order, you can use subpatterns to identify 
the pieces you want to use in the replacement value. For 
example, the URL has the following format:

/directory_one/catalog.html?product=
value&color=value

If the product is red shoes, the URL would be as follows:

/directory_one/catalog.html?product=
shoes&color=red

To get the result product=red-shoes in the report, enter the 
following in the Search rule box for a query string URL search 
and replace rule:

product=((.*)&color=(.*))

In the Replacement value box, enter the following:

%VALUE3%-%VALUE2%

When you specify the pages that NetTracker should attempt to 
match the regular expression against, use the following filter:
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That match /directory_one/catalog.html

Editing the Search and Replace Rules

You can make changes to the search and replace rules at the list 
of rules.

Editing Pages, Files, or Clips in a Search and 
Replace Rule

You can also make changes to the pages, files, or clips that are 
scanned for a search and replace rule at the list of filters.

Adding Dynamic Pages

Profile Type: Web

NetTracker enables you to perform path analysis based on an 
entire request (that is, the page plus the query string) for Web 
sites that are dynamically generated by specifying the pages for 
which the query string should not be separated from the page. 
For the pages that you specify, NetTracker will treat the query 
string as part of the page.

To Select the rule in the list 
and

Change the name or 
properties

Click Edit

Delete the rule Click Delete

Change the pages, files, or 
clips that NetTracker 
should attempt to match 
the regular expression 
against

Click URLs

To Select the filter and 

Delete a filter Click Delete

Edit a filter Click Edit
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To add dynamic pages:
1 View the profile in which you want to add dynamic 

pages.
2 Click the Options tab.
3 In the left-hand panel, click Dynamic Pages under 

Dynamic Content.
4 Click Add.
5 Enter a filter that describes the pages for which the 

query string should not be separated from the pages, and 
click Add. (For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

6 When you import data into NetTracker from now on, 
query strings will be retained for these pages. If this is 
what you want or if you have additional pages to enter at 
this time, click Continue. If you want to retain query 
strings for pages in the data you have already imported, 
you will need to delete all the data in your profile and 
reimport your log files. (Note: If you do not still have all 
the log files you have imported into this profile, you will 
lose data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.

You can make changes to dynamic pages at the Pages that are 
dynamically generated filter list.

To Select the filter in the list 
and

Delete a filter from the list Click Delete

Edit a filter in the list Click Edit
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Efforts

NetTracker enables you to track the effectiveness of the 
marketing efforts that relate to your Web site. You can analyze 
the performance of various campaigns, see which sites are 
referring the most visitors to your site, and track which search 
engines and directories are indexing your site.

Analyzing Campaigns

Profile Type: Web

NetTracker enables you to analyze the performance of various 
campaigns. A campaign is messaging created by marketing and 
typically run through multiple campaign channels to compel 
prospects to visit your Web site. A campaign may also contain 
multiple segments (ad variations or groups) and include 
multiple entry pages to your Web site. Campaign statistics 
appear on the Campaign Summary.

The following diagram shows an example of a campaign 
hierarchy.
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Campaign Channel

Name: Google AdWords

Campaign channel
type: Search engine 

(PPC/CPM)

Paid keyword 
parameter: ntk

Campaign

Name: Lead generation 
campaign

Campaign Segment

Name: Ad group for 
copy paper keywords

Entry pages: Starts with 
/ads/google?nts=

CopyPaper

Campaign

Name: Brand building 
campaign

Paid Keyword
Color copier

Paid Keyword
Photo copier

Paid Keyword
Copy shop

Campaign Segment

Name: Ad group for 
color copier keywords

Entry pages: Starts with 
/ads/google?nts=Color

Campaign Channel

Name: E-mail to 
purchased list

Campaign channel
type: E-mail

Campaign Channel

Name: Yahoo

Campaign channel 
type: Rich media ad

Campaign Segment

Name: E-mail
with promotional
offer, creative A

Entry pages: Starts 
with 

/ads/offer?creative=A

Campaign Segment

Name: Colorful Flash 
ad, with

creative B

Entry pages: Starts
with /ads/brand.html?

creative=B

Campaign Segment

Name: E-mail
with link to home page

Entry pages: Starts
with /ads/brand.html
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A campaign channel is the content source (such as a Web site, 
print publication, or newsletter) through which you are running 
a campaign that has sent visitors to your Web site. Campaign 
channel statistics appear on the Campaign Channel Summary.

Campaign channels can be shared among campaigns. For 
example, if you add a campaign and then add a campaign 
channel to it with the same name as a channel in another 
campaign, the channel will become a shared channel. It will 
appear as a single row on the Campaign Channel Summary.

A campaign channel type is the overall type of campaign 
channel (such as a newsletter) that has sent visitors to your 
site. Campaign channel type statistics appear on the Campaign 
Channel Type Summary.

A campaign segment is the ad variation or group within each 
campaign channel. Each segment should have a unique 
identifier in entry pages affiliated with that segment so that 
NetTracker can distinguish visits from different campaign 
segments. Campaign segments can also be shared among 
different campaign channels. Campaign segment statistics 
appear on the Campaign Segment Summary.

You can also analyze the performance of various paid keywords. 
A paid keyword is a specific pay-per-click (PPC) or cost per 
thousand (CPM) keyword or phrase on which you have bid in 
order to appear in the top results a user receives when he or she 
searches on that keyword or phrase in a search engine (or on an 
affiliate site). Paid keywords can also appear within different 
campaign segments. Paid keyword statistics appear on the Paid 
Keyword Summary.

The key to tracking campaign statistics is to give each campaign 
segment that you want to track a unique entry page into your 
Web site. For example, if you wanted to compare the results of 
Internet advertising to traditional print advertising, you would 
give all of your banner ads one destination page and list a 
second destination page in all of your print ads. If instead you 
wanted to compare the results of two banner ads, you would 
give each banner ad a different entry page.
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You should not use your home page as the entry page unless you 
are using query strings to define the campaign. If you are not 
using query strings and you use your home page as the entry 
page for the campaign, all traffic to your home page would 
appear in the campaign analysis. It would be difficult to figure 
out what percentage of the traffic to your home page resulted 
from your campaign without repeatedly drilling down into the 
Campaign Summary.

Creating a Campaign in NetTracker

To create a campaign in NetTracker:
1 View the profile in which you want to create the 

campaign.
2 Click the Options tab.
3 In the left-hand panel, click Campaigns under 

Marketing.
4 Click Add.
5 Enter a name for the campaign, click Save Options and 

then click Continue.

Now you need to specify the campaign channels through which 
you are running this campaign.

Specifying Campaign Channels

If you are specifying campaign channels for a campaign 
immediately after creating the campaign, continue with step 4. 
Otherwise, start with step 1.

To specify a campaign channel:
1 View the profile that contains the campaign.
2 Click the Options tab. 
3 In the left-hand panel, click Campaigns under 

Marketing.
4 Select the campaign and then click Channels.
5 Click Add.
6 Enter a name for the campaign channel.
7 In the Type of channel list, select the option that best 

describes the content source through which you are 
running this campaign.
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• Affiliate — Web site that sells the products of other 
Web sites, called “affiliates.”

• Banner ad — Advertisement in the form of a 
graphic image on a Web page or located in a space 
reserved for ads, linking to an advertiser’s Web site.

• Direct mail — Marketing communications delivered 
directly to a prospective purchaser via a postal 
service or private delivery company.

• E-mail — E-mail message that contains information 
or advertising.

• Instant messaging — Service that alerts users 
when friends or colleagues are online, and enables 
them to communicate in real time through private 
online chat areas.

• Newsletter — Printed or online report that provides 
news or information of interest to a special group.

• Paid listing — Guarantee of a ranking in a search 
listing for the terms of your choice; can be placed on a 
site other than a search engine.

• Print media — Medium that distributes printed 
matter, such as a newspaper, magazine, or book.

• Rich media ad — Advertisement that usually 
includes richer graphics than a banner ad and 
includes audio or video within the advertisement.

• Search engine (PPC/CPM) — Pay-per-click or cost 
per thousand advertising (or both) on a search 
engine.

• (Other) — A channel type not listed above.
8 If you selected Search engine (PPC/CPM) as the 

channel type, enter the parameter from which paid 
keywords will be parsed in the Paid keyword 
parameter box. Note: This box will only appear if you 
selected Search engine (PPC/CPM) as the channel 
type.
If you selected (Other) as the channel type, enter the 
description of the channel type in the Other type of 
channel box. Note: This box will only appear if you 
selected (Other) as the channel type.

9 Click Save Options and then click Continue.
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Now you need to specify the campaign segments within this 
campaign channel.

Specifying Campaign Segments

If you are specifying the campaign segments within a campaign 
channel immediately after creating the channel, continue with 
step 5. Otherwise, start with step 1.

To specify a campaign segment:
1 View the profile that contains the campaign.
2 Click the Options tab. 
3 In the left-hand panel, click Campaigns under 

Marketing.
4 Select the campaign and then click Channels.
5 Select the campaign channel and then click Segments.
6 Click Add.
7 Enter a name for the campaign segment, click Save 

Options and then click Continue.

Now you need to specify the entry pages associated with this 
campaign segment.

Specifying Entry Pages

If you are specifying the entry pages associated with a 
campaign segment immediately after creating the segment, 
continue with step 6. Otherwise, start with step 1.

To specify an entry page:
1 View the profile that contains the campaign.
2 Click the Options tab.
3 In the left-hand panel, click Campaigns under 

Marketing.
4 Select the campaign and then click Channels.
5 Select the campaign channel and then click Segments.
6 Select the campaign segment and then click Entry 

Pages.
7 Click Add.
8 Enter a filter that specifies the pages that visitors who 

have seen the campaign will use to access your site. (For 
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details on filters, see “Filtering a NetTracker Option” on 
page 156.) For example, if you are tracking a banner ad 
campaign, this page will be the one users see after they 
click on the banner ad for your site. If you are tracking a 
print ad campaign, this page will be the Web site address 
included in the print ad. You can also use query strings 
to define your campaign. (For details, see “Identifying 
Campaign Segments by Query String” on page 247.)

9 Click Add.
10 Your campaign statistics will be tracked for all new data 

you import from now on. If this is what you want or if 
you have additional entry pages or campaign segments 
to enter at this time, click Continue. If you want to 
analyze this campaign in data you have already 
imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.

Identifying Campaign Segments by Query String

You can also define the entry pages associated with a campaign 
segment using query strings. NetTracker applies entry page 
matching rules defined for a campaign segment as follows:

• If a question mark is not present in the value specified 
for the entry page rule, the entire value that is specified 
will be compared to the entry page according to the rule 
definition.

• If a question mark is present in the value specified for 
the entry page rule, the part of the rule to the left of the 
question mark (the page portion) will be compared to the 
entry page according to the rule definition. If the page 
part of the rule matches, the part to the right of the 
question mark (the query string portion) will be 
compared to the query string associated with the entry 
page as follows:
• If the first character of the query string part of the 

rule is a percent sign, it will be considered to be a 
regular expression and will be compared to the query 
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string part of the entry page using a that match the 
pattern filter.

• If the first character of the query string part of the 
rule is not a percent sign and the query string part of 
the rule contains one or more equal signs, it will be 
considered to be a collection of name/value pairs that 
NetTracker should search for in the query string 
associated with the entry page. The query string part 
of the entry page will be considered a match if each 
name/value pair present in the rule definition is also 
present in the query string. The order and case of the 
name/value pairs entered in the rule definition is not 
significant.

• If the first character of the query string part of the 
rule is not a percent sign and the query string part of 
the rule does not contain an equal sign, it will be 
compared to the query string part of the entry page 
using a that match filter.

Following are some examples of entry page rules and the pages 
that will and will not match the rule.

Example 1: If the entry pages of a campaign segment are 
defined by the filter that contain ad?%referrer=google.*, 
visitors entering the Web site through the following pages 
would be attributed to the given campaign, channel, and 
segment:

/ad.cgi?referrer=google
/ad.cgi?thereferrer=google
/ad.cgi?keywords=red&referrer=google
/scripts/ad.cgi?referrer=google&keywords=red
/googlead.cgi?referrer=google-groups&keywords=red

Visitors entering through these entry pages would not be 
attributed to the given campaign, channel, and segment:

/ad.cgi?referrer=yahoo
/referral.cgi?referrer=google

Example 2: If the entry pages of a campaign are defined by 
the filter that match /ad.cgi?referrer=google, visitors 
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entering the Web site through the following pages would be 
attributed to the given campaign, channel, and segment:

/ad.cgi?referrer=google
/ad.cgi?referrer=google&keywords=red
/ad.cgi?keywords=red&referrer=google

Visitors entering through these entry pages would not be 
attributed to the given campaign, channel, and segment:

/ad.cgi?referrer=google-groups
/ad.cgi?thereferrer=google

Example 3: If the entry pages of a campaign are defined by 
the filter that end with ad.cgi?google, visitors entering the 
Web site through the following page would be attributed to the 
given campaign, channel, and segment:

/ad.cgi?google

Visitors entering through these entry pages would not be 
attributed to the given campaign, channel, and segment:

/ad.cgi?google-groups
/scripts/ad.cgi?referrer=google

Editing Campaigns

You can make changes to a campaign at the list of campaigns.

To Select the campaign in 
the list and

Delete a campaign Click Delete

Change a campaign name Click Edit

Edit a channel Click Channels
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Editing Campaign Channels

You can make changes to a campaign channel (including the 
channel type and the paid keyword parameter) at the list of 
campaign channels.

Editing Campaign Segments

You can make changes to a campaign segment at the list of 
campaign segments.

Editing Entry Pages in a Campaign

You can make changes to the filters that define the entry pages 
affiliated with a campaign segment at the list of entry pages.

To Select the channel in the 
list and 

Delete a channel Click Delete

Edit a channel Click Edit

Edit a segment Click Segments

To Select the segment in the 
list and 

Delete a segment Click Delete

Edit a segment Click Edit

Edit an entry page Click Entry Pages

To Select the entry page in 
the list and 

Delete an entry page Click Delete

Edit an entry page Click Edit
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Determining the Campaign for Visits that Fit 
Multiple Campaigns

A visit can belong to only one campaign. If you have a visit that 
meets the criteria for more than one campaign, NetTracker will 
include the visit in the first campaign it can belong to in the list 
of campaigns. You can use the Move Up and Move Down 
buttons to the right of the list to change the order of the 
campaigns.

Configuring PPC Campaigns within NetTracker

Some PPC vendors (such as Google and Overture) enable you to:

• Bid on paid keywords (corresponding to NetTracker's 
paid keywords)

• Specify destination URLs for visitors who click on the 
PPC ad. A destination URL can be specified per keyword 
or per ad text variation. 

• Create Ad Groups (Google) or Categories (Overture) 
(corresponding to NetTracker's campaign segments)

• Specify one or multiple variations of text ads

If you enable the “broad match” option (or a similar option) for 
your paid keywords, then your ads will appear not just when the 
visitor searched for the exact matching keyword that you pay 
for, but also when the visitor enters queries that contain certain 
variations or extended versions of the paid keyword. For 
example, if the paid keyword is “blue shoes”, search queries that 
match the paid keyword under broad matching could be “bright 
blue shoes”, “yellow and blue shoes”, and “blue shoes brass 
band”.

For the NetTracker Campaigns option to capture which paid 
keywords, ad groups, ad text variations, etc., resulted in a visit, 
the industry standard method is to “stuff” destination URLs' 
query strings with important information, such as (all one line)

http://www.somesite.com/MyPPCLandingPage.html?
source=Google&adgroup=123&paidkeyword=
blue+shoes&adtext=3
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When doing this, you can choose any names instead of “source”, 
“adgroup”, etc., and you can add any number of parameters to 
the query string. It is important to note that you should contact 
your PPC vendor for hints on how to facilitate the creation of 
detailed destination URLs.

Suppose that you have a campaign named “My spring 
promotion” in NetTracker. If you used destination URLs as 
shown in the example above, you could create a campaign 
channel named “Google AdWords” of type PPC/CPM. You would 
specify “paidkeyword” as the parameter NetTracker should use 
to identify the paid keyword that resulted in a visit. You would 
create a campaign segment for ad group “123”, for which you 
would specify this entry page:

starts with 
http://www.somesite.com/MyPPCLandingPage.html?source=
Google&adgroup=123

Finally, to also track which ad text was shown, you would create 
a URL parameter for “adtext”. The NetTracker 
campaign-related summaries would then track visits from your 
PPC sources at all levels of detail. You could extend the 
campaign-related summaries by:

• Creating custom reports, such as a crosstab report 
between paid keyword and keyword, to see which search 
queries triggered your paid keywords via broad 
matching.

• Creating a Parameter Summary for “adtext” to see which 
adtexts bring the most visits.

• Filtering the summaries by a conversion goal, such as 
“visits who saw the page: Thank you for filling out our 
online form” to identify which campaign components are 
the most successful at producing conversions rather than 
only visits.

Analyzing Keywords

Profile Type: Web, Proxy
252



Analyzing Marketing Efforts
NetTracker enables you to specify the rules it will use to track 
the keywords that visitors used in search engines to find your 
Web site (for Web profiles) or the keywords that users of your 
proxy server or firewall used in search engines or directories 
(for proxy profiles). NetTracker can parse keywords from the 
query string of the referring page or from the referring page 
itself. When NetTracker parses keywords from the referring 
page itself, it ignores the query string; instead, it uses the page 
value of the referrer as the keywords for the request. Keyword 
statistics appear on the Keyword Summary.

Note: NetTracker contains pre-configured keywords that use 
regular expressions. You should not modify the pre-configured 
keywords unless you have a particular need to do so after you 
review your log files. (For details about regular expressions, see 
“Using Regular Expressions with NetTracker” on page 455.)

Creating a Keyword Parsing Rule

To create a keyword parsing rule:
1 View the profile in which you want to create the keyword 

parsing rule.
2 Click the Options tab.
3 In the left-hand panel, click Keywords under 

Marketing (for Web profiles) or Content (for proxy 
profiles).

4 Click Add.
5 In the Description box, enter a description of the rule.
6 In the Type of rule list, select an option.

• To parse keywords from the query string of the 
referring page, select Query String.

• To parse keywords from the referring page itself, 
select Page.

7 Click Save Options and then click Continue.

If you selected a keyword parsing rule of type “query string,”, 
you now need to specify the parameters that should belong to 
this keyword rule. Continue with “Specifying Parameters for 
the Keyword Rule” on page 254.
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If you selected a keyword parsing rule of type “page,” you may 
need to specify the parameters that should be used to identify 
pages from which keywords will be parsed. If you specify 
parameters for a page-based keyword rule, NetTracker will 
parse keywords from the page only if it contains at least one of 
the parameters you specified for the keyword rule. If the page 
contains a parameter that you specified for the rule, or if no 
parameters are specified for the rule, the text that appears after 
the last slash in the page will be used as the keywords.

Specifying Parameters for the Keyword Rule

If you are specifying parameters immediately after creating the 
keyword parsing rule, continue with step 4. Otherwise, start 
with step 1.

To specify parameters for the keyword rule:
1 View the profile that contains the keyword parsing rule.
2 Click the Options tab.
3 In the left-hand panel, click Keywords under 

Marketing (for Web profiles) or Content (for proxy 
profiles).

4 Select the keyword rule and click Parameters.
5 Click Add.
6 Enter the name of a parameter that contains keyword 

values and click Add.
7 The parameter you entered will be used to look for 

keywords in all new data you import from now on. If this 
is what you want or if you want to add more parameters 
at this time, click Continue. If you want the parameter 
to be used to look for keywords in data you have already 
imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.

Now you need to specify which referrers or sites should be 
searched using the keyword rule.
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Specifying Referrers or Sites for a Rule

To specify referrers or sites for a rule:
1 View the profile that contains the keyword parsing rule.
2 Click the Options tab.
3 In the left-hand panel, click Keywords under 

Marketing (for Web profiles) or Content (for proxy 
profiles).

4 Select the keyword and click Included Referrers (for 
Web profiles) or Included Sites (for proxy profiles).

5 Click Add.
6 Enter a filter that describes a referrer or site to whom 

this keyword rule should be applied and click Add. (For 
details on filters, see “Filtering a NetTracker Option” on 
page 156.)

7 The keyword rule will be applied to this referrer in all 
new data you import from now on. If this is what you 
want or if you have more referrers or sites to add at this 
time, click Continue. If you want the keyword rule to be 
applied to this referrer or site in data you have already 
imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.

Specifying an Excluded URL for a Keyword Rule

You can specify URLs within the included referrer or site that 
you do not want to be searched using the keyword rule.

To specify an excluded URL:
1 View the profile that contains the keyword parsing rule.
2 Click the Options tab.
3 In the left-hand panel, click Keywords under 

Marketing (for Web profiles) or Content (for proxy 
profiles).

4 Select the keyword rule and click Excluded URLs.
5 Click Add.
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6 Enter a filter that describes a URL that should not be 
searched using the keyword rule and click Add. (For 
details on filters, see “Filtering a NetTracker Option” on 
page 156.)

7 This URL will not be searched using the keyword rule in 
all new data you import from now on. If this is what you 
want or if you have more URLs to add at this time, click 
Continue. If you want this URL to not be searched 
using the keyword rule in data you have already 
imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.

Editing Keyword Rules

You can make changes to the keyword rules at the list of rules.

To Select the rule in the list 
and

Change the name or type of 
rule

Click Edit

Delete a rule Click Delete

Change the parameters for 
the rule

Click Parameters

Change the included 
referrers or sites for the 
rule

Click Included Referrers 
or Included Sites

Change the excluded URLs 
for the rule

Click Excluded URLs
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Editing Parameters for a Rule

You can make changes to the parameters for a keyword rule at 
the list of parameters.

Editing the Included Referrers or Included Sites 
for a Rule

You can make changes to the included referrers or included sites 
for a rule.

Editing the Excluded URLs for a Rule

You can make changes to the excluded URLs for a rule at the 
list of URLs.

Keyword Parsing Example

In summary, to specify the rules NetTracker will use to track 
the keywords that visitors used to find your Web site, you need 
to:

To Select the parameter and 

Delete a parameter Click Delete

Edit a parameter Click Edit

To Select the referrer or site 
and

Delete an included referrer 
or included site

Click Delete

Edit an included referrer or 
included site

Click Edit

To Select the URLs and 

Delete an excluded URL Click Delete

Edit an excluded URL Click Edit
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1 Create a keyword parsing rule.
2 Identify the referrers (for Web profiles) or sites (for proxy 

profiles) that will be searched for keywords using the 
keyword parsing rule.

3 Specify the parameters that will belong to this rule.

For example, to track keywords from a search site located at 
example.com, where the URLs are in the format:

http://www.example.com/mysearch.cgi?searchterms=saints

and the parameter where search terms appear is searchterms, 
you would need to:

1 Create a new keyword parsing rule named Example. 
(For details, see “Creating a Keyword Parsing Rule” on 
page 253.)

2 Add example.com as a referrer using the filter that 
contain example.com. (For details, see “Specifying 
Referrers or Sites for a Rule” on page 255.) This 
instructs NetTracker to search for keywords in referrals 
from example.com.

3 Specify a parameter named searchterms. (For details, 
see “Specifying Parameters for the Keyword Rule” on 
page 254.) This instructs NetTracker to search query 
strings in referrals from example.com for the 
parameter searchterms, and extract the parameter's 
value as a keyword.

Note: If you want NetTracker to search all referrers for a 
specific parameter, you should add that parameter to the (Auto 
detect) keyword parsing rule.

Analyzing Referrers

Profile Type: Web

NetTracker enables you to track which referrers are sending the 
most visitors to your Web site. The referrer statistics appear on 
the Referrer Summary. 
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You can group traffic from multiple referrers into a single 
referrer group. This enables you to group the traffic from major 
search engines into recognizable names. For example, you could 
display the AOL Search search engine as AOL Search instead of 
search.aol.com. By default, NetTracker is configured to group 
traffic from the most common search engines.

Note: If the Referrer Summary is blank, your server is probably 
not logging the referrer field. (For details, see the server-specific 
instructions in the “Installing NetTracker” section.)

Creating a Referrer Group

To create a referrer group:
1 View the profile in which you want to create the referrer 

group.
2 Click the Options tab.
3 In the left-hand panel, click Referrer Groups under 

Marketing.
4 Click Add.
5 In the Name of referrer group box, enter the name 

you want to have displayed for the referrer group.
6 Click Save Options.
7 Click Continue.

Now you need to specify which referrers you want to be part of 
this referrer group.

Adding Referrers to a Referrer Group

If you are adding referrers immediately after creating the 
referrer group, start with step 4. Otherwise, start with step 1.

To add referrers to a referrer group:
1 View the profile that contains the referrer group.
2 Click the Options tab.
3 In the left-hand panel, click Referrer Groups under 

Marketing.
4 Select the referrer group and click Referrers.
5 Click Add.
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6 Enter a filter that describes the referrer you want to add 
to this referrer group and click Add. (For details on 
filters, see “Filtering a NetTracker Option” on page 156.) 

7 The referrer you entered will be part of this referrer 
group in all new data you import from now on. If this is 
what you want or if you have more referrers to add at 
this time, click Continue. If you want the referrer to 
belong to the referrer group in data you have already 
imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.

Editing the Referrer Groups

You can make changes to the referrer groups at the list of 
groups.

Editing Referrers in the Referrer Group

You can make changes to the referrers in the referrer group at 
the list of referrers for the group.

To Select the referrer group 
in the list and

Change the name Click Edit

Delete the referrer group Click Delete

Change the referrers in the 
referrer group

Click Referrers

To Select the referrer and 

Delete a referrer Click Delete

Edit a referrer Click Edit
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Determining the Group for Referrers that Fit 
Multiple Groups

A referrer can only belong to one referrer group. If you have a 
referrer that meets the criteria for more than one group, 
NetTracker will include the referrer in the first referrer group it 
can belong to in the list of referrer groups. You can use the 
Move Up and Move Down buttons to the right of the list to 
change the order of the referrer groups.

Analyzing Visits from Indexing Agents

Profile Type: Web

You can classify specific hosts, user agents, and referrers as 
robots or spiders. (A spider is a nonhuman agent that visits Web 
sites in order to index them for its search engine or directory. A 
robot is a nonhuman agent that visits Web sites for any 
purpose. For example, a robot could check pages for updates or 
check to ensure a site is still on the Internet.) This enables you 
to separate robots and spiders from regular Web site traffic. 
Robot and spider traffic appears separately in the Robot/Spider 
Summary and is not counted in the normal visit statistics but it 
is counted in the number of hits. By default, NetTracker is 
configured with the most common robots and spiders.

To classify a host, user agent, or referrer as a robot or 
spider:

1 View the profile in which you want to classify the 
indexing agent as a robot or spider.

2 Click the Options tab.
3 In the left-hand panel, click Robots/Spiders under 

Marketing.
4 Click Add.
5 In the Name of spider box, enter the name you want to 

have displayed for the robot/spider group.
6 Click Save Options and then click Continue.
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Adding Visitors to a Robot/Spider Group

If you are adding visitors to the robot/spider group immediately 
after creating it, start with step 4. Otherwise, start with step 1.

To add visitors to a robot/spider group:
1 View the profile that contains the robot/spider group.
2 Click the Options tab.
3 In the left-hand panel, click Robots/Spiders under 

Marketing.
4 Select the robot/spider group and click Visitors.
5 Click Add.
6 Enter a filter that describes the host, user agent, or 

referrer you want to classify as a robot or spider, and 
click Add. (For details on filters, see “Filtering a 
NetTracker Option” on page 156.)

7 The statistics for this host, user agent, or referrer will be 
classified as a robot or spider in all new log file data you 
import from now on. If this is what you want or if you 
have additional hosts, user agents, or referrers to enter 
at this time, click Continue. If you want to classify this 
host, user agent, or referrer as a robot or spider in data 
you have already imported, you will need to delete all the 
data in your profile and reimport your log files. (Note: If 
you do not still have all the log files you have imported 
into this profile, you will lose data permanently by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.
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Editing the Robot/Spider Group

You can make changes to the robot/spider groups at the list of 
groups.

Editing Visitors in the Robot/Spider Group

You can also make changes to the hosts, user agents, and 
referrers in the robot/spider group at the list of visitors for the 
group.

Determining the Group for Visitors that Fit 
Multiple Groups

A host, user agent, or referrer can only belong to one 
robot/spider group. If you have a visitor that meets the criteria 
for more than one group, NetTracker will include the visitor in 
the first robot/spider group it can belong to in the list of 
robot/spider groups. You can use the Move Up and Move 
Down buttons to change the order of the robot/spider groups in 
the list.

To Select the group in the 
list and

Change the name Click Edit

Delete a group Click Delete

Change the visitors in the 
group

Click Visitors

To Select the visitor and 

Delete a host, user agent, 
or referrer

Click Delete

Edit the host, user agent, or 
referrer

Click Edit
263



NetTracker eBusiness User’s Guide
264



16Analyzing Page Titles

You can configure NetTracker to resolve page titles. If you 
configure NetTracker to resolve page titles, the titles of pages 
appear on reports instead of the pages’ directory paths and file 
names. You can then choose to change the title that appears for 
some or all of the pages. In addition, you can specify the pages 
for which titles should be resolved, and the pages for which 
titles should not be resolved.

For Web servers that require a user name and password for 
access, you can define security realms that will enable 
NetTracker to successfully resolve the titles of pages on Web 
servers that require authentication.

Resolving Page Titles

Profile Type: Web

By default, NetTracker presents the directory paths and file 
names of the pages in the NetTracker reports. (In profiles 
whose log files are clustered for multiple sites, the URL of the 
server will precede the directory path.) If you would rather see 
the titles of the pages, you can configure NetTracker to resolve 
page titles.

To resolve page titles, NetTracker needs to connect to the Web 
server. If your log files are not clustered or are clustered for a 
single site, NetTracker will use the URL entered in the URL of 
the site being analyzed box on the General Options page. 
(For details, see “Specifying the URL of the Site Being 
Analyzed” on page 101.) If your log files are clustered for 
multiple sites, NetTracker will use the URL entered in the 
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URL of server box in the description for each server. (For 
details, see “Working with Clustered Log Files” on page 83.) If 
the URL is not correct, page titles will not be resolved.

Note: URL search and replace rules are applied before page 
titles are resolved. If the URLs modified by the search and 
replace rules do not match pages on the server, the page titles 
will not be resolved.

To resolve page titles:
1 View the profile in which you want to resolve page titles.
2 Click the Options tab. The General page appears.
3 Select the Resolve page titles check box.
4 Click Save Options.
5 Page titles that are included in profile data you import 

from now on will be resolved. If this is what you want, 
click Continue. If you want to resolve page titles that 
only appear in log file data you have already imported, 
you will need to delete your profile data and reimport 
your log files. (Note: If you do not still have every log file 
you have imported into this profile, you will lose data by 
choosing this option.) To delete your profile data, click 
Delete Profile Data.

Resolving Page Titles through a Proxy Server
If you use a proxy server for Web access, you may need to specify 
some additional information about your proxy server in order 
for NetTracker to be able to resolve page titles.

Note: NetTracker will not resolve page titles through a proxy 
server that requires authentication.

To resolve page titles through a proxy server:
1 Display the Profile Manager. (Click the Administration 

icon.)
2 Click the Options tab. The E-mail page appears.
3 In the left-hand panel, click Proxies under Network.
4 In the HTTP proxy server box, enter the host name or 

IP address of your proxy server.
5 In the HTTP proxy server port box, enter the port on 

which the proxy server is accessible.
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6 Click Save Options and then click Continue.

Editing Page Title Mappings

Profile Type: Web

If you tell NetTracker to resolve page titles, it will show page 
titles instead of file names in the NetTracker reports. You can 
change the title that appears for some or all of the pages.

Note: Editing page title mappings has no effect unless you are 
resolving page titles for this profile. (For details, see “Resolving 
Page Titles” on page 265.)

To edit page title mappings:
1 View the profile in which you want to edit page title 

mappings.
2 Click the Options tab.
3 In the left-hand panel, click Page Title Mappings 

under Page Titles.
4 Click Add.
5 In the Page box, enter the file name and the complete 

path to the file of the page whose title you want to 
change.

6 In the Page title box, enter the title you want 
NetTracker to use for this page.

7 Click Save Options and then click Continue.

The changes will take effect the next time the profile is updated.

You can change page title mappings at the Page title 
mappings list.

To Select the page title 
mapping in the list and

Delete a page title mapping Click Delete

Edit a page title mapping Click Edit
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Limiting the Pages Whose Titles 
NetTracker Should Resolve

Profile Type: Web

You can limit the pages whose titles you want NetTracker to 
resolve. For example, you may want to resolve only the titles of 
pages in a certain section on your Web site. If you are collecting 
data from page tag images, you could use this feature to instruct 
NetTracker to resolve the titles of pages on only your Web site.

To limit the pages whose titles NetTracker should resolve:
1 View the profile in which you want to add pages.
2 Click the Options tab.
3 In the left-hand panel, click Resolved Page Titles 

under Page Titles.
4 Click Add.
5 Enter a filter that describes a page or pages whose titles 

NetTracker should resolve. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

6 Click Add.
7 NetTracker will resolve page titles only for pages that 

match these filters in data you import from now on. If 
this is what you want, or if you have additional filters 
you want to add at this time, click Continue. If you 
want NetTracker to resolve page titles only for pages 
that match these filters in data you have already 
imported, you will need to delete your profile data and 
reimport your log files. (Note: If you do not still have 
every log file that you have imported into this profile, 
you will lose data by choosing this option.) To delete 
profile data, click Delete Profile Data.

You can change the list of pages whose titles NetTracker should 
resolve.

To Select the filter in the 
list and

Delete a filter from the list Click Delete

Edit a filter in the list Click Edit
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Adding Pages Whose Titles NetTracker 
Should Not Resolve

Profile Type: Web

In general, NetTracker should not attempt to resolve the page 
titles of executable files such as those files located in a directory 
containing CGI (Common Gateway Interface) scripts. If 
NetTracker attempts to resolve page titles for executable files, 
new CGI processes will be initiated that mimic those originally 
called by visitors to the Web site. This process imitates user 
traffic and may adversely affect your Web server and any 
applications it may use.

NetTracker is initially configured to not attempt to resolve the 
titles of pages that contain /cgi-bin/ or /scripts/ or that end 
with .cgi or .exe. You can specify additional pages whose titles 
NetTracker should not resolve.

To add pages whose titles NetTracker should not resolve:
1 View the profile in which you want to add pages.
2 Click the Options tab.
3 In the left-hand panel, click Unresolved Page Titles 

under Page Titles.
4 Click Add.
5 Enter a filter that describes a page or pages whose titles 

NetTracker should not resolve. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

6 Click Add.
7 NetTracker will not resolve page titles for pages that 

match these filters in data you import from now on. If 
this is what you want, or if you have additional filters 
you want to add at this time, click Continue. If you 
want NetTracker to not resolve page titles for pages that 
match these filters in data you have already imported, 
you will need to delete your profile data and reimport 
your log files. (Note: If you do not still have every log file 
that you have imported into this profile, you will lose 
data by choosing this option.) To delete profile data, click 
Delete Profile Data.
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You can change the list of pages whose titles NetTracker should 
not resolve.

Adding Security Realms

Profile Type: Web

You can define security realms that will enable NetTracker to 
successfully resolve the titles of pages on Web servers that 
require a user name and password for access. When NetTracker 
performs page title resolution for a certain page, it will check 
the security realms to find a realm to which the page belongs. If 
a matching realm exists, NetTracker will provide the Web 
server with the user name and password you defined for that 
realm.

Note: This functionality only applies to basic HTTP 
authentication.

Creating a Security Realm

To create a security realm:
1 View the profile in which you want to create the security 

realm.
2 Click the Options tab.
3 In the left-hand panel, click Security Realms under 

Page Titles.
4 Click Add.
5 In the Realm name box, enter the name of the security 

realm.
6 In the User name box, enter the user name for the 

security realm.
7 In the Password box, enter the user’s password.
8 In the Password (again) box, enter the same password 

that you entered in step 7.

To Select the filter in the 
list and

Delete a filter from the list Click Delete

Edit a filter in the list Click Edit
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9 Click Save Options and then click Continue.
10 Select the security realm and click Pages.
11 Click Add.
12 Enter a filter that describes the pages for which the user 

name and password will be provided. (For details on 
filters, see “Filtering a NetTracker Option” on page 156.)

13 Click Add.
14 The user name and password will be provided for these 

pages from now on. If this is what you want or if you 
have additional pages to enter at this time, click 
Continue. If you want to provide the user name and 
password for pages in data you have already imported, 
you can use the -resolvetitles command-line 
option to immediately resolve page titles for all known 
pages. (For details, see the “Command-Line Options” 
section in the NetTracker User’s Guide.)

15 To add another filter to this security realm, click Add. To 
return to the list of security realms, click Back to 
Security Realms.

Editing Security Realms

You can make changes to security realms at the Security 
realms for page title resolution list.

Editing Pages in the Security Realm

You can also make changes to the pages included in a security 
realm at the list of filters for the realm. (To display the list of 

To Select the security realm 
in the list and

Delete the security realm Click Delete

Change the realm name, 
user name, or password

Click Edit

Change the pages for which 
a user name and password 
will be provided

Click Pages
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filters, select a security realm in the Security realms for page 
title resolution list and click Pages.)

Determining the Security Realm for Pages that 
Fit Multiple Realms

A page can belong to only one security realm. If you have a page 
that meets the criteria for more than one realm, NetTracker 
will include the page in the first realm to which it can belong. 
You can use the Move Up and Move Down buttons to change 
the order of the security realms in the Security realms for 
page title resolution list.

To Do this

Add a filter Click Add

Delete a filter Select the filter and click Delete

Edit a filter Select the filter and click Edit
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17Analyzing Visitors or 
Users

NetTracker enables you to group your visitors or users 
according to a variety of factors (browser, department, host, and 
platform) and analyze the behavior of the group. You can also 
link the visitor and user information in NetTracker with 
information in external databases, and you can control how 
NetTracker groups traffic into visits or sessions.

Analyzing Visitors or Users by Browser

Profile Type: Web, Proxy

NetTracker enables you to track which browsers are used by 
the visitors to your site or users of your proxy server or firewall. 
Browser statistics appear on the Browser Summary. 

Note: If the Browser Summary is blank, your server is 
probably not logging the user agent field. (For details, see the 
server-specific instructions in the “Installing NetTracker” 
section.)

You can configure how browsers are reported in NetTracker 
reports. However, since NetTracker comes preconfigured to 
recognize most major browsers in use today, it is usually 
unnecessary to change any of the browser groupings.

If you do decide to change browser groupings, review these 
instructions carefully. If you are not familiar with regular 
expressions, you may want to review the regular expressions 
tutorial. (See “Using Regular Expressions with NetTracker” on 
page 455.) User agent descriptions make heavy use of regular 
expressions.
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Creating a Browser 

To create a browser:
1 View the profile in which you want to create the browser.
2 Click the Options tab.
3 In the left-hand panel, click Browsers under Visitors 

(for Web profiles) or Users (for proxy profiles).
4 Click Add.
5 In the Name of browser box, enter the name you want 

to have displayed for the browser.
6 If you want each major version of the browser to be 

reported separately, select the Append the version 
number check box. You will have to use the regular 
expression (\d+\.) in the definition of the user agents of 
the browser so NetTracker will retain the version 
information when it imports your log.

7 Click Save Options and then click Continue.
Now you need to specify which user agents you want to 
be part of this browser.

Adding User Agents to a Browser

If you just created the browser group, start with step 4. 
Otherwise, start with step 1.

Note: For browser grouping to work correctly, the value you 
enter for the user agent must match the way the user agent is 
recorded in your log files. You may want to review a sample log 
file before changing this option to ensure that you are familiar 
with the way user agents are recorded in your log files.

To add user agents to a browser:
1 View the profile that contains the browser.
2 Click the Options tab.
3 In the left-hand panel, click Browsers under Visitors 

(for Web profiles) or Users (for proxy profiles).
4 Select the browser and click User Agents.
5 Click Add.
6 Enter a filter that describes the user agent you want to 

add to this browser and click Add. (For details on filters, 
see “Filtering a NetTracker Option” on page 156.)
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7 The user agent you entered will be part of this browser 
in all new data you import from now on. If this is what 
you want or if you have more user agents to add at this 
time, click Continue. If you want the user agent to 
belong to the browser in data you have already imported, 
you will need to delete all the data in your profile and 
reimport your log files. (Note: If you do not still have all 
the log files you have imported into this profile, you will 
lose data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.

Editing the Browsers

You can make changes to the browsers at the list of browsers.

Editing User Agents in the Browser

You can make changes to the user agents in the browser at the 
list of user agents.

Determining the Browser for User Agents that Fit 
Multiple Browsers

A user agent can only belong to one browser. If you have a user 
agent that meets the criteria for more than one browser, 
NetTracker will include the user agent in the first browser it 

To Select the browser in the 
list and

Change the name or 
properties

Click Edit

Delete a browser Click Delete

Change the user agents in a 
browser

Click User Agents

To Select the user agent and 

Delete a user agent Click Delete

Edit a user agent Click Edit
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can belong to in the list of browsers. You can use the Move Up 
and Move Down buttons to change the order of the browsers in 
the list.

Analyzing Visitors or Users by Department

NetTracker enables you to track which departments are using 
your Web site, proxy server, FTP server, or streaming media 
server most often. A department is a group of related hosts or 
users (such as the finance department on a corporate intranet).

To track different departments, you need to specify which users 
or hosts belong to which departments. The department 
statistics appear on the Department Summary.

Note: You can configure NetTracker to determine department 
groupings using an external database (such as a corporate 
directory). (For details, see “Using Data Conduits” on page 215.)

Creating a Department

To create a department:
1 View the profile in which you want to create the 

department.
2 Click the Options tab.
3 In the left-hand panel, click Departments under 

Visitors (for Web, FTP, and media profiles) or Users (for 
proxy profiles).

4 Specify what NetTracker should display when you click 
the department name in the Department Summary.
• To display the host names/IP addresses, click Hosts.
• To display the user names, click Users.

5 Click Save Options and then click Continue.
6 Click Add.
7 Enter the name you want displayed for this department 

in the Department Summary.
8 Click Save Options and then click Continue.

Now you need to specify which hosts and users you want to be 
part of this department.
276



Analyzing Visitors or Users
Adding Hosts and Users to a Department

If you have just created the department, start with step 4. 
Otherwise, start with step 1.

To add hosts or users to a department:
1 View the profile that contains the department.
2 Click the Options tab.
3 In the left-hand panel, click Departments under 

Visitors (for Web, FTP, and media profiles) or Users (for 
proxy profiles).

4 Select the department and click Hosts or Users 
(depending on how you chose to define the department).

5 Click Add.
6 Enter a filter that describes the user or host you want to 

add to this department and click Add. (For details on 
filters, see “Filtering a NetTracker Option” on page 156.)

7 The user or host you entered will be part of this 
department in all new data you import from now on. If 
this is what you want or if you have other users or hosts 
that you wish to add to the department at this time, click 
Continue. If you want the user or host to belong to the 
department in data you have already imported, you will 
need to delete all the data in your profile and reimport 
your log files. (Note: If you do not still have all the log 
files you have imported into this profile, you will lose 
data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.
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Editing the Departments

You can make changes to the departments at the list of 
departments.

Editing Hosts and Users in the Department

You can also make changes to the hosts and users in the 
department at the list of filters that define the hosts and users.

Determining the Department for Hosts and Users 
that Fit Multiple Departments

A host or user can only belong to one department. If you have a 
host or user that meets the criteria for more than one 
department, NetTracker will include the host or user in the first 
department it can belong to in the list of departments. You can 
use the Move Up and Move Down buttons to change the order 
of the departments in the list.

Analyzing Visitors by Host

Profile Type: Web, FTP, Media

NetTracker enables you to track which hosts are responsible for 
the most traffic to your site. The host statistics appear on the 
Host Summary.

To Select the department in 
the list and

Delete a department Click Delete

Change the name Click Edit

Change the hosts and users 
in the department

Click Hosts or Users

To Select the filter and 

Delete a filter Click Delete

Edit a filter Click Edit
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You can group traffic from multiple hosts into a single host 
group. This enables you to group the traffic from major online 
service providers or large corporations whose traffic to your site 
comes through multiple proxy servers. For example, if someone 
from America Online is browsing your Web site, each hit to your 
site could come through a different proxy server (host), thus 
showing up as multiple hosts. If you group all hosts that end 
with .aol.com as America Online, you can improve 
sessionization. By default NetTracker is configured to group 
traffic from America Online, CompuServe, Prodigy, and WebTV. 
(For details about sessionizing, see “Changing How NetTracker 
Sessionizes Traffic” on page 291.)

Note: In the reports, you cannot drill down on a host group to 
display details.

Creating a Host Group

To create a host group:
1 View the profile in which you want to group hosts.
2 Click the Options tab.
3 In the left-hand panel, click Host Groups under 

Visitors.
4 Click Add.
5 In the Name of host group box, enter the name you 

want to have displayed for the host group.
6 In the Domain of host group box, enter the domain in 

which you want to have the group included in the 
Domain Summary. For example, to have the host group 
included in Commercial (.com) enter Commercial 
(.com).

7 If you do not want to have cookies used when 
sessionizing for hosts in this host group, select the 
Ignore cookies from this host group check box. For 
example, some online services do not consistently pass 
the same cookie for each view in a visit. This can reduce 
the accuracy of results if cookies are utilized in the visit 
calculations. In this case, you should select the check 
box. 

8 If you do not want NetTracker to consider the host group 
a single unit when sessionizing, clear the Use modified 
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host for sessionization check box. (For details about 
sessionizing, see “Changing How NetTracker Sessionizes 
Traffic” on page 291.)

9 Click Save Options and then click Continue.

Now you need to specify which hosts you want to be part of this 
host group.

Adding Hosts to a Host Group

If you have just created the host group, start with step 4. 
Otherwise, start with step 1.

To add hosts to a host group:
1 View the profile that contains the host group.
2 Click the Options tab.
3 In the left-hand panel, click Host Groups under 

Visitors.
4 Select the host group and click Hosts.
5 Click Add.
6 Enter a filter that describes the host you want to add to 

this host group and click Add. (For details on filters, see 
“Filtering a NetTracker Option” on page 156.)

7 The host you entered will be part of this host group in all 
new data you import from now on. If this is what you 
want or if you have other hosts that you wish to add to 
the group at this time, click Continue. If you want the 
host to belong to the host group in data you have already 
imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.
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Editing the Host Group

You can make changes to the host group at the list of groups.

Editing Hosts in the Host Group

You can also make changes to the hosts in the host group at the 
list of hosts for the group.

Determining the Host Group for Hosts that Fit 
Multiple Groups

A host can only belong to one host group. If you have a host that 
meets the criteria for more than one group, NetTracker will 
include the host in the first host group it can belong to in the list 
of host groups. You can use the Move Up and Move Down 
buttons to change the order of the host groups in the list.

Linking Cookie Data with Data in Other 
Databases

Profile Type: Web

Some NetTracker users gather information on their Web site 
about their visitors and store the information in an external 
database. If the database contains the value of the cookie 

To Select the host group in 
the list and

Change the name or 
properties of a host group

Click Edit

Delete a host group Click Delete

Change the hosts in the 
host group

Click Hosts

To Select the host and 

Delete a host Click Delete

Edit a host Click Edit
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assigned to each visitor, users can look up information in the 
external database while viewing the NetTracker report.

You enable NetTracker users to look up information in an 
external database by specifying a CGI script to be executed 
when a user clicks a cookie in the Cookie Summary. NetTracker 
will append the cookie to the end of the URL for the CGI script.

Here is an example of a cookie lookup URL:

http://host.domainname.com/scripts/lookup.exe?
cookie=

To link cookie data with an external database:
1 View the profile in which you want to link cookie data.
2 Click the Options tab.
3 In the left-hand panel, click Lookup Scripts under 

Visitors.
4 In the Cookie lookup URL box, enter the URL for the 

CGI script you want NetTracker to execute when a user 
clicks a cookie in the Cookie Summary.

5 Click Save Options and then click Continue.

The cookie data will be linked once the profile is updated.

Note: To transform the data in the actual cookie summary, use 
a NetTracker data conduit. (For details, see “Using Data 
Conduits” on page 215.)

Linking Host Data with Data in Other 
Databases

Some NetTracker users have an external database that 
contains information about customers and prospective 
customers. If the database also contains the customers’ and 
prospective customers’ hosts, users can look up information in 
the external database while viewing the NetTracker report.

You enable users to look up information in an external database 
by specifying a CGI script to be executed when a user clicks on a 
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host in the Host Summary. NetTracker will append the host 
name to the end of the URL for the CGI script.

Here is an example of a host lookup URL:

http://host.domainname.com/scripts/lookup.exe?
host=

To link host data with an external database:
1 View the profile in which you want to link data.
2 Click the Options tab.
3 In the left-hand panel, click Lookup Scripts under 

Visitors or Users.
4 In the Host lookup URL box, enter the URL for the 

CGI script you want NetTracker to execute when a user 
clicks on a host in the Host Summary.

5 Click Save Options and then click Continue.

The host data will work once the profile is updated.

Linking User Data with Data in Other 
Databases

Some NetTracker users have an external database that 
contains information about customers and prospective 
customers. If the database also contains the customers’ and 
prospective customers’ user data, users can look up information 
in the external database while viewing the NetTracker report.

You enable users to look up information in an external database 
by specifying a CGI script to be executed when a NetTracker 
user clicks a user in the User Summary. NetTracker will append 
the user name to the end of the URL for the CGI script.

Here is an example of a user lookup URL:

http://host.domainname.com/scripts/lookup.exe?
user=

To link user data with an external database:
1 View the profile in which you want to link data.
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2 Click the Options tab.
3 In the left-hand panel, click Lookup Scripts under 

Visitors (for Web, FTP, and media profiles) or Users (for 
proxy profiles).

4 In the User lookup URL box, enter the URL for the 
CGI script you want NetTracker to execute when a user 
clicks on a user in the User Summary.

5 Click Save Options and then click Continue.

The user data will be linked once the profile is updated.

Linking Visitor Data with Data in Other 
Databases

Profile Type: Web

Some NetTracker users have an external database that 
contains information about customers and prospective 
customers. If the database also contains the customers’ and 
prospective customers’ host name/user agent combination, 
authenticated user name, or cookie (depending on how visitors 
are identified in your profile), users can look up information in 
the external database while viewing the NetTracker report.

You enable users to look up information in an external database 
by specifying a CGI script for NetTracker to execute when a 
user clicks on a visitor in the Visitor Summary. NetTracker will 
append the host name/user agent combination or cookie to the 
end of the URL for the CGI script.

Here is an example of a visitor lookup URL (all one line):

http://host.domainname.com/scripts/lookup.exe?
visitor=

To link visitor data with an external database:
1 View the profile in which you want to link data.
2 Click the Options tab.
3 In the left-hand panel, click Lookup Scripts under 

Visitors.
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4 In the Visitor lookup URL box, enter the URL of the 
CGI script you want to be executed when a user clicks on 
a visitor in the Visitor Summary.

5 Click Save Options and then click Continue.

The visitor data will be linked once the profile is updated.

Analyzing Visitors or Users by Platform

Profile Type: Web, Proxy, Media

NetTracker enables you to track which platforms are used by 
the visitors to your server or users of your proxy server or 
firewall. Platform statistics appear on the Platform Summary. 

You can configure how platforms are reported in NetTracker 
reports. However, since NetTracker comes preconfigured to 
recognize most major platforms in use today, it is usually 
unnecessary to change any of the platform groupings.

If you do decide to change platform groupings, review these 
instructions carefully. If you are not familiar with regular 
expressions, you may want to review the regular expressions 
tutorial. (See “Using Regular Expressions with NetTracker” on 
page 455.) User agent descriptions make heavy use of regular 
expressions.

Note: If the Platform Summary is blank, your server is 
probably not logging the user agent field. (For details, see the 
server-specific instructions in the “Installing NetTracker” 
section.)

Creating a Platform

To create a platform group:
1 View the profile in which you want to group platforms.
2 Click the Options tab.
3 In the left-hand panel, click Platforms under Visitors 

or Users.
4 Click Add.
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5 In the Name of platform box, enter the name you want 
to have displayed for the platform.

6 If you want each major version of the platform to be 
reported separately, select the Append the version 
number check box. You will have to use the regular 
expression (\d+\.) in the definition of the user agents of 
the platform so NetTracker will retain the version 
information when it imports your log.

7 Click Save Options and then click Continue.

Now you need to specify which user agents you want to be part 
of this platform.

Adding User Agents to a Platform

If you have just created the platform, start with step 4. 
Otherwise, start with step 1.

Note: For platform grouping to work correctly, the value you 
enter for the user agent must match the way the user agent is 
recorded in your log files. You may want to review a sample log 
before changing this option to ensure that you are familiar with 
the way user agents are recorded in your log files.

To add user agents to a platform:
1 View the profile that contains the platform.
2 Click the Options tab.
3 In the left-hand panel, click Platforms under Visitors 

or Users.
4 Select the platform and click User Agents.
5 Click Add.
6 Enter a filter that describes the user agent you want to 

add to this platform and click Add. (For details on filters, 
see “Filtering a NetTracker Option” on page 156.)

7 The user agent you entered will be part of this platform 
in all new data you import from now on. If this is what 
you want or if you have more user agents to add at this 
time, click Continue. If you want the user agent to 
belong to the platform in data you have already 
imported, you will need to delete all the data in your 
profile and reimport your log files. (Note: If you do not 
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still have all the log files you have imported into this 
profile, you will lose data permanently by choosing this 
option.) To delete your profile data, click Delete Profile 
Data.

Editing the Platforms

You can make changes to the platforms at the list of platforms.

Editing User Agents in the Platform

You can also make changes to the user agents in the platform at 
the list of user agents.

Determining the Platform for User Agents that Fit 
Multiple Platforms

A user agent can only belong to one platform. If you have a user 
agent that meets the criteria for more than one platform, 
NetTracker will include the user agent in the first platform it 
can belong to in the list of platforms. You can use the Move Up 
and Move Down buttons to change the order of the platforms 
in the list.

To Select the platform in the 
list and

Change the name or 
properties of a platform

Click Edit

Delete a platform Click Delete

Change the user agents in a 
platform

Click User Agents

To Select the user agent and 

Delete a user agent Click Delete

Edit a user agent Click Edit
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Changing the Number of Minutes between 
Visits or Sessions

By default, if 30 minutes elapse without a new page view or 
download, NetTracker considers the next page view or 
download from a given user to be part of the next visit or 
session. For example, if a visitor comes to your Web site, leaves, 
and comes back within 30 minutes, NetTracker will consider 
the visitor’s return as part of the same visit. Also, if a visitor 
stays on one page on your Web site without clicking on another 
link for 30 minutes, the visit will time out, and NetTracker will 
see the next page the visitor views while on your site as part of a 
different visit.

If your site contains large amounts of text or large files, you 
may want to increase the number of minutes between visits. If 
your site has small amounts of text or small files, you may want 
to decrease the number of minutes between visits.

To change the number of minutes between visits:
1 View the profile in which you want to change the number 

of minutes between visits or sessions.
2 Click the Options tab.
3 In the left-hand panel, click Sessionization under 

Visitors or Users.
4 In the Number of minutes between visits box, enter 

the maximum number of minutes that can elapse 
between two consecutive page views by the same visitor 
and still be classified as the same visit. (For non-Web 
server profiles, the option name is Number of minutes 
between sessions.)

5 Click Save Options.
6 NetTracker will use the new time value to sessionize 

traffic in all new data that you import from now on. (For 
details about sessionizing, see “Changing How 
NetTracker Sessionizes Traffic” on page 291.) If this is 
what you want, click Continue. If you want NetTracker 
to use the new time value to sessionize traffic in data you 
have already imported, you will need to delete your 
profile data and reimport your log files. (Note: If you do 
not still have every log file that you have imported into 
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this profile, you will lose profile data by choosing this 
option.) To delete profile data, click Delete Profile 
Data.

Specifying an Opt-Out Cookie Value

Profile Type: Web

Some Web sites allow visitors to “opt out” of receiving persistent 
cookies from the Web site in the future. If the visitor chooses to 
opt out, the site assigns a persistent “blank” cookie containing a 
non-unique value (usually “OPT_OUT”) to the visitor to indicate 
that the cookie cannot be used for identification.

You can configure NetTracker to recognize an opt-out cookie 
value. A cookie whose value matches the value you specify will 
not be used for sessionization and will not be assigned a cookie 
ID. The cookie value for the corresponding visits and views will 
appear as None on the Cookie Summary.

To specify an opt-out cookie value:
1 View the profile in which you want to specify an opt-out 

cookie value.
2 Click the Options tab.
3 In the left-hand panel, click Sessionization under 

Visitors.
4 In the Opt-out cookie value box, enter the opt-out 

cookie value. This value is case-sensitive.
5 Click Save Options.
6 NetTracker will use the opt-out cookie value in all new 

data that you import from now on. If this is what you 
want, click Continue. If you want NetTracker to use the 
opt-out cookie value in data you have already imported, 
you will need to delete your profile data and reimport 
your log files. (Note: If you do not still have every log file 
that you have imported into this profile, you will lose 
profile data by choosing this option.) To delete profile 
data, click Delete Profile Data.
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Using the Sessionization Parameter Value 
for Visitor Identification

Profile Type: Web

If NetTracker is set up to use the value of a parameter to 
determine sessionization, you can specify whether NetTracker 
should also use that value to identify visitors. This option is 
useful if your sessionization parameters remain the same 
between visits by the same visitor. (For details about 
sessionizing, see “Changing How NetTracker Sessionizes 
Traffic” on page 291.)

To use the sessionization parameter value for visitor 
identification:

1 View the profile in which you want to use the 
sessionization parameter value for visitor identification.

2 Click the Options tab.
3 In the left-hand panel, click Sessionization under 

Visitors.
4 Select the Use parameter value for visitor 

identification check box.
Note: This check box will only appear if you have 
previously defined parameters for this profile. (For 
details, see “Analyzing Parameters” on page 218.)

5 Click Save Options.
6 NetTracker will use this parameter value for visitor 

identification in all new data that you import from now 
on. If this is what you want, click Continue. If you want 
NetTracker to use this parameter value for visitor 
identification in data you have already imported, you 
will need to delete your profile data and reimport your 
log files. (Note: If you do not still have every log file that 
you have imported into this profile, you will lose profile 
data by choosing this option.) To delete profile data, click 
Delete Profile Data.
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Changing How NetTracker Sessionizes 
Traffic

When NetTracker analyzes your log file data, it groups together 
all the activity by an individual during one visit (for example, 
all the pages viewed by a visitor during one visit to your Web 
site). This grouping of page views into visits is called 
sessionization. To sessionize, NetTracker must match user 
information from one page view entry in the log file with 
another page view entry. There are several possible methods for 
sessionization. You can specify for each profile which methods 
you want NetTracker to use.

NetTracker will use the sessionization methods that you have 
selected in the order they appear. If NetTracker is unable to 
sessionize using any of the selected methods, it will sessionize 
using a combination of the host name/IP address and user 
agent.

To change how NetTracker sessionizes traffic:
1 View the profile in which you want to determine 

sessionization.
2 Click the Options tab.
3 In the left-hand panel, click Sessionization under 

Visitors (for Web, FTP, and media profiles) or Users (for 
proxy profiles).

4 If you want NetTracker to use the value of a parameter 
to determine sessionization, select the Parameter 
value for check box. Then select the parameter from the 
list of parameters defined in the profile.
Note: This check box will only appear if you have 
previously defined parameters for this profile. (For 
details, see “Analyzing Parameters” on page 218.)
Note: Parameter whose values are not being stored in 
the NetTracker database will not appear in the list of 
parameters. (For details, see “Analyzing Parameters” on 
page 218.)

5 If you want NetTracker to use the authenticated user 
name to determine sessionization, select the 
Authenticated user name check box.
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6 If you want NetTracker to use a visitor identification 
cookie to determine sessionization, select the Visitor 
identification cookie check box. Then enter the name 
of the cookie. (If you are using the Sane Web Server 
Plug-in, leave the cookie name set to the default.) (For 
details, see “Using Visitor Identification Cookies” on 
page 292.)
Note: This option only appears for Web profiles.

7 Click Save Options.
8 NetTracker will sessionize traffic according to your 

specifications for all new data that you import into this 
profile. If this is what you want, click Continue.
If you want NetTracker to use your specifications to 
sessionize log file data you have already imported, you 
will need to delete your profile data and reimport your 
log files. (Note: If you do not still have every log file that 
you have imported into this profile, you will lose profile 
data by choosing this option.) To delete profile data, click 
Delete Profile Data.

Using Visitor Identification Cookies

If you are using software other than the Sane Web Server 
Plug-in to set visitor identification cookies, you can configure 
NetTracker to use those cookies to track visitors across your 
site. To do this, your cookie must be recorded in the Web log in 
the format CookieID=CookieValue. For example, if your cookies 
were being recorded as ASPID=114567, enter ASPID in the 
Visitor identification cookie box.

If your cookie contains multiple name/value pairs separated by 
ampersands (for example, YourID=First=John&Last=
Doe&Number=123), enter the cookie name, an equal sign, and 
the name of the cookie fragment that contains the information 
on which you want to sessionize. (In the example above, you 
would enter YourID=Number if you want to sessionize by the 
Number parameter.)

For the data that NetTracker generates to be accurate using 
your own cookie rather than the default SaneID, you also need 
to be setting cookies in the same manner as the Sane Web 
Server Plug-in. On a visitor’s first request for a page from the 
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Web site, you must set a cookie in the visitor’s browser (if the 
visitor does not already have one). For each subsequent request 
to the Web site during this first visit and any other visits made 
to the Web site, the server must read this cookie and record it in 
the Web log in its cookie field. To prevent visitors who have 
cookies turned off from getting a new cookie for every new page 
view, ensure you are logging the cookie received by the Web 
server and not the cookie sent by the Web server.

Analyzing Visitor Profiles

Profile Type: Web

NetTracker enables you to track how often the members of 
various visitor profiles are coming to your Web site. A visitor 
profile is a group of visitors that you have defined on the Visitor 
Profile page of your Web server profile. You can sort visitors into 
groups based on any of a large number of filters, including visit 
type (repeat or new), visit duration, pages viewed, initial 
referrer, or content group. 

A visit is considered a member of every profile whose filters it 
matches. Visitor profiles can be used to gain a deeper 
understanding of exactly how visitors arrive at your site and 
what interests them most during a visit.

Visitor profile statistics appear on the Visitor Profile Summary.

Visitor profiles are used in scenario reports to track visitor 
behavior across multiple visits. (For details about scenario 
reports, see “Creating a Scenario Report” on page 174.)

Creating a Visitor Profile

To create a visitor profile:
1 View the profile in which you want to create a visitor 

profile.
2 Click the Options tab.
3 In the left-hand panel, click Visitor Profiles under 

Visitors.
4 Click Add.
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5 Enter a name for the profile.
6 Click Save Options and then click Continue.
7 Select the visitor profile and click Visitors.
8 Click Add Filter.
9 Select a filter type from the list and click Continue.
10 Enter the values for the filter. (For details on filters, see 

“Filtering a NetTracker Option” on page 156.)
11 Click Continue.
12 Repeat step 8 through step 11 until you have entered all 

the filters you want for the visitor profile.
13 Click Save Filters and then click Continue.

Note: You cannot add a filter group that contains a visitor 
profile to a visitor profile.

Your visitor profiles will be in effect the next time you run an 
update.

Editing the Visitor Profiles

You can make changes to the visitor profiles at the list of visitor 
profiles.

To Select the profile in the 
list and

Change the name Click Edit

Delete a visitor profile Click Delete

Change the filters for a 
profile

Click Visitors
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Editing the Visitor Filters for the Visitor Profile

You can also make changes to the visitor filters for the visitor 
profile at the list of filters.

Changing the Order of Visitor Profiles

You can use the Move Up and Move Down buttons to change 
the order of the visitor profiles in the list. However, unlike some 
other options, changing the order has no affect on the reports.

Analyzing Visitors by Player

Profile Type: Media

NetTracker enables you to track which media players are used 
by the most visitors. Player statistics appear on the Player 
Summary.

You can configure how players are reported in NetTracker 
summaries. However, since NetTracker comes preconfigured to 
recognize most major media players in use today, it is usually 
unnecessary to change any of the player groupings.

If you do decide to change player groupings, review these 
instructions carefully. If you are not familiar with regular 
expressions, you may want to review the regular expressions 
tutorial. (See “Using Regular Expressions with NetTracker” on 
page 455.) User agent descriptions make heavy use of regular 
expressions.

Creating a Player

To create a player group:
1 View the profile in which you want to create the player.

To Select the visitor filter 
and 

Delete a filter Click Delete Filter

Edit the filter Click Edit Filter
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2 Click the Options tab.
3 In the left-hand panel, click Players under Visitors.
4 Click Add.
5 In the Name of player box, enter the name you want to 

have displayed for the player.
6 If you want each major version of the player to be 

reported separately, select the Append version 
number check box. You will have to use the regular 
expression (\d+\.) in the definition of the user agents of 
the player so NetTracker will retain the version 
information when it imports your log.

7 Click Save Options and then click Continue.

Now you need to specify which user agents you want to be part 
of this player.

Adding User Agents to a Player

If you have just created the player, start with step 4. Otherwise, 
start with step 1.

Note: For player grouping to work correctly, the value you enter 
for the user agent must match the way the user agent is 
recorded in your log files. You may want to review a sample log 
before changing this option to ensure that you are familiar with 
the way user agents are recorded in your log files.

To add user agents to a player:
1 View the profile that contains the player.
2 Click the Options tab.
3 In the left-hand panel, click Players under Visitors.
4 Select the player and click User Agents.
5 Click Add.
6 Enter a filter that describes the user agent you want to 

add to this player and click Add.
7 The user agent you entered will be part of this player in 

all new data you import from now on. If this is what you 
want or if you have more user agents to add at this time, 
click Continue. If you want the user agent to belong to 
the player in data you have already imported, you will 
need to delete all the data in your profile and reimport 
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your log files. (Note: If you do not still have all the log 
files you have imported into this profile, you will lose 
data permanently by choosing this option.) To delete 
your profile data, click Delete Profile Data.

Editing the Players

You can make changes to the players at the list of players.

Editing User Agents in the Player

You can make changes to the user agents in the player at the 
list of user agents.

Determining the Player for User Agents that Fit 
Multiple Players

A user agent can only belong to one player. If you have a user 
agent that meets the criteria for more than one player, 
NetTracker will include the user agent in the first player it can 
belong to in the list of players. You can use the Move Up and 
Move Down buttons to change the order of the players in the 
list.

To Select the player in the 
list and

Change the name or 
properties of a player

Click Edit

Delete a player Click Delete

Change the user agents in 
the player

Click User Agents

To Select the user agent and 

Delete a user agent Click Delete

Edit a user agent Click Edit
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18Editing the 
Administrative 
Options

The administrative options determine the look of the Profile 
Manager. They also specify the settings to be used when 
NetTracker sends e-mail messages or communicates over 
networks. The administrative options affect all profiles.

Configuring NetTracker to Use the 
Appropriate Mail Server

Before you can e-mail any summaries, you must configure 
NetTracker to use the correct settings for your e-mail server. 
You specify the e-mail settings in the administrative options, so 
the settings will apply to all of your profiles. (For details, see 
“Configuring NetTracker to Use the Correct E-mail Settings” on 
page 127.)

Specifying the Recipients of Error 
Messages

NetTracker will automatically send an e-mail message if it 
encounters a log file error or database error while updating a 
profile. You can specify the e-mail address of the people who 
should receive these e-mail messages. If you do not specify at 
least one e-mail address, NetTracker will not be able to send 
the error notification.

To specify the recipients of error messages:
1 Display the Profile Manager.
2 Click the Options tab. The E-mail page appears.
3 In the Administrator’s address box, enter the e-mail 

addresses of the people who should be notified when 
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NetTracker encounters a log file access error. The 
addresses should be separated by commas. (Spaces 
before or after the commas will be ignored.)

4 Click Save Options and then click Continue.

Manually Specifying the DNS Server 
Address

Any application that resolves host names needs to know the 
address of a DNS server. Usually, NetTracker can retrieve the 
address automatically. However, sometimes this information is 
impossible to retrieve on some systems and must be entered 
manually. 

To manually specify the DNS server address:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click DNS under Network.
4 In the DNS server address box, enter the host name or 

IP address of a DNS server.
5 Click Save Options and then click Continue.

Changing the Number of IP Addresses 
NetTracker Resolves at One Time

When NetTracker resolves host names in your log files, a 
number of requests for host name resolution can be pending at 
once. You can change how many pending requests are allowed.

Because each pending request uses both memory and network 
resources, lowering this value can lower NetTracker memory 
use and network resource use when NetTracker is set to resolve 
host names. 

In general, this value should not be altered without consulting 
Sane Solutions technical support.

To change the number of IP addresses NetTracker resolves 
at once:

1 Display the Profile Manager.
2 Click the Options tab.
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3 In the left-hand panel, click DNS under Network.
4 In the Maximum simultaneous DNS requests box, 

enter the number of IP addresses NetTracker should 
attempt to resolve at once. The default is 2000.

5 Click Save Options and then click Continue.

Specifying How Much Time to Allow for a 
Reverse DNS Lookup

By default, when NetTracker performs reverse DNS lookups (to 
resolve host names), it stops a lookup if it has not been 
completed after 3 seconds. For users with slower connections, a 
3-second timeout may result in some reverse DNS lookups being 
stopped prematurely. This results in less than accurate 
sessionization, particularly when dealing with hosts that should 
be affected by host grouping. However, you can increase the 
number of seconds you want NetTracker to wait before stopping 
a DNS lookup.

To specify how much time to allow for a reverse DNS 
lookup:

1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click DNS under Network.
4 In the Reverse DNS timeout box, enter the number of 

seconds you want NetTracker to wait before stopping a 
DNS lookup (to resolve host names). The slower your 
connection, the larger your timeout setting should be. 
Enter a number from 2 to 120. The default is 3.

5 Click Save Options and then click Continue.

Specifying How Many Times NetTracker 
Should Retry a DNS Lookup

By default, when resolving host names, NetTracker makes four 
retries to resolve a given IP address. However, sometimes the 
DNS lookup process stops because it times out, resulting in an 
IP address never being resolved even though resolution may be 
possible. You can increase the number of times that NetTracker 
should try to resolve a host name. (There is always one attempt; 
if it fails, it is retried a specified number times.)
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To specify how many times NetTracker should retry a DNS 
lookup:

1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click DNS under Network.
4 In the Reverse DNS retries box, enter the number of 

times that NetTracker should try to resolve a given IP 
address. Enter a number from 0 to 100. The default is 4.

5 Click Save Options and then click Continue.

Resolving Page Titles through a Proxy 
Server

If you use a proxy server for Web access, there are some 
additional settings you need to enter before NetTracker can 
resolve page titles. For details, see “Resolving Page Titles 
through a Proxy Server” on page 266.

Specifying the Database Session Options

You can specify certain database parameters that will be used 
each time NetTracker connects to your database. Setting this 
option can aid in tuning the performance of your database 
under certain limited circumstances. In general, the default 
values for this option should not be changed without consulting 
Sane Solutions technical support.

To specify the database session options:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Advanced under Main.
4 In the Database session options box, enter the 

parameters that NetTracker should use when 
connecting to your Oracle, SQL Server, DB2, MySQL, or 
Teradata database.

5 Click Save Options and then click Continue.
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Accessing FTP Servers in Passive Mode

If you work behind a firewall, you may need to enable Passive 
FTP (PASV FTP) to allow NetTracker to download log files from 
an FTP server outside the firewall. This option is on by default.

To access FTP servers in passive mode:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Proxies under Network.
4 Select the Use passive mode FTP check box.
5 Click Save Options and then click Continue.

Turning Off Log File Browsing

By default, NetTracker users can browse file systems to locate 
log files. If you have security concerns, you may want to disable 
this feature.

System administrators can completely prevent NetTracker 
users from accessing the log file options for a profile by setting a 
password for the profile. For details, see “Using a Password to 
Restrict Access to NetTracker Functions” on page 114.

To turn off log file browsing:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Advanced under Main.
4 Clear the Enable log file browsing check box.
5 Click Save Options and then click Continue.

Disabling the Administration Icon

By default, NetTracker includes the Administration icon on 
pages within a profile so users can return to the Profile 
Manager as needed. If you want to discourage viewers of 
profiles from being able to access the Profile Manager, you can 
hide the icon.

Note: If you are using roles and authenticated NetTracker 
users, the setting for the Interface : Icon : Administration 
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privilege takes precedence over the Enable Administration 
button option.

To hide the Administration icon:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Advanced under Main.
4 Clear the Enable Administration button check box.
5 Click Save Options and then click Continue.

The change will take effect immediately.

Disabling the NetTracker Homepage Icon

You can prevent the NetTracker Homepage icon from 
displaying when a profile is viewed by an unauthenticated user. 
Clicking the NetTracker Homepage icon displays an 
authenticated user’s customized list of profiles or displays the 
login page if the user is not yet authenticated. If you are not 
using authenticated users in your NetTracker installation, you 
may want to hide the NetTracker Homepage icon.

Note: If you are using roles and authenticated NetTracker 
users, the setting for the Interface : Icon : NetTracker 
Homepage privilege takes precedence over the Enable 
NetTracker Homepage button option.

To hide the NetTracker Homepage icon:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Advanced under Main.
4 Clear the Enable NetTracker Homepage button 

check box.
5 Click Save Options and then click Continue.

The change will take effect immediately.

Running Drilldowns as a Separate Process

Most Web servers only allow a CGI process to run for a limited 
amount of time. If the CGI process created when drilling down 
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into a NetTracker report exceeds this limit, the Web server will 
stop the drilldown process. To successfully drill down into 
reports that would otherwise exceed the Web server’s CGI 
timeout, you can choose to run drilldowns as a separate 
background process.

To run drilldowns as a separate process:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Advanced under Main.
4 Select the Run drilldowns in background check box.
5 Click Save Options and then click Continue.

The change will take effect immediately.

Specifying Environment Variables

You can specify the environment variables that are needed for 
NetTracker to work properly with your setup. For example, you 
could use the time zone variable to change the times in your 
NetTracker reports to GMT. The environment variables you 
specify will be in effect for the life of the NetTracker process.

To specify an environment variable:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Main and then click 

Environment Variables.
4 Click Add.
5 In the Name of variable box, enter the name of the 

environment variable you want to set.
6 In the Value of variable box, enter the value to which 

the environment variable should be set.
7 Click Save Options.
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Editing Environment Variables

You can make changes to the environment variables at the 
Environment variables to be defined list.

Configuring How Dates and Times Appear 
in the Profile Manager

You can choose whether you want NetTracker to display times 
on the Profile Manager using the 12-hour clock or the 24-hour 
clock. You can also choose the date format you want NetTracker 
to use when displaying dates in the Profile Manager. The date 
and time settings primarily affect the footer on the Profile 
Manager pages.

Note: This option also determines the dates and times used for 
the NetTracker Homepage.

To configure how dates and times appear in the Profile 
Manager:

1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Locale under Main.
4 In the Display time as list, select the clock type you 

want NetTracker to use.
5 In the Display date as list, select the date format you 

want NetTracker to use.
6 Click Save Options and then click Continue.

To Select the environment 
variable in the list and

Change an environment 
variable

Click Edit

Delete an environment 
variable

Click Delete
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Changing the Character Set Used in the 
Profile Manager

You can select the character set that NetTracker will use to 
display text in the Profile Manager. In general, the character set 
should not be changed.

Note: This option also determines the character set used for the 
NetTracker Homepage.

To change the character set used in the Profile Manager:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Locale under Main.
4 In the Character set list, select the character set you 

want NetTracker to use for the Profile Manager.
5 Click Save Options and then click Continue.

Changing the Language Used in the 
Profile Manager 

You can select the language that NetTracker will use to display 
text in the Profile Manager. The languages available depend on 
which NetTracker language packs you have installed. 
(Language packs are available at www.sane.com/download/.)

Note: This option also determines the language used for the 
NetTracker Homepage.

To change the language used in the Profile Manager:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Locale under Main.
4 In the Language list, select the language you want 

NetTracker to use for the administrative pages.
5 Click Save Options and then click Continue.
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Specifying the User Authentication 
Method

You can specify the method that NetTracker uses to 
authenticate users.

To specify the user authentication method:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Authentication under 

Users.
4 In the Authenticate using list, select the 

authentication method you want NetTracker to use.
• To have NetTracker use a data conduit to 

authenticate users using an external database, select 
External database. A data conduit will be used to 
verify that the user name and password the user 
enters on the NetTracker User Logon page are 
valid.

• To have NetTracker authenticate user names and 
passwords using the internal NetTracker user 
database, select Internal database. The user name 
and password the user enters on the NetTracker 
User Logon page will be compared against those 
stored in the database.

• To have NetTracker rely on the Web server to 
authenticate users, select Web server. The user is 
verified by the password protection built into the 
Web server. Therefore, the user will not need to enter 
a user name and password to log on to NetTracker.

Note: Regardless of the authentication method you 
select, each NetTracker user must be defined in the 
internal NetTracker user database so that you can 
associate roles and views for particular profiles with 
specific users. (For details about adding users to the 
internal NetTracker user database, see “Creating Users” 
on page 319.)

5 From the Logins expire list (available only if the 
authentication method is External database or 
Internal database), select Never to have 
authenticated NetTracker users stay logged on to 
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NetTracker until they manually log out.To have their 
logins expire when their browsers close, select When 
the browser is closed.

6 In the Full path to conduit box (available only if the 
authentication method is External database or Web 
server), enter the full path (including the file name) to 
the .dll (Windows) or .so (UNIX) file for the conduit.

7 In the Full path to conduit config box (available only 
if the authentication method is External database or 
Web server), enter the full path (including the file 
name) to the configuration file for the conduit.

8 Click Save Options and then click Continue.

Restricting Access to the Profile Manager

NetTracker enables you to restrict access to the Profile 
Manager. (The Profile Manager is where you can view, create, 
edit, and remove profiles. It is also where you can set the 
administrative options, which affect all NetTracker profiles.)

You restrict access by setting an option that specifies whether 
the Administrator : Administration : Profile Manager 
privilege must be present in the user’s default role for the user 
to be able to access the Profile Manager.

Note: If you do not restrict access to the Profile Manager, it will 
be available to both authenticated and unauthenticated users.

To restrict access to the Profile Manager:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Authentication under 

Users.
4 Select the Restrict access to Profile Manager check 

box.
The user will now be allowed access to the Profile 
Manager only if the Administrator : Administration : 
Profile Manager privilege is present in the user’s 
default role. If this check box is selected, and the 
privilege is not present in the user’s default role or the 
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user is not logged on to NetTracker, the user will be 
redirected to his or her NetTracker Homepage.

5 Click Save Options and then click Continue.
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19Customizing the 
NetTracker Interface

Note: This chapter is intended for the NetTracker 
administrator, the person responsible for defining roles and 
views, creating NetTracker users, and assigning roles and 
views to users.

As the NetTracker administrator, you can specify a unique 
combination of features for each NetTracker user or for a group 
of users, such as marketing personnel. For example, you can 
control:

• The reports, options, and icons that each user sees
• The users who can change profiles
• The users who can access options in the Profile Manager

The ability to customize the NetTracker interface enables you 
to provide a more convenient and intuitive NetTracker 
experience for your users.

You customize the NetTracker interface using views, roles, and 
authenticated users. Views control which reports are available 
in a profile. Roles control which actions and options are 
available. Authenticated users connect views and roles to the 
NetTracker users.

Note: You can also use the Password option in each profile to 
restrict access to certain options to only those who know the 
password. However, authenticated users provide a more 
customized approach for individual users.
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Creating Profile Views

A profile view is a collection of reports, both predefined and 
custom, organized into folders. You can create profile views to 
make it more convenient for users who only want to view a 
subset of the reports. For example, you can create one view for 
users who make decisions about marketing and another view 
for users who monitor the technical issues of the Web site.

You can combine profile views with user authentication to block 
some users from viewing some reports. (For details, see 
“Creating Users” on page 319.)

Views also allow you to group the reports into folders that may 
be more intuitive or convenient for your users. You can store 
custom reports in the same folders as related standard reports.

Every profile has a complete profile view that cannot be edited. 
A complete profile view is a predefined view that contains all 
available reports.

To create a profile view:
1 View the profile in which you want to create the profile 

view.
2 Click the Options tab.
3 In the left-hand panel, click Views under Interface.
4 Click Add.
5 In the Name of view (one word) box, enter a name for 

the view. The name will be used both internally by 
NetTracker and as a shortcut to access the view directly 
from a browser. (For details, see “Accessing Views 
Through a URL” on page 316.) You may only use 
alphanumeric characters and hyphens, and the first 
character must be a letter. Once the view is created, you 
cannot change the name.

6 In the Title of view box, enter a title for the view. The 
title will appear in the list of views. The title also 
appears as the heading of the report list, which is in the 
left-hand panel on the Reports tab.

7 Click Save Options and then click Continue.
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Now you need to create the folders for this view.

Creating Folders for the View

Folders organize the reports available within each view. Folders 
appear as expandable groups of reports in the report list. 
Folders may contain various types of reports, but not other 
folders. You can create a maximum of 20 folders in each view.

If you want to create folders immediately after creating a view, 
start with step 4. Otherwise, start with step 1.

To create a folder in a view:
1 View the profile that contains the view.
2 Click the Options tab.
3 In the left-hand panel, click Views under Interface.
4 Select the view for which you want to create a folder, and 

then click Folders.
5 Click Add.
6 In the Name of folder box, enter a name for the folder.
7 Click Save Options and then click Continue.

Once you have created the folders you want, you need to add 
reports to them.

Adding Reports to Folders

Reports, which you can access from the report list in the 
left-hand panel on the Reports tab, can include standard 
summaries, dashboards, saved custom reports, and external 
reports. When you select a report from the report list, the source 
report appears in the right-hand panel on the Reports tab.

If you are adding reports immediately after creating the folders, 
start with step 5. Otherwise, start with step 1.

To add a report to a folder:
1 View the profile that contains the view.
2 Click the Options tab.
3 In the left-hand panel, click Views under Interface.
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4 Select the view that contains the folder and click 
Folders.

5 Select the folder to which you want to add reports and 
click Reports.

6 Click Add.
7 In the Report source list, select an option.

• Select the summary, dashboard, or saved custom 
report you want to add to the folder. The list includes 
all saved custom reports in the profile and all 
standard reports that appear in the Selected 
summaries list in the Summaries options for the 
profile and that NetTracker is configured to 
generate.

• Select (All saved custom reports) to have all saved 
custom reports appear in the folder.

• Select (External report) to add an external report 
to the folder.

8 In the Report title box, enter a title for the report or 
accept the default title.

9 If you selected (External report) in step 7, enter a URL 
for the report in the Report URL box. (The Report 
URL box will not appear if you selected a different 
option in step 7.) The Report URL is the browser 
location for the external report. This location may be any 
location that your browser can access. If the Report 
URL you enter does not begin with http:// or another 
location prefix, http:// will be placed at the beginning of 
the URL when you continue with step 10.

10 Click Save Options and then click Continue.
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Editing Views

You can make changes to the view at the View definitions list.

You can also use the Edit the current view button to make 
changes to a view while viewing it. (For details, see “Editing the 
Current View” on page 317.)

Editing Folders in Views

You can make changes to the folders in a view at the Folder 
definitions for view list.

Changing to Another View

If a profile contains multiple views and if you have permission 
to change your view, you can change views from within the 
NetTracker interface. For example, you can change from the 
complete profile view (a predefined view that contains all 
available reports) to a view that contains a subset of available 
reports. (For details on creating views, see “Creating Profile 
Views” on page 312.)

To Select the view in the list 
and

Change the title Click Edit

Delete the view Click Delete

Copy the view Click Copy

Change the folders or 
reports included in the view

Click Folders

To Select the folder in the 
list and

Change the name Click Edit

Delete the folder Click Delete

Change the reports 
included in the folder

Click Reports
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To change to another view:
1 View the profile that contains multiple views.
2 On the Reports tab, click the view title (for example, 

Available Reports) in the heading of the report list. A 
list of available views appears.

3 Click the desired view. (To scroll down through the 
views, point your cursor at the up arrow in the heading 
of the list until you see the view you want; to scroll up, 
point your cursor at the down arrow until you see the 
view you want.) The current view will change to the 
selected view.
Note: To return to the current view from the list of 
available views, click the Close button in the heading of 
the list. The list of available views will close and the 
current view will not change.

Accessing Views Through a URL

Each view defined in the profile options can be accessed through 
a distinct URL. The URL is of the form

http://HTMLURL/profile/viewname/index.html

where HTMLURL is the HTML URL that was entered during 
the installation, profile is the short profile name, and 
viewname is the name of the view (not the title). The ability to 
access a view through a URL is a convenient way for personnel 
(such as marketing personnel) to view the reports that are of 
the most interest to them.

If an authenticated user who does not have the privilege for 
changing views attempts to access a view other than the user’s 
default view (and the view the user is trying to access is not 
restricted by Web server security settings), NetTracker will 
display the user’s default view. NetTracker cannot control 
attempts to access views which are restricted by Web server 
security settings.
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Editing the Current View

If your NetTracker administrator has given you permission, you 
can edit the current profile view. The current view is the 
collection of reports, both predefined and custom, organized into 
folders that appear in the left-hand panel on the Reports tab.

To edit the current view:
1 View the profile.
2 Change to the profile view you want to edit. (For details, 

see “Changing to Another View” on page 315.)
3 Click the Edit the current view button (the left-most 

button beneath the report list in the left-hand panel on 
the Reports tab).
Note: The Edit the current view button does not 
appear if the current view is the complete profile view.

4 To change the title of the view, change the text in the 
Title of view box and click Save Options. (The view 
title is the heading that appears above the list of reports 
on the Reports tab.)

5 To add a folder to the view, click Add and enter a name 
for the folder. Then click Save Options.

6 To delete a folder, select it and click Delete.
7 To change a folder’s name, select it and click Edit. Then 

click Save Options.
8 To change the reports in a folder, select the folder and 

click Reports. Then do one of the following:
• To add a report to the folder, click Add and select a 

report in the Report source list. Enter a title in the 
Report title box and click Save Options.

• To remove a report from the folder, select the report 
and click Delete.

• To edit a report in the folder, select the report and 
click Edit. Make your changes and click Save 
Options.

9 Click Back to Folders at the bottom of the Edit 
Current View page.

10 When you have made all your changes, click Display 
Modified View at the bottom of the Edit Current 
View page to see your changes take effect on the 
Reports tab.
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Creating Roles

A role is a collection of privileges. Roles control which icons and 
options appear in the NetTracker interface. For example, if the 
role does not include the Interface : Icon : Export privilege, 
the Export icon will not be displayed.

Create roles if you want to restrict user access to certain 
features.

Note: If you do not have a use for roles, you do not need to 
create them.

Note: Roles are designed to make the NetTracker interface 
more convenient for users. Roles hide certain options by not 
including them in the interface. However, motivated users could 
still access those pages through their Web browser. To prevent 
access to the pages, use your Web server’s security features.

Note: If you assign the administrator role with the privilege 
Administrator : Profiles : Override No Access as your 
default role (see “Creating Users” on page 319), you will be able 
to access all profiles without having to specify a role and default 
view for each profile in the user profile settings.

Roles are created in the administrative options so that the same 
role can be used in multiple profiles.

To create a role:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Roles under Users.
4 Click Add.
5 In the Name of role (one word) box, enter a name for 

the role you want to create.
6 In the Title of role box, enter the role title. The title will 

appear in the list of roles.
7 Click Save Options.
8 Select the role you just created and click Privileges.
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9 To move a privilege from the Available privileges list 
to the Granted privileges list, select the privilege and 
click the arrow button that points to the right.
Note: You can use the Ctrl and Shift keys to select 
multiple privileges at the same time.

10 To move a privilege from the Granted privileges list to 
the Available privileges list, select the privilege and 
click the arrow button that points to the left.

11 When the Granted privileges list contains all the 
privileges you want for this role, click Save Options and 
then click Continue.

You can make changes to the role at the Role definitions list.

Creating Users

Creating authenticated NetTracker users enables you to 
associate roles and views with particular profiles for specific 
users. Creating users enables you to make your users’ 
experience more convenient. It also reduces the chance of users 
updating the profile or editing an option inadvertently.

Users are created in the administrative options. You should 
create views and roles before you create users.

Note: After you create a user account, instruct the user to log 
on to his or her NetTracker Homepage at

http://HTMLURL/index.html

To Select the role in the list 
and

Change the title Click Edit

Delete the role Click Delete

Copy the role Click Copy

Change the privileges 
included in the role

Click Privileges 
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where HTMLURL is the HTML URL that was entered during 
the NetTracker installation. You may also want to refer your 
users to “Using the NetTracker Homepage” on page 69.

To add a user:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Users under Users.
4 Click Add.
5 In the User name box, enter a name for the user. (The 

user name is case-insensitive.)
6 In the Full name box, enter this user’s full name. If the 

user is logged on to NetTracker, this name will appear in 
the welcome message located in the upper-right-hand 
corner of the NetTracker Homepage.
Note: This box will only appear if NetTracker is 
configured to authenticate users through its internal 
database. (For details, see “Specifying the User 
Authentication Method” on page 308.) If NetTracker is 
configured to authenticate users using an external 
database or a Web server, and your user data is stored in 
an external database, you can configure NetTracker to 
retrieve the full name through a data conduit. (For 
details, see “Specifying the User Authentication Method” 
on page 308.)

7 In the E-mail address box, enter this user’s e-mail 
address.
Note: This box will only appear if NetTracker is 
configured to authenticate users through its internal 
database. (For details, see “Specifying the User 
Authentication Method” on page 308.) If NetTracker is 
configured to authenticate users using an external 
database or a Web server, and your user data is stored in 
an external database, you can configure NetTracker to 
retrieve the e-mail address through a data conduit. (For 
details, see “Specifying the User Authentication Method” 
on page 308.)

8 In the Password box, enter a password for the user. 
(This box does not appear if NetTracker is configured to 
authenticate users using an external database or the 
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Web server. For details, see “Specifying the User 
Authentication Method” on page 308.)

9 In the Password (again) box, enter the same password 
you entered in step 8.

10 If you want to assign this user a default role, select a role 
in the Default role list. The list contains all the roles 
defined in the administrative options. The default role 
you specify will control the interface for all profiles 
except those in which a specific role has been specified 
for this user or the default role for the profile is (No 
Access). It will also control whether the user has the 
right to change their password or the default view for 
each profile. (For details, see “Changing Your NetTracker 
User Password” on page 72 and “Changing Your Default 
Views” on page 71.)

11 Click Save Options and then click Continue.

Specifying Profile Settings for a User

You can give the user a role and a default view for each profile 
in the NetTracker installation. You can also use the profile 
settings to prohibit a user from accessing specific profiles 
through the NetTracker interface. 

If you specify a role or a default view in the profile settings for a 
user, NetTracker will use these settings instead of the default 
setting for the profile. If you do not specify a role at either the 
user level or the profile level, the user will have access to all 
actions and options. If you do not specify a default view at either 
the user level or the profile level, then the default view will be 
the complete profile view, and the user will have access to all 
reports.

To specify profile settings for a user:
1 Display the Profile Manager.
2 Click the Options tab.
3 In the left-hand panel, click Users under Users.
4 Select the user and click Profiles.

The Profile settings for user list will contain all the 
profiles in the NetTracker installation. Profiles for which 
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a default role or view has been specified for this user will 
be listed first and will be followed by an asterisk.

5 Select a profile for which you want to specify or change 
the role or default view for this user and click Continue.

6 In the Role list, select the role you want for this user in 
this profile. Select (None) to allow the user to access this 
profile with all privileges. Select (No Access) to prevent 
this user from accessing this profile.

7 In the Default view list, select the view you want to be 
the default view for this user in this profile. Select 
(None) to allow the user to use the default view 
specified in the profile options, if any. Note that this does 
not prevent the user from changing to another view.
Note: This option will not appear if the profile is an 
overall profile.

8 Click Save Options and then click Continue.

Editing Users

You can make changes to the user at the NetTracker users 
list.

Assigning Default Views to Roles

You can assign each role in your NetTracker installation a 
default view for each profile. This is the view that will be used 
for users who have that role for the profile but who do not have 
an assigned default view for the profile.

To Select the user in the list 
and

Change the name, 
password, or default role

Click Edit

Delete the user Click Delete

Change the profile settings 
for the user

Click Profiles
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To assign a default view to a role:
1 View the profile in which you want to assign a default 

view to a role.
2 Click the Options tab.
3 In the left-hand panel, click Interface and then click 

Role Defaults.
4 Click Add.
5 In the Role box, select the role whose default view you 

want to assign. The list contains all the roles that have 
been defined in the administrative options but that have 
not yet had a default view specified in this profile.

6 In the Default view box, select the view you want to be 
this role’s default view for this profile. The list will 
contain all the views that have been defined for this 
profile.

7 Click Save Options and then click Continue.

You can make changes to the default view for a role at the 
Default views for roles list.

Setting the Default Role and View for a 
Profile

You can designate a default role and a default view for a profile. 
This role and view will be used for all users who do not have a 
role or a default view specified in the administrative options. 
The default role and view also affect users who have not logged 
on before accessing the profile.

Note: If you specify the default role of (No Access) for the 
profile, it will be used for all users who do not have a role for 
this profile specifically assigned in the profile settings for the 
user. The user’s default role will not be used. Select (No 
Access) to limit access to this profile to those users who have a 

To Select the role/view pair 
in the list and

Change the default view Click Edit

Cancel the assignment of a 
default view for the role

Click Delete
323



NetTracker eBusiness User’s Guide
role for this profile specified in the administrative options and 
who are logged on. Users who have not logged on before 
accessing the profile will be required to log on.

To set the default role and view for a profile:
1 View the profile whose default role and view you want to 

specify.
2 Click the Options tab.
3 In the left-hand panel, click Profile Defaults under 

Interface.
4 In the Default role box, select the role you want to be 

the default for this profile. The list will contain all roles 
defined in the administrative options. Select (None) if 
there is no default role for the profile. If there is no 
default role for the profile, users who do not have a 
default role specified in the administrative options or 
who have not logged on before accessing the profile will 
have all privileges for this profile.

5 In the Default view box, select the view you want to be 
the default view for this profile. The list will contain all 
views defined in the profile.

6 Click Save Options and then click Continue.

Determining a User’s Default View

There are several places in NetTracker where a default view 
can be specified for a user, a role, or a profile. When a user opens 
a profile for viewing, NetTracker uses the first view in the 
following list in which at least one displayable report is defined:

• For authenticated users, the user’s default view for the 
profile as specified in either the administrative options 
or the user preferences options. (For details, see 
“Specifying Profile Settings for a User” on page 321 and 
“Changing Your Default Views” on page 71.)

• For authenticated users, the default view for the user’s 
current role as specified in the profile options. (For 
details, see “Assigning Default Views to Roles” on 
page 322.)
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• The profile’s default view as specified in the profile 
options. (For details, see “Setting the Default Role and 
View for a Profile” on page 323.)

• The complete profile view for the profile

Unless the user has the privilege for changing the view, the 
default view will be the only view the user will have of the 
profile.

Determining a User’s Role

There are several places in NetTracker where a role can be 
specified for a user or profile. When a user opens a profile, 
NetTracker uses the first role that is defined in the following 
list:

• For authenticated users, the user’s role for that profile as 
specified by the NetTracker administrator unless the 
user’s role for the profile is (No Access) and a role with 
the privilege Administrator : Profiles : Override No 
Access has been assigned as the user’s default role as 
specified by the NetTracker administrator. (For details, 
see “Specifying Profile Settings for a User” on page 321.)

• (No Access) if that is the profile’s default role as 
specified in the profile options (for details, see “Setting 
the Default Role and View for a Profile” on page 323), 
unless a role with the privilege Administrator : 
Profiles : Override No Access has been assigned as 
the user’s default role as specified by the NetTracker 
administrator.

• For authenticated users, the user’s default role as 
specified by the NetTracker administrator. (For details, 
see “Creating Users” on page 319.)

• The profile’s default role as specified in the profile 
options if it is something other than (No Access). (For 
details, see “Setting the Default Role and View for a 
Profile” on page 323.)

• None (equivalent to having all privileges).
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Overall Profiles

Overall profiles present statistics for all of your profiles of a 
particular type. For example, you can compare the number of 
hits each Web server profile has received. Seeing overall results 
can help you to effectively allocate resources among your sites.

Most of the options available for the four main types of profiles 
are not available for overall profiles. The available options are 
included in this section.

Note: The E-mail icon and the Filter icon do not appear in 
overall profiles.

Note: In overall profiles, roles only affect the icons displayed 
and whether a user can access the profile. Users can see any 
report and modify any option regardless of their role (if they 
have access to the profile).

Creating an Overall Profile

The procedure for creating an overall profile is slightly different 
than the one for creating a regular profile.

To create an overall profile:
1 Start NetTracker.
2 Click the Profiles tab to display the Profile Manager.
3 Click Create Profile.
4 In the Short profile name (one word) box, enter the 

name that will be used for NetTracker files associated 
with this profile.
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5 In the Type of profile list, select the type of overall 
profile you want to create.

6 Click Continue.

Displaying Reports in an Overall Profile

The procedure for displaying reports in an overall profile is 
slightly different than the one for displaying reports in a 
regular profile.

To display a report in an overall profile:
1 Start NetTracker.
2 Click the Profiles tab to display the Profile Manager.
3 Select the overall profile that contains the report you 

want to display and click View Profile.
4 In the Display the box at the top of the page, click the 

arrow and select the report you want to view from the 
list.

5 Click the arrow on the second box and select the time 
period whose data you want to view.

Excluding Profiles

You can exclude a profile from the overall profile. You will need 
to know the short profile name of the profile you want to 
exclude. The short profile name is the name for the profile that 
appears in parentheses in the Profile Manager.

To exclude a profile:
1 View the overall profile from which you want to exclude 

a profile.
2 Click the Options tab.
3 In the left-hand panel, click Excluded Profiles under 

Filters.
4 Click Add.
5 Enter a filter that describes the profile you want to 

exclude. Use the name of the report that appears in 
parentheses in the Profile Manager. (For details on 
filters, see “Filtering a NetTracker Option” on page 156.)

6 Click Add and then click Continue.
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The profile will be excluded from this overall profile the next 
time the overall profile is updated.

Including Profiles

You can limit the profiles in an overall profile to only those 
profiles in the list of included profiles. You will need to know the 
short profile name of the profile you want to include. The short 
profile name is the name for the profile that appears in 
parentheses in the Profile Manager.

To include a profile:
1 View the overall profile in which you want to limit the 

profiles.
2 Click the Options tab.
3 In the left-hand panel, click Included Profiles under 

Filters.
4 Click Add.
5 Enter a filter that describes the profiles you want to 

include. Use the name of the profile that appears in 
parentheses in the Profile Manager. (For details on 
filters, see “Filtering a NetTracker Option” on page 156.)

6 Click Add and then click Continue.

When you update the overall profile, only those profiles on the 
list of included profiles will be included in the overall profile.

Changing the Profile Title

For details, see “Specifying the Profile Title” on page 101.

Sending Overall Reports via E-mail

For details, see “Sending Reports via E-mail” on page 127.

Changing the Time Display

For details, see “Changing the Time Display” on page 108.
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Changing the Date Display

For details, see “Changing the Date Display” on page 108.

Changing the Character Set

For details, see “Changing the Character Set” on page 109.

Changing the Language

For details, see “Changing the Language” on page 109.

Setting the Default Role

In overall profiles, roles only affect the icons displayed and 
whether a user can access the profile. Users can see any report 
and modify any option regardless of their role (if they have 
access). (For details on setting the default role, see “Setting the 
Default Role and View for a Profile” on page 323.)

Using a Password to Restrict Access to 
NetTracker Functions

You may want some people to be able to view reports but not 
modify or update them. NetTracker enables you to password 
protect some or all of the profile options. 

Note: This type of security does not prevent users from 
accessing the Profile Manager and creating or removing 
profiles.

You can also protect your profiles by using the security available 
through your Web server. Using the server’s security enables 
you to protect all of NetTracker, including the Profile Manager.

To use a password to restrict access to NetTracker 
functions:

1 View the profile in which you want to restrict access.
2 Click the Options tab.
3 In the left-hand panel, click Passwords under Main.
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4 In the New password box, enter the password you want 
to use.

5 In the New password (again) box, enter the password 
a second time.

6 Select one or both of the following options:
• To require users to enter a password in order to 

change any of the profile options, select the Protect 
all of the profile options check box.

• To require users to enter a password in order to 
update the profile, select the Protect the updating 
of this profile check box.

7 Click Save Options and then click Continue.

The new settings will take effect immediately.
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This section describes how to edit the default options for 
profiles, upgrade your NetTracker license, back up NetTracker, 
and move NetTracker to another computer.

Editing the Default Options for Profiles

For each profile type, NetTracker stores default values for the 
profile options. When you create a new profile, NetTracker uses 
the default values for that type. You can change the default 
values for each profile type, which essentially creates a 
template for all future profiles of that type. 

Note: Changing the default options does not affect any existing 
profiles.

Note: The New password and New password (again) boxes 
will not appear in the default options. Passwords must be set in 
the options for each individual profile.

To edit the default options for a profile type:
1 Open the Profile Manager.
2 Click the Options tab.
3 In the NetTracker Options list at the top of the page, 

select the set of default options that you wish to edit.
4 Make the changes you want. Be sure to click Save 

Options before leaving a page that has changes you 
want to keep.
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The next profile of this type that you create will use these new 
defaults.

Upgrading Your NetTracker License

Each copy of NetTracker is licensed for a specific number of 
profiles. (Overall profiles do not count toward this limit.) If you 
need to create more profiles than your license allows, you will 
need to upgrade your license.

Upgrading does not require you to reinstall NetTracker or 
reprocess your log files. 

To learn your license limits or to upgrade your license:
1 Go to the Profile Manager.
2 Click the Options tab.
3 Select Upgrade License from the NetTracker 

Options drop-down list.
The first sentence tells you how many profiles your 
license allows. 

4 If you want to upgrade your license, follow the on-screen 
instructions.

5 When you have your new activation key, enter it into the 
Activation Key box and click Upgrade NetTracker.

Backing Up NetTracker

First make sure NetTracker is not running.

Note: If you schedule updates and backups to occur 
automatically, schedule them sufficiently far apart that they 
will not overlap. Trying to back up files while an update is in 
progress can result in corrupt database files in the backup, and 
the update is likely to fail if NetTracker tries to read or write a 
file that is locked by the backup software.

You should back up the following directories:

• NetTracker data directory and its subdirectories — This 
directory can be found in the NetTracker program 
directory. The default UNIX location of the program 
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directory is /usr/local/NetTracker. The default 
Windows location of the program directory is 
C:\Program Files\NetTracker.

• NetTracker CGI-BIN directory and its subdirectories — 
This directory is in your Web server’s CGI-BIN or scripts 
directory.

• NetTracker HTML directory — This directory is in your 
Web site’s HTML or wwwroot directory.

Oracle, SQL Server, DB2, MySQL, or Teradata databaseWe also 
recommend that you save all of your log files, as you may need 
to re-import them at some point. (For example, the best way to 
move NetTracker from one computer to another involves 
re-importing log files.)

To restore NetTracker data:
1 Re-install NetTracker if necessary. (Make sure you 

install it to the same directories and use the same 
URLs.)

2 Restore the data directory, replacing the one NetTracker 
creates during installation.

3 Restore the NetTracker CGI-BIN directory.
4 Restore the NetTracker HTML directory.
5 Restore your Oracle, SQL Server, DB2, MySQL, or 

Teradata database.Go to the command line and change 
to the NetTracker program directory.

6 Run the following command to regenerate the associated 
HTML files:

nettracker all -regen

Moving NetTracker

There are two ways to move NetTracker from one computer to 
another. The recommended way involves reimporting all of your 
log files. The other method is for those who no longer have their 
old log files.

Moving NetTracker with Log Files

The best way to move NetTracker from one computer to another 
involves reimporting all of your log files.
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To move NetTracker to another computer if you have your 
log files:

1 Install NetTracker on the other computer.
2 Create a new profile for every old profile. If you want to 

keep your profile configuration, give the new profiles 
exactly the same names as the old ones.

3 If you want to keep your profile configurations, copy the 
old profilename.cfg files to the new computer. The 
profilename.cfg files are stored in the 
NetTracker/data/profilename directory, where 
profilename is the short name of the profile (the one that 
appears in parentheses in the Profile Manager).
Note: If you have created custom reports that you want 
to keep and you did not change platforms when you 
moved to the new computer, just copy your custom*.def, 
custom.dat, and custom.idx files (located in the 
NetTracker/data/profilename directory). If you did 
change platforms, first create dummy custom reports for 
all your old custom reports with the same names and in 
the same order, and then copy your old customXXX.def 
files over the new ones.

4 Reimport your log data.
5 Remove NetTracker from the old computer.

Moving NetTracker without Log Files

If you no longer have all of your log files, you can still move 
NetTracker from one computer to another.

Note: Except in certain limited circumstances, you can only 
copy the database files between two installations of NetTracker 
if both installations are running on the same platform. For more 
information, contact Sane Solutions technical support.

To move NetTracker to another computer without 
reimporting log files:

1 Install NetTracker on the new computer.
2 Create empty profiles with the same names as your old 

profiles. (Use the names that appear in parentheses in 
the Profile Manager of the old installation.) You do not 
need to set any of the profile options for these profiles.
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3 Copy the data directory to the new computer. The data 
directory is located in the NetTracker program directory. 
(On Windows, the default program directory is 
C:\Program Files\NetTracker. On UNIX, the default 
program directory is /usr/local/NetTracker.)

4 Copy all of the old NetTracker tables from your old 
database to the new database. The tables specific to 
NetTracker will be NT_Reports and all tables that follow 
the convention profilename_*. For example, if you only 
had one profile and it was named reports, the tables you 
would want to copy over to the new database would be 
NT_Reports, reports_Dir_Sum, reports_ServerID, 
reports_Entry_Sum, and so on.

5 Run nettracker all -regen (from the NetTracker 
program directory) on the new installation to regenerate 
the associated HTML files.

6 Remove NetTracker from the old computer.
337



NetTracker eBusiness User’s Guide
338



22Web Server Profile 
Reports

Following is a list of all of the summaries, breakdowns, and 
dashboards available for a Web server profile. This list details 
the information that can be found in each summary, 
breakdown, or dashboard. (For details on viewing a summary, 
sorting a summary, printing a summary, and so on, see “Using 
NetTracker Reports” on page 119. For details on filtering a 
summary, see “Filtering a NetTracker Report” on page 151.)

Banner Ad Summary

The Banner Ad Summary shows how many visitors are being 
served each banner ad on your site and how many visitors click 
the banner. Use this report to justify to prospective clients why 
they should advertise on your Web site and to report results to 
existing advertisers.

For each banner ad, the summary displays the banner ad title, 
the last clickthrough, the number of impressions and 
clickthroughs (with the percentage of total impressions and 
clickthroughs), and the clickthrough rate.

Note: The Banner Ad Summary will only appear in the list of 
available reports on the Reports tab when you specify one or 
more banner ads in the profile options. (For details, see 
“Analyzing Banner Ads” on page 199.)

To display the actual banner ad, click the banner ad title. To 
display an Impression Breakdown for a banner ad, click the 
number of impressions. To display a Clickthrough Breakdown 
for a banner ad, click the number of clickthroughs.
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Browser Breakdown

The Browser Breakdown shows which user agents are used by 
visitors to your site and how often they are used. Use this report 
to optimize your Web site for visitors based on their browser 
usage.

For each user agent used by a visitor to your site, the 
breakdown displays the user agent string, the last visit, and the 
number of views and visits.

To display a View Breakdown for a user agent, click the number 
of views. To display a Visit Breakdown, click the number of 
visits.

Browser Summary

The Browser Summary shows which Web browsers are used by 
visitors to your site and how often they are used. Use this report 
to optimize your Web site for visitors based on their browser 
usage.

For each browser used by a visitor to your site, the summary 
displays the browser name, the last visit, and the number of 
views and visits (with the percentage of total views and visits).

To display a Browser Breakdown for a browser, click the 
browser name. To display a View Breakdown, click the number 
of views. To display a Visit Breakdown, click the number of 
visits.

Note: If the Browser Summary is blank, your server is probably 
not logging the user-agent field. (For details, see the 
server-specific instructions in the “Installing NetTracker” 
section.)

Campaign Channel Summary

The Campaign Channel Summary shows which individual 
campaign channels are referring the most visitors to your Web 
site, as well as the quality of the traffic referred. Use this report 
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to evaluate the reach of each campaign channel, and the quality 
of the visits referred, in order to make decisions that increase 
your visitor acquisition rate.

For each campaign channel, the summary displays the name of 
the specific Web site, print publication, newsletter, or other 
content source through which you are running a campaign that 
has sent visitors to your Web site, date and time of the most 
recent entrance into your Web site through one of the entry 
pages for the campaign channel, the average amount of time 
visitors who entered through an entry page for this campaign 
channel spent at your site, the number of visits that began at 
one of the entry pages for the campaign channel (with the 
percentage of visits), and the average number of views per visit 
for visits that began at one of the entry pages for the campaign 
channel.

Note: The Campaign Channel Summary will only appear in the 
list of available reports on the Reports tab when you:

• Specify one or more campaigns in the profile options. 
(For details, see “Analyzing Campaigns” on page 241.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

To display a related Campaign Segment Summary for a 
campaign channel, click the campaign channel. To display a 
Visit Breakdown for a campaign channel, click the number of 
visits.

Campaign Channel Type Summary

The Campaign Channel Type Summary shows which overall 
types of campaign channels (such as banner ads, pay-per-click, 
direct mail, and print media) are referring the most visitors who 
have responded to campaigns to your Web site, as well as the 
quality of the traffic referred by each type of campaign channel. 
Use this report to assess the performance of campaigns by 
channel type.
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For each campaign channel type, the summary shows the 
general type of media (such as a search engine, affiliate Web 
site, or print publication) through which you are running a 
campaign, the date and time of the most recent entrance into 
your Web site through an entry page for a campaign of the 
channel type, the average amount of time that visitors who 
entered your Web site through an entry page for a campaign of 
the channel type spent at your site, the number of visits that 
entered your Web site through an entry page for a campaign of 
the channel type (with the percentage of visits), and the average 
number of views per visit for visits that entered your Web site 
through an entry page for a campaign of the channel type.

Note: The Campaign Channel Type Summary will only appear 
in the list of available reports on the Reports tab when you:

• Specify one or more campaigns in the profile options. 
(For details, see “Analyzing Campaigns” on page 241.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

To display a related Campaign Channel Summary for a 
campaign channel type, click the campaign channel type. To 
display a Visit Breakdown for a campaign channel type, click 
the number of visits.

Campaign Segment Summary

When you run a campaign, you may want to try different ad 
variations, even within the same channel (such as different 
links in one newsletter, different print ad variations and 
placements in one print publication, different banner ad copy on 
one affiliate site, or different categories of paid keywords on a 
search engine). The Campaign Segment Summary shows you 
which ad variations or groups are referring the most visitors to 
your Web site. Use this report to evaluate the success of each 
variation in order to improve or discard under-performing 
variations.

For each campaign segment, the summary shows the name you 
designated for each ad variation within each campaign channel, 
342



Web Server Profile Reports
the date and time of the most recent entrance into your Web site 
through one of the entry pages for the campaign segment, the 
average amount of time visitors who entered through an entry 
page for the campaign segment spent at your site, the number 
of visits that began at one of the entry pages for the campaign 
segment (with the percentage of visits), and the average 
number of views per visit for visits that began at one of the 
entry pages for the campaign segment.

Note: The Campaign Segment Summary will only appear in the 
list of available reports on the Reports tab when you:

• Specify one or more campaigns in the options for your 
NetTracker profile. (For details, see “Analyzing 
Campaigns” on page 241.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

To display a related Paid Keyword Summary for a campaign 
segment, click the campaign segment. To display a Visit 
Breakdown for a campaign segment, click the number of visits.

Campaign Summary

The Campaign Summary shows which campaigns are referring 
traffic to your Web site, as well as the quality of the traffic 
referred. Use this report to retrieve the visit acquisitions 
attributable to each campaign, as well as the quality of visits 
attributable to this campaign.

For each campaign, the summary displays the name you 
designated for the campaign, the date and time of the most 
recent visit attributable to the campaign, the average amount of 
time visitors attributable to the campaign spent at your site, the 
number of visits attributable to the campaign (with the 
percentage of visits), and the view:visit ratio for visits 
attributable to the campaign.

Note: The Campaign Summary will only appear in the list of 
available reports on the Reports tab when you:
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• Specify one or more campaigns in the profile options. 
(For details, see “Analyzing Campaigns” on page 241.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

To display a related Campaign Channel Summary for a 
campaign, click the campaign. To display a Visit Breakdown for 
a campaign, click the number of visits.

Clickthrough Breakdown

The Clickthrough Breakdown shows details about each time a 
banner ad on your site was clicked. Use this report to 
communicate ad results to advertisers.

For each clickthrough for the specified banner ad, the 
breakdown displays the date and time of the clickthrough, the 
host, the referrer, the browser, and the platform.

To get more information about a host, click the host. If you have 
not entered a host lookup script or used a data conduit, 
NetTracker will look up domain name information through the 
appropriate domain registration database. (For details on host 
lookup scripts, see “Linking Host Data with Data in Other 
Databases” on page 282. For details on data conduits, see 
“Using Data Conduits” on page 215.) To view the referring page, 
click the referrer.

Content Dashboard

Use the Content Dashboard to see an overview of the 
information contained in the Content Analysis reports. The 
dashboard shows the most popular content groups, most 
requested pages, most frequent entry pages, most frequent exit 
pages, most popular paths, most popular directories, most 
frequent local keywords, leading banner ads, and most clicked 
links.

To see the full report from which a graph was taken, click the 
corresponding section title.
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Content Summary

The Content Summary shows how recently and frequently 
visitors have viewed each content group on your site. Use this 
report to determine what types of content to increase, remove, 
or revamp based on visitor use.

For each content group, the summary displays the content 
group name, the last visit that included views of pages in the 
content group, and the number of views and visits (with the 
percentage of total views and visits). 

Note: The Content Summary will only appear in the list of 
available reports on the Reports tab when you specify one or 
more content groups in the profile options. (For details, see 
“Analyzing Content Groups” on page 203.)

To display a Page Summary for a content group, click the 
content group. To display a View Breakdown, click the number 
of views. To display a Visit Breakdown, click the number of 
visits.

Cookie Summary

The Cookie Summary shows each of your site’s visitors by their 
visitor ID cookie data. Cookie data can range from a unique 
visitor identifier to complete demographics. (The NetTracker 
data conduit allows you to replace the cookie in the Cookie 
Summary with warehoused customer data collected, for 
instance, when a visitor completes an online form.) Use this 
report to learn more about each of your visitors based on their 
behavior and to measure site stickiness and visitor loyalty 
based on repeat visit rates.

For each visitor, the summary displays the cookie, the last visit, 
the total time online, and the number of views and visits (with 
the percentage of total views and visits). 

The summary will only contain data if you have configured 
NetTracker to sessionize using cookies. (For details, see 
“Changing How NetTracker Sessionizes Traffic” on page 291.)
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If None appears instead of the cookie name, then no cookie was 
logged for the corresponding visits and views.

If you have entered a cookie lookup script to link cookies with 
data in other databases, you can click a cookie to get more 
information about the corresponding visitor. (For details on 
cookie lookup scripts, see “Linking Cookie Data with Data in 
Other Databases” on page 281.)

If you want to view the additional information about the visitor 
directly in the NetTracker report (instead of having to click the 
cookie to look it up), you can use a NetTracker data conduit 
instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)

To display a View Breakdown for a cookie, click the number of 
views. To display a Visit Breakdown, click the number of visits.

Note: The Cookie Summary will only appear in the list of 
available reports on the Reports tab when you select the 
summary on the Summaries page in the profile options. (For 
details, see “Turning Individual Summaries On or Off” on 
page 122.)

Date Summary

Use the Date Summary to see traffic to your site on any given 
date. Use this report to analyze the reach and visitor acquisition 
rate of marketing campaigns that occur on a specific date as 
well as follow the life cycle of those campaigns (by analyzing the 
visitor acquisition rates on the following dates).

If you select a specific month, the summary displays the 
number of views and visits for each day and week in the month. 
If you select View Quarter, the summary displays the number 
of views and visits for each week and month in the quarter. If 
you select View Year, the summary displays the number of 
views and visits for each month and quarter. If you select View 
All, the summary displays the number of views and visits for 
each month and year. To see statistics for weeks and days, click 
a specific month.
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To display a View Breakdown, click the number of views. To 
display a Visit Breakdown, click the number of visits.

Day of the Week Summary

The Day of the Week Summary shows the level of activity on 
your site for each day of the week. Use this report to identify 
peak and slow times in order to understand usage patterns and 
plan site maintenance or updates.

The summary displays the day of the week, the last visit, and 
the number of views and visits (with the percentage of views 
and visits).

To display a View Breakdown for a specific day of the week, 
click the number of views. To display a Visit Breakdown, click 
the number of visits.

Department Summary

The Department Summary shows which departments are using 
your Web site and how they are using it. Use this report to 
assist in content planning and resource allocation.

For each department, the summary displays the department, 
the last visit, and the number of views and visits (with the 
percentage of total views and visits).

Note: The Department Summary will only appear in the list of 
available reports on the Reports tab when you do one of the 
following:

• Specify one or more departments in the profile options. 
(For details, see “Analyzing Visitors or Users by 
Department” on page 276.)

• Configure a Department Lookup data conduit in the 
profile options. If you configure this data conduit, the 
summary will display the department groupings from 
data stored in an external database (such as a corporate 
directory). (For details, see “Using Data Conduits” on 
page 215.)
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To get more information about each specific host or user within 
a department, click the department. To display a View 
Breakdown for a department, click the number of views. To 
display a Visit Breakdown, click the number of visits.

Directory Summary

Use the Directory Summary to see how often each directory on 
your site is viewed. Because most Web sites are organized so 
that related content is in the same directory, by examining this 
report marketers can tell which Web content is the most 
popular with their visitors. Use this report to plan future site 
content and design.

For each directory viewed by visitors, the summary displays the 
directory, the date and time of the last visit that included a view 
of content from this directory, and the number of views and 
visits (with the percentage of total views and visits).

To display a Page Summary for a directory, click the directory 
name. To display a View Breakdown, click the number of views. 
To display a Visit Breakdown, click the number of visits.

Domain Summary

The Domain Summary shows how many visitors are coming to 
your site from each country or sector (nonprofit, educational, 
commercial, etc.). Use this report to plan global marketing 
strategies and to develop content that appeals to each 
demographic. 

For each domain from which a visitor came to your Web site, the 
summary displays the domain, the last visit, and the number of 
views and visits (with the percentage of total views and visits).

To display a Host Summary for a domain, click the domain 
name. To display a View Breakdown, click the number of views. 
To display a Visit Breakdown, click the number of visits.

Note: If the only domain listed is Unresolved, you are not 
currently resolving host names. Most Internet Web servers 
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resolve host names. In other words, they look up the host names 
for the corresponding IP (Internet Protocol) addresses. 
Sometimes Web servers are configured not to perform this 
function. To fix this problem, you can either set your Web server 
to resolve host names for you or you can select the Resolve 
host names check box in NetTracker. (For details, see 
“Resolving Host Names” on page 107.)

Entry Page Breakdown

The Entry Page Breakdown shows which parameters have been 
passed to the specified entry page, and how recently and 
frequently each parameter has been passed. Use this report to 
analyze content on the dynamically generated page for this 
report and determine what type of content to increase, remove, 
or revamp based on visitor preferences.

For each entry page, the breakdown displays the entire request 
for the page (including query strings), the last visit, and the 
number of visits (with the percentage of total visits).

Entry Page Summary

The Entry Page Summary shows which pages visitors are 
viewing first on your site. Use this report to see which pages are 
being linked to externally and identify content that you should 
move to a more prominent position on the site.

For each entry page, the summary displays the entry page title 
or file name, the last visit, and the number of visits (with the 
percentage of total visits).

To view the actual entry page, click the page title or file name. 
(If parameters were passed to the page, NetTracker will display 
an Entry Page Breakdown instead of a Web page.) To display a 
Visit Breakdown for a specific entry page, click the number of 
visits.
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Error Breakdown

The Error Breakdown provides details about each time visitors 
encountered an error on your site. Use this report to get the 
information you need to fix the site.

For each error, the breakdown displays the date and time, the 
host, the user, the referrer, the browser, and the platform. If you 
accessed the breakdown from a Server Summary, the 
breakdown also displays the requested page and the error 
message.

To get more information about a specific host, click the host. If 
you have not entered a host lookup script or used a data 
conduit, NetTracker will look up domain name information 
through the appropriate domain registration database. (For 
details on host lookup scripts, see “Linking Host Data with Data 
in Other Databases” on page 282. For details on data conduits, 
see “Using Data Conduits” on page 215.) To view the referring 
page, click the referrer.

Error Summary

The Error Summary shows the error messages that users have 
encountered when requesting pages on your site. Use this 
report to identify broken or missing links that need to be 
repaired.

For each error, the summary displays the requested page, the 
error message (the result of the request), the last error, and the 
number of errors (with the percentage of total errors).

To display an Error Breakdown for an error, click the number of 
errors.

Executive Dashboard

Use the Executive Dashboard to see an overview of the traffic 
on your Web site. The dashboard shows totals, averages, and a 
list of the top statistics for the selected time period. The starting 
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date and ending date of the time period appear at the top of the 
dashboard.

To see the full report from which a statistic was taken, click the 
statistic. To see the specific dashboard for a section, click the 
corresponding section title.

Exit Page Breakdown

The Exit Page Breakdown shows which parameters have been 
passed to the specified exit page, and how recently and 
frequently each parameter has been passed. Use this report to 
determine which Web content needs to be modified to decrease 
abandonment.

For each exit page, the breakdown displays the entire request 
for the page (including query strings), the last visit, and the 
number of visits (with the percentage of total visits).

Exit Page Summary

The Exit Page Summary shows the last page visitors viewed 
before abandoning your site. Use this report to determine which 
Web content needs to be modified to decrease abandonment. 

For each exit page, the summary displays the exit page title or 
file name, the last visit, and the number of visits (with the 
percentage of total visits).

To view the actual exit page, click the page title or file name. (If 
parameters were passed to the page, NetTracker will display an 
Exit Page Breakdown instead of the Web page.) To display a 
Visit Breakdown for a page, click the number of visits.

Host Summary

The Host Summary shows the company or Internet Service 
Provider from which visitors came to your site. For example, if 
your main business is with other businesses 
(Business-to-Business), use this report to identify the 
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companies on which you should focus your marketing and sales 
efforts.

For each host used by a visitor to your site, the summary 
displays the host, the last visit, the total time online (the total 
time the host spent on your Web site), and the number of views 
and visits (with the percentage of total views and visits).

If you have entered a host lookup script to link hosts with data 
in other databases, you can click a host to get more information. 
(For details on host lookup scripts, see “Linking Host Data with 
Data in Other Databases” on page 282.)

If you want to view the additional information about the host 
directly in the NetTracker report (instead of having to click the 
host to look it up), you can use a NetTracker data conduit 
instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)

If you have not entered a host lookup script or used a data 
conduit, you can click the host to have NetTracker look up 
domain name information through the appropriate domain 
registration database. To display a View Breakdown for a host, 
click the number of views. To display a Visit Breakdown, click 
the number of visits.

Note: If the listings in this summary show IP numbers 
(100.100.100.100) rather than resolved host names 
(someserver.somedomain.com), you are not currently 
resolving host names. Most Internet Web servers resolve host 
names. In other words, they look up the host names for the 
corresponding IP (Internet Protocol) addresses. Sometimes Web 
servers are configured to not perform this function. To fix this 
problem, you can either set your Web server to resolve host 
names for you or you can select the Resolve host names check 
box in NetTracker. (For details, see “Resolving Host Names” on 
page 107.)
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Impression Breakdown

The Impression Breakdown provides details about each time a 
banner ad was served. Use this report to communicate ad 
results to advertisers.

An impression is a view of a banner ad located on a Web page. 
For each impression of a banner ad on your Web site, the 
breakdown displays the date and time of the impression, the 
host, the referrer, the browser, and the platform.

To get more information about a host, click the host. If you have 
not entered a host lookup script or used a data conduit, 
NetTracker will look up domain information through the 
appropriate domain registration database. (For details on host 
lookup scripts, see “Linking Host Data with Data in Other 
Databases” on page 282. For details on data conduits, see 
“Using Data Conduits” on page 215.) To view the referring page, 
click the referrer.

Initial Referrer Breakdown

The Initial Referrer Breakdown shows which specific pages on 
the specified initial referrer sent the most first-time visitors to 
your site. Use this report to evaluate the reach of online 
advertising and search engine placement efforts.

For each initial referrer, the breakdown displays the referring 
page, the last initial visit, the number of initial visits, and the 
number of total visits. If the initial referrer is a search engine or 
directory, the keywords with which the visitors searched for the 
Web site will appear in parentheses after the referring page.

To view the referring page, click the initial referrer. To display a 
Visit Breakdown of all the initial visits for an initial referrer, 
click the number of initial visits. To display a Visit Breakdown 
of every visit (including repeat visits) for an initial referrer, click 
the number of total visits.
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Initial Referrer Summary

The Initial Referrer Summary shows which Web sites sent the 
most first-time visitors to your site. Use this report to evaluate 
the reach of online advertising and search engine placement 
efforts.

For each site that sends first-time visitors to your Web site, the 
summary displays the initial referrer site, the last initial visit, 
the number of initial visits (with the percentage of total initial 
visits), and the number of total visits.

To display an Initial Referrer Breakdown for a referrer group 
(for example, Yahoo.com), click the initial referrer. 

To display a Visit Breakdown of all the initial visits for an 
initial referrer, click the number of initial visits. To display a 
Visit Breakdown of every visit (including repeat visits) for an 
initial referrer, click the number of total visits.

Note: If the Initial Referrer Summary is blank, your server is 
probably not logging the referrer field. (For details, see the 
server-specific instructions in the “Installing NetTracker” 
section.)

Keyword Summary

The Keyword Summary shows the keywords and phrases that 
visitors used in search engines to find your Web site. Use this 
report to improve search engine placement for your site, select 
keywords for paid banner advertising, and learn more about 
what content interests your visitors.

For each keyword used by a visitor, the summary displays the 
keyword, the last visit, the average visit duration, the number 
of visits (with the percentage of total visits), and the view:visit 
ratio.

To display a Referrer Breakdown for a specific keyword, click 
the keyword.
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Note: If the Keyword Summary is blank, your server is 
probably not logging the referrer field. (For details, see the 
server-specific instructions in the “Installing NetTracker” 
section.)

Link Breakdown

The Link Breakdown shows details about each time a visitor 
clicked a link. Use this report to communicate clickthrough 
results for advertisers or partner links on your site.

For each link, the breakdown displays the date and time of the 
clickthrough, the host, the referrer, the browser, and the 
platform.

To get more information about each specific host, click the host. 
If you have not entered a host lookup script or used a data 
conduit, NetTracker will look up domain name information 
through the appropriate domain registration database. (For 
details on host lookup scripts, see “Linking Host Data with Data 
in Other Databases” on page 282. For details on data conduits, 
see “Using Data Conduits” on page 215.) To view the referring 
page, click the referrer.

Link Summary

The Link Summary shows how many visitors click each link on 
your site that takes them to a partner’s site. Use this report to 
show clickthrough results for partner links on your site.

For each link, the summary displays the link, the last 
clickthrough, and the number of clickthroughs (with the 
percentage of total clickthroughs).

To view the page linked to, click the link. To display a Link 
Breakdown for a link, click the number of clickthroughs.

Note: The Link Summary will only appear in the list of 
available reports on the Reports tab when you:
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• Specify link options for the profile. (For details, see 
“Analyzing Links” on page 206.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

Local Keyword Summary

The Local Keyword Summary shows which keywords visitors 
used when they searched your site for specific content. Use this 
report to plan new content to meet visitors’ needs.

For each local keyword used by a visitor, the summary displays 
the keyword, the last visit, and the number of views and visits 
(with the percentage of total views and visits).

To display a Page Breakdown for a specific keyword, click the 
keyword. To display a View Breakdown for a keyword, click the 
number of views. To display a Visit Breakdown for a keyword, 
click the number of visits.

Note: You need to tell NetTracker which Web pages’ log file 
entries it should search for the local search engine parameters. 
NetTracker has been designed to search for parameters 
commonly used by local search engines. However, if NetTracker 
is not pulling data from your logs regarding the keywords that 
are being used in search engines on your local Web site, you will 
have to configure NetTracker to search for the correct 
parameter. (For details, see “Analyzing Local Keywords” on 
page 209.)

Note: The Local Keyword Summary will only appear in the list 
of available reports on the Reports tab when you specify one or 
more local keyword options. (For details, see “Analyzing Local 
Keywords” on page 209.)

Marketing Dashboard

Use the Marketing Dashboard to see an overview of the 
information contained in the Marketing Analysis reports. The 
dashboard shows the most frequent referrers, most frequent 
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keywords, leading campaigns, leading campaign channels, 
leading campaign channel types, leading campaign segments, 
leading paid keywords, most frequent robots/spiders, and most 
frequent initial referrers.

To see the full report from which a graph was taken, click the 
corresponding section title.

Page Breakdown

The Page Breakdown shows which parameters have been 
passed to the specified page, and how recently and frequently 
each query string has been passed. Use this report to analyze 
content on this dynamically generated page and determine 
what type of content to increase, remove, or revamp based on 
visitor preferences.

For each page that was passed a parameter, the breakdown 
displays the entire request for the page (including query 
strings), the last visit, the average viewing time, and the 
number of views and visits. (with the percentage of total views 
and visits).

To view the actual Web page, click the page. To display a View 
Breakdown for a page, click the corresponding number of views. 
To display a Visit Breakdown for a page, click the corresponding 
number of visits.

To view the actual Web page, click the page. (If parameters were 
passed to the page, NetTracker will display a Page Breakdown 
instead of the Web page.) To display a View Breakdown for a 
page, click the number of views. To display a Visit Breakdown 
for a page, click the number of visits.

Page Delivery Summary

The Page Delivery Summary shows how long it takes for your 
Web pages to display for your visitors. Use this report to identify 
slow-loading pages that may cause visitors to abandon your site.
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For each page requested by a visitor, the summary displays the 
page title or file name, the average server response time, the 
number of aborted requests, the number of total requests, and 
the percentage of pages delivered.

To view the actual page, click the page title or file name. To 
display a View Breakdown for a page, click the number of 
aborted requests or total requests.

Note: The Page Delivery Summary will only accurately 
measure server performance if you have installed the Sane Web 
Server Plug-in on your Web server. The Sane Web Server 
Plug-in is available for downloading at 
www.sane.com/download/.

Note: The Page Delivery Summary will only appear in the list 
of available reports on the Reports tab when you select it on 
the Summaries page in the profile options. (For details, see 
“Turning Individual Summaries On or Off” on page 122.)

Page Summary

The Page Summary shows how recently and frequently visitors 
have read each page on your site, as well as the stickiness of 
each page. Use this report to identify what type of content to 
increase, remove, or revamp based on visitor preferences.

For each page viewed by a visitor, the summary displays the 
page title or file name, the last visit, the average viewing time, 
and the number of views and visits (with the percentage of total 
views and visits).

Page View Summary

The Page View Summary shows how many pages visitors are 
viewing before abandoning your Web site. Use this report to 
determine how effective your site is at engaging visitors. 
Evaluate the success of content modifications intended to 
increase visit duration by analyzing any increase in the number 
of visitors who view a larger number of pages.
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The summary displays the number of pages viewed, the last 
visit, and the number of visits (with the percentage of total 
visits) for specified numbers of pages viewed (1 page, 2 pages, 3 
pages, 4 pages, 5-6 pages, etc.).

To display a Visit Breakdown for a number of pages, click the 
corresponding number of visits.

Paid Keyword Summary

The Paid Keyword Summary shows which pay-per-click (or cost 
per thousand) keywords and phrases are referring the most 
visitors to your Web site. Unlike the Keyword Summary, which 
shows traffic for each actual search keyword and phrase that 
visitors used in search engines to find your site, the Paid 
Keyword Summary shows your paid keywords and phrases and 
the traffic from each one. Use this report to evaluate the 
number and quality of visits referred in order to make paid 
keyword budget decisions.

For each paid keyword or phrase used by a visitor, the Paid 
Keyword Summary displays the specific keyword or phrase on 
which you have bid in order to appear in the top results that a 
user receives when they search on that keyword or phrase in a 
search engine (or on one of its affiliate sites), the date and time 
of the most recent visit to your Web site that resulted from a 
clickthrough on your paid keyword or phrase listing, the 
average length of visits resulting from a clickthrough on your 
paid keyword or phrase listing, the number of visits that have 
resulted from a clickthrough on your paid keyword or phrase 
(with the percentage of total visits), and the average number of 
page views per visit that resulted from a clickthrough on your 
paid keyword or phrase listing.

The actual query phrases that visitors entered into a search 
engine (or an affiliate site) when your paid keyword listing was 
triggered may either exactly match your paid keywords or 
phrases listed in the summary, or may be a broader variation of 
your paid keywords or phrases, depending on the matching 
selections you made with the search engine.
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Note: The Paid Keyword Summary will only appear in the list 
of available reports on the Reports tab when you:

• Specify one or more campaigns in the profile options. 
(For details, see “Analyzing Campaigns” on page 241.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

To display a Referrer Summary for a specific paid keyword, click 
the paid keyword.

Parameter Summary

The Parameter Summary analyzes the parameters you are 
using to generate your dynamic pages, the cookies you are using 
to provide the appropriate content to visitors, the parameters in 
pages on your Web site, the parameters in data passed by the 
Sane Solutions page tagging script, the parameters in arbitrary 
fields in your log files, or parameters of different types 
combined into a single, “meta” parameter. Use this report in a 
variety of ways, including tracking the use of dynamically 
generated content and shopping cart behavior.

For each value found for the parameter, the summary displays 
the parameter value, the last visit that passed the value, the 
number of views that contain the value, and the number of 
visits in which views containing the value were found.

A Parameter Summary for parameters that are associated with 
a visit will be visit-based instead of view-based. Therefore, 
unlike parameter summaries for parameters associated with a 
view, view counts on a Parameter Summary for a parameter 
associated with the visit will reflect the total number of views in 
all visits with which the parameter value is associated rather 
than the number of individual views with which the parameter 
value is associated.

Note: The Parameter Summary will only be available if you 
have done both of the following:
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• Configured NetTracker to parse the parameter value 
from a log file and store the value in the NetTracker 
database. (For details, see “Analyzing Parameters” on 
page 218.)

• Created a custom report for the parameter. (For details, 
see “Analyzing Parameters” on page 218.)

If you entered a URL in the Parameter lookup URL box for a 
parameter, the script you entered will be executed when you 
click the parameter value. You can use this feature to link the 
parameter data with data in other databases, giving you the 
ability to look up the parameter value to see what it actually 
reshows. (For details on entering a URL for the parameter, see 
“Analyzing Parameters” on page 218.)

If you want to view additional information about a parameter 
value directly in the NetTracker report (instead of having to 
click the parameter value to look it up), you can use a 
NetTracker data conduit instead of a lookup URL. (For details, 
see “Using Data Conduits” on page 215.)

To display a View Breakdown for a parameter value, click the 
number of views. To display a Visit Breakdown for a value, click 
the number of visits.

Path Summary

The Path Summary shows the most common paths taken by 
visitors through your site and the number of visits that followed 
each path. Use this report for insight into online behavior that 
you can use to update your Web site to direct visitors to specific 
content.

For each path taken by a visitor, the summary displays the 
path, the last visit, and the number of visits (with the 
percentage of total visits).

A Display the pages visitors viewed before this page 
button may appear in the top left corner of each row on the 
summary. You can click this button to display a Path Summary 
that shows the pages viewed before the first page in the row by 
visitors who traveled the path in the row. Note that the last 
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page of each path on the resulting Path Summary will be the 
first page in the row on the originating Path Summary.

A Display the pages visitors viewed after this page button 
will appear in the bottom right corner of each row on the 
summary. You can click this button to display a Path Summary 
that shows the pages viewed after the last page in the row by 
visitors who traveled the path in the row. Note that the first 
page of each path on the resulting Path Summary will be the 
last page in the row on the originating Path Summary.

To view the actual Web pages within a path, click the page title 
or file name in the Path column. To display a Visit Breakdown 
for a path, click the number of visits.

Note: You can change the maximum number of consecutive 
pages (2 to 10) that can be in a path. For details, see “Setting 
the Maximum Length of a Path” on page 106.

Platform Summary

The Platform Summary shows which platforms are used by 
visitors to your site and how often each platform is used. Use 
this report to optimize your Web site for visitors based on their 
platform usage.

For each platform used by a visitor, the summary displays the 
platform, the last visit, and the number of views and visits (with 
the percentage of total views and visits).

To display a Browser Breakdown that shows the user agent 
strings for a platform, click the platform. To display a View 
Breakdown for a platform, click the corresponding number of 
views. To display a Visit Breakdown, click the number of visits.

Note: If the Platform Summary is blank, your server is 
probably not logging the user-agent field. (For details, see the 
server-specific instructions in the “Installing NetTracker” 
section.)
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Referrer Breakdown

The Referrer Breakdown shows which specific pages on the 
specified Web site are sending the most visitors to your site. Use 
this report to evaluate the reach of online advertising and 
search engine placement efforts and plan new strategies to 
increase your visitor acquisition rate.

For each referrer, the breakdown displays the referrer, the last 
visit, and the number of visits. If the referrer is a search engine 
or directory, the keywords that users searched with will appear 
in parentheses after the referrer.

To view the referring page, click the referrer. To display a Visit 
Breakdown for a referrer, click the number of visits.

Referrer Summary

The Referrer Summary shows which Web sites are sending the 
most visitors to your site. Use this report to evaluate the reach 
of online advertising and search engine placement efforts and 
plan new strategies to increase your visitor acquisition rate.

For each Web site that referred a visitor to your site, the 
summary displays the referrer, the last visit, the average visit 
duration, the number of visits (with the percentage of total 
visits), and the view:visit ratio.

To display a Referrer Breakdown for a referrer group (for 
example, Yahoo.com), click the referrer. To display a Visit 
Breakdown for a referrer, click the number of visits.

Note: If the Referrer Summary is blank, your server is probably 
not logging the referrer field. (For details, see the server-specific 
instructions in the “Installing NetTracker” section.)

Repeat Visitor Summary

The Repeat Visitor Summary shows the loyalty and churn rate 
of your visitor base. Use this report to evaluate your site’s 
stickiness and visitor retention rate.
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If you select a specific month, the summary displays the 
number of unique visitors, new visitors, and repeat visitors 
along with the repeat rate for each day in the month. If you 
select View Quarter, the summary displays the number of 
unique visitors, new visitors, and repeat visitors along with the 
repeat rate for each week in the quarter. If you select View 
Year, the summary displays the number of unique visitors, new 
visitors, and repeat visitors along with the repeat rate for each 
month in the year. If you select View All, the summary displays 
the number of unique visitors, new visitors, and repeat visitors 
along with the repeat rate for each month in the profile. To see 
statistics for days, click a month.

A visitor is only considered a new visitor during their very first 
visit to your site. Every time a visitor comes to your site 
subsequent to the first visit, the visitor will be considered a 
repeat visitor. For example, if a visitor visited your Web site for 
the first time in March and then visited again in March, twice 
in April, and four times in May, the visitor would show up as a 
unique visitor once in each month, as both a new visitor and 
repeat visitor in March, and as a repeat visitor in April and 
May. The visitor will not show up as a new visitor in either April 
or May.

To display a Visitor Summary for unique visitors, click the 
number of unique visitors. The number of views and visits for 
each visitor will be the total number of views and visits for that 
visitor for the time specified.

To display a Visitor Summary for new visitors, click the number 
of new visitors. The number of views for each visitor will be the 
number of views in the first visit. Because this summary only 
describes the initial visit by a visitor to a site, the number of 
visits will always be one.

To display a Visitor Summary for repeat visitors, click the 
number of repeat visitors. The number of views for each visitor 
will be the total of all views from all the visitor’s visits except 
the first. The number of visits will be the number of times a 
visitor has returned to your site after the first visit.
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Robot/Spider Breakdown

The Robot/Spider Breakdown shows which user agents are used 
by robots and spiders that visit your site and how often they are 
used. Use this report to verify that the correct user agents are 
identified as robots or spiders.

For each user agent used by a robot or spider, the breakdown 
displays the user agent string, the last visit, and the number of 
views and visits.

To display a View Breakdown for a user agent, click the number 
of views. To display a Visit Breakdown for a user agent, click the 
number of visits.

Robot/Spider Summary

Use the Robot/Spider Summary to see which search engine 
agents have visited your site for possible inclusion in their 
search engine and which other nonhuman agents have visited 
your site (perhaps to check for updates). Use this report to see if 
your site is being indexed adequately or if it is time to resubmit 
your site to various search engines.

For each robot or spider, the summary displays the robot or 
spider, the last visit, and the number of views and visits (with 
the percentage of total views and visits).

To display a View Breakdown for a robot or spider, click the 
number of views. To display a Visit Breakdown, click the 
number of visits.

Screen Resolution Summary

The Screen Resolution Summary shows which screen 
resolutions are used by visitors to your site and how often each 
one is used. Use this report to optimize your Web site for 
visitors, based on their screen resolution.

For each screen resolution used by a visitor to your site, the 
summary displays the screen resolution, the date and time of 
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the most recent visit, and the number of views and visits (with 
the percentage of total views and visits).

To display a View Breakdown for a screen resolution, click the 
number of views. To display a Visit Breakdown, click the 
number of visits.

Note: The Screen Resolution Summary will only appear in the 
list of available reports on the Reports tab when you:

• Set the page tagging option for the profile to an option 
other than Not used. (For details, see “Analyzing Data 
Collected from Page Tags” on page 111.)

• Define at least one filter for a page tag image in the Page 
Tagging options. (For details, see “Analyzing Data 
Collected from Page Tags” on page 111.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

Server Performance Summary

The Server Performance Summary shows how well your server 
is performing. Use this report to determine if you need to 
upgrade your server hardware or software.

The summary displays an hourly breakdown of the page 
requests to your Web site that includes the hour, the average 
server response time, the number of aborted requests, the 
number of total requests, and the percentage of aborted 
requests.

To display a View Breakdown for the aborted requests during a 
specific hour, click the number of aborted requests. To display a 
View Breakdown for the total requests during a specific hour, 
click the number of total requests.

Note: Your Server Performance Summary will only accurately 
measure server performance if you have installed the Sane Web 
Server Plug-in on your Web server. The Sane Web Server 
Plug-in is available for downloading at 
www.sane.com/download/.
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Server Summary

The Server Summary shows how well individual servers in a 
clustered server environment are performing. Use this report to 
ensure that the load is evenly distributed or to detect problems 
with an individual server.

For each server in the cluster, the summary displays the server 
name, the average server response time, the number of errors 
(with the percentage of total errors), the aborted requests, the 
total requests (with the percentage of total requests), and the 
percentage of aborted requests.

To display an Error Breakdown for a server, click the number of 
errors. To display a View Breakdown for a server’s aborted 
requests, click the number of aborted requests. To display a 
View Breakdown for a server’s total requests, click the number 
of total requests.

Note: The Server Summary will only appear in the list of 
available reports on the Reports tab when you:

• Specify that the log files are clustered on the Log Files 
page in the profile options. (For details, see “Working 
with Clustered Log Files” on page 83.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

Note: Your Server Summary will only accurately measure 
server response time and aborted requests if you have installed 
the Sane Web Server Plug-in on your Web server. The Sane Web 
Server Plug-in is available for downloading at 
www.sane.com/download/.

Technical Dashboard

Use the Technical Dashboard to see an overview of the 
information contained in the Technical Analysis reports. The 
dashboard shows the most popular browsers, most popular 
platforms, most popular screen resolutions, most common 
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errors, and slowest-loading pages. It also shows the average 
server response time for each hour of the day.

To see the full report from which a graph was taken, click the 
corresponding section title.

Time Summary

The Time Summary shows the level of activity on your site for 
each hour of the day. Use this report to identify peak and slow 
times in order to understand usage patterns and schedule site 
maintenance.

The summary displays an hourly breakdown of the views and 
visits to your Web site that includes the hour, the last visit, the 
average visit duration, and the number of views and visits (with 
the percentage of total views and visits).

To display a View Breakdown for a specific hour, click the 
number of views. To display a Visit Breakdown, click the 
number of visits. The Visit Breakdown will contain all the visits 
that began in the specified hour.

Traffic Dashboard

Use the Traffic Dashboard to see an overview of the information 
contained in the Traffic Analysis reports. The dashboard shows 
the number of visits, number of views, number of hits, and 
number of megabytes transferred. It also shows the number of 
visits for each hour of the day and each day of the week.

To see the full report from which a graph was taken, click the 
corresponding section title.

Traffic Summary

The Traffic Summary displays bandwidth usage by day, week, 
and month. Use this report to track bandwidth requirements 
and to plan for traffic growth (increased bandwidth needs).
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If you select a specific month, the summary displays the 
number of hits and the number of megabytes transferred for 
each day and week. If you select View Quarter, the summary 
displays the number of hits and the number of megabytes 
transferred for each week and month in the quarter. If you 
select View Year, the summary displays the number of hits and 
the number of megabytes transferred for each month and 
quarter in the year. If you select View All, the summary will 
display the number of hits and the number of megabytes 
transferred for each month and year for which you have data. 
To get detailed information about each day and week in the 
specified month, click the month.

User Summary

The User Summary shows the frequency of visits from users 
who log onto your site using HTTP authentication. Use this 
report to learn more about the loyalty, content preferences, and 
habits of your registered site visitors.

For each user who logged onto your Web site using HTTP 
authentication, the summary shows the user, the last visit, the 
total time online (on your Web site), and the number of views 
and visits (with the percentage of total views and visits).

If you have entered a user lookup script to link users with data 
in other databases, you can click a user to get more information. 
(For details on user lookup scripts, see “Linking User Data with 
Data in Other Databases” on page 283.)

If you want to view the additional information about the user 
directly in the NetTracker report (instead of having to click the 
parameter value to look it up), you can use a NetTracker data 
conduit instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)

If you have not entered a user lookup URL or used a data 
conduit, you can display a Host Summary for each user by 
clicking the user. To display a View Breakdown for a user, click 
the number of views. To display a Visit Breakdown, click the 
number of visits.
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Note: The User Summary will only appear in the list of 
available reports on the Reports tab when you select it on the 
Summaries page in the profile options. (For details, see 
“Turning Individual Summaries On or Off” on page 122.)

View Breakdown

The View Breakdown displays details about each time a page on 
your Web site was viewed. Use this report to learn more about 
your visitors based on their behavior.

The information in the breakdown varies depending on which 
report was used to access the breakdown but may include the 
date and time of the view, the host, the cookie, the user, the 
department, the page, the referrer, the browser, the robot or 
spider, the platform, and the screen resolution. (If the referrer is 
a search engine or directory, the keywords with which the 
visitors searched for the Web site will appear in parentheses 
after the referrer.) If parameters have been specified to be 
included in the breakdown, their values will appear in columns 
on the right-hand side of the report.

To view more information about a host, click the host. 
NetTracker will look up domain name information through the 
appropriate domain registration database. To view the page the 
visitor viewed, click the page. To view the referring page, click 
the referrer. In most cases, the number in the far left column of 
the breakdown will be highlighted. Click it to view the rest of 
the views for the same visit.

Visit Breakdown

The Visit Breakdown shows details about each visit to your Web 
site. Use this report to learn more about your visitors based on 
their behavior.

The information in the breakdown varies depending on which 
report was used to access the breakdown but may include the 
date and time when the visit began, the length of the visit, the 
host, the cookie, the user, the department, the referrer, the 
entry page, the exit page, the browser, the robot or spider, the 
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platform, the screen resolution, and the number of views for 
each visit. (If the referrer is a search engine or directory, the 
keywords with which the visitors searched for the Web site will 
appear in parentheses after the referrer.) If parameters have 
been specified to be included in the breakdown, their values will 
appear in columns on the right-hand side of the report.

To get more information about a host, click the host. NetTracker 
will look up domain name or IP address information through 
the appropriate domain registration database. To view the first 
page a visitor viewed, click the entry page. To view the last page 
the visitor viewed before leaving the Web site, click the exit 
page. To view the referring page, click the referrer. To display a 
View Breakdown for a visit, click the number of views.

Visit Duration Summary

The Visit Duration Summary shows how long visitors stay on 
your site. Use this report to evaluate how effective your site is 
at engaging visitors. Evaluate the success of content 
modifications intended to increase visit duration by tracking 
increases in the length of site visits.

The summary displays the visit duration, the last visit, and the 
number of visits (with the percentage of total visits) for 
specified visit durations (1–2 minutes, 2–3 minutes, etc.).

To display a Visit Breakdown for a visit duration, click the 
number of visits.

Note: Visit duration is affected by the Number of minutes 
between visits option on the Sessionization page of the 
profile options. (For details, see “Changing the Number of 
Minutes between Visits or Sessions” on page 288.)

Visitor Dashboard

Use the Visitor Dashboard to see an overview of the information 
contained in the Visitor Analysis reports. The dashboard shows 
the number of new visitors, repeat visitors, and unique visitors. 
It also shows the leading visitor profiles, most frequent visitors, 
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most frequent domains, most frequent users, most frequent 
hosts, and most frequent departments.

To see the full report from which a graph was taken, click the 
corresponding section title.

Visitor Profile Summary

The Visitor Profile Summary shows which groups or segments 
of visitors are visiting your site and how frequently they are 
returning. Use this report to track visitors in logical groups (or 
profiles) based on their online behavior and actions performed 
on the site. (Create visitor profiles for your Web site in the 
profile options.)

For each visitor profile, the summary displays the visitor 
profile, the last visit, the average visit duration, the number of 
visits (with the percentage of total visits), and the repeat rate 
(percentage of visitors who have been to your site at least once 
before). 

To display a Visitor Summary for a visitor profile, click the 
visitor profile.

To display a Visit Breakdown for a visitor profile, click the 
number of visits.

Note: The Visitor Profile Summary will only appear in the list 
of available reports on the Reports tab when you define visitor 
profiles in the options in your Web server profile. (For details, 
see “Analyzing Visitor Profiles” on page 293.)

Visitor Retention Summary

The Visitor Retention Summary shows how many times visitors 
return to your site. Use this report to evaluate the loyalty of 
your Web site visitors.

The summary displays the number of visits, the last visit, and 
the number of visitors (with the percentage of total visitors) for 
specified numbers of visits (1, 2, 3, 4, 5-6, etc.).
372



Web Server Profile Reports
To display a Visitor Summary for a number of visits, click the 
corresponding number of visitors.

Visitor Summary

The Visitor Summary tracks each of your site visitors, 
identifying each by the most defining information available: 
complete demographics (available when a visitor completes an 
online form with name, phone number, address, etc.), 
authenticated user name, cookie, or resolved host name and 
user agent. Use this report to learn more about each of your 
visitors based on their behavior.

Note: Complete demographics are only available if you are 
using a visitor lookup script or data conduit.

For each visitor, the summary displays the visitor, the last visit, 
the total time online (on your Web site), and the number of 
views and visits (with the percentage of total views and visits).

If you have entered a visitor lookup script to link visitors with 
data in other databases, you can click a visitor to get more 
information. (For details on visitor lookup scripts, see “Linking 
Visitor Data with Data in Other Databases” on page 284.)

If you want to view the additional information about the visitor 
directly in the NetTracker report (instead of having to click the 
visitor to look it up), you can use a NetTracker data conduit 
instead of a lookup script. (For details, see “Using Data 
Conduits” on page 215.)

To display a View Breakdown for a visitor, click the number of 
views. To display a Visit Breakdown, click the number of visits.
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23Proxy Server/Firewall 
Profile Reports

Following is a list of all of the summaries, breakdowns, and 
dashboards available for a proxy server/firewall profile. This 
list details the information that can be found in each report. 
(For details on viewing a summary, printing a summary, and so 
on, see “Using NetTracker Reports” on page 119. For details on 
filtering a summary, see “Filtering a NetTracker Report” on 
page 151.)

Browser Breakdown

The Browser Breakdown shows which user agents within the 
specified browser are used by users of your proxy server or 
firewall and how often they are used. For each user agent used 
by a user of your proxy server or firewall, the breakdown 
displays the user agent string, the last session, and the number 
of views and sessions.

To display a View Breakdown for a user agent, click the number 
of views. To display a Session Breakdown, click the number of 
sessions.

Browser Summary

The Browser Summary shows which Web browsers are used by 
users of your proxy server or firewall. Use this report to see if 
employees are using unauthorized browsers or Web robots.

For each browser used by a user of your proxy server or firewall, 
the summary displays the browser name, the last session, and 
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the number of views and sessions (with the percentage of total 
views and sessions).

To display a Browser Breakdown for a browser group, click the 
browser name. To display a View Breakdown for a browser, click 
the number of views. To display a Session Breakdown for a 
browser, click the number of sessions.

Note: If the Browser Summary is blank, your server is probably 
not logging the user-agent field. (For details, see the 
server-specific instructions in the “Installing NetTracker” 
section.)

Content Dashboard

Use the Content Dashboard to see an overview of the 
information contained in the Content Analysis reports. The 
dashboard shows the most frequent site categories, most 
popular sites, most popular keywords, most frequent domains, 
most requested pages, most frequent starting pages, and most 
frequent ending pages.

To see the full report from which a graph was taken, click the 
corresponding section title.

Date Summary

Use the Date Summary to see traffic through your proxy server 
or firewall on any given date. Use this report to understand 
usage patterns. 

If you select a specific month, the summary displays the 
number of views and sessions (with the percentage of total 
views and sessions) for each day and week in the month. If you 
select View Quarter, the summary displays the number of 
views and sessions for each week and month in the quarter. If 
you select View Year, the summary displays the number of 
views and sessions for each month and quarter in the year. If 
you select View All, the summary displays the number of views 
and sessions for each month and year, and the percentage of 
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total views and sessions for each month. To see statistics for 
days and weeks, click a specific month.

To display a View Breakdown, click the number of views. To 
display a Session Breakdown, click the number of sessions.

Day of the Week Summary

The Day of the Week Summary shows the level of activity 
through your proxy server or firewall for each day of the week. 
Use this report to identify peak and slow times in order to 
understand usage patterns and plan firewall maintenance.

The summary displays the day, the last session, and the number 
of views and sessions (with the percentage of total views and 
sessions).

To display a View Breakdown for a specific day of the week, 
click the number of views. To display a Session Breakdown, 
click the number of sessions.

Department Summary

The Department Summary shows which departments are 
responsible for traffic through your proxy server or firewall. Use 
this report to monitor usage, assist in resource allocation, and 
report abuse.

For each department, the summary displays the department, 
the last session, the number of megabytes transferred, and the 
number of views and sessions (with the percentage of total 
views and sessions).

Note: The Department Summary will only appear in the list of 
available reports on the Reports tab when you do one of the 
following:

• Specify one or more departments in the profile options. 
(For details, see “Analyzing Visitors or Users by 
Department” on page 276.)
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• Configure a Department Lookup data conduit in the 
profile options. If you configure this data conduit, the 
summary will display the department groupings from 
data stored in an external database (such as a corporate 
directory). (For details, see “Using Data Conduits” on 
page 215.)

To get more information about each specific host or user within 
a department, click the department. To display a View 
Breakdown for a department, click the number of views. To 
display a Session Breakdown, click the number of sessions.

Domain Summary

The Domain Summary shows the countries or sectors 
(nonprofit, educational, commercial, etc.) of the Web sites 
accessed through your proxy server or firewall. Use this report 
to monitor the kinds of Web sites employees are viewing.

For each domain that was visited by a user of your proxy server 
or firewall, the summary displays the domain, the last session, 
and the number of views and sessions (with the percentage of 
total views and sessions).

To display a Site Summary for a domain, click the domain 
name. To display a View Breakdown, click the number of views. 
To display a Session Breakdown, click the number of sessions.

Note: If the only domain listed is Unresolved, you are not 
currently resolving site host names. Most proxy servers and 
firewalls can resolve host names. In other words, they can look 
up the site host names for the corresponding IP (Internet 
Protocol) addresses. Sometimes proxy servers or firewalls are 
configured not to perform this function. To fix this problem, you 
can either set your proxy server or firewall to resolve site host 
names for you or you can select the Resolve site host names 
check box in NetTracker. (For more details, see “Resolving Host 
Names” on page 107.)
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Ending Page Breakdown

The Ending Page Breakdown displays which parameters have 
been passed to the specified ending page and how recently and 
frequently each parameter has been passed. Use this report to 
monitor the kinds of Web sites employees are viewing.

For each ending page, the breakdown displays the entire 
request for the page, the last session, and the number of 
sessions (with the percentage of total sessions).

Ending Page Summary

The Ending Page Summary shows the last page users viewed 
before ending their session. Use this report to monitor the kinds 
of Web sites employees are viewing.

For each ending page, the summary displays the ending page 
file name, the last sessions, and the number of sessions (with 
the percentage of total sessions).

To view the actual ending page, click the file name. To display a 
Session Breakdown for a page, click the number of sessions.

Error Breakdown

The Error Breakdown provides details about each time users 
encountered an error while accessing the Internet through your 
proxy server or firewall. Use this report to see what content 
users are having trouble accessing.

For each error, the breakdown displays the date and time, the 
host, the user, the browser, and the platform. 

Error Summary

The Error Summary displays the errors that users have 
encountered when accessing the Internet through your proxy 
server or firewall. Use this report to identify and fix problems 
with the server or firewall that are denying users access to 
content.
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For each error, the summary displays the requested page, the 
error message (the result of the request), the last error, and the 
number of errors (with the percentage of total errors).

To display an Error Breakdown for an error, click the number of 
errors.

Executive Dashboard

Use the Executive Dashboard to see an overview of the traffic 
through your proxy server or firewall. The dashboard shows 
totals, averages, and a list of the top statistics for the selected 
time period. The starting date and ending date of the time 
period appear at the top of the dashboard.

To see the full report from which a statistic was taken, click the 
statistic. To see the specific dashboard for a section, click the 
corresponding section title.

Host Summary

The Host Summary shows the IP address or host name from 
which users pass through the proxy server or firewall. Use this 
report to track Internet usage by IP address.

For each host that created traffic on your proxy server or 
firewall, the summary displays the host, the last session, the 
number of megabytes transferred, the total time online, and the 
number of views and sessions (with the percentage of total 
views and sessions).

If you have entered a host lookup script to link hosts with data 
in other databases, you can click a host to get more information. 
(For details on host lookup scripts, see “Linking Host Data with 
Data in Other Databases” on page 282.)

If you want to view the additional information about the host 
directly in the NetTracker report (instead of having to click the 
host to look it up), you can use a NetTracker data conduit 
instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)
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If you have not entered a host lookup script or used a data 
conduit, you can display a Site Summary for a host by clicking 
the host. To display a View Breakdown for a host, click the 
number of views. To display a Session Breakdown for a host, 
click the number of sessions.

Note: If listings in this summary show IP numbers 
(100.100.100.100) rather than resolved client host names 
(somemachine.somedomain.com), you are not currently 
resolving client host names. Most proxy servers and firewalls 
can resolve client host names. In other words, they can look up 
the client host names for the corresponding IP (Internet 
Protocol) addresses. Sometimes proxy servers or firewalls are 
configured not to perform this function. To fix this problem, you 
can either set your proxy server and firewall to resolve client 
host names for you or you can select the Resolve client host 
names check box in NetTracker. (For details, see “Resolving 
Host Names” on page 107.)

Keyword Summary

The Keyword Summary shows the keywords and phrases that 
users of your proxy server or firewall used in search engines or 
directories. Use this report to monitor the kinds of content for 
which your employees are searching.

For each keyword entered by a user, the summary shows the 
keyword, the last session, and the number of views and sessions 
(with the percentage of total views and sessions).

To display a Page Breakdown for a specific keyword, click the 
keyword. To display a View Breakdown, click the number of 
views. To display a Session Breakdown, click the number of 
sessions.

Page Breakdown

The Page Breakdown displays the entire requests for pages that 
have been viewed by users of your proxy server or firewall. If 
parameters have been passed to a page, this report will tell you 
how recently and frequently each query string has been passed. 
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Use this report to monitor the pages your employees are 
viewing.

For each page, the breakdown displays the entire request for the 
page, the last session that contained a view of the page, the 
average viewing time, and the number of views.

To view the actual Web page, click the page. To display a View 
Breakdown for a page, click the corresponding number of views.

Page Summary

The Page Summary displays which pages users of your proxy 
server or firewall are viewing. Use this report to monitor the 
kind of sites your employees are visiting.

For each page viewed by a user, the summary displays the file 
name, the last session that contained a view of this page, the 
average viewing time, and the number of views (with the 
percentage of total views).

To view the actual Web page, click the page. (If parameters were 
passed to the page, NetTracker will display a Page Breakdown 
instead of the Web page.) To display a View Breakdown for a 
page, click the number of views.

Parameter Summary

The Parameter Summary analyzes the parameters in pages 
that users of your proxy server or firewall are viewing, the 
parameters in arbitrary fields in your log files, or parameters of 
different types combined into a single, “meta” parameter. Use 
this report to monitor the pages your employees are viewing.

For each value found for the parameter, the summary displays 
the parameter value, the date and time of the most recent 
session that used the value for the parameter, and the number 
of views and sessions that used the value for the parameter.

A Parameter Summary for parameters associated with a 
session will be session-based instead of view-based. Therefore, 
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unlike parameter summaries for parameters associated with a 
view, view counts on a Parameter Summary for a session-based 
parameter will reflect the total number of views in all sessions 
with which the parameter value is associated rather than the 
number of individual views with which the parameter value is 
associated.

Note: The Parameter Summary will only be available if you 
have done both of the following:

• Configured NetTracker to parse the parameter value 
from a log file and store the value in the NetTracker 
database. (For details, see “Analyzing Parameters” on 
page 218.)

• Created a custom report for the parameter. (For details, 
see “Analyzing Parameters” on page 218.)

If you entered a URL in the Parameter lookup URL box for a 
parameter, the script you entered will be executed when you 
click the parameter value. You can use this feature to link the 
parameter data with data in other databases, giving you the 
ability to look up the parameter value to see what it actually 
reshows. (For details on entering a URL for the parameter, see 
“Analyzing Parameters” on page 218.)

If you want to view additional information about a parameter 
value directly in the NetTracker report (instead of having to 
click the parameter value to look it up), you can use a 
NetTracker data conduit instead of a lookup URL. (For details, 
see “Using Data Conduits” on page 215.)

To display a View Breakdown for a parameter value, click the 
number of views. To display a Session Breakdown for a value, 
click the number of sessions.

Platform Summary

The Platform Summary shows which platforms are being used 
by users of your proxy server or firewall. Use this report to track 
Internet usage by platform.
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For each platform used by a user of your proxy server or 
firewall, the summary displays the platform, the last session, 
and the number of views and sessions (with the percentage of 
total views and sessions).

To display a Browser Breakdown for a platform, click the 
platform. To display a View Breakdown, click the number of 
views. To display a Session Breakdown, click the number of 
sessions.

Note: If the Platform Summary is blank, your server is 
probably not logging the user-agent field. (For details, see the 
server-specific instructions in the “Installing NetTracker” 
section.)

Server Summary

The Server Summary shows how well individual servers in a 
clustered server environment are performing. Use this report to 
determine if you need to add more servers.

For each server in the cluster, the summary displays the server 
name, the number of errors returned by the server (with the 
percentage of total errors), and the number of views by users 
using this server (with the percentage of total views).

To display an Error Breakdown for a server, click the number of 
errors. To display a View Breakdown, click the number of views.

Note: The Server Summary will only appear in the list of 
available reports on the Reports tab when you:

• Specify that the log files are clustered on the Log Files 
page in the profile options. (For details, see “Working 
with Clustered Log Files” on page 83.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)
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Session Breakdown

The Session Breakdown shows details about each session 
through your proxy server or firewall. Use this report to learn 
more about your users based on their behavior.

The information in the breakdown varies depending on which 
report was used to access the Session Breakdown but may 
include the date and time when the session began, the length of 
the session, the megabytes transferred, the host, the user, the 
department, the starting page, the ending page, the browser, 
the platform, and the number of views for each session. If 
parameters have been specified to be included in the 
breakdown, their values will be presented in columns on the 
right-hand side of the report.

To view the first page a user viewed in the session, click the 
starting page. To view the last page in the session, click the 
ending page. To display a View Breakdown, click the number of 
views.

Session Duration Summary

The Session Duration Summary shows how long users of your 
proxy server or firewall stayed on the Internet. Use this report 
to monitor the amount of time your employees spent online.

The summary displays the session duration, the last session, 
and the number of sessions (with the percentage of total 
sessions) for specified session durations (1–2 minutes, 2–3 
minutes, etc.).

To display a Session Breakdown for a session duration, click the 
number of sessions.

Note: Session duration is affected by the Number of minutes 
between sessions option on the Sessionization page of the 
profile options. (For details, see “Changing the Number of 
Minutes between Visits or Sessions” on page 288.)
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Site Category Summary

The Site Category Summary displays categories of Web sites 
that users of your proxy server or firewall are visiting. Use this 
report to monitor the types of content your employees are 
viewing.

For each site category, the summary displays the site category 
name, the date and time of the most recent session that 
included a view of a site in the category, the number of views of 
sites in the category, and the number of sessions that included 
visits to sites in the category (with the percentage of total views 
and sessions).

To display a Site Summary for a site category, click the site 
category name. To display a View Breakdown, click the number 
of views. To display a Session Breakdown, click the number of 
sessions.

Note: The Site Category Summary will only appear in the list of 
available reports on the Reports tab when you do both of the 
following:

• Configure a Site Category Lookup data conduit. (For 
details, see “Using Data Conduits” on page 215.)
Note: If you do not configure a Site Category Lookup 
data conduit, the category for the view will appear as 
“Unknown” on the summary.

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

Site Summary

The Site Summary displays the Web sites that users of your 
proxy server or firewall are visiting. Use this report to monitor 
which Web sites your employees are visiting.

For each site that was visited by a user of your proxy server or 
firewall, the summary displays the site, the last session, and the 
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number of views and sessions (with the percentage of total 
views and sessions).

To display a Page Breakdown for a site, click the site. To display 
a View Breakdown, click the number of views. To display a 
Session Breakdown, click the number of sessions.

Starting Page Breakdown

The Starting Page Breakdown displays which parameters have 
been passed to the specified starting page, and how recently and 
frequently each parameter has been passed. Use this report to 
monitor the dynamically generated content your employees are 
viewing on the Web.

For each starting page, the breakdown displays the entire 
request for the page, the last session, and the number of 
sessions (with the percentage of total sessions).

Starting Page Summary

The Starting Page Summary shows which pages users of your 
proxy server or firewall are viewing first when they access the 
Web. Use this report to monitor the content your employees are 
viewing on the Web and determine if they are using the 
corporate Web portal. 

For each starting page, the summary displays the starting page 
title or file name, the last session, and the number of sessions 
(with the percentage of total sessions).

To view the actual starting page, click the file name. To display 
a Session Breakdown, click the number of sessions.

Technical Dashboard

Use the Technical Dashboard to see an overview of the 
information contained in the Technical Analysis reports. The 
dashboard shows the most popular browsers, most popular 
platforms, most active clustered servers, and most common 
errors.
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To see the full report from which a graph was taken, click the 
corresponding section title.

Time Summary

The Time Summary shows the level of activity on your proxy 
server or firewall for each hour of the day. Use this report to 
identify peak and slow times in order to understand usage 
patterns and schedule maintenance.

The summary displays an hourly breakdown of the views and 
sessions through your proxy server or firewall that includes the 
hour, the last session, the average session duration, and the 
number of views and sessions (with the percentage of total 
views and sessions).

To display a View Breakdown for a specific hour, click the 
number of views. To display a Session Breakdown for a specific 
hour, click the number of sessions. The Session Breakdown will 
contain all the sessions that began in the specified hour.

Traffic Dashboard

Use the Traffic Dashboard to see an overview of the information 
contained in the Traffic Analysis reports. The dashboard shows 
the number of sessions, number of views, number of hits, and 
number of megabytes transferred. It also shows the number of 
sessions for each hour of the day and each day of the week.

To see the full report from which a graph was taken, click the 
corresponding section title.

Traffic Summary

The Traffic Summary displays bandwidth usage by day, week, 
and month. Use this report to track bandwidth requirements 
and to plan for traffic growth (increased bandwidth needs).

If you select a specific month, the summary displays the 
number of hits and the number of megabytes transferred for 
each day and week. If you select View Quarter, the summary 
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displays the number of hits and the number of megabytes 
transferred for each week and month of the quarter. If you 
select View Year, the summary displays the number of hits and 
the number of megabytes transferred for each month and 
quarter in the year. If you select View All, the summary 
displays the number of hits and the number of megabytes 
transferred for each month and year for which you have data. 
To get detailed information about each day and week in the 
specified month, click the month.

User Dashboard

Use the User Dashboard to see an overview of the information 
contained in the User Analysis reports. The dashboard shows 
the most frequent departments, most frequent users, and most 
frequent hosts.

To see the full report from which a graph was taken, click the 
corresponding section title.

User Summary

The User Summary tracks each of your proxy server or firewall 
users. Use this report to learn more about each of your 
employees based on their behavior.

For each user who accessed the proxy server or firewall using a 
user name and password, the summary shows the user, the last 
session, the number of megabytes transferred, the total time 
online, and the number of views and sessions (with the 
percentage of total views and sessions).

If you have entered a user lookup script to link users with data 
in other databases, you can click a user to get more information. 
(For details on user lookup scripts, see “Linking User Data with 
Data in Other Databases” on page 283.)

If you want to view the additional information about the user 
directly in the NetTracker report (instead of having to click the 
parameter value to look it up), you can use a NetTracker data 
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conduit instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)

If you have not entered a user lookup URL or used a data 
conduit, you can display a Site Summary for each user by 
clicking the user. To display a View Breakdown for a user, click 
the number of views. To display a Session Breakdown, click the 
number of sessions.

View Breakdown

The View Breakdown displays details about each time a page 
was viewed through your proxy server or firewall. Use this 
report to learn more about your employees based on their 
behavior. 

The information in the breakdown varies depending on which 
report was used to access the View Breakdown but may include 
the date and time of the view, the host, the user, the 
department, the page, the browser, and the platform. If 
parameters have been specified to be included in the 
breakdown, their values will be presented in columns on the 
right-hand side of the report.

To view the page that the user viewed, click the page. In most 
cases, the number in the far left column of the breakdown will 
be highlighted. Click it to view the rest of the views for the same 
session.
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24FTP Server Profile 
Reports

Following is a list of all of the summaries, breakdowns, and 
dashboards available for an FTP server profile. This list details 
the information that can be found in each report. (For details on 
viewing a summary, printing a summary, and so on, see “Using 
NetTracker Reports” on page 119. For details on filtering a 
summary, see “Filtering a NetTracker Report” on page 151.)

Content Dashboard

Use the Content Dashboard to see an overview of the 
information contained in the Content Analysis reports. The 
dashboard shows the most popular directories and most 
popular files.

To see the full report from which a graph was taken, click the 
corresponding section title.

Date Summary

The Date Summary lets you see the number of downloads from 
your site on any given date.

If you select a specific month, the summary displays the 
number of downloads and sessions (with the percentage of total 
downloads and sessions) for each day and week in the month. If 
you select View Quarter, the summary displays the number of 
downloads and sessions for each week and month in the 
quarter. If you select View Year, the summary displays the 
number of downloads and sessions for each month and quarter. 
If you select View All, the number of downloads and sessions 
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are displayed for each month and year. To see statistics for days 
and weeks, click a specific month.

To display a Download Breakdown, click the number of 
downloads. To display a Session Breakdown, click the number of 
sessions.

Day of the Week Summary

The Day of the Week Summary shows the level of activity on 
your site for each day of the week. Use this report to identify 
peak and slow times in order to understand usage patterns and 
plan site maintenance and updates.

The summary displays the day, the last session, and the number 
of downloads and sessions (with the percentage of total 
downloads and sessions).

To display a Download Breakdown for a specific day of the 
week, click the number of downloads. To display a Session 
Breakdown, click the number of sessions.

Department Summary

The Department Summary reveals which departments are 
using your FTP server and how they are using it. Use this 
report to monitor usage and assist in resource allocation.

For each department, the summary displays the department, 
the date and time of the most recent session by someone in the 
department, and the number of downloads and sessions (with 
the percentage of total downloads and sessions).

Note: The Department Summary will only appear in the list of 
available reports on the Reports tab when you do one of the 
following:

• Specify one or more departments in the profile options. 
(For details, see “Analyzing Visitors or Users by 
Department” on page 276.)
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• Configure a Department Lookup data conduit in the 
profile options. If you configure this data conduit, the 
summary will display the department groupings from 
data stored in an external database (such as a corporate 
directory). (For details, see “Using Data Conduits” on 
page 215.)

To get more information about each specific host or user within 
a department, click the department. To display a Download 
Breakdown for a department, click the number of downloads. To 
display a Session Breakdown, click the number of sessions.

Directory Summary

The Directory Summary lets you see how often files are 
downloaded from each directory on your site. Because many 
FTP servers are organized so that related content is in the same 
directory, by examining this report marketers can tell which 
content is the most popular with their users. Use this report to 
plan future site content.

For each directory from which visitors downloaded a file, the 
summary displays the directory, the last session that contained 
a download from this directory, and the number of downloads 
(with the percentage of total downloads).

To display a File Summary for a directory, click the directory 
name. To display a Download Breakdown, click the number of 
downloads.

Domain Summary

The Domain Summary shows how many visitors are coming to 
your site from each country or sector (nonprofit, educational, 
commercial, etc.). Use this report to plan global marketing 
strategies.

For each domain from which a visitor came to your FTP site, the 
summary displays the domain, the last session, and the number 
of downloads and sessions (with the percentage of total 
downloads and sessions).
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To display a Host Summary for a domain, click the domain 
name. To display a Download Breakdown, click the number of 
downloads. To display a Session Breakdown, click the number of 
sessions.

Note: If the only domain listed is Unresolved, you are not 
currently resolving host names. Some FTP servers resolve host 
names. In other words, they look up the host names for the 
corresponding IP (Internet Protocol) addresses. Some FTP 
servers are configured not to perform this function. To fix this 
problem, you can either set your FTP server to resolve host 
names for you or you can select the Resolve host names check 
box in NetTracker. (For details, see “Resolving Host Names” on 
page 107.)

Download Breakdown

The Download Breakdown displays details about each time a 
file on your server was downloaded. Use this report to learn 
more about your visitors based on their behavior. 

The information in the breakdown varies depending on which 
report was used to access the Download Breakdown but may 
include the date and time of the download, the host, the user, 
the department, and the file. If parameters have been specified 
to be included in the breakdown, their values will be presented 
in columns on the right-hand side of the report.

To view more information about a host, click the host. 
NetTracker will look up domain name information through the 
appropriate domain registration database. In most cases, the 
number in the far left column will be highlighted. Click it to 
view the rest of the downloads for the same session.

Executive Dashboard

Use the Executive Dashboard to see an overview of the traffic 
on your FTP site. The dashboard shows totals, averages, and a 
list of the top statistics for the selected time period. The starting 
date and ending date of the time period appear at the top of the 
dashboard.
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To see the full report from which a statistic was taken, click the 
statistic. To see the specific dashboard for a section, click the 
corresponding section title.

File Summary

The File Summary displays how recently and frequently 
visitors have downloaded each file on your site. Use this report 
to track the most popular files on your FTP site, enhancing and 
updating this content as appropriate.

For each file downloaded by a visitor, the summary displays the 
file name, the last session that contained a download of this file, 
and the number of downloads (with the percentage of total 
downloads).

To download the actual file, click the file. To display a Download 
Breakdown for a file, click the number of downloads.

File Delivery Summary

The File Delivery Summary shows how long it takes for files to 
download to your visitors. Use this report to identify 
slow-downloading files that may cause visitors to abandon your 
site.

For each file requested by a visitor, the summary displays the 
file name, the average server response time (the time it takes 
your server to send the file to the user), the number of aborted 
requests, the number of total requests, and the percentage of 
files delivered.

To download the actual file, click the file name. To display a 
Download Breakdown for a file, click the number of aborted 
requests or total requests.

Host Summary

The Host Summary shows the company or Internet Service 
Provider from which visitors came to your site. Use this report 
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to identify where you should focus your marketing and sales 
efforts.

For each host used by a visitor of your site, the summary 
displays the host, the last session, the total time online (the 
amount of time the user is connected to your server), and the 
number of downloads and sessions (with the percentage of total 
downloads and sessions).

If you have entered a host lookup script to link hosts with data 
in other databases, you can click a host to get more information. 
(For details on host lookup scripts, see “Linking Host Data with 
Data in Other Databases” on page 282.)

If you want to view the additional information about the host 
directly in the NetTracker report (instead of having to click the 
host to look it up), you can use a NetTracker data conduit 
instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)

If you have not entered a host lookup URL or used a data 
conduit, you can click the host to have NetTracker look up 
domain name information through the appropriate domain 
registration database. To display a Download Breakdown for a 
host, click the number of downloads. To display a Session 
Breakdown, click the number of sessions.

Note: If listings in this summary show IP numbers 
(100.100.100.100) rather than resolved host names 
(someserver.somedomain.com), you are not currently 
resolving host names. Some FTP servers resolve host names. In 
other words, they look up the host names for the corresponding 
IP (Internet Protocol) addresses. Some FTP servers are 
configured not to perform this function. To fix this problem, you 
can either set your FTP server to resolve host names for you or 
you can select the Resolve host names check box in 
NetTracker. (For details, see “Resolving Host Names” on 
page 107.)
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Parameter Summary

The Parameter Summary analyzes the parameters associated 
with files that visitors are downloading from your server, the 
parameters in arbitrary fields in your log files, or parameters of 
different types combined into a single, “meta” parameter. Use 
this report to monitor the most common parameters associated 
with files that visitors are downloading.

For each value found for the parameter, the summary displays 
the values used for the parameter, the date and time of the most 
recent session that used the value for the parameter, and the 
number of downloads and sessions that used the value for the 
parameter.

A Parameter Summary for parameters associated with a 
session will be session-based instead of download-based. 
Therefore, unlike parameter summaries for parameters 
associated with a download, download counts on a Parameter 
Summary for a session-based parameter will reflect the total 
number of downloads in all sessions with which the parameter 
value is associated rather than the number of individual 
downloads with which the parameter value is associated.

Note: The Parameter Summary will only be available if you 
have done both of the following:

• Configured NetTracker to parse the parameter value 
from a log file and store the value in the NetTracker 
database. (For details, see “Analyzing Parameters” on 
page 218.)

• Created a custom report for the parameter. (For details, 
see “Analyzing Parameters” on page 218.)

If you entered a URL in the Parameter lookup URL box for a 
parameter, the script you entered will be executed when you 
click the parameter value. You can use this feature to link the 
parameter data with data in other databases, giving you the 
ability to look up the parameter value to see what it actually 
reshows. (For details on entering a URL for the parameter, see 
“Analyzing Parameters” on page 218.)
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If you want to view additional information about a parameter 
value directly in the NetTracker report (instead of having to 
click the parameter value to look it up), you can use a 
NetTracker data conduit instead of a lookup URL. (For details, 
see “Using Data Conduits” on page 215.)

To display a Download Breakdown for a parameter value, click 
the number of downloads. To display a Session Breakdown for a 
value, click the number of sessions.

Server Performance Summary

The Server Performance Summary shows how well your server 
is performing. Use this report to determine if you need to 
upgrade hardware, software, or bandwidth.

The summary displays an hourly breakdown of the file requests 
from your FTP server that includes the hour, the average server 
response time, the number of aborted requests, the number of 
total requests, and the percentage of aborted requests.

To display a Download Breakdown for the aborted requests 
during a specific hour, click the number of aborted requests. To 
display a Download Breakdown for the total requests during a 
specific hour, click the number of total requests.

Server Summary

The Server Summary shows how well individual servers in a 
clustered server environment are performing. Use this report to 
determine if you need to add more servers.

For each server in the cluster, the summary displays the server 
name, the average server response time, the number of aborted 
requests, the total requests (with the percentage of total 
requests), and the percentage of aborted requests.

To display a Download Breakdown for a server’s aborted 
requests, click the number of aborted requests. To display a 
Download Breakdown for a server’s total requests, click the 
number of total requests.
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Note: The Server Summary will only appear in the list of 
available reports on the Reports tab when you:

• Specify that the log files are clustered on the Log Files 
page in the profile options. (For details, see “Working 
with Clustered Log Files” on page 83.)

• Select the summary on the Summaries page in the 
profile options. (For details, see “Turning Individual 
Summaries On or Off” on page 122.)

Session Breakdown

The Session Breakdown shows details about each session on 
your FTP site. Use this report to learn more about your visitors 
based on their behavior.

The breakdown contains information about specific sessions. 
The information varies depending on which report was used to 
access the breakdown but may include the date and time when 
the session began, the length of the session, the host, the user, 
the department, and the number of downloads for each session. 
If parameters have been specified to be included in the 
breakdown, their values will be presented in columns on the 
right-hand side of the report.

To get more information about a host, click the host. NetTracker 
will look up domain name information through the appropriate 
domain registration database. To display a Download 
Breakdown for a session, click the number of downloads.

Session Duration Summary

The Session Duration Summary shows how long visitors stay on 
your site. Use this report to track changes in the length of 
sessions.

The summary displays the session duration, the last session, 
and the number of sessions (with the percentage of total 
sessions) for specified session durations (1–2 minutes, 2–3 
minutes, etc.).
399



NetTracker eBusiness User’s Guide
To display a Session Breakdown for a session duration, click the 
number of sessions.

Note: Session duration is affected by the Number of minutes 
between sessions option on the Sessionization page of the 
profile options. (For details, see “Changing the Number of 
Minutes between Visits or Sessions” on page 288.)

Technical Dashboard

Use the Technical Dashboard to see an overview of the 
information contained in the Technical Analysis reports. The 
dashboard shows the slowest-downloading files, most active 
clustered servers, and the average server response time for each 
hour of the day.

To see the full report from which a graph was taken, click the 
corresponding section title.

Time Summary

The Time Summary illustrates the level of activity on your site 
for each hour of the day. Use this report to identify peak and 
slow times in order to understand usage patterns and schedule 
site maintenance.

The summary displays an hourly breakdown of the downloads 
and sessions from your FTP server that includes the hour, the 
last session, the average session duration, and the number of 
downloads and sessions (with the percentage of total downloads 
and sessions).

To display a Download Breakdown for a specific hour, click the 
number of downloads. To display a Session Breakdown, click the 
number of Sessions. The Session Breakdown will contain all the 
sessions that began in the specified hour.

Traffic Dashboard

Use the Traffic Dashboard to see an overview of the information 
contained in the Traffic Analysis reports. The dashboard shows 
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the number of sessions, number of downloads, and number of 
megabytes transferred. It also shows the number of sessions by 
the hour of the day and the day of the week.

To see the full report from which a graph was taken, click the 
corresponding section title.

Traffic Summary

The Traffic Summary displays bandwidth usage by day, week, 
and month. Use this report to track bandwidth requirements 
and to plan for traffic growth (increased bandwidth needs).

Note: The number of megabytes transferred only reflects the 
files downloaded from your FTP server. NetTracker does not 
analyze data about files that were uploaded to the FTP server.

If you select a specific month, the summary displays the 
number of megabytes transferred for each day and week. If you 
select View Quarter, the summary displays the number of 
megabytes transferred for each week and month in the quarter. 
If you select View Year, the summary displays the number of 
megabytes transferred for each month and quarter in the year. 
If you select View All, the summary displays the number of 
megabytes transferred for each month and year for which you 
have data. To get detailed information about each day and week 
in the specified month, click the month.

User Summary

The User Summary shows the frequency of site users’ sessions. 
Use this report to learn more about the loyalty, content 
preferences, and habits of your registered users.

For each user who logged onto your FTP server, the summary 
shows the user, the last session, the total time online (on your 
site), and the number of downloads and sessions (with the 
percentage of total downloads and sessions).

If you have entered a user lookup script to link users with data 
in other databases, you can click a user to get more information. 
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(For details on user lookup scripts, see “Linking User Data with 
Data in Other Databases” on page 283.)

If you want to view the additional information about the user 
directly in the NetTracker report (instead of having to click the 
parameter value to look it up), you can use a NetTracker data 
conduit instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)

If you have not entered a user lookup URL or used a data 
conduit, you can display a Host Summary for each user by 
clicking the user. To display a Download Breakdown for a user, 
click the number of downloads. To display a Session Breakdown, 
click the number of sessions.

Visitor Dashboard

Use the Visitor Dashboard to see an overview of the information 
contained in the Visitor Analysis reports. The dashboard shows 
the most frequent domains, most frequent hosts, and most 
frequent users.

To see the full report from which a graph was taken, click the 
corresponding section title.
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Following is a list of all of the summaries, breakdowns, and 
dashboards available for a streaming media server profile. This 
list details the information that can be found in each report. 
(For details on viewing a summary, sorting a summary, and so 
on, see “Using NetTracker Reports” on page 119. For details on 
filtering a summary, see “Filtering a NetTracker Report” on 
page 151.)

Clip Summary

The Clip Summary displays how recently and frequently 
visitors have downloaded each clip on your server. Use this 
report to identify what type of content to increase, remove, or 
revamp based on visitor preferences.

For each clip downloaded by a visitor, the summary displays the 
clip file name, the last download, the average connection 
quality, the average percentage sent, and the number of 
downloads (with the percentage of total downloads).

To display a Download Breakdown for a clip, click the number 
of downloads.

Clip Download Summary

The Clip Download Summary shows how many clips visitors 
are downloading before abandoning your server. Use this report 
to determine how effective your server is at engaging visitors.
403



NetTracker eBusiness User’s Guide
The summary displays the number of clips downloaded, the last 
session, and the number of sessions (with the percentage of 
total sessions) for specified numbers of clips downloaded (1 clip, 
2 clips, 3 clips, 4 clips, 5-6 clips, etc.).

To display a Session Breakdown for a number of clips, click the 
number of sessions.

Content Dashboard

Use the Content Dashboard to see an overview of the 
information contained in the Content Analysis reports. The 
dashboard shows the most frequent starting clips, most 
requested clips, most popular directories, and most frequent 
ending clips.

To see the full report from which a graph was taken, click the 
corresponding section title.

Content Summary

The Content Summary shows how recently and frequently 
visitors have downloaded clips from each content group on your 
server. (Create content groups for your server in the profile 
options.) Use this report to determine what types of content to 
increase, remove, or revamp based on visitor use.

For each content group, the summary displays the content 
group name, the last session that contained a download of a clip 
in the content group, and the number of downloads and sessions 
(with the percentage of total downloads and sessions).

Note: The Content Summary will only appear in the list of 
available reports on the Reports tab when you specify one or 
more content groups in the profile options. (For details, see 
“Analyzing Content Groups” on page 203.)

To display a Clip Summary for a content group, click the content 
group. To display a Download Breakdown, click the number of 
downloads. To display a Session Breakdown, click the number of 
sessions.
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Date Summary

Use the Date Summary to see downloads from your server on 
any given day. Use this report to understand usage patterns. 

If you select a specific month, the summary displays the 
number of downloads and sessions (with the percentage of total 
downloads and sessions) for each day and week in the month. If 
you select View Quarter, the summary displays the number of 
downloads and sessions for each week and month in the quarter. 
If you select View Year, the summary displays the number of 
downloads and sessions for each month and quarter. If you 
select View All, the number of sessions and downloads are 
displayed for each month and year. To see statistics for weeks or 
days, click a specific month.

To display a Download Breakdown, click the number of 
downloads. To display a Session Breakdown, click the number of 
sessions.

Day of the Week Summary

The Day of the Week Summary shows the level of activity on 
your server each day of the week. Use this report to identify 
peak and slow times in order to understand usage patterns and 
plan server maintenance and updates.

The summary displays the day, the last session, and the number 
of downloads and sessions (with the percentage of downloads 
and sessions).

To display a Download Breakdown for a specific day of the 
week, click the number of downloads. To display a Session 
Breakdown, click the number of sessions.

Department Summary

The Department Summary reveals which departments are 
using your streaming media server and how they are using it. 
Use this report to monitor usage and assist in resource 
allocation.
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For each department, the summary displays the department, 
the date and time of the most recent session by someone in the 
department, and the number of downloads and sessions (with 
the percentage of total downloads and sessions).

Note: The Department Summary will only appear in the list of 
available reports on the Reports tab when you:

• Specify one or more departments in the profile options. 
(For details, see “Analyzing Visitors or Users by 
Department” on page 276.)

• Configure a Department Lookup data conduit in the 
profile options. If you configure this data conduit, the 
summary will display the department groupings from 
data stored in an external database (such as a corporate 
directory). (For details, see “Using Data Conduits” on 
page 215.)

To get more information about each specific host or user within 
a department, click the department. To display a Download 
Breakdown for a department, click the number of downloads. To 
display a Session Breakdown, click the number of sessions.

Directory Summary

Use the Directory Summary to see how often clips from each 
directory on your server are downloaded. Because most 
streaming media servers are organized so that related content 
is in the same directory, marketers can tell which content is the 
most popular with their visitors by examining this report. Use 
this report to plan future server content.

For each directory from which visitors downloaded a clip, the 
summary displays the directory, the date and time of the last 
session that contains a download of a clip in this directory, and 
the number of downloads (with the percentage of total 
downloads).

To display a Clip Summary for a directory, click the directory 
name. To display a Download Breakdown, click the number of 
downloads.
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Domain Summary

The Domain Summary shows how many visitors are 
downloading from your server from each country or sector 
(nonprofit, educational, commercial, etc.). Use this report to 
plan global marketing strategies and to develop content that 
appeals to each demographic.

For each domain from which a user downloaded a clip, the 
summary displays the domain, the last session, and the number 
of downloads and sessions (with the percentage of downloads 
and sessions).

To display a Host Summary for a domain, click the domain 
name. To display a Download Breakdown, click the number of 
downloads. To display a Session Breakdown, click the number of 
sessions.

Note: If the only domain listed is Unresolved, NetTracker is not 
currently resolving host names (looking up the host names for 
the corresponding IP addresses). To fix this problem, select the 
Resolve host names check box in NetTracker. (For details, see 
“Resolving Host Names” on page 107.)

Download Breakdown

The Download Breakdown displays details about each time a 
clip on your streaming media server was downloaded. Use this 
report to learn more about your visitors based on their behavior.

The information varies depending on which report was used to 
access the breakdown but may include the date and time of the 
download, the host, the user, the department, the connection 
quality, the percentage sent, the clip, the player, and the 
platform. If parameters have been specified to be included in 
the breakdown, their values will be presented in columns on the 
right-hand side of the report.

To view more information about a host, click the host. 
NetTracker will then look up domain name or IP address 
information through the appropriate domain registration 
database. In most cases, the number in the far left column will 
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be highlighted. Click it to view the rest of the downloads for the 
same session.

Ending Clip Summary

The Ending Clip Summary shows the last clip visitors 
downloaded before abandoning your server. Use this report to 
determine which content needs to be modified to decrease 
abandonment.

For each ending clip, the summary displays the ending clip file 
name, the last session, and the number of sessions (with the 
percentage of total sessions).

To display a Session Breakdown for an ending clip, click the 
number of sessions.

Error Breakdown

The Error Breakdown provides details about each time visitors 
encountered an error on your server. Use this report to get the 
information you need to fix the server.

For each error, the breakdown displays the date and time, the 
host, the player, and the platform. If you accessed the 
breakdown from a Server Summary, the Error Breakdown also 
displays the requested clip and the error message.

To get more information about a specific host, click the host. 
NetTracker will look up domain name information through the 
appropriate domain registration database. 

Error Summary

The Error Summary displays the error message that users have 
encountered when requesting clips from your server. Use this 
report to identify what needs to be fixed.

For each error, the summary displays the requested clip, the 
error message (the result of the request), the last error, and the 
number of errors (with the percentage of total errors).
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To display an Error Breakdown for an error, click the number of 
errors.

Executive Dashboard

Use the Executive Dashboard to see an overview of the traffic 
on your streaming media server. The dashboard shows totals, 
averages, and a list of the top statistics for the selected time 
period. The starting date and ending date of the time period 
appear at the top of the dashboard.

To see the full report from which a statistic was taken, click the 
statistic. To see the specific dashboard for a section, click the 
corresponding section title.

Host Summary

The Host Summary shows the company or Internet Service 
Provider from which visitors came to your server. Use this 
report to identify the online service providers from which most 
of your visitors are coming so you can direct your marketing 
efforts accordingly.

For each host used by a visitor to your server, the summary 
displays the host, the last session, the total time online (the 
total time a host spent on your server), and the number of 
downloads and sessions (with the percentage of total downloads 
and sessions).

If you have entered a host lookup script to link hosts with data 
in other databases, you can click a host to get more information. 
(For details on host lookup scripts, see “Linking Host Data with 
Data in Other Databases” on page 282.)

If you want to view the additional information about the host 
directly in the NetTracker report (instead of having to click the 
host to look it up), you can use a NetTracker data conduit 
instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)
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If you have not entered a host lookup URL or used a data 
conduit, you can click the host to have NetTracker look up 
domain name information through the appropriate domain 
registration database. To display a Download Breakdown for a 
host, click the number of downloads. To display a Session 
Breakdown, click the number of sessions.

Note: If listings in this summary show IP numbers 
(100.100.100.100) rather than resolved host names 
(someserver.somedomain.com), NetTracker is not currently 
resolving host names (looking up the host names for the 
corresponding IP addresses). To fix this problem, select the 
Resolve host names check box in NetTracker. (For details, see 
“Resolving Host Names” on page 107.)

Parameter Summary

The Parameter Summary analyzes the parameters associated 
with clips that visitors are downloading from your server, the 
parameters in arbitrary fields in your log files, or parameters of 
different types combined into a single, “meta” parameter. Use 
this report to monitor the most common parameters associated 
with clips that visitors are downloading.

For each value found for the parameter, the summary displays 
the values used for the parameter, the date and time of the most 
recent session that used the value for the parameter, and the 
number of downloads and sessions that used the value for the 
parameter.

A Parameter Summary for parameters associated with a 
session will be session-based instead of download-based. 
Therefore, unlike parameter summaries for parameters 
associated with a download, download counts on a Parameter 
Summary for a session-based parameter will reflect the total 
number of downloads in all sessions with which the parameter 
value is associated rather than the number of individual 
downloads with which the parameter value is associated.

Note: The Parameter Summary will only be available if you 
have done both of the following:
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• Configured NetTracker to parse the parameter value 
from a log file and store the value in the NetTracker 
database. (For details, see “Analyzing Parameters” on 
page 218.)

• Created a custom report for the parameter. (For details, 
see “Analyzing Parameters” on page 218.)

If you entered a URL in the Parameter lookup URL box for a 
parameter, the script you entered will be executed when you 
click a parameter value. You can use this feature to link the 
parameter data with data in other databases, giving you the 
ability to look up the parameter value to see what it actually 
reshows. (For details on entering a URL for the parameter, refer 
to “Analyzing Parameters” in the NetTracker User’s Guide or 
online help.)

If you want to view additional information about a parameter 
value directly in the NetTracker report (instead of having to 
click the parameter value to look it up), you can use a 
NetTracker data conduit instead of a lookup URL. (For details, 
refer to “Using Data Conduits” in the NetTracker User’s Guide 
or online help.)

If you have not entered a URL in the Parameter lookup URL 
box or used a data conduit, you can display a Visitor Summary 
for a parameter value by clicking the value.

Platform Summary

The Platform Summary shows which platforms are used by 
visitors to your server and how often each platform is used. Use 
this report to optimize your server for visitors based on their 
platform usage.

For each platform used by a user of your server, the summary 
displays the platform, the last session, and the number of 
downloads and sessions (with the percentage of downloads and 
sessions).

To display a Player Breakdown for a platform, click the 
platform. To display a Download Breakdown, click the number 
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of downloads. To display a Session Breakdown, click the number 
of sessions.

Player Breakdown

The Player Breakdown shows which user agents within the 
specified player are used by visitors to your server and how 
often they are used. Use this report to optimize your server for 
visitors, based on their player use.

For each user agent used by a visitor to your streaming media 
server, the breakdown displays the user agent, the last session, 
and the number of downloads and sessions (with the percentage 
of total downloads and sessions).

To display a Download Breakdown for a user agent, click the 
number of downloads. To display a Session Breakdown, click the 
number of sessions.

Player Summary

The Player Summary shows which players are used by visitors 
to your server and how often they are used. Use this report to 
optimize your server for visitors based on their player usage.

For each player used by a visitor to your server, the summary 
displays the player name, the last session, and the number of 
downloads and sessions (with the percentage of total downloads 
and sessions).

To display a Player Breakdown for a player, click the player 
name. To display a Download Breakdown, click the number of 
downloads. To display a Session Breakdown, click the number of 
sessions.

Server Performance Summary

The Server Performance Summary shows how well your server 
is performing. Use this report to determine if you need to add 
more hardware, software, or bandwidth.
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The summary displays an hourly breakdown of the downloads 
from your streaming media server that includes the hour, the 
average connection quality, the average percentage sent, and 
the number of downloads.

To display a Download Breakdown for the downloads during a 
specific hour, click the number of downloads.

Server Summary

The Server Summary shows how well individual servers in a 
clustered server environment are performing. Use this report to 
determine if you need to add more servers.

For each server in the cluster, the summary displays the server 
name, the number of errors (with the percentage of total errors), 
the average connection quality, the average percentage sent, 
and the number of downloads.

To display an Error Breakdown for a server, click the number of 
errors. To display a Download Breakdown for a server’s 
downloads, click the number of downloads.

Note: The Server Summary will only appear in the list of 
available reports on the Reports tab when you specify that 
your log files are clustered in the profile options. (For details, 
see “Working with Clustered Log Files” on page 83.)

Session Breakdown

The Session Breakdown shows details about each session on 
your server. Use this report to learn more about your visitors 
based on their behavior.

The information in the report varies depending on which report 
was used to access the breakdown but may include the date and 
time when the session began, the length of session, the host, the 
user, the department, the starting clip, the ending clip, the 
player, the platform, and the number of downloads for each 
session. If parameters have been specified to be included in the 
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breakdown, their values will be presented in columns on the 
right-hand side of the report.

To get more information about a host, click the host. NetTracker 
will then look up domain name information through the 
appropriate domain registration database. To display a 
Download Breakdown, click the number of downloads.

Session Duration Summary

The Session Duration Summary shows how long visitors stay on 
your server. Use this report to track changes in the length of 
sessions.

The summary displays the session duration, the last session, 
and the number of sessions (with the percentage of total 
sessions) for specified session durations (1–2 minutes, 2–3 
minutes, etc.).

To display a Session Breakdown for a session duration, click the 
number of sessions.

Note: Session duration is affected by the Number of minutes 
between sessions option on the Sessionization page of the 
profile options. (For details, see “Changing the Number of 
Minutes between Visits or Sessions” on page 288.)

Starting Clip Summary

The Starting Clip Summary shows which clips visitors are 
downloading first from your server. Use this report to evaluate 
the effectiveness of external links to your server.

For each starting clip, the summary displays the starting clip 
file name, the last session, and the number of sessions (with the 
percentage of total sessions).

To display a Session Breakdown for a specific starting clip, click 
the number of sessions.
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Technical Dashboard

Use the Technical Dashboard to see an overview of the 
information contained in the Technical Analysis reports. The 
dashboard shows the most popular players, most popular 
platforms, and most common errors. It also shows the average 
connection quality for each hour of the day.

To see the full report from which a graph was taken, click the 
corresponding section title.

Time Summary

The Time Summary illustrates the level of activity on your 
server for each hour of the day. Use this report to identify peak 
and slow times in order to understand usage patterns and 
schedule site maintenance.

The summary displays an hourly breakdown of the downloads 
and sessions from your streaming media server that includes 
the hour, the last session, the average session duration, and the 
number of downloads and sessions (with the percentage of total 
downloads and sessions).

To display a Download Breakdown for a specific hour, click the 
number of downloads. To display a Session Breakdown, click the 
number of sessions. The Session Breakdown will contain all the 
sessions that began in the specified hour.

Traffic Dashboard

Use the Traffic Dashboard to see an overview of the information 
contained in the Traffic Analysis reports. The dashboard shows 
the number of sessions, number of downloads, and number of 
megabytes transferred. It also shows the number of sessions for 
each hour of the day and each day of the week.

To see the full report from which a graph was taken, click the 
corresponding section title.
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Traffic Summary

The Traffic Summary displays bandwidth usage by day, week, 
and month. Use this report to track bandwidth requirements 
and to plan for traffic growth (increased bandwidth needs).

If you select a specific month, the summary displays the 
number of megabytes transferred for each day and week in the 
month. If you select View Quarter, the summary displays the 
number of megabytes transferred for each week and month in 
the quarter. If you select View Year, the summary displays the 
number of megabytes transferred for each month and quarter in 
the year. If you select View All, the summary displays the 
number of megabytes transferred for each month and year. To 
get detailed information about each day and week in the 
specified month, click the month.

User Summary

The User Summary shows the frequency of registered users' 
sessions. Use this report to learn more about the loyalty, content 
preferences, and habits of your registered streaming media 
server visitors.

For each user who logged onto your streaming media server, the 
summary displays the registered user’s name, the last session, 
the total time online (the total time a user spent on your 
streaming media server), and the number of downloads and 
sessions by this user (with the percentage of total downloads 
and sessions).

If you have entered a user lookup script to link users with data 
in other databases, you can click a user to get more information. 
(For details on user lookup scripts, see “Linking User Data with 
Data in Other Databases” on page 283.)

If you want to view the additional information about the user 
directly in the NetTracker report (instead of having to click the 
parameter value to look it up), you can use a NetTracker data 
conduit instead of a lookup URL. (For details, see “Using Data 
Conduits” on page 215.)
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If you have not entered a user lookup URL or used a data 
conduit, you can display a Host Summary for each user by 
clicking the user. To display a Download Breakdown for a user, 
click the number of downloads. To display a Session Breakdown, 
click the number of sessions.

Visitor Dashboard

Use the Visitor Dashboard to see an overview of the information 
contained in the Visitor Analysis reports. The dashboard shows 
the most frequent domains and most frequent hosts.

To see the full report from which a graph was taken, click the 
corresponding section title.
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26Overall Web Server 
Profile Reports 

Following is a list of all of the reports available for an overall 
Web server profile. This list details the information that can be 
found in each report. (For details on viewing a summary, 
printing a summary, and so on, see “Using NetTracker Reports” 
on page 119.)

Bandwidth Summary

The Bandwidth Summary lists the number of megabytes 
transferred by each profile’s servers. Use this report to allocate 
resources.

For each Web profile whose servers transferred data during the 
selected time period, the summary displays the profile name 
and the number of megabytes transferred (with the percentage 
of total megabytes transferred).

Browser Summary

The Browser Summary shows which Web browsers are used by 
visitors to the sites in your Web server profiles and how often 
they are used. Use this report to optimize your Web sites for 
visitors based on their browser usage.

For each browser used by a visitor in any of your Web server 
profiles, the summary displays the browser name and the 
number of views and visits (with the percentage of total views 
and visits).
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Day of the Week Summary

The Day of the Week Summary shows the combined level of 
activity on all of the servers in your Web server profiles for each 
day of the week. Use this report to identify peak and slow times 
in order to understand usage patterns and plan server 
maintenance and updates.

The summary displays the day and the number of views and 
visits (with the percentage of total views and visits).

Hit Summary

The Hit Summary shows the number of hits to each Web 
profile’s servers. Use this report to monitor usage. 

For each profile whose servers had at least one hit during the 
selected time period, the summary displays the profile name 
and the number of hits (with the percentage of total hits).

To display the Executive Dashboard for a profile, click the 
profile name.

Platform Summary

The Platform Summary shows which platforms are used by 
visitors to the sites in your Web server profiles and how often 
each platform is used. Use this report to optimize your Web 
sites for visitors, based on their platform usage.

For each platform used by a visitor in any of your Web server 
profiles, the summary displays the platform and the number of 
views and visits (with the percentage of views and visits).

Time Summary

The Time Summary shows the combined level of activity on the 
servers in your Web server profiles for each hour of the day. Use 
this report to identify peak and slow times in order to 
understand usage patterns and schedule maintenance.
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The summary displays an hourly breakdown of the views and 
visits to the Web sites in your Web server profiles that includes 
the hour and the number of views and visits (with the 
percentage of total views and visits).

View Summary

The View Summary displays the number of views to the sites in 
each Web server profile. Use this report to monitor usage and 
allocate resources.

For each Web server profile that had at least one view during 
the selected time period, the summary displays the profile name 
and the number of views (with the percentage of total views).

To display the Executive Dashboard for a profile, click the 
profile name.

Visit Summary

The Visit Summary shows the number of visits to the sites in 
each Web server profile. Use this report to monitor usage and 
allocate resources.

For each Web server profile whose sites had at least one visit 
during the selected time period, the summary displays the 
profile name and the number of visits (with the percentage of 
total visits).

To display the Executive Dashboard for a profile, click the 
profile name.

Visitor Summary

The Visitor Summary lists the number of visitors to the sites in 
each Web server profile. Use this report to understand usage.

For each Web server profile whose sites had at least one visitor 
during the selected time period, the summary displays the 
profile name and the number of visitors (with the percentage of 
total visitors).
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To display the Executive Dashboard for a profile, click the 
profile name.
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27Overall Proxy 
Server/Firewall 
Profile Reports

Following is a list of all of the reports available for an overall 
proxy server/firewall profile. This list details the information 
that can be found in each report. (For details on viewing a 
summary, printing a summary, and so on, see “Using 
NetTracker Reports” on page 119.)

Bandwidth Summary

The Bandwidth Summary lists the number of megabytes 
transferred by each proxy server or firewall. Use this report to 
allocate resources.

For each proxy server or firewall that transferred data during 
the selected time period, the summary displays the profile 
name and the number of megabytes transferred (with the 
percentage of total megabytes transferred).

To display the Executive Dashboard for a profile, click the 
profile name.

Day of the Week Summary

The Day of the Week Summary shows the combined level of 
activity on all of your proxy servers and firewalls for each day of 
the week. Use this report to identify peak and slow times in 
order to understand usage patterns and plan server 
maintenance and updates.
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The summary displays the day and the number of views and 
sessions (with the percentage of total views and sessions).

Hit Summary

The Hit Summary shows the number of hits that passed 
through each proxy server or firewall. Use this report to 
monitor usage. 

For each proxy server or firewall that had at least one hit 
during the selected time period, the summary displays the 
profile name and the number of hits (with the percentage of 
total hits).

To display the Executive Dashboard for a profile, click the 
profile name.

Session Summary

The Session Summary shows the number of sessions that took 
place on each proxy server or firewall. Use this report to 
monitor usage and allocate resources.

For each proxy server or firewall that had at least one session 
during the selected time period, the summary displays the 
profile name and the number of sessions (with the percentage of 
total sessions).

To display the Executive Dashboard for a profile, click the 
profile name.

Time Summary

The Time Summary shows the combined level of activity on 
your proxy servers and firewalls for each hour of the day. Use 
this report to identify peak and slow times in order to 
understand usage patterns and schedule maintenance.

The summary displays an hourly breakdown of the views and 
sessions through your proxy servers and firewalls that includes 
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the hour and the number of views and sessions (with the 
percentage of total views and sessions).

View Summary

The View Summary displays the number of views made through 
each proxy server or firewall. Use this report to monitor usage 
and allocate resources.

For each proxy server or firewall that had at least one view 
during the selected time period, the summary displays the 
profile name and the number of views (with the percentage of 
total views).

To display the Executive Dashboard for a profile, click the 
profile name.
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28Overall FTP Server 
Profile Reports

Following is a list of all of the reports available for an overall 
FTP server profile. This list details the information that can be 
found in each report. (For details on viewing a summary, 
printing a summary, and so on, see “Using NetTracker Reports” 
on page 119.)

Bandwidth Summary

The Bandwidth Summary lists the number of megabytes 
transferred by each FTP server. Use this report to allocate 
resources.

Note: The number of megabytes transferred only reflects the 
files downloaded from your FTP server. NetTracker does not 
analyze data about files that were uploaded to the FTP server.

For each FTP server that transferred data during the selected 
time period, the summary displays the profile name and the 
number of megabytes transferred (with percentage of total 
megabytes transferred).

To display the Executive Dashboard for a profile, click the 
profile name.

Day of the Week Summary

The Day of the Week Summary shows the combined level of 
activity on all of your FTP servers for each day of the week. Use 
this report to identify peak and slow times to understand usage 
patterns and plan server maintenance and updates.
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The summary displays the day and the number of downloads 
and sessions (with percentage of total downloads and sessions).

Download Summary

The Download Summary displays the number of downloads 
made from each FTP server. Use this report to understand and 
allocate resources. 

For each FTP server that had at least one download during the 
selected time period, the summary displays the profile name 
and the number of downloads (with percentage of total 
downloads).

To display the Executive Dashboard for a profile, click the 
profile name.

Session Summary

The Session Summary shows the number of sessions that took 
place on each FTP server. Use this report to monitor usage and 
allocate resources.

For each FTP server that had at least one session during the 
selected time period, the summary displays the profile name 
and the number of sessions (with percentage of total sessions).

To display the Executive Dashboard for a profile, click the 
profile name.

Time Summary

The Time Summary shows the combined level of activity on 
your FTP servers for each hour of the day. Use this report to 
identify peak and slow times to understand patterns and 
schedule maintenance.

The summary displays an hourly breakdown of the downloads 
and sessions for your FTP servers that includes the hour and 
the number of downloads and sessions (with percentage of total 
downloads and sessions).
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29Overall Streaming 
Media Server Profile 
Reports

Following is a list of all of the reports available for an overall 
streaming media server profile. This list details the information 
that can be found in each report. (For details on viewing a 
summary, printing a summary, and so on, see “Using 
NetTracker Reports” on page 119.)

Bandwidth Summary

The Bandwidth Summary lists the number of megabytes 
transferred by each profile’s servers. Use this report to allocate 
resources.

For each streaming media profile whose servers transferred 
data during the selected time period, the summary displays the 
profile name and the number of megabytes transferred (with 
the percentage of total megabytes transferred).

To display the Executive Dashboard for a profile, click the 
profile name.

Day of the Week Summary

The Day of the Week Summary shows the combined level of 
activity on all of the servers in your streaming media server 
profiles for each day of the week. Use this report to identify 
peak and slow times in order to understand usage patterns and 
plan server maintenance and updates.
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The summary displays the day and the number of downloads 
and sessions (with the percentage of total downloads and 
sessions).

Download Summary

The Download Summary displays the number of downloads 
made from the servers in each streaming media profile. Use this 
report to understand usage and allocate resources. 

For each profile whose servers had at least one download during 
the selected time period, the summary displays the profile name 
and the number of downloads (with the percentage of total 
downloads).

To display the Executive Dashboard for a profile, click the 
profile name.

Platform Summary

The Platform Summary shows which platforms are used by 
visitors to the servers in your streaming media server profiles 
and how often each platform is used. Use this report to optimize 
your servers for visitors, based on their platform usage.

For each platform used by a visitor in any of your streaming 
media server profiles, the summary displays the platform and 
the number of downloads and sessions (with the percentage of 
downloads and sessions).

Player Summary

The Player Summary shows which players are used by visitors 
to the servers in your streaming media server profiles and how 
often they are used. Use this report to optimize your servers for 
visitors based on their player usage.

For each player used by a visitor in any of your streaming media 
server profiles, the summary displays the player name and the 
number of downloads and sessions (with the percentage of total 
downloads and sessions).
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Session Summary

The Session Summary shows the number of sessions that took 
place on the servers in each streaming media server profile. Use 
this report to monitor usage and allocate resources.

For each streaming media server profile whose servers had at 
least one session during the selected time period, the summary 
displays the profile name and the number of sessions (with the 
percentage of total sessions).

To display the Executive Dashboard for a profile, click the 
profile name.

Time Summary

The Time Summary shows the combined level of activity on the 
servers in your streaming media server profiles for each hour of 
the day. Use this report to identify peak and slow times in order 
to understand usage patterns and schedule site maintenance.

The summary displays an hourly breakdown of the downloads 
and sessions on the servers in your streaming media profiles 
that includes the hour and the number of downloads and 
sessions (with the percentage of total downloads and sessions).
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30Command-Line 
Options

NetTracker includes a command-line interface that you can use 
to perform many NetTracker functions from the command 
prompt using command-line options. The command-line options 
are useful for automating the update process as well as 
scripting the addition and removal of profiles.

The term short_profile_name refers to the profile name that 
appears in parentheses in the Available profiles list in the 
Profile Manager. You can also display a list of the short profile 
names by using the command nettracker admin -list.

Using Regular Expressions with 
Command-Line Options

You can use a regular expression to specify multiple profiles on 
which NetTracker should operate. The syntax is:

nettracker "%regex" [options]

or 

nettracker admin -list "%regex"

where regex is a regular expression that identifies the profiles 
you want. (For details on regular expressions, see “Using 
Regular Expressions with NetTracker” on page 455.)

Note: If the percent sign (%) is not included, regex will not be 
treated as a regular expression.
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When you use a regular expression, the actions indicated by the 
command-line options will be carried out on all profiles whose 
names match the regular expression. It is important to test a 
regular expression for accuracy before you use it in an operation 
that will affect the data in the profiles. Using the command 
nettracker admin -list "%regex" is a good way to test 
the regular expression to ensure that it matches only those 
profiles you want it to match.

Example 

nettracker "%customer.*" -update
nettracker admin -list "%customer.*"

Profile Command-Line Options

-abort

Aborts the profile. This kills the associated NetTracker 
process and resets the profile. Importing of data will be 
rolled back to the last checkpoint.

Note: If there is no NetTracker process associated with this 
profile (in other words, there is no short_profile_name.lck 
file), this option has no effect.

Example: nettracker short_profile_name -abort

-alert

Instructs NetTracker to execute any e-mail alerts that have 
been configured in the options for the profile specified. The 
E-mail option in the administrative options, and the E-mail 
Tasks and E-mail Alerts options in the profile options, 
must be configured correctly for e-mail alerts to successfully 
execute.

Example: nettracker short_profile_name -alert

Note: This option can be combined with the -email, 
-recalc, -recipients, -regen, and -update options. 
Reports will be e-mailed at the conclusion of the -recalc, 
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-regen, or -update, assuming that e-mail alert threshold 
is met.

-alerttask <alertname>

Instructs NetTracker to execute the specified e-mail alert. 
The E-mail option in the administrative options, and the 
E-mail Tasks and E-mail Alerts options in the profile 
options, must be configured correctly for the e-mail alert to 
successfully execute.

Example: nettracker short_profile_name 
-alerttask SomeEmailAlert

Note: If the alert name contains spaces, you will need to put 
the alert name in quotation marks.

-archive <YYYYMM> 

Removes the given month from the database and archives 
the reports for that month.

Note: You cannot drill into reports for archived months.

Note: Removing the last month from your profile is 
equivalent to clearing all data from the profile. This includes 
removing all information concerning unique visitors, which 
will influence the identification of new and repeat visitors 
when importing new data.

Example: nettracker short_profile_name 
-archive 200401

-archive <YYYYMM,YYYYMM> 

Removes multiple months from the NetTracker database 
and archives the reports for each listed month. (There 
should be no space after the comma that separates the 
months.)

Note: You cannot drill into reports for archived months.
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Note: Removing all months from your profile is equivalent 
to clearing all data from the profile. This includes removing 
all information concerning unique visitors, which will 
influence the identification of new and repeat visitors when 
importing new data.

Example: nettracker short_profile_name 
-archive 200401,200402

-checkdb

Checks the NetTracker database to ensure that all the 
tables and indices necessary for NetTracker exist. This 
command also outputs the disk usage of each table and 
index. If an index is missing, you can run the command 
nettracker short_profile_name -reindex 
-missing to rebuild it. For more information on this 
command-line option, see below.

In NetTracker eBusiness for Oracle, DB2, and MySQL, this 
command also checks the last analysis date for the statistics 
on each table and index. If the statistics on these tables and 
indices are out of date, you can run the command 
nettracker short_profile_name -reanalyze to 
update them. For more information on this command-line 
option, see “-reanalyze” on page 440.

In NetTracker eBusiness for SQL Server, this command also 
outputs the collation name for the tempdb and the database 
that NetTracker is writing to.This information appears at 
the end of the output. For example:

Verifying important database settings…
Collation for ntdb: Latin1_General_BIN
Collation for tempdb: 
SQL_Latin1_General_CP1_CI_AS

If the user running the -checkdb option has the Select 
Catalog role for the Oracle database, NetTracker will also 
examine the HASH_AREA_SIZE and SORT_AREA_SIZE 
parameters of your database to ensure they are set 
appropriately.
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Note that the output of this command is designed to be 
interpreted by a trained database administrator. Before 
making any changes to your database configuration or 
running any of the commands mentioned above, it is 
advisable to consult with your database administrator or 
Sane Solutions technical support.

-clear

Clears the NetTracker database and resets the profile.

Note: If you do not still have every log file that you have 
imported into this profile, you will lose profile data 
permanently by using the -clear option.

Example: nettracker short_profile_name -clear

-dir <dir> 

Specifies the NetTracker program directory. The -dir 
option must be specified when executing NetTracker from 
the command line outside of the NetTracker program 
directory. The default NetTracker program directory on 
UNIX is /usr/local/NetTracker. The default NetTracker 
program directory on Windows is C:\Program 
Files\NetTracker.

Example (Windows): C:\Program 
Files\NetTracker\nettracker.exe all -update 
-dir "C:\Program Files\NetTracker"

Example (UNIX): 
/usr/local/NetTracker/nettracker all -update 
-dir /usr/local/NetTracker

-email

Instructs NetTracker to perform any e-mail tasks that have 
been configured in the options for the profile specified. 
(Tasks that have the Exclude from batch execution 
check box selected will not be executed. For details, see 
“Creating an E-mail Task” on page 129.) Both the E-mail 
437



NetTracker eBusiness User’s Guide
Tasks option in the profile options and the E-mail options 
in the administrative options must be configured correctly 
for e-mail tasks to be executed successfully.

Example: nettracker short_profile_name -email

Note: This option can be combined with the -recalc, 
-recipients, -regen, and -update options. Reports 
will be e-mailed at the conclusion of the -recalc, -regen, 
or -update, assuming that task completes successfully.

-emailtask <taskname> 

Instructs NetTracker to perform the specified e-mail task. 
Both the E-mail Tasks option in the profile options and the 
E-mail options in the administrative options must be 
configured correctly for the e-mail task to successfully 
execute.

Example: nettracker short_profile_name 
-emailtask SomeEmailTask

Note: If the task name contains spaces, you will need to put 
the task name in quotation marks.

Note: You can use the -recipients option to specify a list 
of recipients that will be used instead of the recipients 
specified in the task.

-expiretitles

Instructs NetTracker to mark all page titles as expired. 
Page titles for any pages processed by NetTracker during 
subsequent updates will be resolved the next time requests 
for them are processed, as if they had expired normally.

Example: nettracker short_profile_name 
-expiretitles
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-forget <logfile> 

Whenever NetTracker processes a log file, it remembers that 
file by storing the first 600 bytes of the file, the file size, and 
the location that it left off in the file. As a result, if the file 
grows, NetTracker will process only the new data. The 
-forget command tells NetTracker to forget that it has 
already processed the log file. If you tell NetTracker to 
forget a log file, it will reprocess the whole log file instead of 
picking up from where it left off. For <logfile> you should 
enter the full path and file name of the log file.

The -forget option is useful when you need to reimport 
data that you have removed from your profile.

Example (Windows): nettracker 
short_profile_name -forget c:\logs\access.log

Example (UNIX): nettracker short_profile_name 
-forget /logs/access.log

You can tell NetTracker to forget multiple log files with a 
single command by using wildcards. The -forget option 
will accept a file specification, as long as it is a valid file 
specification according to the wildcard rules of the operating 
system on which NetTracker is installed.

Example (Windows): nettracker 
short_profile_name -forget "c:\logs\ex0001*"

Example (UNIX): nettracker short_profile_name 
-forget 
"/usr/local/apache/logs/access_log200001*"

-quiet

Instructs NetTracker not to print anything to standard 
output when performing command-line operations.

Example: nettracker short_profile_name -update 
-quiet
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-reanalyze

Updates the analysis statistics on the NetTracker tables and 
indices in an Oracle, DB2, MySQL, or Teradata database. 
NetTracker automatically updates these statistics every 15 
updates. Note that this command has no effect if you are 
running NetTracker with Microsoft SQL Server. SQL Server 
automatically updates the statistics it is keeping on tables 
and indices in a database.

Example: nettracker short_profile_name -reanalyze

-recalc

Recalculates the NetTracker summary tables in the 
NetTracker database and then regenerates the 
corresponding report files.

Example: nettracker short_profile_name -recalc

-recipients <list>

Specifies the e-mail addresses that should receive the 
reports in one or more e-mail tasks. For <list>, you should 
enter a comma-delimited list of e-mail addresses. (Spaces 
before or after the commas will be ignored.) This list of 
addresses will be used in place of the recipients specified in 
the e-mail tasks. This option makes it easier to test e-mail 
tasks and to send reports to different people at different 
times.

Example (-email): nettracker short_profile_name 
-email -recipients "bob@sane.com, 
joe@sane.com"

Example (-emailtask): nettracker 
short_profile_name -emailtask SomeEmailTask 
-recipients "bob@sane.com,joe@sane.com"
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-regen

Regenerates the associated HTML files. You can use this 
command to re-create the contents of the NetTracker HTML 
directory for a profile if they were accidentally deleted.

Note: The -regen option does not work for overall profiles. 
To regenerate reports for overall profiles, you must run 
-recalc or -update.

Example: nettracker short_profile_name -regen

-reindex

Rebuilds the NetTracker database indexes, including any 
that are missing.

Example: nettracker short_profile_name 
-reindex

-reindex-missing

Rebuilds only the missing NetTracker database indexes.

Example: nettracker short_profile_name 
-reindex-missing

-remove <YYYYMM> 

Removes the given month from the database.

Note: This option permanently deletes data from your 
database. If you think you might need the data again at 
some point in the future, you should ensure that you have 
copies of all of your log files before you remove the data.

Note: If your profile contains data for only one month, 
removing that month from your profile is equivalent to 
clearing all data from the profile. This includes removing all 
information concerning unique visitors, which will influence 
the identification of new and repeat visitors when importing 
new data.
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Example: nettracker short_profile_name -remove 
200401

-remove <YYYYMM,YYYYMM> 

Removes multiple months from the database. (There should 
be no space after the comma that separates the months.)

Note: This option permanently deletes data from your 
database. If you think you might need the data again at 
some point in the future, you should ensure that you have 
copies of all of your log files before you remove the data.

Note: Removing all months from your profile is equivalent 
to clearing all data from the profile. This includes removing 
all information concerning unique visitors, which will 
influence the identification of new and repeat visitors when 
importing new data.

Example: nettracker short_profile_name -remove 
200401,200402

-reprofile

Instructs NetTracker to reapply the visitor profile 
definitions to the visitor data. The results of -reprofile 
will not appear on the reports until the profile is updated.

Example: nettracker short_profile_name 
-reprofile

-resolvetitles

Instructs NetTracker to immediately resolve page titles for 
all known pages.

Example: nettracker short_profile_name 
-resolvetitles
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-update

Updates the profile. This imports any new log file data and 
then generates the NetTracker reports.

Example: nettracker short_profile_name -update

Note: You can replace short_profile_name with all to update 
all the profiles.

Administrative Command-Line Options

-add 

Adds a new profile. This command is similar in functionality 
to clicking Create Profile at the Profile Manager. You can 
use sub-command-line options with the -add option, but 
they are not required. Only the short profile name is 
required.

Example: nettracker admin -add 
short_profile_name [sub-command-line options]

-include <includepath>

Includes only pages that start with <includepath>. 
This command-line option corresponds to the 
Included Pages option in the profile options. (For 
details, see “Including Only Certain Pages, Files, or 
Clips” on page 187.) Note that when you use the 
command-line option, you can only filter for pages 
that start with.

-logpath <logpath>

Specifies the full path to the log file and the file name 
or wildcard.

-logtype <logtype>

Specifies the type of log file.
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0=Auto detect (default)
1=Netscape Flexible
2=NCSA Common/Combined
3=W3C Extended
4=IIS Standard/Extended
5=Microsoft Proxy
6=WebSite
7=Gauntlet
8=IBM Firewall
9=Raptor Eagle
10=Open Market Extended
11=wu-ftpd
12=NcFTPd
13=CERFNet
14=Squid
15=Sidewinder
16=WatchGuard
17=RealSystem Server, Helix Universal Server
18=Cisco PIX

-name <name>

Specifies the name of the profile. This is the same as 
the Profile title option that can be specified in 
General Options. 

-password <password>

This option will set the password, but will not enable 
password protection for any of the NetTracker profile 
options. You can use the default template to enable 
password protection.

-template <template>

Specifies the full path to the template file. If you do 
not specify the -template option, the default 
template file will be used. Which default template 
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file is used depends on which type of profile you are 
creating. Each profile type has its own template file:

The default location for these files on UNIX is 
/usr/local/NetTracker/data/admin. The default 
location on Windows is 
C:\Program Files\NetTracker\data\admin. 

You can edit the default template files in the Profile 
Manager. (For details, see“Editing the Default 
Options for Profiles” on page 333.)

-type <profile type>

Specifies the type of profile to create.
1=Web Server (default)
2=Proxy Server/Firewall
3=FTP Server
4=Streaming Media Server
101=Overall Web Server
102=Overall Proxy Server/Firewall
103=Overall FTP Server
104=Overall Streaming Media Server

-url <url>

Specifies the URL. This is the same URL that you 
would otherwise enter in the General Options.

The example command that follows creates a profile 
called test1 (based on a template named 
template1.cfg) that analyzes Netscape Flexible log 

Web Server Profiles web.cfg
Proxy Server/Firewall Profiles proxy.cfg
FTP Server Profiles ftp.cfg
Streaming Media Server Profiles media.cfg
Overall Web Server Profiles oweb.cfg
Overall Proxy Server Profiles oproxy.cfg
Overall FTP Server Profiles oftp.cfg
Overall Streaming Media Server Profiles omedia.cfg
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files. The example uses the sub-command-line 
options -dir, -logpath, -logtype, and 
-template.

Example (UNIX):
nettracker admin -add test1 
-dir /usr/local/NetTracker 
-logpath /export/home/logs/access.log 
-logtype 1 -template 
/usr/local/NetTracker/templates/template1.
cfg

Example (Windows): 
NetTracker.exe admin -add test1 
-dir "c:\Program Files\NetTracker" 
-logpath 
c:\WinNT\System32\logfiles\W3CSV1\ex020531
.log -logtype 1 -template 
"C:\Program 
Files\NetTracker\templates\template1.cfg"

-addlang <pathname for language pack>

Adds the specified NetTracker 7.5 language pack. 
(Language packs are available for download from 
www.sane.com/download/.)

Example: nettracker admin -addlang 
c:\nt60_fr.ez

-adduser <user_name>

Adds the user with the specified name. This command is 
identical in functionality to creating a user in the 
administrative options. You can use one or more 
sub-command-line options with the -adduser option, but 
they are not required. Only the user name is required.

Example: nettracker admin -adduser "Bob Smith" 
[sub-command-line options]
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-email <e-mail address>

Specifies the e-mail address for the user.

Example: nettracker admin -adduser "Bob 
Smith" -email bob@sane.com

-fullname <full_name>

Specifies the full name of the user.

Example: nettracker admin -adduser "Bob 
Smith" -fullname "Bob Leonard Smith"

-password <password>

Adds the user with the specified password (the 
default password is blank). If a password is specified 
and NetTracker is configured to authenticate users 
using an external database or the Web server, a 
warning message will appear when you run the 
command. (A password is applicable for internal 
database authentication only.)

Example: nettracker admin -adduser "Bob 
Smith" -password a0s9d8

-role <role_name>

Specifies the default role for the user.

Example: nettracker admin -adduser "Bob 
Smith" -role _pwruser

Note: For this option, use the name of the role (for 
example, nettracker admin -adduser "Bob 
Smith" -role _pwruser) and not the title of the 
role (for example, do not use nettracker admin 
-adduser "Bob Smith" -role Power User). You 
can display a list of role names by using the 
command nettracker admin -listroles.
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-assignuser <user_name> <short_profile_name>

Assigns the role or view (or both) to the specified user in the 
specified profile. This command is identical in functionality 
to assigning a role and/or a view to a user in the specified 
profile in the administrative options. You must use at least 
one sub-command-line option with the -assignuser 
option.

Example: nettracker admin -assignuser "Bob 
Smith" short_profile_name [sub-command-line 
options]

-role <role_name>

Assigns the role to the specified user in the specified 
profile.

Example: nettracker admin -assignuser 
"Bob Smith" short_profile_name -role 
_pwruser

Note: For this option, use the name of the role (for 
example, nettracker admin -assignuser "Bob 
Smith" short_profile_name -role _pwruser) 
and not the title of the role (for example, do not use 
nettracker admin -assignuser "Bob Smith" 
short_profile_name -role Power User). You 
can display a list of role names by using the 
command nettracker admin -listroles.

-view <view_name>

Assigns the view to the specified user in the specified 
profile.

Example: nettracker admin -assignuser 
"Bob Smith" short_profile_name -view 
myview
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-changeuser <user_name>

Changes the specified user's password or default role (or 
both). This command is identical in functionality to 
changing a user’s password or default role in the 
administrative options.

If a password is specified and NetTracker is configured to 
authenticate users using an external database or the Web 
server, a warning message will appear when you run the 
command. (A password is applicable for internal database 
authentication only.)

You must use at least one sub-command-line option with the 
-changeuser option.

Example: nettracker admin -changeuser "Bob 
Smith" [sub-command-line options]

-email <e-mail_address>

Changes the specified user’s e-mail address.

Example: nettracker admin -changeuser 
"Bob Smith" -email bobsmith@sane.com

-fullname <full_name>

Changes the specified user’s full name.

Example: nettracker admin -changeuser 
"Bob Smith" -fullname "Bob Leo Smith"

-password <password>

Changes the specified user's password.

Example: nettracker admin -changeuser 
"Bob Smith" -password a0s9d8
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-role <role_name>

Changes the specified user's default role.

Example: nettracker admin -changeuser 
"Bob Smith" -role _pwruser

Note: For this option, use the name of the role (for 
example, nettracker admin -changeuser "Bob 
Smith" -role _pwruser) and not the title of the 
role (for example, do not use nettracker admin 
-changeuser "Bob Smith" -role Power User). 
You can display a list of role names by using the 
command nettracker admin -listroles.

-clear

Regenerates the top frame of the Profile Manager and the 
NetTracker Homepage.

Example: nettracker admin -clear

-dbpasswd

Changes the password used to connect to the Oracle, SQL 
Server, DB2, MySQL, or Teradata database. This command 
will not change the password on the database. It will only 
change the password that NetTracker uses to connect to the 
database. When running this command you will be 
prompted first to enter your old password and then to enter 
your new password.

Example: nettracker admin -dbpasswd

-delete <short_profile_name>

Deletes the specified profile, removing it from the Profile 
Manager and also removing its associated directories.

Example: nettracker admin -delete 
short_profile_name
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-deleteuser <user_name>

Deletes the specified user.

Example: nettracker admin -deleteuser "Bob 
Smith"

-dir <dir>

Specifies the NetTracker program directory. This option 
must be specified when executing nettracker from the 
command line outside of the NetTracker program directory.

-list

or 

-list "%regex"

Lists the available profiles. This list of profiles will be the 
same as the list of profiles that appears in the Profile 
Manager. You can use "%regex" immediately after -list to 
display a list of the profiles described by the regular 
expression. (For details on regular expressions, see “Using 
Regular Expressions with Command-Line Options” on 
page 433.)

-listroles

Lists the title and name of each NetTracker role. This 
command is similar in functionality to viewing the title and 
name of a role in the administrative options.

Note: The role title can consist of one or more words. It 
appears in the list of roles in the administrative options and 
can be edited after it has been saved. The role name is one 
word and cannot be edited after it has been saved.

Example: nettracker admin -listroles
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-listusers <short_profile_name>

Lists each user's effective role and default view for the 
specified profile. This command is similar in functionality to 
viewing a user’s profile settings in the administrative 
options. You can use a sub-command-line option with the 
-listusers <short_profile_name> option, but it is not 
required. Only the short profile name is required.

Example: nettracker admin -listusers 
short_profile_name {sub-command-line option]

-explicit

Includes only users with a role or default view 
explicitly assigned for the specified profile name.

Example: nettracker admin -listusers 
short_profile_name -explicit

-listusers all

Lists each user and his or her default role. If NetTracker is 
configured to authenticate users through its internal 
database, this command will also list each user’s full name 
and e-mail address. This command is similar in 
functionality to viewing each user and his or her full name, 
e-mail address, and default role in the administrative 
options.

Example: nettracker admin -listusers all

-quiet

Instructs NetTracker not to print anything to standard 
output when performing command-line operations.

-roleinfo <role_name>

Lists:

1 All profiles with the specified role as the default role
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2 All users with the specified role as their default role
3 All users with the specified role explicitly assigned in a 

profile, along with the profile in which it is assigned

Example: nettracker admin -roleinfo _pwruser

Note: For this option, use the name of the role (for example, 
nettracker admin -roleinfo _pwruser) and not the 
title of the role (for example, do not use nettracker 
admin -roleinfo Power User). You can display a list of 
role names by using the command nettracker admin 
-listroles.

-userinfo <user_name>

Lists the specified user's effective role and default view for 
each profile. This command is similar in functionality to 
viewing a user’s role and default view for each profile in the 
administrative options. You can use a sub-command-line 
option with the -userinfo option, but it is not required. 
Only the user name is required.

Example: nettracker admin -userinfo "Bob 
Smith" [sub-command-line option]

-explicit

Includes only profiles in which the user has been 
explicitly assigned a role or default view.

Example: nettracker admin -userinfo "Bob 
Smith" -explicit
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31Using Regular 
Expressions with 
NetTracker

NetTracker allows you to use regular expressions when setting 
profile options. This feature allows you to zero in on specific 
data you are looking for in your reports quickly and accurately. 
The syntax used in implementing this feature is similar to that 
used in the Perl programming language. If you want to use a 
regular expression, you need to select the filter operator that 
match the pattern.

This section is a short tutorial on using regular expressions 
within NetTracker. If you are unfamiliar with the syntax of 
regular expressions, you should review the entire chapter. The 
Internet also has many tutorials on regular expressions. If you 
have specific questions after consulting the tutorials, you can 
contact Sane Solutions technical support.

Basics of Regular Expressions

A regular expression is a way of specifying a pattern in a text 
string. For example, if you specify the pattern

webpage

NetTracker would find any instance of webpage in the field you 
were searching. It would match webpage, awebpage, webpage1, 
and Here is a webpage.

To cite a more useful example from NetTracker, you can use 
regular expressions to generate a report on all the requests for 
HTM and HTML files on your site. Enter the filter that match 
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the pattern htm in the Included Pages option in NetTracker. 
This will give you a report on any page that had htm in its file 
name. Assuming you had not used htm as anything other than a 
file extension, you would get a complete report on all the 
requests for HTML files on your site. This report would also 
include requests for files ending with html because the string 
html includes the string htm.

Note: This assumes that either all your file names have 
lowercase extensions or that you have not enabled 
case-sensitivity in your profile options. (When case-sensitivity is 
not enabled, all pages, files, clips, and user names are imported 
as all lowercase characters. For details on enabling 
case-sensitivity, see “Enabling Case-Sensitivity for Pages, Files, 
and Clips” on page 102 and “Enabling Case-Sensitivity for User 
Names” on page 104.)

Metacharacters

The real power of regular expressions is in the use of 
metacharacters. Metacharacters allow you to construct 
expressions that match specific text patterns in an extremely 
flexible way.

Metacharacters and their meanings are listed below.

Metacharacter Meaning

. (period) Matches any one character no matter 
what the character is

? Matches the character immediately before 
it either zero times or one time

* Matches the character immediately before 
it any number of times including zero (the 
character may not be in the string at all)

+ Matches the character immediately before 
it one or more times (the character must 
be in the string at least once)
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Here are some examples which illustrate the use of 
metacharacters.

^ Indicates that the characters which follow 
are at the start of the string only

$ Indicates that the characters which 
precede it are at the end of the string

\d Matches any decimal digit

\D Matches any character that is not a 
decimal digit

\s Matches a tab or space character

\S Matches any character that is not a tab or 
a space

\w Matches any letter, any digit, or the 
underscore character

\W Matches any character which is not a 
letter, a digit, or the underscore

\ Escape character allowing the use of any 
of the metacharacters with their regular 
keyboard meaning. For instance, \. 
matches a period (.) in a regular 
expression. A period (.) matches any one 
character no matter what the character is.

Regular 
Expression Matches Reason

up.own uptown
updown
up own

Period (.) matches any 
character, even a space.

.exe aexe
123exe
1exejfg

Period (.) matches any 
character, even a space.

Metacharacter Meaning
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\.exe .exe Backslash (\) tells 
NetTracker you are looking 
for a period, not using the 
period as a metacharacter.

ab?cdef acdef
abcdef
abcdefg
acdefghij

Question mark (?) matches 
both zero instances of b and 
one instance of b.

ntcgi\?john
swift

ntcgi?johnswift Backslash (\) tells 
NetTracker you are looking 
for a question mark, not 
using the question mark as 
a metacharacter.

abc*defg abdefg
abcdefg
abcdefghij
abcccccdefg

Asterisk (*) matches the c 
zero or more times.

abc+defg abcdefg
abccdefg
abcdefghij
abcccdefghij

Plus (+) matches the c one 
or more times.

free free
freedom
innisfree

By default, text is matched 
wherever it is found in the 
text string.

^free free
freedom

Caret (^) only matches the 
beginning of the text string.

free$ free
innisfree

Dollar sign ($) only matches 
at the end of the text string.

Regular 
Expression Matches Reason
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In addition to metacharacters, you can use four other characters 
to indicate the relationships between various parts of the 
regular expression. 

Here are some examples which illustrate the use of these 
characters.

Character Meaning

| Tells NetTracker to match the text to the 
left of the pipe or the text to the right of the 
pipe

[ ] Contains a set of characters and tells 
NetTracker to match any character within 
that set

( ) Indicates that the part of the expression 
that is within the parentheses is to be 
considered as one unit

^ (first 
character 
inside brackets)

Negates the set of characters in brackets so 
that text must contain a character at that 
point in the expression but it cannot be any 
of the characters inside the brackets

Examples Matches Does Not 
Match Reason

they 
(would|
should)

they would
they should
they should
   have
they would
   have

Parentheses and 
pipe indicate text 
must contain at 
least one instance 
of either would or 
should

[cz]one cone
zone

one Brackets indicate 
either a c or a z 
must be present 
for a match
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Combining Metacharacters

You can combine several metacharacters in one regular 
expression. One of the most common combinations is the period 
and asterisk (.*) which matches a string of any length including 
the null string.

Using Regular Expressions with 
NetTracker

 NetTracker is constructed so that regular expressions can be 
used when setting many of NetTracker’s options. (However, 
regular expressions cannot be used to define visitor profiles. 

[^abc]xyz dxyz
mxyz

axyz
bxyz
cxyz
xyz

Brackets indicate 
there must be a 
character at that 
point in the 
expression, but the 
caret indicates 
that character 
cannot be a, b, or c

Regular 
Expression Matches Reason

.*\.cgi$ any string 
ending in .cgi

The period and asterisk (.*) 
combination matches any 
string. The backslash (\) tells 
NetTracker to look for a 
period, not use the period as a 
metacharacter.

.*.cgi$ acgi
thomcgi
file.cgi

The second period is not 
preceded by a backslash (\), so 
it is being used as a 
metacharacter to match any 
one character no matter what 
the character is.

Examples Matches Does Not 
Match Reason
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Instead, you must use the special characters for pattern 
matching that are supported by the database you are using with 
NetTracker. For details, see “Using Database Pattern-Matching 
Characters” on page 155.)

For instance, NetTracker uses regular expressions heavily in 
both its browser and platform options. The following regular 
expression defines which user agents in your log files will be 
classified as the Microsoft Internet Explorer Web browser:

^Mozilla/.*MSIE (\d+\.)

(To see this regular expression in NetTracker, view a Web 
profile, click the Options tab, click Browsers under Visitors 
or Users in the left-hand panel, click Microsoft Internet 
Explorer in the list, and then click User Agents.)

If a user agent in your log file matches the regular expression 
above, then the browser used by that user will be listed as 
Microsoft Internet Explorer in your Browser Summary.

By breaking down the regular expression, you can see exactly 
what NetTracker is looking for.

Expression Meaning

^ The string must start with the characters that 
follow (Mozilla/)

Mozilla/ The characters that must be at the beginning 
of the string

.* There can be any number of characters 
(including none) between Mozilla/ and the text 
that follows (MSIE)

MSIE The next string of characters that must be 
present (including a space after the E)

( ) The contents of the parentheses will be 
considered a single unit

\d Matches any decimal digit
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The above expression will match the following strings:

Mozilla/4.0 (compatible; MSIE 4.01; MSN 2.5; Windows 98)
Mozilla/4.0 (compatible; MSIE 4.01; Windows 95)
Mozilla/4.0 (compatible; MSIE 5.0; Windows 95; AIT; 
DigExt)

Because the regular expression includes information about the 
browser version number (\d+\.), if you have selected the 
Append the version number check box for the browser the 
first two strings above will appear as Microsoft Internet 
Explorer 4 and the last string will appear as Microsoft Internet 
Explorer 5. (For details on selecting the Append the version 
number check box, see “Creating a Browser” on page 274 and 
“Editing the Browsers” on page 275.) 

+ Modifies the \d so NetTracker will look for one 
or more digits

\. Tells NetTracker to stop looking for digits 
when it finds a period. The backslash (\) tells 
NetTracker to match a period instead of using 
the period (.) as a metacharacter

Expression Meaning
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To use NetTracker, you will need to understand the definitions 
of the terms listed below:

Banner Ad (Advertisement)

Banner ads are graphic images located on Web pages that 
contain advertising copy inviting users to click the banner ad to 
go to the advertiser’s Web site.

Browser

Also known as a Web browser. Software that is used to view 
Web pages located on the Internet or an intranet. Two popular 
browsers are Microsoft Internet Explorer and Netscape 
Communicator.

Cache Bandwidth Ratio

The percentage of bandwidth (in megabytes) that was cached by 
your proxy server or firewall. (Cached Bandwidth ÷ Total 
Bandwidth) x 100 = Cache Bandwidth Ratio.

Cache Hit Ratio

The percentage of hits that were cached by your proxy server or 
firewall. (Cached Hits ÷ Total Hits) x 100 = Cache Hit Ratio.

Campaign

Messaging created by marketing and typically run through 
multiple channels to compel prospects to visit your Web site. A 
463



NetTracker eBusiness User’s Guide
campaign may also contain multiple segments (ad variations or 
groups) and include multiple entry pages to your Web site.

Campaign Channel

The content source (such as a Web site, print publication, or 
newsletter) through which you are running a campaign that has 
sent visitors to your Web site.

Campaign Channel Type

The overall type of campaign channel (such as direct mail) that 
has sent visitors to your site.

Campaign Segment

The ad variation within each campaign channel. Each segment 
usually has a unique identifier in entry pages affiliated with 
that segment.

Clickthrough

An event in which a Web site visitor clicks a banner ad, thus 
exiting the Web site to visit the Web site that is linked via the 
banner ad.

Clickthrough Rate

The percentage of banner ad impressions (views) that the 
viewer clicked (clickthroughs). (Clickthroughs ÷ Impressions) x 
100 = Clickthrough Rate.

Clip

A single file on a streaming media server.

Complete Profile View

A predefined view containing all available reports.
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Cookie

A small amount of information sent by a Web server and stored 
in a browser to identify the visitor for a visit or longer.

Default Profile View

The view presented to the user when no view is explicitly 
specified or requested. When no views are defined for the 
profile, the default view is the complete profile view.

Department

A group of hosts or users that have been identified as belonging 
to the same group (such as the Finance Department on a 
corporate intranet).

Didn’t Stay (Web and Proxy Profiles)

The visit or session length that results from a visitor or user 
viewing or downloading only one file.

Didn’t Stay (FTP Server and Streaming Media Server 
Profiles)

The visitor downloaded only one file or clip, and the download 
lasted 0 seconds.

Domain

A group of network addresses that are in some way related.

Each host name has a suffix that indicates to which top-level 
domain it belongs. There are only a limited number of top-level 
domains. Examples include .com (commercial business), .edu 
(educational institutions), .net (network organizations), .org 
(organizations, nonprofit), .gov (government agencies), and .mil 
(military).

Download

A request by a user to transfer a file from the FTP server or 
streaming media server to the user (client).
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Ending Clip

The last clip that a visitor downloaded before ending a session.

Ending Page

The last page that a proxy server or firewall user viewed before 
ending a session.

Entry Page

The first page that a visitor viewed during a visit to a Web site. 
Although the entry page is often the same as a Web site’s home 
page, in many cases visitors enter a Web site on different pages 
due to different links from other Web sites.

Error

A combination of a file (usually a page or clip) and an error 
message that appears when a visitor attempts to view or 
download it. Often errors occur because of broken links (links to 
pages that do not exist anymore) or when an unauthorized 
visitor attempts to access restricted pages (for example, if the 
visitor does not have a password to access the page).

Error Hit

A hit to a Web site that results in an error. An example of an 
error hit would be a hit to a page that resulted in an error 
message such as “file not found.”

Event Tagging

A special type of page tagging that you can use to analyze when 
certain events occur on a page, such as submitting a form.

Exit Page

The last page that a visitor viewed before exiting a Web site.
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Hit

A single request to a Web server. Thus, a single HTML 
(Hypertext Markup Language) document containing multiple 
images (.JPG, .GIF, etc.) would be counted as multiple hits to a 
Web site. In addition, erroneous requests to transfer files are 
also counted as hits.

Host

A computer that is connected to the Internet. A host can be 
represented by a host name (for example, 
machine1.sane.com) and by an IP (Internet Protocol) address 
on the Internet (for example, 194.122.251.1).

Impression

A view of a banner ad located on a Web page.

Keyword

A word or group of words that a visitor entered into a search 
engine or directory to search for Web sites containing 
information related to these words.

Local Keyword

A word or group of words that a visitor entered into a local 
search engine (on the local Web site, versus on a search engine 
such as Yahoo) to search for information on the Web site related 
to these words.

NetTracker Administrator

The person responsible for creating profiles, defining roles and 
views, creating NetTracker users, and assigning roles and views 
to users.

NetTracker User

A user name and password combination used to authenticate an 
individual’s identity and control access to NetTracker profiles.
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New Visit

A visit by a visitor who has never been to your site before. Once 
a visitor has visited your site, all future visits are repeat visits. 
For example, if a visitor visits your site once in January, again 
in January and twice in February, the second visit in January 
and both visits in February are considered repeat visits. No 
visitor can ever have more than one new visit.

New Visitor

A visitor visiting your site for the first time.

Overall Profile

A collection of reports that compare or combine statistics from 
all the profiles of a single type (Web server, proxy 
server/firewall, FTP server, streaming media server).

Page

Any requested file except those on the Excluded Pages list. For 
example, a page could be an HTML (Hypertext Markup 
Language) document, an image, a Java applet, etc. (For details 
on Excluded Pages, see “Excluding Pages, Files, or Clips” on 
page 186.)

Page Tagging

Mechanism used to “tag” Web pages with JavaScript segments 
that cause a visitor's browser to send information about the 
visitor’s visit to a page tag server. This information is then 
analyzed by NetTracker.

Paid Keywords

A specific pay-per-click (PPC) or cost per thousand (CPM) 
keyword or phrase on which you have bid in order to appear in 
the top results a user receives when he or she searches on that 
keyword or phrase in a search engine (or on an affiliate site).
468



Glossary
Parameter

An item of information — such as a visitor identification or 
product name — that is passed to a Web server, proxy 
server/firewall, FTP server, or streaming media server by a user 
or another program.

Path

A group of consecutive pages viewed by a Web site visitor. (You 
define the number of pages on the General Options page in 
the profile options or when creating a custom Path Summary.)

Platform

A specific operating system (such as Windows 2000, Mac OS X, 
etc.).

Player

Software that is used to listen to or view streaming media clips 
located on the Internet or an intranet. RealPlayer and 
QuickTime Player are examples of players.

Privilege

Authorization to perform an action or change an option.

Profile

A collection of reports that analyze the same Web site, proxy 
server, firewall, FTP server, or streaming media server.

Referrer

A site or page that links to another page. Many times the link 
takes visitors to a page that is on an entirely different Web site. 
This is the case when a user is referred to a Web site from a 
search engine such as Yahoo. Sometimes users are referred to a 
page within the same Web site by another page in the Web site 
(such as the home page).
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Repeat Visit

A visit by a visitor who has been to your site at least once 
before. Once a visitor has visited your site once, all future visits 
are repeat visits. For example, if a visitor visits your site once in 
January, again in January, and twice in February, the second 
visit in January and both visits in February are considered 
repeat visits. 

Repeat Visitor

A visitor who has been to your site at least once before.

Report

A summary, breakdown, or dashboard. Reports present the data 
in the profile.

Robot

A nonhuman agent that visits Web sites for any purpose. For 
example, a robot could check pages for updates or check to 
ensure a site is still on the Internet.

Role

A collection of privileges.

Session (FTP Server and Streaming Media Server Profiles)

A series of consecutive downloads from an FTP server or a 
streaming media server by the same user or visitor. If the user 
does not download another file in the specified period of time 
(the default is 30 minutes), the next file downloaded by that 
user is considered the start of a new session. 

Session (Proxy Server/Firewall Profiles)

A series of consecutive views of one or more Web sites by the 
same user. If the user does not view a new Web page in the 
specified period of time (the default is 30 minutes), the next 
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page viewed by that user is considered the start of a new 
session. 

Session Duration (FTP Server and Streaming Media Server 
Profiles)

The length of time a user spends downloading files from an FTP 
server or streaming media server during a session. For analysis 
and presentation purposes, session durations are broken into 
categories such as “Didn’t Stay,” “Less than 1 minute,” “1–2 
minutes,” etc.

Session Duration (Proxy Server/Firewall Profiles)

The length of time a specific user spends accessing the Internet 
through a proxy server or firewall during a session. For analysis 
and presentation purposes, session durations are broken into 
categories such as “Didn’t Stay,” “Less than 1 minute,” “1–2 
minutes,” etc.

Short Profile Name

The one-word name for the profile. This is the word that 
appears in parentheses in the list of available profiles at the 
Profile Manager. If you created the profile during installation, 
the short profile name is reports. 

Site

Also known as a Web site. A location on the Internet or an 
intranet.

Spider

A nonhuman agent that visits Web sites in order to index the 
Web sites for the agent’s search engine or directory.

Starting Clip

The first clip that a visitor downloaded from a streaming media 
server during a session.
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Starting Page

The first page that a user viewed during a session through a 
proxy server or firewall.

Unique Error

A distinct combination of a request and error message. If 
multiple visitors receive the same error message while making 
the same request, it is only one unique error.

Unique Visitor

A distinct visitor to a Web site. Regardless of how many times 
you visit a Web site, you are only one unique visitor.

User

A visitor that accessed a Web site, FTP server, proxy server, or 
firewall by entering a proper user name and password.

View (Interface)

A collection of reports, both predefined and custom, organized 
into a set of folders.

View (Page)

A hit to a Web page, excluding error hits and hits to 
user-defined files such as inline images (.JPG, .GIF, etc.), Java 
applets, and specific redirects.

Visit

A series of consecutive views of a Web site by the same visitor. If 
the visitor does not view a new Web page in the specified period 
of time, the next page viewed by that visitor is considered the 
start of a different visit.

Visit Duration

The length of time a specific visitor spends on a Web site during 
a visit. For analysis and presentation purposes, visit durations 
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are broken down into categories such as “Didn’t Stay,” “Less 
than 1 minute,” “1–2 minutes”, etc.

Visitor

A person or agent who views content on a Web site or downloads 
content from an FTP server or a streaming media server. For 
sites that require a user name and password to log on, a visitor 
is defined by the user name. For sites that use cookies, a visitor 
is defined by the cookie transmitted by the visitor’s browser. If 
no cookie or user name is transmitted, NetTracker uses a 
combination of a host name/IP address and a user agent. (For 
details on configuring NetTracker to use cookies or 
authenticated user names, see “Changing How NetTracker 
Sessionizes Traffic” on page 291.)

Visitor Retention

Whether or not visitors come back to your Web site after their 
initial visit and how many times they return. NetTracker 
reports visitor retention by showing the number of visitors who 
have made specified numbers of visits (for example, 1, 2, 3, 4, 
5-6, 7-9).
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